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	Summary of change:
	P-Charging-Vector header field removed from tables A.23, A.25, A.181 and A.183.

	
	

	Consequences if not approved:
	Risk of interoperability problems since the incorrect requirements make different implementations possible.

	
	

	Clauses affected:
	A.2.1.4.4, A.2.2.4.4

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * * *

A.2.1.4.4
CANCEL method

Prerequisite A.5/4 - - CANCEL request

Table A.23: Supported header fields within the CANCEL request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	c11
	c11

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	8
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	8A
	Content-Type
	[26] 20.15
	c22
	c22
	[26] 20.15
	o
	o

	9
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	10
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11A
	Max-Breadth
	[117] 5.8
	n/a
	c16
	[117] 5.8
	c17
	c17

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c18

	
	
	
	
	
	
	
	

	13
	P-Debug-ID
	[140]
	o
	c14
	[140]
	o
	c15

	14
	Privacy
	[33] 4.2
	c6
	n/a
	[33] 4.2
	c6
	n/a

	15
	Reason
	[34A] 2
	c7
	c10
	[34A] 2
	c12
	c12

	16
	Record-Route
	[26] 20.30
	n/a
	c18
	[26] 20.30
	n/a
	c18

	17
	Reject-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	c11
	c11

	17A
	Relayed-Charge
	7.2.12
	n/a
	c21
	7.2.12
	n/a
	c21

	17B
	Request-Disposition
	[56B] 9.1
	c9
	c9
	[56B] 9.1
	c11
	c11

	17C
	Resource-Priority
	[116] 3.1
	c13
	c13
	[116] 3.1
	c13
	c13

	18
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c18

	18A
	Session-ID
	[162]
	o
	c19
	[162]
	o
	c19

	19
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	20
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c6:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c10:

IF A.3/2 THEN m ELSE IF A.4/38 THEN o ELSE n/a - - P-CSCF, the Reason header field for the session initiation protocol.

c11:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c12:
IF A.4/38 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c13:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.

c14:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c15:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c16:
IF A.4/71 AND (A.3/9B OR A.3/9C OR A.3/13B OR A.3/13C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), ISC gateway function (IMS-ALG), ISC gateway function (Screening of SIP signalling), UE, UE performing the functions of an external attached network..

c17:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

c18:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c19:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.


c21:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

c22:
IF A.4/16 OR A.24/1 THEN m ELSE o - - integration of resource management and SIP or XML Schema for PSTN.


Prerequisite A.5/4 - - CANCEL request

Table A.24: Supported message bodies within the CANCEL request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	XML Schema for PSTN
	[11B]
	
	c1
	[11B]
	
	c1

	c1:
IF A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/9B OR A.3/13B THEN o ELSE n/a - - MGCF, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, IBCF (IMS-ALG), ISC gateway function (IMS-ALG).


Prerequisite A.5/5 - - CANCEL response for all status-codes

Table A.25: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	
	
	
	
	
	
	
	

	5B
	P-Debug-ID
	[140]
	o
	c4
	[140]
	o
	c5

	5C
	Privacy
	[33] 4.2
	c3
	n/a
	[33] 4.2
	c3
	n/a

	5D
	Relayed-Charge
	7.2.12
	n/a
	c8
	7.2.12
	n/a
	c8

	5E
	Session-ID
	[162]
	o
	c6
	[162]
	o
	c6

	6
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	7
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	8
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	9
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c4:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c5:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c6:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.


c8:
IF A.4/111 THEN m ELSE n/a - - the Relayed-Charge header field extension.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/5 - - CANCEL response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.26: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	4
	Supported
	[26] 20.37
	o
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.5/5 - - CANCEL response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.26A: Supported header fields within the CANCEL response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Table A.27: Void

Prerequisite A.5/5 - - CANCEL response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.28: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.29: Void

Table A.30: Void

Prerequisite A.5/5 - - CANCEL response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.30A: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.5/5 - - CANCEL response

Table A.31: Supported message bodies within the CANCEL response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


* * * Next Change * * * *

A.2.2.4.4
CANCEL method

Prerequisite A.163/4 - - CANCEL request

Table A.181: Supported header fields within the CANCEL request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c10
	c10
	[56B] 9.2
	c11
	c11

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	8
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	8A
	Content-Type
	[26] 20.15
	c21
	c21
	[26] 20.15
	o
	o

	9
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	10
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11A
	Max-Breadth
	[117] 5.8
	c15
	c15
	[117] 5.8
	c16
	c16

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	
	
	
	
	
	
	
	

	13
	P-Debug-ID
	[140]
	o
	c13
	[140]
	o
	c14

	14
	Privacy
	[33] 4.2
	c3
	c3
	[33] 4.2
	c4
	c4

	15
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c9
	c9

	16
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	17
	Reject-Contact
	[56B] 9.2
	c10
	c10
	[56B] 9.2
	c11
	c11

	17A
	Relayed-Charge
	7.2.12
	n/a
	c20
	7.2.12
	n/a
	c20

	17B
	Request-Disposition
	[56B] 9.1
	c10
	c10
	[56B] 9.1
	c11
	c11

	17C
	Resource-Priority
	[116] 3.1
	c12
	c12
	[116] 3.1
	c12
	c12

	18
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	18A
	Session-ID
	[162]
	c17
	c17
	[162]
	c17
	c17

	19
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	20
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c4:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN o ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c10:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c11:
IF A.162/50 THEN i ELSE n/a - - caller preferences for the session initiation protocol.

c12:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.

c13:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c14:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c15:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c16:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.

c17: 
IF A.162/101 THEN m ELSE n/a - - the Session-ID header.



c20:
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.

c21: 
IF A.162/23 OR A.182/1 THEN m ELSE o - - integration of resource management and SIP or XML schema for PSTN.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/4 - - CANCEL request

Table A.182: Supported message bodies within the CANCEL request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	XML Schema for PSTN
	[11B]
	
	c1
	[11B]
	
	i

	c1:
A.3/3 OR A.3/4 OR A.3/5 OR A.3/7C OR A.3/9A OR A.3/10 OR A.3/11 OR A.3/13A THEN m ELSE n/a - - I-CSCF, S-CSCF, BGCF, AS acting as proxy, IBCF (THIG), additional routeing functionality, E-CSCF, ISC gateway function (THIG).


Prerequisite A.163/5 - - CANCEL response for all status-codes

Table A.183: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	CSeq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	
	
	
	
	
	
	
	

	5B
	P-Debug-ID
	[140]
	o
	c4
	[140]
	o
	c5

	5C
	Privacy
	[33] 4.2
	c2
	c2
	[33] 4.2
	c3
	c3

	5D
	Relayed-Charge
	7.2.12
	n/a
	c9
	7.2.12
	n/a
	c9

	5C
	Session-ID
	[162]
	c6
	c6
	[162]
	c6
	c6

	6
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	7
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7A
	User-Agent
	[26] 20.41
	o
	
	[26] 20.41
	o
	

	8
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	9
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c3:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c4:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c5:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c6: 
IF A.162/101 THEN m ELSE n/a - - the Session-ID header.



c9: 
IF A.162/121 THEN m ELSE n/a - - the Relayed-Charge header field extension.


Prerequisite A.163/5 - - CANCEL response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.184: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c4
	c4
	[116] 3.2
	c4
	c4

	2
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c3
	c3

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c3:
IF A.162/15 THEN o ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.

c4:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.163/5 - - CANCEL response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.184A: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Table A.185: Void

Prerequisite A.163/5 - - CANCEL response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional 404 (Not Found), 413 (Request for Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.186: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Prerequisite A.163/5 - - CANCEL response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.186A: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Table A.187: Void

Table A.188: Void

Prerequisite A.163/5 - - CANCEL response

Table A.189: Supported message bodies within the CANCEL response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


* * * End of Changes * * * *

