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Introduction

The following CRs were agreed by CT4 "bar one company". 

	C4-161531
	CR 1689 29.274 Rel-13 S11-U tunneling for MO/MT data transport in control plane (SGi based) - with new S11-U F-TEIDs
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Nokia Networks, Verizon, AT&T, Orange, China Mobile, DT, Huawei

	C4-161383
	CR 0332 23.007 Rel-13 S11-U Error Indication handling
	Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Nokia Networks


The discussion relates to how to set up the S11-U tunnel between the MME and SGW when data is transported in NAS signalling. Two possible approaches were outlined in the CT4 DISC paper C4-161144: 

A. Re-using the existing S1-U F-TEIDs in GTP-C signalling, i.e. making the SGW unaware that the tunnel is an S11-U tunnel. This is the Approach A in the CT4 DISC paper.

 or

B. Defining new S11-U F-TEIDs in GTP-C signalling, i.e. making the SGW aware that the tunnel is an S11-U tunnel. This is the Approach B in the CT4 DISC paper.

The above CT4 CRs implement the Approach B.

Discussion

The pros and cons of both approaches were discussed at length in CT4 and a very large majority of companies indicated their preference for the Approach B. In short, the Approach B:
· provides a clean and future proof solution in long term;
· reduces the signalling overhead for establishing the S11-U tunnel, i.e. the S11-U tunnel can be established via a single Create Session Request/Response exchange, in the same manner as an S4-U tunnel is established by the S4-SGSN; 
· is homogenous with the existing S4-U design;
· enables support of KPIs or settings per interface;
· for the cost of minimal SGW impacts.
In comparison, the Approach A:

· would cause more signalling to establish the S11-U tunnel, since this would require both a Create Session Req/Resp and Modify Bearer Req/Resp exchange, while it is obvious that the Modify Bearer Req/Resp exchange is unnecessary if the GTP-C protocol is properly designed over S11;
· would deviate from the existing GTP-C and S4-U design, where the SGW is made aware of the interface type of GTP-U tunnels (e.g. S1-U, S4-U, S12, S5/S8-U);
· would not easily allow support of new requirements for NB-IoT/eMTC, because the SGW would wrongly assume that the S11-U tunnel is an S1-U tunnel.
The following paragraph captures the objections raised by one company (on the CT4 email list, 19 February), and provide additional answers to these objections.

1. There is no concrete stage 2 requirement, the decision to select this alternative is based on assumptions on the possible requirement; on the other hand, those charging & KPI aspect can be addressed already by using different IP addresses allocated to the eNBs and MMEs; 

Response:

· It is anticipated that operators will ask for knowing how much user plane traffic goes through the MME and NAS vs. how much uses S1-U tunnels / Data Radio Bearers. It is still unknown whether SA5 will ask for any new information to be captured in the SGW CDRs (since they have not started their work on this yet), but regardless of this, KPIs are an essential existing tool for operating the network and ensuring that the volume of traffic traversing the MME remains under control. The Approach A would not allow to support KPIs or specific settings per interface (as commonly supported on SGWs today), or would require clumsy workarounds to do so.
Besides, in live network, for security reason, some operators require physical isolation between their RAN IP transport network and Core IP transport network, so S1-U and S11 interface in SGW are allocated in different Ethernet ports with IP address in different IP subnets. The Approach B would allow to isolate S11-U from S1-U and thus assign different IP subnets for S1-U and S11-U tunnels, if required.
· Establishing the S11-U tunnel with minimal S11-C signalling is more than desirable. It is not reasonable to design S11-U in a less optimal way than what has been specified since Rel-8 for S4-U tunnelling.
· The design retained by CT4 should allow to easily support new eMTC/NB-IOT feature requirements in future. 

· It was even recognized by the objecting company that in some scenarios (receipt of GTP-U Error Indication from the MME), it would be advantageous for the SGW not to send a Downlink Data Notification to the MME for every UEs to avoid excessive unnecessary signalling to the MME, which would be what would occur with the Approach A, while the Approach B allows the SGW to behave more optimally like specified today towards the S4-SGSN in the same scenario. 

· Whether to use the existing S1-U F-TEIDs or new S11-U F-TEIDs in GTP-C signalling is ultimately a stage 3 decision under CT4 remit. 

2. With this CR agreed, the SGW will be unnecessarily impacted, though we have tried to limited the impact during develop the CRs, but we can't say that the impact is trivial effort.

Response:

· Designing a solution that is future proof, which provides essential tools to operate the network and which reduces the S11-C signalling is not deemed to be "unnecessary". 

· Defining new S11-U F-TEIDs in fact only has a minimal SGW impact and is similar to the existing S4-U tunnelling principles which has been specified for S4-U since Rel-8. New TEIDs also allows support of existing SGW functionalities (such as KPIs or specific settings per interface) for S11-U without any extra effort.

3. The worst is, with this CR agreed, it will delay the deployment of CIoT.  Without these CRs agreed, we can claim that our SGW is CIoT ready! With this CRs agreed, the SGW has to be upgraded, this increases operator OPEX; if this is considered as SGW CIoT feature, so it may increase operator's CAPEX. Especially for an operator with MME and SGW from different vendors, it is going to take more effort for the co-ordinations, e.g. capability negotiations between MMEs and SGWs. 

Response:

· Several CIoT features are already known to impact the SGW such as the new NB-IoT RAT Type, Non-IP PDN connections via the SGW/PGW and S11-U tunnelling. Besides, unspecified features like KPIs will be essential when operating the network and for controlling how much traffic goes through Data Radio Bearers vs. NAS signalling. New charging requirements cannot be excluded either until SA5 studies the potential charging impacts of CIoT. 
Other features like eDRX/HLCOM (High Latency Communications) are also an essential part of any CIoT deployment, and these features also impact the SGW. 

So the Approach A will NOT remove the need for SGW upgrades for CIoT. The Approach A would at best shortly delay the need for upgrading the SGW for WB-E-UTRAN only deployments not supporting Non-IP PDN connections nor eDRX/HLCOM features. 

Besides, the SGW impacts for CIoT are negligible compared to the CIoT impacts on the rest of the 3GPP system (and specifically, the RAN and the MME). 

Conclusion

CT should approve the two CRs agreed by CT4 "bar one company", so as to allow the CIoT-CT work to progress smoothly with a future proof solution and complete on time by CT#72 (June 2016). 

