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* * * First Change * * * *
5.4.2.1
General
The call flow for the HSS-based P-CSCF restoration mechanism is described in figure 5.4.2.1-1. The nodes included in this call flow shall execute following procedures if they support the HSS-based P-CSCF restoration mechanism.
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Figure 5.4.2.1-1: HSS-based P-CSCF restoration
1.
The terminating S-CSCF receives a SIP message for a destination UE.

2.
The S-CSCF forwards the SIP message to this called UE’s terminating P-CSCF.

3.
The S-CSCF shall identify whether the called UE’s terminating P-CSCF is not able to process this request, based on received error codes (i.e. the UE registration data is not present) or no response. In this case, the following steps shall apply to execute the HSS-based P-CSCF restoration. For more information about S-CSCF failure detection, see subclause 5.4.2.2.

4.
The S-CSCF shall check the registration status of the Public User Identity associated to the called UE. If the registration state of the Public User Identity is Registered, the S-CSCF shall check if the Public User Identity is currently registered with one or more Private User Identities. 

-
If the Public User Identity is currently registered with only one Private User Identity, the S-CSCF shall unregister this Public User Identity by sending a Cx SAR to the HSS, including a P-CSCF Restoration indication. 

-
If the Public User Identity is currently registered with more than one Private User Identity, the S-CSCF shall send a deregistration request to the HSS for the corresponding Public User Identity and Private User Identity pair via Cx SAR, including a P-CSCF Restoration indication.
5.
The HSS shall identify whether the MME/SGSN supports HSS-based P-CSCF restoration based on feature support information provided by the MME/SGSN as described in subclause 5.4.2.3, then when the HSS receives a Cx SAR with a P-CSCF Restoration indication, it shall check whether the serving node(s) for corresponding user support this feature: 
-
if at least one of the serving nodes support the feature:

-
the HSS shall send a P-CSCF restoration indication to the supporting serving node(s) where the IMSI associated to the received Private Identity is registered, i.e. SGSN and/or MME, using S6a/S6d IDR/IDA or Gr ISD request/answer; and
-
the HSS shall perform either the unregistration or deregistration requested and it shall send a successful response to the S-CSCF via Cx SAA. The S-CSCF shall set respectively this Public User Identity as Unregistered or this UE as not registered. 
NOTE 1: 
The S-CSCF can start a P-CSCF Restoration Ongoing Timer to monitor the P-CSCF Restoration procedure. If the UE performs a new IMS registration before this timer expires, as a result of the P-CSCF Restoration procedure execution, the S-CSCF stops the timer. Otherwise, the S-CSCF registers again the Public User Identity by sending a Cx SAR to the HSS and it stops the timer. The value of the P-CSCF Restoration Ongoing Timer can consider how long the P-CSCF Restoration execution may take, and then it can take into account factors like paging re-transmission timers.

-
in addition, if the 3GPP AAA Server supports P-CSCF restoration for WLAN and if the user has an IMS APN configuration subscription for a WLAN access and is registered to a WLAN access, the procedure described in subclause 5.6.2.2 from step 5 onwards shall apply.
-
otherwise, the HSS shall provide an error response back in Cx SAA to the S-CSCF. 

NOTE 2:
In case there is not homogeneous support of this feature in corresponding user serving nodes, the P-CSCF Restoration procedure may be triggered as long as one serving node supports this feature, but if the UE is only reachable in the non-supporting serving node, the restoration procedure is not successful.

6.
The S-CSCF shall send a SIP response back to the originating side. This shall be an error response if only one Private User Identity is registered, since the S-CSCF is not able to progress the request; otherwise the S-CSCF shall select the best possible response following normal forking procedures. 
Subject to an operator policy, the error response sent by S-CSCF may in addition inform the originating side that a terminating request reattempt is possible based on timer expiration.
NOTE 3: 
Steps 4 and 6 above are not required to be in this order, reverse order is also possible.

7.
Upon reception of the P-CSCF Restoration indication from the HSS, the MME/SGSN from the received IMSI shall identify if the MM context of the UE exists and if the UE has an IMS PDN connection context. If either the MM context or the IMS PDN connection context does not exist, the MME/SGSN shall discard the P-CSCF Restoration indication without further processing; otherwise the MME/SGSN shall continue as below. 
NOTE 4:
GSMA PRD IR.65 [21] clause 2.3 recommends one single IMS APN in case of simultaneous usage of VoLTE and RCS.

The MME/SGSN shall check the UE state:

-
If the UE is in ECM-IDLE state, the MME/SGSN shall page the UE.

- 
If the UE is initially in ECM-CONNECTED state or when it gets a response from the UE after paging:

-
If ISR is active, the MME/SGSN shall send a message, via the S3 interface, to stop paging the UE at the other ISR-associated node; and
-
The MME/SGSN shall execute the optional PCO-based optional extension to this mechanism as described in subclause 5.4.3, if this optional extension is supported by the MME/SGSN and by the serving SGW/PGW; otherwise it shall proceed as below.
NOTE 5:
The support of this feature by the serving SGW/PGW is determined based on the local configuration at the MME/SGSN.

-
The SGSN, or the MME if this is not the last PDN connection of the UE, shall release the UE’s IMS PDN connection towards the UE by initiating a PDN disconnection procedure with the NAS cause "reactivation requested". If this is the last PDN connection of the UE, the MME shall initiate a detach procedure with the NAS cause code "reactivation requested". Additionally, the MME/SGSN shall also release the same PDN connection towards the SGW/PGW by sending Delete Session message (not shown in the figure).
8.
As a result of the release of the IMS PDN connection, the UE shall activate the IMS PDN connection, select an available P-CSCF and perform a new initial IMS registration, as per 3GPP TS 29.061 [9].
* * *  Next Change * * * *
5.6.2.2
Description

The call flow for the HSS-based P-CSCF restoration mechanism for WLAN is described in figure 5.6.2.2-1. The functional entities involved by this call flow shall execute the following procedure if they all support the HSS-based P-CSCF restoration for WLAN.
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Figure 5.6.2.2-1: HSS-based P-CSCF restoration for WLAN

For a WLAN access, the basic mechanism to request the UE to do a new IMS registration is to release the IMS PDN connection over the interface (S2a or S2b) through which the UE is connected. The solution avoids disconnecting other PDN connections than the IMS PDN one.
NOTE 1:
the UE may establish multiple PDN connections via untrusted WLAN and trusted WLAN in multi-connection mode; while there is a single SWm Diameter session per PDN connection, there is a unique STa Diameter session per UE.
Steps 1 to 4 are common with the steps 1 to 4 of subclause 5.4.2.1.

5.
After having checked that the 3GPP AAA Server supports the HSS-based P-CSCF restoration for WLAN, the HSS, if the user has a non-3GPP access subscription with an IMS APN configuration and if the user has a non-3GPP access registration in the HSS for the WLAN access, shall forward a P-CSCF restoration indication to the 3GPP AAA Server over SWx by using a PPR command, perform either the IMS unregistration or deregistration requested by the S-CSCF and send a successful response to the S-CSCF via a Cx SAA command. The S-CSCF shall set respectively this Public User Identity as unregistered or this UE as not registered.

If the user has also an IMS APN configuration subscription for a 3GPP access and is registered to a 3GPP access, the procedure described in subclause 5.4.2.1 from step 5 onwards shall apply in addition. As the HSS is not informed of the access the UE is actually using for its IMS PDN connection, this may result in a procedure to the 3GPP AAA Server without a P-CSCF restoration procedure being triggered via the WLAN access if the IMS PDN connection is currently supported over a 3GPP access.

Otherwise, if the P-CSCF restoration is not triggered over WLAN or 3GPP access, the HSS shall provide an error response in Cx SAA to the S-CSCF.
6.
Step 6 is common with step 6 described in subclause 5.4.2.1 for 3GPP accesses.

NOTE 2: 
Steps 4 and 6 above are not required to be in this order, reverse order is also possible.

7.
If the 3GPP AAA Server has the information that an IMS PDN connection is established via a WLAN access for the user, the 3GPP AAA Server, after having checked that the PGW supports the HSS-based P-CSCF restoration for WLAN, shall send a P-CSCF restoration indication to the PGW over S6b in a Re-authorization Request (RAR) command, via a 3GPP AAA Proxy over SWd if a VPLMN is involved.

NOTE 3:
The PGW does not send any AA-Request (AAR) command to the 3GPP AAA server after having received the Re-authorization Request (RAR) command in step7, given that it will send a Session Termination Request (STR) in step 9.

NOTE 4:
GSMA PRD IR.65 [21] clause 2.3 recommends one single IMS APN in case of simultaneous usage of VoLTE and RCS. If there were two PDN connections with the IMS APN, the reception of the P-CSCF restoration indication would result in the release of the two IMS PDN connections although only the PDN connection related to the failed P-CSCF should be released.

8.
The PGW shall proceed with the release of the IMS PDN connection as follows:

-
For a TWAN access, the PGW shall initiate over the S2a interface a Delete Bearer Request procedure (GTP) or a Proxy Mobile IPv6 LMA Initiated PDN Connection Deletion procedure (PMIP) to the TWAN which then shall initiate:

-

a WLCP PDN Disconnection procedure towards the UE  for a UE in multi connection mode as described in 3GPP TS 24.244 [22];

-
a TWAN specific resource release procedure, in single connection mode or transparent single connection mode;

-
For an untrusted WLAN access, the PGW shall initiate over the S2b interface a Delete Bearer Request procedure (GTP) or a Proxy Mobile IPv6 LMA Initiated PDN Connection Deletion procedure (PMIP) to the ePDG which then initiates the release of the associated IKEv2 tunnel.
A cause "reactivation requested" (as supported over 3GPP accesses) is added by the PGW over GTP-C based S2a and WLCP for TWAN and over GTP-C based S2b and IKEv2 for untrusted WLAN.
9.
The PGW shall indicate the termination of the associated session to the 3GPP AAA Server by sending a Session Termination Request (STR).
10.
As a result of the release of the IMS PDN connection, the UE shall re-establish the IMS PDN connection, and also perform a new P-CSCF discovery (as the IMS PDN connection was lost). After discovering a new P-CSCF, the UE shall perform a new initial IMS registration towards IMS.
 * * * * Next Change * * * *
5.6.6.2
Feature support in the HSS and S-CSCF

The S-CSCF behaviour when triggering the HSS with a P-CSCF restoration indication is independent of the 3GPP access or of the WLAN access that the UE is using. The signalling regarding P-CSCF restoration over the Cx interface and the S-CSCF behaviour are common for the P-CSCF restoration over a 3GPP or a WLAN access.

If the HSS does not support P-CSCF restoration for WLAN and supports P-CSCF restoration over a 3GPP access, the HSS shall behave as described in subclause 5.4.

If the HSS supports the P-CSCF restoration for WLAN and:

-
if the user is registered in the non 3GPP access with an IMS APN configuration for non 3GPP access in its subscription and if the 3GPP AAA Server previously indicated the support of P-CSCF restoration for WLAN to the HSS, then the HSS shall behave as described in subclause 5.6.2.2 step5;
-
otherwise:

-
if the HSS supports P-CSCF restoration for 3GPP access and if the UE is registered in the 3GPP access,  the HSS shall behave as described in subclause 5.4 for 3GPP access:

The HSS shall report DIAMETER_SUCCESS to S-CSCF if at least one serving node (SGSN, MME or 3GPP AAA Server) supports HSS-based P-CSCF Restoration and a request indicating P-CSCF restoration is sent to at least one of these supporting nodes.
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