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***** Next change *****
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
APN
Access Point Name
DTLS
Datagram Transport Layer Security
EAP
Extensible Authentication Protocol
EPC
Evolved Packet Core Network

ID
Identifier

IE
Information Element

IEI
Information Element Identifier 
LSB
Least Significant Bit

MAC
Media Access Control

MSB
Most Significant Bit

PCO
Protocol Configuration Options

PDN
Packet Data Network

PDN GW
Packet Data Network Gateway

PTI
Procedure transaction identity
TWAG
Trusted WLAN Access Gateway

UE
User Equipment

WLAN
Wireless Local Area Network

WLCP
Wireless LAN control plane protocol

***** Next change *****
4.1
Overview

WLCP is used between User Equipment (UE) and Trusted WLAN Access Gateway (TWAG) for multi-connection mode as specified in 3GPP TS 23.402 [2].
The WLCP comprises procedures for:

-
Establishment of PDN connections including initial request and handover from a 3GPP access;

-
Requesting the release of a PDN connection by the UE or notifying the UE of the release of a PDN connection; 

-
Transport of parameters related to PDN connections, such as APN, PDN type, PCO, handover indication, user plane MAC address of the TWAG etc.; and

-
IP address allocation.

Generally, WLCP procedures described in the clause 5 can be performed only after the UE has successfully completed the following steps:

-
Authentication and negotiation of the multi-connection mode for the trusted WLAN access, according to 3GPP TS 24.302 [3]; and

-
Establishment of a DTLS connection with the TWAG, according to subclause 4.2.4.

***** Next change *****
4.2.1
General

The protocol stack of WLCP is shown in figure 4.2.1.
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Figure 4.2.1: Protocol stack of WLCP


***** Next change *****
4.2.2.1
General

The WLCP messages are transported over UDP layer as specified in IETF RFC 768 [8]. The security is provided by the DTLS layer.
The WLCP UDP ort number is xxxx.

Editor’s note:
 The value of the WLCP UDP port number xxxx is not yet known, and is pending to the IANA “Expert Review” procedure.

***** Next change *****
4.2.3.1
General

The WLCP/DTLS/UDP packet shall be carried via IPv6 with link local addressing scope or IPv4 as specified in 3GPP TS 23.402 [2].

***** Next change *****
4.2.4
DTLS usage
The UE and the TWAG shall use DTLS according to 3GPP TS 33.402 [r33402].
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