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1. Overall Description:

3GPP WG1 thanks the GSMA for their Liaison Statement (CPAS#4 Doc_001) that asks for Network Initiated USSD to be supported in LTE and IMS within Release 12. 
During the SA1 meeting, we have further been informed by GSMA that the GSMA Personal Data Programme has asked the GSMA SFRA to undertake a security and fraud risk analysis of the GSMA Mobile Connect Architecture (including the network initiated USSD over IMS topic) and the GSMA Personal Data programme agree that this risk assessment should be completed before 3GPP SA1 specifications are updated.  Based on this updated feedback from GSMA, SA1 has postponed the addition of requirements for network initiated USSD.
We understand that this assessment will be completed later this year and based on the feedback received within the assessment GSMA Personal Data Programme will provide an update to 3GPP SA1 in a future meeting.  

2. Actions:

To  GSMA Personal Data Programme

ACTION: 
SA1 asks GSMA Personal Data Programme to keep SA1 informed regarding support for Network Initiated USSD.

To  3GPP CT WG1, 3GPP CT
ACTION: 
SA1 asks CT1 and CT to take the above information into account in their work on USSD.
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