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--------------------------------------- 1st change ------------------------------------------
6.1.1.3.1

Trust and no trust relationship

The IBCF acting as exit point applies the procedures described in subclause 5.10.2 of 3GPP TS 24.229 [5] before forwarding the SIP signalling to the IBCF acting as entry point. The IBCF acting as entry point applies the procedures described in subclause 5.10.3 of 3GPP TS 24.229 [5].

Additionally, in case there is no trust relationship between the two IM CN subsystems connected by II-NNI, the IBCF applies the procedures described in subclause 4.4 of 3GPP TS 24.229 [5], before forwarding the SIP signalling.

These procedures may be utilized on a per header field basis to realize overall trust as well as per service level screening of header fields. Trust relationships and trust domains may be defined by inter-operator agreements for individual services and/or individual SIP header fields.

The management of the SIP header fields (if present) over II-NNI in case of a presence or not of a trust relationship between the two interconnected IM CN subsystems is wrapped up in the following table.

Table 6.2: Management of SIP header fields over II-NNI in presence or not of a trust relationship

	Item
	Header field
	Reference
	Trust relationship
	Not trust relationship

	1
	P-Asserted-Identity
	IETF RFC 3325 [44]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
(NOTE 5)
	As specified in 3GPP TS 24.229 [5], subclause 4.4
(NOTE 5)

	2
	P-Access-Network-Info
	IETF RFC 3455 [24]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	3
	Resource-Priority
	IETF RFC 4412 [78]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	4
	History-Info
	IETF RFC 4244 [25]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in subclause 4.3.3 of RFC 4244 [25] and in 3GPP TS 24.229 [5], subclause 4.4

	5
	P-Asserted-Service
	IETF RFC 6050 [26]
	As specified in 3GPP TS 24.229 [5], subclause 4.4

(NOTE 3)
	As specified in 3GPP TS 24.229 [5], subclause 4.4 

(NOTE 3)

	6
	P-Charging-Vector
	IETF RFC 3455 [24]
	As specified in 3GPP TS 24.229 [5], subclause 5.10
	As specified in 3GPP TS 24.229 [5], subclause 5.10

	7
	P-Charging-Function-Addresses
(NOTE 4)
	IETF RFC 3455 [24]
	As specified in 3GPP TS 24.229 [5], subclause 5.10
	As specified in 3GPP TS 24.229 [5], subclause 5.10

	8
	P-Profile-Key (NOTE 2)
	IETF RFC 5002 [64]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	9
	P-Private-Network-Indication
(NOTE 1)
	draft-vanelburg-dispatch-private-network-ind [84]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	10
	P-Served-User

(NOTE 1, NOTE 2)
	IETF RFC 5502 [85]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	11
	Reason (in a response)
	IETF RFC 6432 [49]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	12
	P-Early-Media
	IETF RFC 5009 [74]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	13
	Feature-Caps
	IETF RFC 6809 [143]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	14
	Priority

(NOTE 6)
	IETF RFC 7090 [184]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	15
	"iotl" SIP URI parameter

(NOTE 7)
	draft-ietf-holmberg-dispatch-iotl [188]
	As specified in 3GPP TS 24.229 [5], subclause 4.4
	As specified in 3GPP TS 24.229 [5], subclause 4.4

	NOTE 1:
For a roaming II-NNI, a trust relationship with respect to this header field is required.

NOTE 2:
This header field is only applicable on a roaming II-NNI.

NOTE 3:
In addition, value-dependent operator policies may be applied.
NOTE 4:
This header field is not applicable at II-NNI.
NOTE 5:
The handling of the URI parameters "cpc" and "oli", defined in 3GPP TS 24.229 [5] subclause 7.2A.12, is specified in 3GPP TS 24.229 [5], subclause 4.4.
NOTE 6:
Only the "psap-callback" value is part of the trust domain.
NOTE 7:
The "iotl" SIP URI parameter can be transported in the Request-URI, Route header field, Path header field, Service-Route header field, "+g.3gpp.trf" header field parameter, "+g.3gpp.atcf-mgmt-uri" header field parameter and in the "ATU-STI" parameter in the "application/vnd.3gpp.srvcc-info+xml" MIME body.
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