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* * * First Change * * * *

1.1
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary of 3GPP Specifications ".

[2]
Void 

[3]
Void 

[4]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[5]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[6]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[7]
3GPP TS 29.018: "General Packet Radio Service (GPRS); Serving GPRS Support Node (SGSN) - Visitors Location Register (VLR); Gs interface layer 3 specification".

[8]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunneling Protocol (GTP) across the Gn and Gp interface".

[9]
3GPP TS 43.005: "Technical performance objectives".

[10]
3GPP TS 23.071: " Location Services (LCS); Functional description; Stage 2".

[11]
Void

[12]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[13]
3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[14]
3GPP TS 29.118:"Mobility Management Entity (MME) – Visitor Location Register (VLR) SGs interface specification".

[15]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for  Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[16]
3GPP TS 29.275: "Proxy Mobile IPv6 (PMIPv6) based Mobility and Tunneling protocols; Stage 3".

[17]
3GPP TS 29.281: "General Packet Radio System (GPRS) Tunneling Protocol User Plane (GTPv1-U)". 

[18]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[19]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[20]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".
[21]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping ".
[22]
IETF RFC 5847: "Heartbeat Mechanism for Proxy Mobile IPv6".
[23]
3GPP TS 23.018: "Basic call handling; Technical realization".

[24]
3GPP TS 23.236: "Intra-domain connection of Radio Access Network (RAN) nodes to multiple Core Network (CN) nodes".

[25]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[26]
IETF RFC 7077: "Update Notifications for Proxy Mobile IPv6".

[27]
3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode".
[28]
3GPP TS 36.444: "EUTRAN M3 Application Protocol (M3AP)".

[29]
3GPP TS 25.413: "UTRAN Iu interface RANAP signalling".
[30]
3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)". 
[31]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN) ".
[x]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

* * * Next Change * * * *

15A.1
eNodeB Failure 

When an eNodeB fails, all its eNodeB contexts affected by the failure become invalid and shall be deleted. An MME that recognises unavailability of an eNodeB (e.g. no more SCTP association in service) or receives a Reset from an eNodeB, shall locally delete the eNodeB related information ("eNodeB Address in Use for S1-MME" and "eNodeB UE S1AP ID"). The MME initiates release of all S1 bearers towards the Serving GW by sending a Release Access Bearer Request message as defined in the S1 Release procedure in 3GPP TS 23.401 [15]. The MME shall initiate the Dedicated Bearer Deactivation procedure to deactivate the GBR bearers in the packet core. 
If the Serving GW receives Release Access Bearers Request message, the Serving GW shall release all eNodeB related information (address and TEIDs) for the UE, but other elements of the UE's Serving GW context shall not be affected. Any Bearer contexts affected by eNodeB failure that have no valid S1-U tunnel in Serving GW are recovered during the UE Triggered Service Request or during the Network Triggered Service Request procedure as specified in 3GPP TS 23.401 [15].
The eNodeB should ensure as far as possible that previously used TEID values are not immediately reused after an eNodeB restart, in order to avoid inconsistent TEID allocation throughout the network. 
After an eNodeB has restarted, it shall delete all its warning message data. If the warning message service is operational in one or more cell(s) of the eNodeB, the eNodeB shall send a PWS Restart Indication message, which shall include the identity of the eNodeB, the identity of the restarted cell(s), and the TAI(s) and EAI(s) with which the restarted cell(s) are configured, to the CBC to request the CBC to re-load its warning message data if applicable. 

The eNB should send the PWS Restart Indication message via two MMEs of the MME pool, if possible, to ensure that the CBC receives the message even if one MME can not propagate it to the CBC (e.g. due to an SBc path failure). 
For HeNBs, the HeNB GW (respectively the MME) shall check the cell identity (respectively the HeNB identity) received in the PWS Restart Indication, as specified in subclause 4.6.2 of 3GPP TS 36.300 [x].

Upon receipt of a PWS Restart Indication message, the CBC shall consider that the warning message service is restarted in the reported cell(s), i.e. the service is operational and no warning messages are being broadcast in the cell(s). The CBC shall then re-send the warning message data to the eNodeB for these cells, if any. When doing so, the CBC shall include the identity of the restarted eNodeB in the Write-Replace-Warning-Request message(s) to enable the MME to forward the message(s) only to the eNodeB that has restarted. The CBC shall consider a PWS Restart Indication message received shortly after a preceding one for the same eNodeB as a duplicate message and shall ignore it. 
NOTE:
The broadcast of warning messages can be configured in the network per individual cell, TAI and/or EAI. The CBC can use the list of cell(s), the TAI(s) and EAI(s) received in the PWS Restart Indication to derive the list of warning messages to be broadcast in the respective cell(s), TAI(s) and EAI(s).   
Likewise, in other scenarios where the eNodeB may need to reload its warning message data (e.g. when an individual cell is restarted), the eNodeB shall send a PWS Restart Indication message (including the identity of the eNodeB and the identity of the restarted cell(s)) to the CBC to request the CBC to re-load its warning message data if applicable. The eNodeB, MME and CBC shall then proceed as specified above for an eNodeB restart.

* * * End of Changes * * * *

