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	Reason for change:
	Issue 1) From TS 24.234 gives the subscriber the option of direct access to an external IP network or access through a PLMN as below. For direct access, an tunnel is not established. This must be clarified in Annex D on I-WLAN.
8.2
Tunnel establishment procedures

8.2.1
WLAN UE procedures

8.2.1.1
General

Before initiation of tunnel establishment the WLAN UE shall offer the possibility to the subscriber to select between direct access to external IP network from the WLAN or access through the PLMN. In case the user selects to access through the PLMN, the WLAN UE shall initiate the tunnel establishment procedure after selecting a remote tunnel endpoint using domain name system (DNS) procedure as mentioned in the subclause 8.2.1.2.

Traversal of restrictive firewalls applies to "WLAN Direct IP Access" as described in TS 23.234 clause 4 and Figure 4.1 whereby IMS is accessed without touching the EPC. I-WLAN access specific clause D therefore needs to be updated.
Issue 2) An IMS UE might access service across restrictive accesses. In such scenarios, the UE must prefer the normal registration procedure, second preference it to use NA(P)T traversal, and final preference tunneling across a restrictive firewall. These preferences are illustrated in TS 33.302 annex W figure W.2.
Issue3) In some places, annex D assumes that an I-WLAN tunnel is used. However, the tunnel applies only to acess through a PLMN and not direct access.

	
	

	Summary of change:
	Clarified that the I-WLAN tunnel applies to access through a PLMN. 

New IP-CAN specific subclause in Annex D to define priority of using UE capabilities to traverse NA(P)Ts and firewalls when access is via a restrictive acess network.
Existing text in Annex E aligned with new text in Annex D.

Changes from the revision agreed in CT#84bis:

- changes introduced in subclause E.3.1.0 in CR C1-134104 are merged into this CR.

	
	

	Consequences if not approved:
	IMS registration procedure will fail in some restrictive access environments.

	
	

	Clauses affected:
	D.2.1, D.2.2.1, D.2.2.5.1, D.3.1.0 (new), E.3.1.0 

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** First change *****
D.2
I-WLAN aspects when connected to the IM CN subsystem

D.2.1
Introduction

A WLAN UE accessing the IM CN subsystem, and the IM CN subsystem itself, utilise the services provided by I-WLAN to provide packet-mode communication between the WLAN UE and the IM CN subsystem.

Requirements for the WLAN UE on the use of these packet-mode services are specified in this clause. Requirements for the PDG in support of this communication are specified in 3GPP TS 29.161 [11C]. If the I-WLAN is used for access through a PLMN, the IP-CAN bearer is provided by an I-WLAN tunnel.

D.2.2
Procedures at the WLAN UE

D.2.2.1
I-WLAN tunnel activation and P-CSCF discovery

Prior to communication with the IM CN subsystem, the WLAN UE shall:

a)
perform I-WLAN network selection, i.e. gaining 3GPP Direct access as described in 3GPP TS 24.234 [8C] in the access dependent case;

b)
for access through a PLMN, establish an IKEv2 security association and an IPsec ESP security association (I-WLAN tunnel) with the PDG according to the W-APN and PDG selection criteria described in 3GPP TS 24.234 [8C]. The IKEv2 security association and IPsec ESP security association (I-WLAN tunnel) shall remain active throughout the period the WLAN UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration.

The WLAN UE may carry both signalling and media on an IPsec ESP security association.

c)
Acquire a P-CSCF address(es).

The methods for P-CSCF discovery are:

I.
Use DHCP mechanism

II.
Use DNS


When using IPv4, the WLAN UE may request a DNS Server IPv4 address(es) via RFC 2132 [20F]. When using IPv6, the WLAN UE may request a DNS Server IPv6 address(es) via RFC 3315 [40] and RFC 3646 [56C].

III.
Obtain the list of P-CSCF address(es) from the IMS management object

The WLAN UE can freely select method I, II, or III for P-CSCF discovery. If DHCP is used, the following procedures apply:


Upon establishing an IP-CAN, the WLAN UE may use the Dynamic Host Configuration Protocol (DHCP) specified in RFC 2131 [40A] or Dynamic Host Configuration Protocol for IPv6 (DHCPv6) specified in RFC 3315 [40] to discover the P-CSCF.


Prior to accessing the DHCP server, the WLAN UE will have obtained an IP address via means other than DHCP and DHCPv6.

If the WLAN UE uses DHCP for P-CSCF discovery and the WLAN UE is unaware of the address of the DHCP server, the WLAN UE shall send the DHCPINFORM using the limited broadcast IP address (i.e., 255.255.255.255) and UDP port 67. If the WLAN UE knows the IP address of the DHCP server, the WLAN UE shall send the DHCPINFORM to the DHCP server's unicast IP address and UDP port 67. The DHCP server sends the DHCPACK on the IP address specified in the Client IP Address field of the DHCPINFORM. The DHCP server may include, in the DHCPACK, the SIP Server DHCP Option specified in RFC 3361 [35A], which carries either a list of IPv4 address(es) of the P-CSCF(s) or a list of DNS fully qualified domain name(s) that can be mapped to one or more P-CSCF(s). If the WLAN UE uses DHCPv6 for P-CSCF discovery and the WLAN UE is unaware of the address of the DHCP Server, the WLAN UE shall send an Information Request using the IPv6 multicast address FF02::1:2 and the UDP port 547. If the WLAN UE knows the IP address of the DHCPv6 server, the WLAN UE shall send the Information Request message to the DHCPv6 server's IP address and UDP port 547. In the Information Request, the WLAN UE may request either one or both the SIP Servers Domain Name List option and the SIP Servers IPv6 Address List option specified in RFC 3319 [41]. The DHCP server sends the Reply to the IP address specified in the Information Request. The DHCP server may include in the Reply either one or both the SIP Servers Domain Name List option and the SIP Servers IPv6 Address List option, as requested by the WLAN UE.


In case several P-CSCF's IP addresses or domain names are provided to the WLAN UE, the WLAN UE shall perform P-CSCF selection according to RFC 3361 [35A] or RFC 3319 [41]. The WLAN UE shall perform the procedure for the resolution of domain name according to RFC 3263 [27A]. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the WLAN UE is implementation specific.

***** Next change *****
D.2.2.5
I-WLAN tunnel procedures for media

D.2.2.5.1
General requirements

If the I-WLAN is used for access through a PLMN, the IP-CAN bearer is provided by an I-WLAN tunnel. The WLAN UE can establish media streams that belong to different SIP sessions on the same I-WLAN tunnel.
During establishment of a session, the WLAN UE establishes data streams(s) for media related to the session. Such data stream(s) may result in activation of additional IPsec ESP security associations (I-WLAN tunnels).
If the WLAN UE receives indication within the SDP according to RFC 3524 [54] that media stream(s) belong to group(s), the media stream(s) shall be set up on separate IPsec ESP security associations (I-WLAN tunnels) according to the indication of grouping of media streams. The WLAN UE may freely group media streams to IPsec ESP security association (I-WLAN tunnel(s)) in case no indication of grouping of media streams is received from the P-CSCF.

If the capabilities of the originating WLAN UE, or operator policy at the PDG prevents the originating WLAN UE from establishment of additional IPsec ESP security associations (I-WLAN tunnels) according to the media grouping attributes given by the P-CSCF in accordance with RFC 3524 [54], the WLAN UE will not establish such grouping of media streams. Instead, the originating WLAN UE shall negotiate media parameters for the session according to RFC 3264 [27B].

If the capabilities of the terminating WLAN UE or operator policy at the PDG prevents the originating WLAN UE from establishment of additional IPsec ESP security associations (I-WLAN tunnels) according to the media grouping attributes given by the P-CSCF in accordance with RFC 3524 [54], the WLAN UE will not establish such grouping of media streams. Instead, the terminating WLAN UE shall handle such SDP offers in accordance with RFC 3388 [53].

The WLAN UE can receive a media authorization token in the P-Media-Authorization header field from the P-CSCF according to RFC 3313 [31]. If a media authorization token is received in the P-Media-Authorization header field when a SIP session is initiated, the WLAN UE shall reuse the existing I-WLAN tunnel and ignore the media authorization token.
***** Next change *****
D.3.1.0
Registration and authentication 

In order to reach IMS in some access networks, the UE may support: 

-
address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in annex F and annex K; or

-
the IP UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y], which is applicable to direct access to an external IP network and not applicable to access through a PLMN. 

If a UE supports one or both of these capabilities then a UE may progressively try them to overcome failure to reach the IMS. Use of these capabilities shall have the following priority order: 

1)
UE uses neither capability because reaching the IMS without an intervening NA(P)T, NA(P)T-PT, or tunnel is preferred. 

2)
UE may use address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in either annex F or annex K.

3)
UE may use the UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y].

***** Next change *****
E.3
Application usage of SIP

E.3.1
Procedures at the UE

E.3.1.0
Registration and authentication

The text in subclause 5.1.1.1 applies with the additions in the present subclause.





In order to reach IMS in some access networks, theUE may support: 

-
address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in annex F and annex K; and 

-
UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y]. 

If a UE supports one or both of these capabilities then a UE may progressively try them to overcome failure to reach the IMS. Use of these capabilities shall have the following priority order: 

1)
UE uses neither capability because reaching the IMS without an intervening NA(P)T, NA(P)T-PT, or tunnel is preferred. 

2)
UE may use address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in either annex F or annex K.

3)
UE may use the UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y]. If the UE uses the UE-requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y], the UE considers itself to:

-
be configured to send keep-alives;

-
be directly connected to an IP-CAN for which usage of NAT is defined; and

-
be behind a NAT.
