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1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-131070
Preliminary agenda for CT4#62





Source: CT4 Chairman

Decision: 

The document was Revised to C4-131071.



C4-131071
Detailed agenda & time plan for CT4#62: status at document deadline





Source: CT4 Chairman

(Replaces C4-131070)

Decision: 

The document was Noted.



C4-131072
Detailed agenda & time plan for CT4#62: status on eve of meeting





Source: CT4 Chairman

Discussion: 

Chairman Mr Nigel Berry opened the meeting on Monday 5th August at 09:00. 

Mrs. Yvette Koza welcomed the delegates to Vienna on behalf of the host, the EF3, and detailed the domestic arrangements and wished TSG CT4 a successful meeting in Austria.

The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.

The Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.

Decision: 

The document was Noted.



1.1
IPR Call

1.2
Reminder for delegates attending the meeting

2
Allocation of documents to agenda items

C4-131073
Proposed allocation of documents to agenda items for CT4#62: status at document deadline





Source: CT4 Chairman

Decision: 

The document was Revised to C4-131074.



C4-131074
Proposed allocation of documents to agenda items for CT4#62: status on eve of meeting





Source: CT4 Chairman

Decision: 

The document was Noted.



3
Meeting Reports

C4-131075
CT#60 & SA&60 Status Report





Source: CT4 Chairman

Abstract: 

Statistics

•
721 Change Requests approved


377 from WG1


149 from WG3


166 from WG4


29  from WG6

•
15 Rel-12 Work Items approved


6 revised Work Items (Rel-12) 


9 new Work Items (Rel-12)

•
New specifications


no new specifications approved

•
85 registered participants / 68 attendees

Completion of Release 11 work

(CT1 Issue) On IMS Operator Determined Barring, CT has confirmed that the handling of premium rate numbers whilst roaming is an open issue for Rel-11 and decided to shift this part of the work to Rel-12. An LS was sent to SA1 (and GSMA) in order to inform them about this decision in CP-130384. With that decision, the Rel-11 IMS ODB was set to 100% completed in CT.

IMS Service Level Trace is the last open work item for Rel-11. There has been no progress in the IETF. CT agreed that the final decision should be made by CT1 by the next CT plenary on moving this feature to Rel-12 where the outcome will be reported. Companies can submit CRs (in all affected WGs) to remove the feature from Rel-11 if they consider the work cannot be completed within the next plenary cycle.

CT Plenary Controversial Items

IMS Emergency PSAP Call-Back

Several concerns were raised against CP-130269. All the CRs were revised during the meeting to incorporate all the non-controversial comments and approved in CP-130412 to 416.

Some operators could not accept to identify a PSAP call-back solely based on the new PSAP call-back indicator specified in the IETF. 

CT6 ISIM Test Specifications

A new CT6 WID in CP-130389 proposing ISIM test cases between the UICC and ME caused discussions and some companies expressed concerns that there would be overlap with RAN5 test cases, although the UICC and ME test specification is in the scope of CT6 ToR. The WID was postponed and an LS was sent to RAN5 in CP-130417 to clarify if such test cases are already covered by RAN5 or could be accommodated by the RAN5 test cases.

New CT1/4 WID on CT aspects of Location Based IMS Registration Control (CP-130217)

The WID was approved with one sustained objection. It was commented that the stage 2 discussion in SA2 is still on-going and thus it was considered premature to start CT1 & 4 work. CT expects CT1 & 4 to align with SA2 and that CT1 & 4 avoid any deviation from future SA2 agreements/decisions.

IETF Status Report 

See the CT chairman's report in CP-130192. 17 drafts are still unfinished for Rel-8 to Rel-11. There is slow or no progress in particular for 10 unfinished drafts for Rel-8 and Rel-9. 

CT1 Vice-Chairs' & CT3 Chair and Vice-Chairs' Elections

The following elections will take place at the next CT1 & CT3 meetings:

•
CT1 Vice-Chairs' elections

•
CT3 Chair and Vice-Chairs' elections

SA Plenary

Summary of discussions at SA#60 relevant for CT4 

Release Management

•
Rel-12 stage 1 was functionally frozen at SA#59meeting with 4 exception requests granted. These were completed by SA#60. Rel-11 was functionally frozen at SA#57 albeit the ASN.1 freeze has been delayed by 3 months. The Rel-11 ASN.1 was frozen at SA#59.

•
A target of 21 month long Release 12 and the dates indicated at SA#56 were reconfirmed.

•
Release 12

•
Stage 1 Frozen
Mar 2013 

•
Stage 2 freezing target 
Dec 2013 

¬
Approved Stage 2 exceptions in Dec 2013 will automatically lead to a 3 months slip of the Stage 3 freezing date

•
Stage 3 freezing target 
Jun 2014 

¬
RAN ASN.1 (and equivalent CT formal interface specification freeze) should be 3 months after Stage 3 freezing

Decision: 

The document was Noted.



C4-131076
CT4#61 meeting report for approval





Source: MCC

Decision: 

The document was Revised to C4-131321.



C4-131321
CT4#61 meeting report for approval





Source: MCC

(Replaces C4-131076)

Decision: 

The document was Approved.



4
Input liaison statements: allocation to agenda items as appropriate

C4-131125
reply to “LS on End-to-end QoS handling of MTSI”





Source: TSG CT WG1

Abstract: 

CT1 would like to comment some suggested requirements raised by SA4 in their LS.

It should be possible for network functions to declare what minimum bitrate it has allocated.

CT1 would like to comment the following

Network nodes in the IMS do not send SIP requests or response on their own behalf. The suggested information would need to be added to SIP messages that the network node receives from the UE.

In the IMS, SIP proxies such as the P-CSCF MUST NOT modify the received SDP.

Network initiated bandwidth allocation happens latest after the SDP answer is being received by the P-CSCFs serving the calling and the called user, taking into account the codecs selected by the answerer. So even if a P-CSCF would modify an SDP answer to indicate the allocated bandwidth, or include that information in the corresponding SIP message, this information would only reach the SDP offered. This means that the UE acting as SDP offered would need to use a second offer/answer exchange to allow sending information about the allocated bandwidth to the SDP answerer. If the SIP preconditions framework is used, such a second offer-answer exchange will be performed when the resource allocation is complete, and would thus reach the SDP answerer with a certain delay, subject to the constraints in bullets 1 and 2. 

The PCRFs serving the calling and the called user allocate bandwidth separately for the access network connection towards their served users; the allocated bandwidths could differ. Is there an expectation that both sides always allocate the same value? Or is it expected the corresponding P-CSCFs communicate the allocated bandwidth values separately? Or are some negotiation procedures to agree on a single value envisioned?

[It should be possible for network functions to indicate the amount of bandwidth variation that can be supported without having to enforce traffic shaping.]

While the precise meaning of traffic shaping is outside the expertise of CT1, CT1 would like to comment the following: 

Network nodes in the IMS do not send SIP requests or responses on their own behalf. The suggested information would need to be added to SIP messages that the network node receives from the UE.

In the IMS, SIP proxies such as the P-CSCF MUST NOT modify the received SDP.

It is unclear if those procedures apply for the SDP offer or answer phase. However, PCC interactions are only mandated at the SDP answer phase (and are optional at SDP offer phase) and network initiated resource allocation will be performed latest in the SDP answer phase. If those procedures apply for the SDP answer phase, e.g. because allocated resources are being considered, similar comments as raised under bullet 3 above would apply.

The PCRFs serving the calling and the called user allocate resources separately for the access network connection towards their served users; the allocated resources could differ. Thus, similar comments as raised in bullet 4 above could apply.

 One company believes that limiting the amount of bandwidth variation that can be produced by the UE is challenging and will increase UE complexity as bandwidth variability can depend on the source material.

CT1 would like to ask whether the proposed mechanisms are: 

General applicable

Specific to Codecs, and if so which

Specific to Access Networks, and if so which

Decision: 

The document was Noted.



C4-131126
Reply LS on support for user location age or timestamp





Source: TSG CT WG1

Abstract: 

CT1 thanks SA5 for their LS on support for user location age or timestamp. CT1 has discussed the issue outlined in the LS from SA5 and provides the following feedback.

SA5 asked CT1 for information for the following interfaces:

4. All other IMS nodes via either P-CSCF or SIP-AS (CT1 responsibility)

On the SIP interfaces, the P-Access-Network-Info header field as currently defined does not provide means to include information about “user location age or timestamp”. There is no agreement in CT1 that a solution can be included in Rel-11.

CT1 wants to inform that CT1 has set the completion rate for the work on the work item NWK-PL2IMS-CT to 100% in December 2012. As a consequence of this, CT1 already has shifted a few remaining stage-2 requirements out of the Rel-11 stage-3 work for NWK-PL2IMS-CT.

Decision: 

The document was Noted.



C4-131128
Reply LS on End-to-end QoS handling of MTSI





Source: TSG CT WG3

Abstract: 

CT3 would like to thank SA4 for obtaining an early opportunity to comment the requirements for End-to-end QoS handling of MTSI suggested in SA4´s LS.

CT3 believes that stage 3 PCC work will be required for a number of the suggested requirements. Further analysis of the requirements will proceed in future meetings.

CT3 intends to initiate a corresponding CT wide building block work item under the SA4 E2EMTSI feature WI.

However, CT3 had specific concerns from the PCC perspective over the following suggested requirements:

It should be possible for a client to declare the preferred bandwidth variability it wants to use when sending.

A clear definition of bandwidth variability is missing. CT3 would welcome a clarification in that respect from SA4.

In order to allow the PCRF to take this new information into account in policy decisions, stage 3 work in CT3 would be required.

Further, only a guaranteed bit rate (GBR) and a maximum bit rate (MBR) are supported on the PCC Gx interface from PCRF to PCEF, within the GTP protocol and in RAN. Should the "preferred bandwidth variability" be directly taken into account within the PCEF and RAN resource reservation, extensive extension in many specifications would be required, and stage 2 work in SA2 would be required as a first related step.

It should be possible for network functions to indicate the amount of bandwidth variation that can be supported without having to enforce traffic shaping.

Such information would depend on policies and would need to be provided by PCC. Such functionality is not yet available and would require stage 2 and stage 3 work. It should be noted that this work might also impact the Gx interface, GTP and the RAN: As outlined above, the "preferred bandwidth variability" is not directly supported at those interfaces. Further, the RAN resource reservation does not provide feedback on real allocated resources to the PCEF, and the PCEF does not make such information available to the PCRF.

It should be possible for network functions to declare what minimum bitrate it has allocated.

Such information would depend on policies and would need to be provided by PCC. Such functionality is not yet available and would require stage 2 and stage 3 work. It should also be noted that the resources are reserved independently by different network entities, and the allocated minimum bitrates might thus vary and some procedures for consolidation might be required.

Decision: 

The document was Noted.



C4-131129
Reply LS on IP-CAN Session Modification Rejection during SGW Restoration procedure





Source: TSG CT WG3

Abstract: 

CT3 thanks the LS on IP-CAN Session Modification Rejection during SGW Restoration procedure (C3-130326) from CT4, CT3 has started the discussion on this issue and has agreed related CT3 CRs in this meeting to resolve the problems asked in CT4 LS.

Decision: 

The document was Noted.



C4-131130
Shifting of missing parts of IODB stage 3 out of Rel-11





Source: TSG CT

Abstract: 

At CT#60 3GPP TSG CT Plenary discussed the still open 3GPP Rel-11 issues in CT Working Groups. It was confirmed, that the requirement on handling premium rate outgoing communications for IMS Operator Determined Barring (IODB) was still open and therefore the Rel-11 Work Item on IODB in CT1 was set to 90% completion rate only.

CT Plenary decided to shift this open issue out of 3GPP Rel-11. This decision does not affect any already approved or agreed Rel-11 CRs under the Work Item IODB. The completion rate of IODB in CT1 therefore was set to 100%.

Decision: 

The document was Noted.



C4-131134
LS on LTE-HRPD SON WID conditional approval





Source: TSG RAN

Abstract: 

After completing at RAN#60 the TR 37.813 on LTE-HRPD (High Rate Packet Data in 3GPP2) Inter-RAT SON, attached in RP-130755, TSG RAN would like to inform TSG SA about the conditional approval of the subsequent WID on LTE-HRPD SON, attached in RP-130831.

The TSG RAN approval is conditional to the TSG SA confirmation of the work completion in the Rel-12 timeframe: SA2 to confirm the solution of TR 37.813 which should be completed by CT4.

Discussion: 

New WI required for this CT4 work.

Decision: 

The document was Noted.



C4-131137
LS on SS service ID used in the Paging message





Source: TSG SA WG2

Abstract: 

In the CSFB processing, if the call independent supplementary service is triggered (e.g. USSD), the MSC indicates the type of the SS service to the MME in the paging message as specified in TS 23.272. SA2 has identified one issue that it is impossible for MSC to indicate the USSD service to the MME in the paging message due to no USSD associated SS service ID. As such, SA2 has technically endorsed the content of CR (S2-132182) that changes the meaning of the SS service ID to be an indicator which is just for UE to be aware that a call independent supplementary service is triggered, i.e. not linked to a specific SS. Thus the value in SS service ID is not significant and could be statically configured to one supplementary service code.

The impact of this change on the legacy UEs need to be considered in stage-3. However SA2 regard this as a stage-3 issue and leave it to CT1/CT4 WG to resolve it.

Discussion: 

29.274 has a Paging CSFB Indication using 29.118 SS Code seems to be missing from our CT4 spec. Susan to work with Frank on a possible CR to our specifications.
Huawei commented that CT1 has a CR 29.118-xyz to correct they specification at this meeting.

Decision: 

The document was Noted.



C4-131138
Reply LS on End-to-end QoS handling of MTSI





Source: TSG SA WG2

Abstract: 

3GPP SA2 would like to thank 3GPP SA4 for their LS, and would like to comment some suggested requirements raised by SA4 in their LS.

It should be possible for a client to declare the preferred minimum bitrate it wants to use.

SA2 understands that one purpose of such information (according to the quoted objectives of the WID) would be to provide information that policy functions can use to determine the required resources. PCC supports the reservation of a guaranteed bit rate (GBR) and a maximum bit rate (MBR), which is propagated to the radio network and used in the resource reservation within the EPS and the RAN.

SA2 would like to inform SA4 that 29.213 define that the MBR and GBR values can be assigned using the codec specific SDP attributes or b=AS parameter, unless operator defined policies assigns a different MBR and GBR values for a particular service. In the case of MBR > GBR then the MBR value can be assigned using codec specific SDP attributes or b=AS, and GBR value based on operator policies defined in the PCRF. 

SA2 assumes that procedures explained above are sufficient for selecting GBR and MBR values.

It should be possible for network functions to indicate the amount of bandwidth variation that can be supported without having to enforce traffic shaping.

It should be possible for a client to declare the preferred bandwidth variability it wants to use when sending.

As described above, the PCC system derives the MBR from the codec specific SDP attributes or the b=AS value and thus the shaping functions in the network are prepared to handle traffic up to this bitrate. If the bandwidth variations are larger than what the policing functions in the network allow then this may lead to traffic shaping and an increased delay for the packets exceeding the sending rate,. This should however be identical to the situation that the sender delays packets to be in compliance with the sending rate. SA2 assumes that packet losses would only occur in heavy network load situations, e.g. if the RAN is congested. TS 23.107 define the reference algorithm for the interpretation of the bit rates and all policing functions are operating accordingly.

SA2 assumes that the network is prepared to support the highest possible bandwidth and thus traffic shaping would not occur as long as the sending rate is not exceeding this bandwidth.

It should be possible for network functions to declare what minimum bitrate it has allocated.

The UE is always informed about the allocated GBR and the accepted MBR by the existing EPS session management procedures defined in 23.401.The allocated GBR shall be interpreted by the UE as the minimum bitrate (under consideration of a possible aggregation of services in the same bearer).

In addition, PCC functionality can provide feedback about the successful allocation of resources according to the AF request (i.e. minimum bit rate) towards the IMS, if the AF requested it. The value of the allocated minimum bitrate is however not provided to the AF as this is derived according to operator policies defined in PCRF. Furthermore, IMS procedures to propagate and/or reconcile information about the allocated bandwidth variation towards the calling party and the called party are also not defined.

SA2 assumes that the existing procedures to inform the UE about the allocated GBR are sufficient.

Discussion: 

Alcatel-Lucent and Huawei have some concern related to normative work on End-to-end QoS handling of MTSI in SA4. 

Alcatel-Lucent and Huawei commented that SA2 and CT WGs should have some control since CT1, CT3 and CT4 are heavily involved. It seems that CT WGs  are getting a new solution over the existing solution. The review of the proposed SA4 solutions should be done by CT WGs before they are agreed in SA4.

It was seen that this SA4 WID requires lot of work in CT WGs and SA4 should be informed about the possible CT WG impacts and coordinated stage 2 requirements with SA2.

Reply LS in 1520.

Decision: 

The document was Noted.



C4-131139
CSFB priority call handling in a network supporting Multimedia Priority Service





Source: TSG SA WG2

Abstract: 

SA2 would like CT1 to clarify which entity (MSC or MME), in a network supporting eMLPP and for mobile terminated CS fallback calls, should determine which eMLPP priorities are considered as high priority for CSFB, e.g. based on local configuration:

Either it is the MSC. In this case, if it receives SGs-Paging-Request with the MLPP IE, the MSC will provide a priority indication to the MME along with a paging message only for high priority eMLPP calls. In other words, when eMLPP priority is provided via SGs Paging Request, its value does not need to be interpreted by the MME: the only presence of this IE indicates “CSFB High Priority” (per TS 36.413 definition);

Or it is the MME. In other words, the MSC sends eMLPP IE in SGs-Paging-Request message and the MME derives whether the MT call is CSFB high priority or not based on the eMLPP priority level received in this message. 

TS 29.118 seems to be ambiguous, in particular in clause 8.14.10 (eMLPP priority).

Discussion: 

CT1 to clarify ambiguity and respond then CT4 can see if there is any implication on our specs.

Decision: 

The document was Noted.



C4-131140
LS on IMS Registration Control





Source: TSG SA WG2

Abstract: 

SA2 has studied IMS registration control based on the network location of the UE. Two alternative solutions, i.e. the UAR-location and the SAA-location alternatives, have been selected for further evaluation. 

The UAR-location solution lets HSS execute the registration control with UE location info delivered by I-CSCF at the UAR stage of the IMS registration procedure while the SAA-location solution lets S-CSCF execute the registration control with a list of authorized / not authorized locations provided by HSS at the SAA stage of the IMS registration procedure. 

The impacts on the Cx interface and to HSS seem to have become a key criterion for the final choice. SA2 would like to request CT4 with the competent expertise to review the UAR-location and SAA-location alternative solutions for IMS_RegCon and respond to the following question: 

Question 1: Whether the impacts to the Cx interface is a relevant criterion for evaluation of these two alternative solutions or not? If it is significantly relevant, which solution would be preferable?

Question 2: Whether or not these two alternative solutions differ in implementation complexity; considering e.g. the expression matching techniques to the degree that makes complexity a very relevant criterion. If complexity is significantly different; which is less complex?  

Question 3: From an architecture and implementation point of view, is it reasonable to add into the HSS a new control functionality that could be performed by the S-CSCF, or should the HSS’s role be kept that of a database as much as possible?

Discussion: 

Drafting session is needed to provide an output LS (C4-1487).

Decision: 

The document was Noted.



C4-131141
LS on Missing IANA Registration Information on SDP Attributes in RFC 2326





Source: TSG SA WG4

Abstract: 

SA4 is currently checking the IMS specifications under SA4’s responsibility towards identifying SDP attributes that are lacking IANA registration. 

As part this process, SA4 has identified that IANA registrations of three SDP attributes defined in RFC 2326, namely ‘control’, ‘range’ and ‘etag’, are missing. These SDP attributes are used in specifications under SA4’s responsibility, including TS 26.234 on Packet-Switched Streaming Service (PSS), TS 26.346 on Multimedia Broadcast and Multicast Service (MBMS) and TS 26.237 on IP Multimedia Subsystem (IMS) based PSS and MBMS specifications. To ensure the uniqueness of allocation, IANA registrations of these attributes should occur.

Decision: 

The document was Noted.



C4-131142
Reply LS on IANA Registration of SDP Attributes





Source: TSG SA WG4

Abstract: 

SA4 would like to again thank CT1 on their LS on IANA registration of SDP attributes (S4-130384/C1-130867).

Following SA4’s updates on TS 26.114 communicated in an earlier LS, SA4 have further checked the remaining IMS specifications under SA4’s responsibility and identified several SDP attributes in TS 26.237 that are lacking IANA registration.

SA4#74 has agreed on a CR to TS 26.237 (Tdoc S4-130796, attached) containing registration information for the SDP attributes enabling their registration in IANA. The contact person will be completing the registration procedures with IANA.

Decision: 

The document was Noted.



C4-131143
LS on support for user location age or timestamp





Source: TSG SA WG5

Abstract: 

SA5 is in receipt of an LS from SA2 on PS domain reporting last known location and location age/timestamp to HPLMN and IMS. This LS informed SA5 of a mechanism to transport, in addition to user location,  “information on when the UE was last known to be in that location” and an additional requirement for SA5 to capture this information in CDRs.

In order for SA5 to complete work on stage 3 aspects of our specifications, it is important for us to have details on the nature of transport and the format of this information at the EPC and IMS nodes. Specifically, it is necessary to understand these details for the following nodes:

1. SGSN/SGW, GGSN/PGW (CT4 responsibility)

2. AF/P-CSCF (CT3 responsibility)

3. SIP-AS via HSS (CT4 responsibility)

4. All other IMS nodes via either P-CSCF or SIP-AS (CT1 responsibility)

ACTION: SA5 asks CT1, CT3, and CT4 to identify the details on transport of and format for the user location age information as per the specific nodes and interfaces identified above.

Discussion: 

See Reply LS in 1543.

Decision: 

The document was Noted.



C4-131311
LS reply on Use of ECN in the Context of MPS





Source: TSG SA WG2

Abstract: 

SA2 discussed the conclusion of TR 37.813 on LTE-HRPD (High Rate Packet Data in 3GPP2) Inter-RAT SON, and the following agreement is achieved:

•
Defining a new "S121" interface for RIM message transfer between MME and HRPD AN.

•
Using HRPD Sector ID as routing address.

The above agreement is according to current TR conclusion and related SA2 changes are captured in the attached CR (S2-132960) which is technically endorsed by SA2. This CR will be the basis of SA2 specification change when the normative work in RAN has reached maturity.

Discussion: 

No impacts to stage 3 at this point.

Decision: 

The document was Noted.



C4-131312
LS on UEPCOP CT considerations





Source: TSG SA WG2

Abstract: 

SA2 has as part of the MTCe-UEPCOP work discussed solutions to extend the length of DRX cycles in RRC idle mode and in RRC connected mode, see TR 23.887 (solution "Extended DRX in idle mode" chapter 7.1.3.1 and "Long DRX cycles in connected mode" chapter 7.1.3.6).

When discussing the possibility to extend the DRX cycle values beyond times that would impact higher layers in the CN, concerns were raised on the magnitude of the potential CN impact such extended DRX value would imply. SA2 would like CT1 and CT4 to evaluate the above mentioned solutions with regards to the feasibility of extending DRX cycle values beyond DRX cycle values which would impact CN functionality such as re-transmission functionality and provide feedback to SA2.

SA2 intends to take decisions on which solution(s) to progress at the next SA2 meeting.

SA2 would also like to inform that SA2 has agreed to not further work on the following solutions:

"
Network Assisted Power Saving (chapter 7.1.3.4.3.2); and

"
Transmission delay until better coverage conditions (chapter 7.1.3.5).

Discussion: 

CT4 discussed briefly the considerations brought up by SA2 regarding the extension of the DRX cycle, and their potential implications on Core Network nodes, but a more extensive analysis is planned for the next CT4 meeting (CT4#62-BIS).

It was agreed that CT4 kindly ask SA2 to consider delaying any firm decision on this issue until the following SA2 meeting (SA2#100), which is planned to be held jointly with CT4, so any potential issue identified by CT4 could be taken into account appropriately.

Decision: 

The document was Postponed.



C4-131322
LS (C4-130545/S4-130618) on End-to-end QoS handling of MTSI from SA4





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131520.



C4-131323
LS on support for user location age or timestamp





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131544.



C4-131324
LS (C4-131312/ S2-133078) on UEPCOP CT considerations





Source: Ericsson

Abstract: 

. CT4 have discussed briefly the considerations brought up by SA2 regarding the extension of the DRX cycle, and their potential implications on Core Network nodes, but a more extensive analysis is planned for the next CT4 meeting (CT4#62-BIS).

Given that this meeting will occur after the next SA2 meeting (SA2#99), CT4 kindly ask SA2 to consider delaying any firm decision on this issue until the following SA2 meeting (SA2#100), which is planned to be held jointly with CT4, so any potential issue identified by CT4 could be taken into account appropriately.

Decision: 

The document was Approved.



C4-131325
LS on IMS Registration Control





Source: China Mobile
Decision: 

The document was Revised to C4-131487.



C4-131487
LS (C4-131140/S2-132748) on IMS Registration Control





Source: China Mobile

(Replaces C4-131325)

Decision: 

The document was Approved.



C4-131520
LS on End-to-end QoS handling of MTSI





Source: Alcatel-Lucent

(Replaces C4-131322)

Decision: 

The document was Approved.



C4-131544
LS on Parameter Format of AgeOfLocationInformation





Source: Nokia Siemens Networks

(Replaces C4-131323)

Decision: 

The document was Approved.



5
Work item management

C4-131077
Revised WID on eMBMS restoration procedures





Source: Alcatel-Lucent

Discussion: 

3 new impacted specification were added:

- 29.274

- 23.008

- 29.061

Completion date is changed to September 2013.

Decision: 

The document was Agreed.



C4-131216
Stage 3 CT aspects for LTE-HRPD inter RAT SON





Source: Huawei

Abstract: 

RAN has approved a new work item LTE-HRPD (High Rate Packet Data in 3GPP2) inter RAT SON, introducing a new cell load information exchange functionality between LTE and  eHRPD, in order to balance the load to offload LTE traffic from/to the eHRPD network.

In order to satisfy this requirement, the MME shall be enhanced to support cell load information exchange between LTE and eHRPD, therefore corresponding work in CT4 is needed. The load information is transferred via a new interface. 

The objective of this work item is to specify Core Network Stage 3 specification in order to support Load information exchange between LTE and eHRPD. 

The exchange messages between MME and the eHRPD Network shall be defined.

Discussion: 

ZTE and Ericsson shall be added as supporting companies.

Decision: 

The document was Revised to C4-131327.



C4-131217
Updated WID on IMS-based Telepresence (Stage 3)





Source: Huawei

Decision: 

The document was Revised to C4-131328.



C4-131276
P-CSCF restoration enhancements





Source: Ericsson

Decision: 

The document was Revised to C4-131317.



C4-131291
Update to Diameter based interface between SGSN and SMS central functions





Source: Alcatel-Lucent 

Decision: 

The document was Revised to C4-131307.



C4-131297
New WID on support of RTP transport multiplexing (signalling) in IMS





Source: Alcatel-Lucent

Abstract: 

RFC 5761 defines the capability to multiplex RTP and RTCP only a single port, and provides the following use case.

   The Real-time Transport Protocol (RTP) [1] comprises two components:

   a data transfer protocol and an associated control protocol (RTCP).

   Historically, RTP and RTCP have been run on separate UDP ports.  With

   increased use of Network Address Port Translation (NAPT) [14], this

   has become problematic, since maintaining multiple NAT bindings can

   be costly.  It also complicates firewall administration, since

   multiple ports must be opened to allow RTP traffic.  This memo

   discusses how the RTP and RTCP flows for a single media type can be

   run on a single port, to ease NAT traversal and simplify firewall

   administration, and considers when such multiplexing is appropriate.

   The multiplexing of several types of media (e.g., audio and video)

   onto a single port is not considered here (but see Section 5.2 of

   [1]).

Given that use case applies in current IMS environments, and it is understood a number of IMS implementations do provide support for this capability, it seems appropriate to document the support (or not) for this capability.

The key component of signalling for this capability is an SDP attribute a=rtcp-mux.

While this work item is not dependent, material exists in 3GPP TR 29.828 (eMEDIASEC) documenting L3/L4 NAT-T which needs this work.

To document the support of RFC 5761 and the new attribute a=rtcp-mux defined by that RFC in both SDP used in SIP and in the H.248 interfaces used in IMS.

Associated work exists in ITU-T SG16 for supporting this attribute in H.248.

Aspects arising from network deployment of end-to-end usage, versus end-to-access edge usage (in the absence of end-to-end support), will need to be considered in the specification development.

Discussion: 

Nokia Siemens Networks proposed to send LS to SA4 to clarify if there are architecture impacts or coordination is needed. Alcatel-Lucent commented that this work is out of SA4 scope.

It was seen that it should be clearly identified that this one is an optional feature. Also the benefits of this optional feature should be clarified in a justification section.

Justification and objection sections need to be clarified.

Decision: 

The document was Revised to C4-131330.



C4-131298
Group Communication Systems Enabler





Source: Nokia Siemens Networks

Abstract: 

This document provides an overview of Group communication systems enabler (GCSE) work item that is on going in SA Working Groups. 

Current Status: SA1 has completed specification of service requirements for GCSE. SA2 is still in the study phase. Current completion rate within SA2 is at 25%. SA3 has agreed a work item to initiate the work.

Since TR work is still on going, concrete impacts to CT1, CT3, CT4 and CT6 WGs are unclear. However, based on the agreed scope of GCSE work item listed above, it can be foreseen that CT WGs will be impacted in release 12. It is also clear that the level of impact and the specifications that are impacted will depend on the solution selected for the normative phase by stage 2 working groups.

It should also be noted that IMS is being considered as a solution for GC1 (UE to AS interface). 

Based on our preliminary analysis based on the scope and solutions documented in the TR, impact to CT WGs can be foreseen as follows:

1.
Group Management (CT4)

2.
Group communication (CT1, CT3, CT4)

3.
Geographic scope (CT1, CT4)

4.
Floor Control (CT1)

5.
User Interaction (FFS)

6.
Service Continuity (CT1)

7.
Group communication via UE to Network Relay(CT1)

8.
Resource Efficiency (CT1)

9.
Roaming and Network Sharing Scenarios (CT1)

10.
High Availability (FFS)

11.
Interworking (with non-3GPP networks) (specific requirements for NNI -FFS)

12.
UE-AS GC1 Interface (CT1)

Most solutions documented in the TR assume some level of UE impact. 

Impact to CT6 is FFS.

Decision: 

The document was Noted.



C4-131299
WID for Stage 3 Group Communication





Source: Nokia Siemens Networks

Discussion: 

The WID was noted without presentation. It was seen that stage 2 work has just started to work on this topic and stage 2 is still open.

Decision: 

The document was Noted.



C4-131300
Enhanced S2a Mobility Over Trusted WLAN access to EPC for Stage 3





Source: ZTE

Abstract: 

In Rel-11, support of GTP & PMIPv6 on S2a for WLAN access was developed without any UE impact but as a consequence the solution came with certain limitations on supported functions. These limitations for Rel-11 are documented in TS 23.402 in clause 16.1.2.

This work item is aiming at making enhancements to the Rel-11 solution to avoid these limitations above (except emergency attach). In this phase it is expected that there will be some impacts to the UE, although any such impact should be minimised.

This work item is aimed at providing stage 3 specification for the eSaMOG stage 2 requirements to enable GTPv2 and PMIPv6 based S2a access to EPC through WLAN access, for the UE-impact solution.

The stage 3 specification shall be started only after the applicable normative stage 2 specification is available.

Discussion: 

Huawei commented that they will support the work item, but they believe stage 2 is still not mature enough.

Alcatel-Lucent commented that SA2 has accepted all foreseen impacts for CT WGs in their TR.

It was requested more detailed information in the objection section.

Decision: 

The document was Revised to C4-131332.



C4-131301
MTCe Small Data and Device Triggering Enhancements (MTCe-SDDTE





Source: Huawei, HiSilicon

Discussion: 

The current status in SA2 clearly shows that there will be stage 3 work in the area of CT1, CT3 and CT4. The major work seems to be in the area of small data transport where the final decision is outstanding in SA2. Before starting the work we need a final decision on this key issue in SA2.

Decision: 

The document was Noted.



C4-131306
UE Power Consumption Optimizations, stage 3





Source: Ericsson

Abstract: 

This a Work Task to provide stage 3 for the solutions developed in the MTCe-UEPCOP stage 2 parent Building Block.

Power consumption is important for UEs using battery and also for UEs using external power supply its importance increases with the continued growth of device populations and more demanding use cases. The importance can be illustrated by following scenarios, e.g.:

-
For M2M use cases like sensors that run on battery it is a major cost to on site exchange (or charge) the batteries for a large amount of devices and the battery lifetime may even determine the device’s lifetime if it is not foreseen to charge or replace the battery;

-
From the wide range of applications (e.g. mobile data applications or MTC applications) a considerable number of applications show communication patterns for which the 3GPP system could be enhanced to provide services with a more optimized UE power consumption e.g.:

-
For mobile data applications the frequent communication with the network currently causes battery drain; and

-
Even for scenarios where UEs may consume power from an external power supply it may be desirable to consume less power for energy efficiency purposes.

The objective of this work item is for CT1, CT3, CT4 and CT6 to develop stage 3 solutions for the UE power consumption optimization in as specified in 3GPP TS 23.682, 3GPP TS 23.401 and 3GPP TS 23.060. These solutions address in particular the following aspects:

-
Optimizations to prevent battery drain; and

-
Lower UE Power Consumption.

The changes may require updates in the following areas for the CT WGs.

CT1:

•
New and/or updated indicators, parameters and timers on NAS level;

•
Updates to UE state handling;

•
New and/or updated UE configuration parameters;

•
NAS procedure modifications/updates.

CT3:

•
Updates/modifications for enhanced functionality via Tsp.

CT4:

•
Updates/modifications for enhanced functionality via S6a/S6d.

CT6:

•
New and/or updated UE configuration parameters.

Discussion: 

Needs to be checked if 29.305 and 29.002 are also affected.

Decision: 

The document was Revised to C4-131333.



C4-131307
Update to Diameter based interface between SGSN and SMS central functions





Source: Alcatel-Lucent 

(Replaces C4-131291)

Abstract: 

Only the dates were changed

Decision: 

The document was Agreed.



C4-131317
P-CSCF restoration enhancements





Source: Ericsson

(Replaces C4-131276)

Abstract: 

A mobile IMS UE on 3GPP access will after a P-CSCF failure (total failure or just loss of UEs registration information) be unreachable for terminating calls until the UE either attempts to make an outgoing call or until the UE’s registration timer expires and new REGISTER message is sent (which in worst case may be several hours, depending on operator preferences). Any call for the UE arriving to terminating S-CSCF in meantime will be rejected.

To minimize the time an UE is unreachable for terminating calls after a P-CSCF failure, 3GPP TS 24.229 and 3GPP TS 23.380 specify from Rel-9 onwards some optional restoration procedures for handling of P-CSCF failure, that could be summarized as follows:

-
In connection with the UE registering to IMS, the P-CSCF shall via Rx provide the PCRF with the P-CSCF address (SIP address) selected by the UE. The PCRF in its turn then uses a Gx push procedure to provide the P-GW/GGSN with the P-CSCF address, that is stored by P-GW/GGSN.

- 
The P-GW/GGSN monitors periodically availability of all P-CSCFs to which the UEs it serves are attached to. 

- 
When P-CSCF is considered as failed the P-GW/GGSN sends Update Bearer Request/Update PDP Context Request, to all UEs associated with this P-CSCF address, including a new PCO (Protocol Configuration Options) IE with a list of available P-CSCF addresses, which does not include the failed P-CSCF. 

- 
The UE will upon receiving the Update Bearer Request/ Update PDP Context Request with the list of P-CSCF addresses perform a new initial registration towards IMS, using a different P-CSCF, since former P-CSCF will not be included in the list.

However, following limitations have been identified for these restoration procedures:

a)
Massive core and radio networks signaling

Once P-GW/GGSN determines that a P-CSCF is down, it has to send an Update Bearer Request/Update PDP Context Request for every UE currently registered with the failing P-CSCF, to provide it with an updated list of P-CSCFs and thereby to notify the UE the need for it to re-register to IMS. 

The number of users that can be handled by a P-CSCF can be large which means that massive core and radio network signalling will be triggered due to the P-CSCF failure, both for sending the Update Bearer Request/Update PDP Context Request message to every UE as well as for the resulting IMS re-registration attempts performed by every affected UE. This procedure may involve paging the UEs, if the associated UEs are in idle mode. 

b)
Not fully reliable

The current solution may in some cases not be fully reliable, like in the following situations:

-
In case of a P-CSCF partial failure (i.e. only for a set of users) or restart after the failure, the P-CSCF may appear available by the P-GW/GGSN, therefore restoration mechanism is not performed and terminating calls for affected users will fail.

-
A (temporary) network problem may cause the P-GW/GGSN to assume the P-CSCF is down and thereby trigger the restoration procedure unnecessarily. 

Note: 
Existing standardized solution does not preclude implementation design options that may mitigate the stated potential limitations, like implementing appropriate and specific flow control mechanisms in the PGW trying to mitigate a potential massive signaling, as well as providing an implementation dependent keep alive mechanism between the PGW/GGSN and P-CSCF that could mitigate potential non reliability of P-CSCF failure detection.

It can further be noted that GSMA compliant UEs follow 3GPP TS 24.229 Rel-8 that only include P-CSCF discovery mechanism not P-CSCF restoration procedures, since the P-CSCF restoration trigger based on Update Bearer Request/Update PDP Context Request was introduced in Rel-9 as an optional procedure in 3GPP TS 24.229. Therefore, the UE may ignore any P-CSCF addresses in an Update Bearer Request/Update PDP Context Request, and then will never try to re-register and as a result continue to be unavailable.

As a result of current restoration procedures limitations, it can be seen as beneficial to add optional enhanced restoration procedures to achieve following results: 

-
Avoid massive signalling over the core and radio networks

This is of special importance when a P-CSCF handles a large number of UEs. It may cause network overload. 

Enhanced restoration procedures should only be triggered on UE need basis, for an UE related event instead of at the P-CSCF failure, i.e. restoration for a particular UE is only triggered during registration, call origination or call terminating. 

-
Improve reliability 

Avoiding false positive or false negative detection scenarios by P-GW/GGSN, resulting in that the P-GW/GGSN either do not trigger the restoration procedures when user state has been lost, or unnecessarily triggers restoration procedures when not really required.  

-
Avoid specific UE support.

This work item covers both stage 2 and stage 3 work.

Discussion: 

Alcatel-Lucent commented that we should at first study and analyse to potential options before the solution is proposed.

Orange and Huawei commented that when we have several options it would be easier from the procedural point of view to start with the Study Item.

CT4 WG agreed to convert this to the study item.

Decision: 

The document was Revised to C4-131329.



C4-131327
Stage 3 CT aspects for LTE-HRPD inter RAT SON





Source: Huawei

(Replaces C4-131216)

Decision: 

The document was Agreed.



C4-131328
Updated WID on IMS-based Telepresence (Stage 3)





Source: Huawei

(Replaces C4-131217)

Decision: 

The document was Endorsed.



C4-131329
P-CSCF restoration enhancements





Source: Ericsson

(Replaces C4-131317)

Decision: 

The document was Revised to C4-131526.



C4-131330
New WID on support of RTP transport multiplexing (signalling) in IMS





Source: Alcatel-Lucent

(Replaces C4-131297)

Decision: 

The document was Revised to C4-131521.



C4-131331
LS on support of RTP transport multiplexing (signalling) in IMS





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131522.



C4-131332
Enhanced S2a Mobility Over Trusted WLAN access to EPC for Stage 3





Source: ZTE

(Replaces C4-131300)

Discussion: 

Ericsson and Samsung needs to be added as supporting companies.

Decision: 

The document was Revised to C4-131523.



C4-131333
UE Power Consumption Optimizations, stage 3





Source: Ericsson

(Replaces C4-131306)

Discussion: 

postponed since CT1 decided to postponed this WID to next meeting.

Decision: 

The document was Postponed.



C4-131521
New WID on support of RTP transport multiplexing (signalling) in IMS





Source: Alcatel-Lucent

(Replaces C4-131330)

Discussion: 

It was agreed to add TS 29.213 and TS 29.214 in the possible affected specifications.

It need to be check before the next meeting if there are any charging impacts.

Decision: 

The document was Revised to C4-131545.



C4-131522
LS on support of RTP transport multiplexing (signalling) in IMS





Source: Alcatel-Lucent

(Replaces C4-131331)

Decision: 

The document was Revised to C4-131531.



C4-131523
Enhanced S2a Mobility Over Trusted WLAN access to EPC for Stage 3





Source: ZTE

(Replaces C4-131332)

Decision: 

The document was Endorsed.



C4-131526
P-CSCF restoration enhancements





Source: Ericsson

(Replaces C4-131329)

Decision: 

The document was Agreed.



C4-131531
LS on new work item on "IMS support for RTP / RTCP transport multiplexing"





Source: Alcatel-Lucent

(Replaces C4-131522)

Discussion: 

There are no impacts for SA4 so actions need to be changed.

Decision: 

The document was Revised to C4-131546.



C4-131545
New WID on support of RTP transport multiplexing (signalling) in IMS





Source: Alcatel-Lucent

(Replaces C4-131521)

Discussion: 

It was agreed to add TS 29.213 and TS 29.214 in the possible affected specifications.

It need to be check before the next meeting if there are any charging impacts.

Decision: 

The document was Agreed.



C4-131546
LS on new work item on "IMS support for RTP / RTCP transport multiplexing"





Source: Alcatel-Lucent

(Replaces C4-131531)

Decision: 

The document was Approved.



6
Release 12

C4-131283
Pseudo-CR on dependencies between TLS and TCP setup direction and RFC relations





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131501.



6.1
IM-SSF Application Server Service Data Descriptions [IMS_SSFDD]

6.2
Diameter based interface between SGSN-GMLC [Dia-SGSN_GMLC]

C4-131169
Addressing the editor's note of the Location-Event AVP





29.172
  CR-0019  (Rel-12) v12.1.0





Source: Cisco

Abstract: 

Since the Location-Event AVP is mandatory AVP within LRR command, it was decided to extend the same for the Lgd interface. 

The other option, to use a different (newly defined) AVP for the new values applicable to Lgd interface, would result in an ugly spec/implementation since even in that case, the Location-Event AVP has to be set to some existing unrelated value.

Decision: 

The document was Revised to C4-131350.



C4-131170
Defining reserved values of the Location-Event AVP





29.172
  CR-0020  (Rel-9) v9.4.0





Source: Cisco

Discussion: 

Values 4, 5 of the Location-Event AVP are defined as reserved in this release of the specification.

Cisco: Andrew Corporation is fine after check

Alcatel-Lucent: OK with the principle but we could use a specific value "Reserved/extension" that would indicate that new values are defined in another AVP (as for xml).

Orange: Unsigned32 with specific range values should be used for new enumeration.

Ericsson: Behaviour of the node receiving the reserved is undefined but a GMLC will use them as they are reserved. What a MME should do

Decision: 

The document was Revised to C4-131347.



C4-131171
Defining reserved values of the Location-Event AVP





29.172
  CR-0021  (Rel-10) v10.1.0





Source: Cisco

Discussion: 

Values 4, 5 of the Location-Event AVP are defined as reserved in this release of the specification.

Cat A should be used.

Decision: 

The document was Revised to C4-131348.



C4-131172
Defining reserved values of the Location-Event AVP





29.172
  CR-0022  (Rel-11) v11.0.0





Source: Cisco

Discussion: 

Values 4, 5 of the Location-Event AVP are defined as reserved in this release of the specification.

Cat A should be used.

Decision: 

The document was Revised to C4-131349.



C4-131286
Information on Tracking Progress of workitem Dia_SGSN_GMLC





Source: Cisco

Decision: 

The document was Revised to C4-131351.



C4-131347
Defining reserved values of the Location-Event AVP





29.172
  CR-0020  rev 1 (Rel-9) v9.4.0





Source: Cisco

(Replaces C4-131170)

Decision: 

The document was Agreed.



C4-131348
Defining reserved values of the Location-Event AVP





29.172
  CR-0021  rev 1 (Rel-10) v10.1.0





Source: Cisco

(Replaces C4-131171)

Decision: 

The document was Agreed.



C4-131349
Defining reserved values of the Location-Event AVP





29.172
  CR-0022  rev 1 (Rel-11) v11.0.0





Source: Cisco

(Replaces C4-131172)

Decision: 

The document was Agreed.



C4-131350
Addressing the editor's note of the Location-Event AVP





29.172
  CR-0019  rev 1 (Rel-12) v12.1.0





Source: Cisco

(Replaces C4-131169)

Decision: 

The document was Agreed.



C4-131351
Information on Tracking Progress of workitem Dia_SGSN_GMLC





Source: Cisco

(Replaces C4-131286)

Decision: 

The document was Noted.



6.3
CT aspects of Extended IMS media plane security [eMEDIASEC_CT]

C4-131199
Indication of Gdd support 





Source: Alcatel-Lucent

Abstract: 

This discussion paper analyses the SM Delivery to a SGSN supporting Gdd in order to identify the need for a Gdd Support indication over S6d and Gr.

It is proposed that

-
over S6d, a Gdd Support flag is defined in the Feature-List AVP for ULR./ULA;

-
over Gr, a Gdd Support Indicator is defined  and the SGSN Diameter address transferred in the GPRS Update Location procedure;

-
an IWF is used, when necessary, to map the Gdd and E interfaces for MO and MT-ForwardSM procedures.

Decision: 

The document was Noted.



C4-131200
Indication of Gdd support over S6d





29.272
  CR-0519  (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

Discussion: 

Addition of the Gdd Support feature in the Feature-List AVP 

Description of the SGSN and HSS behaviour regarding the Gdd Support feature indication

Ericsson: name of the feature might be changed because the HSS does not support the feature

Orange: Description of the HSS behaviour is not required.

Alcatel-Lucent: TAL shall be used in the table to follow the drafting rules (MCC). Update the summary of change.

Decision: 

The document was Revised to C4-131353.



C4-131201
Complements for Gdd support





29.002
  CR-1152  (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

Decision: 

The document was Revised to C4-131354.



C4-131202
Complements  for Gdd support





29.305
  CR-0047  (Rel-12) v..





Source: Alcatel-Lucent, Alcatel Shanghai Bell

Discussion: 

The interworking scenarios defined for the SGd interface are applied to the Gdd interface.

In the TFR mapping to MT-ForwardSM-ARG, a note indicates that the value of the SGSN Number AVP is used by IWF2 to route the MAP MAP MT-ForwardSM to the IWF.

For the S6c IWF, the mapping between MME/SGSN Name and Realm to the networkNodeDiameterAddress or the additionalnetworkNodeDiameterAddress is added. 

Editorial correction in  A.2.5.2.3

Decision: 

The document was Revised to C4-131355.



C4-131203
Discussion    SMS delivery to a combined MME/SGSN node





Source: Alcatel-Lucent, Alcatel Shanghai Bell

Abstract: 

This discussion paper analyses if the possible optimisation of MT SMS delivery to a combined MME/SGSN is justified. Then a solution minimizing the impacts on the network entities and on the interfaces is presented.

It is questionable if this optimisation of SM delivery to a combined node is justified, given its low usage. ALU would like the CT4 view on this need and the possible solution.

Discussion: 

Cisco: Valid for ISR active case? We may have added-value in such case.

Alcatel-Lucent: Need to be analysed. 
Huawei: both flags should be set in the MME and SGSN as well as in HSS. So the sms delivery will just be delayed.

No conclusion at this time. Conclusion will be given after complete analysis.

Sending a LS to SA2 is needed at this stage.

Ericsson: it seems that the scope of optimization. At the beginning it was to save some signalling in the core network. Now it is to save some paging procedures that is a bigger change from an architecture point of view. We need first to come up with a conclusion on the justification for optimization due to combined MME/SGSN.

Decision: 

The document was Noted.



C4-131288
SGSN Diameter address with Gdd support





29.338
  CR-0008  (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

Abstract: 

SGSN name and realm are delivered over S6c only if the HSS is aware that the SGSN supports the Gdd interface

Discussion: 

Orange: Add a reference to 29.272 and 29.002.

Text: " if the HSS has received the "Gdd Support" indicator via S6a or Gr interface is aware that the SGSN supports the Gdd interface(cf. 3GPP TS 29.272 [x] and 3GPP TS 29.002 [y])"

Align the name of the indicator used in C4-131353.

Decision: 

The document was Revised to C4-131356.



C4-131289
SGSN Diameter address with Gdd support





29.336
  CR-0005  (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

Decision: 

The document was Revised to C4-131357.



C4-131353
Indication of Gdd support over S6d





29.272
  CR-0519  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

(Replaces C4-131200)

Decision: 

The document was Agreed.



C4-131354
Complements for Gdd support





29.002
  CR-1152  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

(Replaces C4-131201)

Discussion: 

Addition of the Gdd Support indicator and of the SGSN Diameter identity in the MAP Update GPRS Location request, if the SGSN supports the Gdd interface.

In an answer to a MAP SRI for SMS request, if the serving node is SGSN, the HSS indicates the Diameter identity of the SGSN only if the HSS is aware that the SGSN supports Gdd interface.

Huawei: The indicator should be put in the Supported-features parameter
Orange and Huawei: check if the Lgd Support Indicator can also be part of the Supported-Features parameter.

Decision: 

The document was Revised to C4-131398.



C4-131355
Complements  for Gdd support





29.305
  CR-0047  rev 1 (Rel-12) v..





Source: Alcatel-Lucent, Alcatel Shanghai Bell

(Replaces C4-131202)

Decision: 

The document was Agreed.



C4-131356
SGSN Diameter address with Gdd support





29.338
  CR-0008  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

(Replaces C4-131288)

Decision: 

The document was Revised to C4-131399.



C4-131357
SGSN Diameter address with Gdd support





29.336
  CR-0005  rev 1 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

(Replaces C4-131289)

Decision: 

The document was Revised to C4-131400.



C4-131398
Complements for Gdd support





29.002
  CR-1152  rev 2 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

(Replaces C4-131354)

Decision: 

The document was Agreed.



C4-131399
SGSN Diameter address with Gdd support





29.338
  CR-0008  rev 2 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

(Replaces C4-131356)

Decision: 

The document was Agreed.



C4-131400
SGSN Diameter address with Gdd support





29.336
  CR-0005  rev 2 (Rel-12) v12.0.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

(Replaces C4-131357)

Decision: 

The document was Agreed.



6.4
Reporting Enhancements in Warning Message Delivery [REP-WMD]

C4-131078
Compatibility with RCS for media security for MSRP





Source: Alcatel-Lucent

Abstract: 

To ensure compatibility with the RCS 5.1 specification, CR 33.328 #0052  approved at SA#60 adds an option for the P-CSCF to use establish e2ae security for MSRP-based media for UEs which do not signal support of e2ae security for MSRP during IMS registration. 

The General design considerations in subclause 4.1.1 do not reflect this option.

Decision: 

The document was Revised to C4-131438.



C4-131079
TLS-based media protection at Conference Server





Source: Alcatel-Lucent

Abstract: 

Section 1 (Scope) contains the following note: 

NOTE 1: 3GPP TS 33.328 [2] contains a statement that whether the conference server supports TLS for MSRP and/or for BFCP is outside the scope of this specification. It will be investigated in the study whether normative work for the IMS H.248 Mp profile is required.

CR 33.328 #0053  approved at SA#60 clarified that whether the conference server supports TLS for MSRP and/or for BFCP is outside the scope of the solution specified in clause G.2 (security for conferencing based on SIP signalling), but not outside the scope of the specification and annex G (IMS media plane security for conferencing) specifically. Annex G.3 (security for conferencing based on MIKEY-Ticket) specifies procedures for protection of MSRP-based and BFCP-based media in particular.

The scope of the CT4 TR needs to be aligned accordingly.

Decision: 

The document was Agreed.



C4-131080
Design considerations for BFCP-based media security





Source: Alcatel-Lucent

Abstract: 

TR 29.828 captures general design considerations for MSRP-based media security. General design considerations for BFCP media security have not been specified yet.

Decision: 

The document was Revised to C4-131439.



C4-131081
Assumptions and limitations for BFCP-based media security





Source: Alcatel-Lucent

Abstract: 

The assumptions and limitations for BFCP media security have not been specified yet.

Discussion: 

The figures need to be revised based on offline discussion.

Decision: 

The document was Revised to C4-131440.



C4-131082
BFCP-based media security scenarios





Source: Alcatel-Lucent

Abstract: 

Scenarios in scope of the work for BFCP media security have not been specified yet.

Decision: 

The document was Revised to C4-131441.



C4-131083
BFCP-agnostic vs BFCP-aware mode





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131442.



C4-131112
Discussion of possible relations with iFIRE and SMURF





Source: Alcatel-Lucent

Decision: 

The document was Noted.



C4-131113
Pseudo-CR on "TLS transparent forwarding"  Definition for clause 3.1





Source: Alcatel-Lucent

Abstract: 

The notion of transparent forwarding is used in several places, such as 4.1.1, 4.1.2, 4.1.3 and 4.1.4, but a correspondent definition is still missing.

An agreed term is required, but unfortunately not straightforward and easy to be defined. It has to be noted that the issue is not new in the context of media security, it was already observed concerning the question of “SRTP transparent forwarding” by the ITU-T.

It is suggested to use the terms from ITU-T of Draft H.248.TLS (which are based on correspondent agreed terms from Draft H.248.RTPTOPO).

The discussion (in ITU-T) should not be repeated again here, but we’d like to point out that the definition is based on term bit integrity and data integrity, which are used for term Lx-PDU integrity., which again allows to derive “TLS transparent forwarding” (besides “SRTP transparent forwarding”, “DTLS transparent forwarding”, etc.).

It should be also noted that the term “packet” in context of layered protocol architectures is undefined and ambiguous (at least for IETF RFCs related to IP, TCP and TLS), thus PDU and Lx-PDU is used. This approach is consistent with 21.905, which provides already correspondent abbreviations (apart from Lx).

The purpose again of the “TLS transparent forwarding” definition is to get unambiguous semantics on the aimed media gateway behaviour, i.e., what type of operations may or may not executed on TLS traffic in that mode.

Decision: 

The document was Postponed.



C4-131114
Pseudo-CR on clause 4.3.1  Clarification of editors note





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131467.



C4-131115
Pseudo-CR on clause 4.3.4  Clarification of editors note





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131468.



C4-131116
Pseudo-CR on clause 4.4.2.1  Clarification of editors note





Source: Alcatel-Lucent

Discussion: 

CR clashes with C4-131283.

It was agreed to use this as basis for future work.

Decision: 

The document was Revised to C4-131477.



C4-131117
Pseudo-CR on clause 4.4.2.1  Clarification of editors note





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131502.



C4-131118
Pseudo-CR on NAT traversal  new clause 4.4.2.3





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131503.



C4-131119
Pseudo-CR on clause 4.4.3  Clarification of editors note





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131504.



C4-131120
Pseudo-CR on "MGC information baseline for gateway control decisions"  New clause 4.5





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131505.



C4-131121
Pseudo-CR on "clause 5.1.1  Start of requirements





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-131282
Pseudo-CR on requirements for enhanced media security





Source: Nokia Siemens Networks

Discussion: 

Principle agreed to use this Annex as a proposed working method to capture the SA3 requirements in the TR.

Decision: 

The document was Revised to C4-131516.



C4-131438
Compatibility with RCS for media security for MSRP





Source: Alcatel-Lucent

(Replaces C4-131078)

Decision: 

The document was Agreed.



C4-131439
Design considerations for BFCP-based media security





Source: Alcatel-Lucent

(Replaces C4-131080)

Decision: 

The document was Agreed.



C4-131440
Assumptions and limitations for BFCP-based media security





Source: Alcatel-Lucent

(Replaces C4-131081)

Decision: 

The document was Agreed.



C4-131441
BFCP-based media security scenarios





Source: Alcatel-Lucent

(Replaces C4-131082)

Abstract: 

Scenarios in scope of the work for BFCP media security have not been specified yet.

Decision: 

The document was Agreed.



C4-131442
BFCP-agnostic vs BFCP-aware mode





Source: Alcatel-Lucent

(Replaces C4-131083)

Decision: 

The document was Agreed.



C4-131467
Pseudo-CR on clause 4.3.1  Clarification of editors note





Source: Alcatel-Lucent

(Replaces C4-131114)

Decision: 

The document was Agreed.



C4-131468
Pseudo-CR on clause 4.3.4  Clarification of editors note





Source: Alcatel-Lucent

(Replaces C4-131115)

Decision: 

The document was Agreed.



C4-131477
Pseudo-CR on clause 4.4.2.1  Clarification of editors note





Source: Alcatel-Lucent, Nokia Siemens Networks

(Replaces C4-131116)

Decision: 

The document was Agreed.



C4-131501
Pseudo-CR on dependencies between TLS and TCP setup direction and RFC relations





Source: Nokia Siemens Networks

(Replaces C4-131283)

Decision: 

The document was Agreed.



C4-131502
Pseudo-CR on clause 4.4.2.1  Clarification of editors note





Source: Alcatel-Lucent

(Replaces C4-131117)

Decision: 

The document was Agreed.



C4-131503
Pseudo-CR on NAT traversal  new clause 4.4.2.3





Source: Alcatel-Lucent

(Replaces C4-131118)

Decision: 

The document was Agreed.



C4-131504
Pseudo-CR on clause 4.4.3  Clarification of editors note





Source: Alcatel-Lucent

(Replaces C4-131119)

Decision: 

The document was Agreed.



C4-131505
Pseudo-CR on "MGC information baseline for gateway control decisions"  New clause 4.5





Source: Alcatel-Lucent

(Replaces C4-131120)

Decision: 

The document was Agreed.



C4-131508
LS on SIP/SDP Usage for TCP/TLS session establishment





Source: Nokia Siemens Networks

Decision: 

The document was Approved.



C4-131516
Pseudo-CR on requirements for enhanced media security





Source: Nokia Siemens Networks

(Replaces C4-131282)

Decision: 

The document was Agreed.



C4-131517
3GPP TR 29.828 v0.2.0 eMediaSec





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



6.5
Study on Diameter Overload Control Mechanisms [FS_DOCME]

C4-131204
IETF solution analysis





Source: Alcatel-Lucent 

Abstract: 

This contribution provides an overview analysis of the IETF Draft Roach solution and its possible evolution as a discussion document to enable the 3GPP work to evolve to a common solution.

Discussion: 

Ericsson: what should be in the TR and in IETF?

Ericsson and Orange: not so relevant for the TR in the solution analysis. More as a collection of specific questions to discuss in the solution space.

Not part of the scope of the WID. Will be used for offline discussion.

Decision: 

The document was Noted.



C4-131272
Heterogeneous Networks





Source: Nokia Siemens Networks

Abstract: 

This PCR proposes some text to better describe the possible behaviour of Client, Agent and Server in Heterogeneous Networks

Discussion: 

Nokia Siemens Networks: Only one Agent should be able to act on behalf the client.

Understand the intention but difficult to avoid the case of different agents in the path taking actions, depending of the use case.

Decision: 

The document was Revised to C4-131361.



C4-131273
Message Throttling





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131362.



C4-131274
Throttling By Delaying





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131363.



C4-131296
IETF Solution Analysis  3GPP Carrier Perspecitve





Source: AT&T

Decision: 

The document was Revised to C4-131364.



C4-131346
Diameter Overload basic mechanism





Source: Alcatel-Lucent

Decision: 

The document was Noted.



C4-131352
Report of the IETF87





Source: Orange

Decision: 

The document was Noted.



C4-131361
Heterogeneous Networks





Source: Nokia Siemens Networks

(Replaces C4-131272)

Decision: 

The document was Agreed.



C4-131362
Message Throttling





Source: Nokia Siemens Networks

(Replaces C4-131273)

Decision: 

The document was Agreed.



C4-131363
Throttling By Delaying





Source: Nokia Siemens Networks

(Replaces C4-131274)

Decision: 

The document was Revised to C4-131492.



C4-131364
IETF Solution Analysis  3GPP Carrier Perspecitve





Source: AT&T

(Replaces C4-131296)

Decision: 

The document was Noted.



C4-131492
Throttling By Delaying





Source: Nokia Siemens Networks

(Replaces C4-131363)

Decision: 

The document was Postponed.



C4-131498
3GPP TR 29.809 v0.4.0





Source: Orange

Decision: 

The document was Agreed.



6.6
Reporting Enhancements in Warning Message Delivery [REP_WMD]

C4-131102
Report to CBC on Warning Message Delivery





29.168
  CR-0033  rev 1 (Rel-12) v12.2.0





Source: one2many, Acision, KPN, T-Mobile US

Abstract: 

The CBC shall, as for messages in GERAN and UTRAN, be able to report on the success or failures of Warning Message Delivery in E-UTRAN.

Decision: 

The document was Revised to C4-131449.



C4-131103
Stop-all Warning Messages





29.168
  CR-0038  (Rel-12) v12.2.0





Source: one2many

Abstract: 

To stop broadcasting of all Warning Messages in an area, in particular the messages for which the CBC has a different or no status, and force the cells in that area to their broadcast idle state.

Decision: 

The document was Revised to C4-131437.



C4-131104
Warning Message Reset Request in E-UTRAN





29.168
  CR-0028  rev 2 (Rel-12) v12.2.0





Source: one2many, Acision, KPN, T-Mobile US

Discussion: 

CR was withdrawn because CT1 has chosen another option.

Decision: 

The document was Withdrawn.



C4-131105
Restart Indication





29.168
  CR-0040  (Rel-12) v12.2.0





Source: one2many

Abstract: 

A cell, that has been down, is restarted and should be broadcasting a warning message but can’t because it has lost its message data. The CBC will have to reload the cell.

Discussion: 

Dependency on the CT1 discussion.

CT4 concluded following after discussion:

1. 
CT4 should be responsible for any restoration issues, i.e. such eNB restart/failure shall fall into CT4. CT4 chair will speak to CT1 chair.

2. 
For restoration procedures, CT4 has always keep the principle, that any restoration procedure shall not impact on the system architecture specified by the stage 2 WG. The reason is very simple, restart/failure scenario shall happen seldom, i.e. less than 0.000001 chance, hence, it shall not impact the existing architecture which is best served for the normal traffic scenarios.

3. 
For this particular issue, though a few companies still need more time to investigate, however, majority companies believe we should stick to the existing architecture, where the MME in CBS is just served as a proxy or message distributor, not requiring at all to store the current broadcasting messages. Therefore if the MME receives the information that eNB need reload the broadcasted messages,  it sends a message to the CBC.

Decision: 

The document was Postponed.



C4-131147
Considerations PWS Recovery Mechanism





Source: Ericsson

Abstract: 

Part of the objective of the work item [1] is: e) eNodeB reporting to the CBC on (un-) availability of cells for broadcasting warning messages. In this paper it is shown how sufficient information is provided to the CBC in order for the CBC take subsequent actions towards the eNodeB to restart the broadcast. This paper is mainly intended for CT1 as input for stage 2 discussions but is also submitted to CT4 and RAN3 for information.

Conclusion 1: From observation 1, 2 and 3 it follows that the eNodeB shall not load information about on going broadcasts because that will cause the CBC and eNodeB to become unsynchronised.

Conclusion 2: A new mechanism where the MME indicates to the CBC that a eNodeB has been added to the network (restarted) is needed as a trigger to the CBC to re-transmit the message to the area where the eNodeB is located.

Ericsson kindly ask CT1 to

1. Add a new eNB operational info message between the MME and CBC including the TAI as mandatory information with criticality reject and the global eNodeB ID as optional information with criticality ignore.

2. Add a new mechanism for the Kill message similar to the Write-Replace Warning Indication message with the additional Global eNodeB identifier.

3. Add the global eNodeB id in the Kill Request and Write-Replace Warning request in order for the CBC to send re-transmissions of these messages to specific eNodeBs.

Discussion: 

To avoid Restoration discussion in two group the WID should be updated to show the impact on 23.007 for the e-Node B failure and recovery via the MME and CBC. This formally resides as within the CT4 scope of work.

Decision: 

The document was Noted.



C4-131437
Stop-all Warning Messages





29.168
  CR-0038  rev 1 (Rel-12) v12.2.0





Source: one2many

(Replaces C4-131103)

Decision: 

The document was Agreed.



C4-131449
Report to CBC on Warning Message Delivery





29.168
  CR-0033  rev 2 (Rel-12) v12.2.0





Source: one2many, Acision, KPN, T-Mobile US

(Replaces C4-131102)

Decision: 

The document was Revised to C4-131493.



C4-131493
Report to CBC on Warning Message Delivery





29.168
  CR-0033  rev 3 (Rel-12) v12.2.0





Source: one2many, Acision, KPN, T-Mobile US

(Replaces C4-131449)

Decision: 

The document was Agreed.



C4-131506
Updated WID on Reporting Enhancements in Warning Message Delivery (Stage 3)





Source: One2many

Decision: 

The document was Revised to C4-131524.



C4-131524
Updated WID on Reporting Enhancements in Warning Message Delivery (Stage 3)





Source: One2many

(Replaces C4-131506)

Decision: 

The document was Endorsed.



6.7
eMBMS Restoration Procedures [eMBMS]

C4-131084
Progress of the eMBMS restoration work item





Source: Alcatel-Lucent

Abstract: 

This document provides for information the current progress of the eMBMS restoration work item

Decision: 

The document was Revised to C4-131405.



C4-131085
LS on eMBMS service restoration





Source: Alcatel-Lucent

Abstract: 

CT4 kindly informs RAN3 that they have mostly finalized the definition of the stage 2 procedures for eMBMS service restoration when failures/resets happen to an MME, S4-SGSN, MCE, MBMS-GW or BM-SC or to their corresponding links.  

C4-131405 provides the list of CRs approved at CT#60/61 and those agreed at CT4#62 (sent to CT#62 for approval).

CT4 invites RAN3 to review the stage 2 procedures, provide feedback if necessary and start the corresponding stage 3 work on M3AP/RANAP.

Decision: 

The document was Revised to C4-131415.



C4-131086
New MBMS flags for eMBMS restoration





29.274
  CR-1347  (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco

Abstract: 

MBMS restoration procedures have been specified in TS 23.007. TS 23.007 needs therefore to be listed as an additional stage 2 reference for sending the MBMS Session Start / Update / Stop Request over the Sm/Sn reference points.  TS 23.007 requires the MBMS GW to set a new "MBMS session re-establishment indication" flag in the MBMS Session Start Request message when this message is used to re-establish an MBMS session. Corresponding protocol support needs to be provided.  CR 23.007 #xxx also requires the MBMS GW to set a new "Local MBMS Bearer Context Release indication" flag in the MBMS Session Stop Request message upon the recovery of a transient Sm path failure when the control of the MBMS session has already been moved to another MME.

TS 23.007 is added as an additional reference for sending the MBMS Session Start / Update / Stop Request over the Sm/Sn reference points.   A new MBMS Flags IE is defined, containing:  a new MBMS Session Re-establishment Indication (MSRI) flag,  a new Local MBMS Bearer Context Release Indication (LMRI) flag.

Decision: 

The document was Revised to C4-131412.



C4-131087
New MBMS flag for eMBMS restoration





29.230
  CR-0364  (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

TS 23.007 requires the BM-SC to set a new "MBMS session re-establishment indication" flag in the MBMS Session Start Request message when this message is used to re-establish an MBMS session e.g. upon an MBMS GW restart or non-transient SGmb path failure.  Corresponding protocol support has been provided in TS 29.061. A code point needs to be assigned for the new AVP.

A new code point is assigned for the new MBMS Flags AVP which carries the MBMS Session Re-establishment Indicator.

Decision: 

The document was Revised to C4-131413.



C4-131088
MBMS Session Re-establishment Indication





23.008
  CR-0404  (Rel-12) v12.0.1





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

TS 23.007 defines a new "MBMS session re-establishment indication" flag in the MBMS Session Start Request message for use over the SGmb, Sm and Sn reference points to signal that this message is used to re-establish an MBMS session.  This information needs to be stored by the corresponding nodes.

The MBMS Session Re-establishment Indication is temporary data to be stored in MME, SGSN, MBMS GW and BM-SC.

Decision: 

The document was Revised to C4-131414.



C4-131089
MBMS Session Start Request received for an on-going MBMS bearer service





23.007
  CR-0246  (Rel-12) v12.1.0





Source: Alcatel-Lucent, , Alcatel-Lucent Shanghai Bell, Cisco

Abstract: 

Subclauses 20.2.4 and 20.2.5 contain the following editor's note:

Editor's Note: the behaviour of the MME (SGSN) upon receipt of an MBMS Session Start Request received for an on-going MBMS bearer service and not  including the "MBMS session re-establishment indication" flag is FFS.

If an MBMS content provider re-establishes an MBMS session after a BM-SC restart, the (restarted) BM-SC does not include  the "MBMS session re-establishment indication" in the MBMS Session Start Request message it sends to the MBMS GW. 

This message may possibly reach the same MME via a different MBMS GW (deployments with at least 2 MBMS GW in load sharing mode) before the original MBMS GW detects the BM-SC restart and thus stops the previous session in the  MME. In some cases, the MBMS GW may not be able to detect restart of the BM-SC, e.g. if the  proxy DRA is used between MBMS GW and BM-SC or if the BM-SC experiences application restart without restart of the Diameter interface.

Since this use case is specific to some MBMS deployments and expected to remain relatively unfrequent, it is proposed to allow the MME/SGSN to accept this message in this scenario as an implementation option only.

Discussion: 

It was agreed to add this in a new paragraph.

Decision: 

The document was Revised to C4-131406.



C4-131148
MBMS Session duration





23.007
  CR-0247  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

3GPP TS 29.061 defines the session duration as “the estimated session duration (MBMS Service data transmission).” It does not matter whether an absolute or relative start time is used.

Discussion: 

it was seen that this change should be introduced as a category "B" change.

Decision: 

The document was Revised to C4-131407.



C4-131149
BM-SC behaviour during SGmb path failure





23.007
  CR-0248  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

Concerning SGmb path failure, the second paragraph of clause 20.2.6.1 says:

"During a transient SGmb path failure (e.g. before the maximum path failure duration timer expires), the BM-SC should consider all related MBMS bearer contexts as active in the MBMS GW. The MBMS GW may initiate new MBMS sessions via an alternative MBMS GW (if available). The MBMS GW shall defer any MBMS session update or stop procedure for on-going MBMS sessions in the MBMS GW affected by the SGmb path failure until the transient path failure ends."

The two highlighted instances of MBMS GW should be changed to "BM-SC", since it is the BM-SC functionality that is being discussed here.

Discussion: 

it was seen that this change should be introduced as a category "B" change.

Decision: 

The document was Revised to C4-131408.



C4-131150
MCE behaviour on MME restart





23.007
  CR-0249  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

In the current version of the TS, the MCE shall release the MBMS bearer contexts locally and towards the E-UTRAN if those MBMS bearer contexts are not re-established via another MME within pre-configured time. It does not align with previous decision that the MBMS-GW can re-establish the MBMS sessions towards the restarted MME (or an alternative MME).

Discussion: 

it was seen that this change should be introduced as a category "B" change.

Decision: 

The document was Revised to C4-131409.



C4-131163
Release of resources at old MME/SGSN during transient Sm path failure





23.007
  CR-0250  (Rel-12) v12.1.0





Source: Cisco, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, Verizon, Ericsson

Abstract: 

#Error

Decision: 

The document was Revised to C4-13.



C4-131218
Separate Subclause for MCE and RNC restoration functionality





23.007
  CR-0251  (Rel-12) v12.1.0





Source: Huawei

Abstract: 

In the current specification in the subclause for signalling path failure detection and handling there are subclause for each node effected by path failure except for MCE functionality. MCE functionality is incorporated into other subclauses. A new subclause describing MCE restoration functionality should be added. The same applies for the RNC in the subclause.

Decision: 

The document was Revised to C4-131411.



C4-131405
Progress of the eMBMS restoration work item





Source: Alcatel-Lucent

(Replaces C4-131084)

Discussion: 

CT4 chairman recommend to have conference call for all Rel-12 WID. Most probably there will be a lot of contribution before the next WG meeting in October. The conference calls were recommended not only to agree the technical content, but to avoid overlapping contributions.

Decision: 

The document was Noted.



C4-131406
MBMS Session Start Request received for an on-going MBMS bearer service





23.007
  CR-0246  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, , Alcatel-Lucent Shanghai Bell, Cisco

(Replaces C4-131089)

Decision: 

The document was Agreed.



C4-131407
MBMS Session duration





23.007
  CR-0247  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131148)

Decision: 

The document was Agreed.



C4-131408
BM-SC behaviour during SGmb path failure





23.007
  CR-0248  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131149)

Decision: 

The document was Agreed.



C4-131409
MCE behaviour on MME restart





23.007
  CR-0249  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131150)

Decision: 

The document was Agreed.



C4-131410
Release of resources at old MME/SGSN during transient Sm path failure





23.007
  CR-0250  rev 1 (Rel-12) v12.1.0





Source: Cisco, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, Verizon

(Replaces C4-131163)

Decision: 

The document was Agreed.



C4-131411
Separate Subclause for MCE and RNC restoration functionality





23.007
  CR-0251  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131218)

Decision: 

The document was Agreed.



C4-131412
New MBMS flags for eMBMS restoration





29.274
  CR-1347  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco

(Replaces C4-131086)

Decision: 

The document was Agreed.



C4-131413
New MBMS flag for eMBMS restoration





29.230
  CR-0364  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-131087)

Decision: 

The document was Revised to C4-131494.



C4-131414
MBMS Session Re-establishment Indication





23.008
  CR-0404  rev 1 (Rel-12) v12.0.1





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-131088)

Abstract: 

TS 23.007 defines a new "MBMS session re-establishment indication" flag in the MBMS Session Start Request message for use over the SGmb, Sm and Sn reference points to signal that this message is used to re-establish an MBMS session.  This information needs to be stored by the corresponding nodes.

The MBMS Session Re-establishment Indication is temporary data to be stored in MME, SGSN, MBMS GW and BM-SC.

Decision: 

The document was Agreed.



C4-131415
LS on eMBMS service restoration





Source: Alcatel-Lucent

(Replaces C4-131085)

Abstract: 

CT4 kindly informs RAN3 that CT4 has mostly finalized the definition of the stage 2 procedures for eMBMS service restoration when failures/resets happen to an MME, S4-SGSN, MCE, MBMS-GW or BM-SC or to their corresponding links.  

C4-131405 provides the list of CRs approved at CT#60/61 and those agreed at CT4#62 (sent to CT#62 for approval).

CT4 kindly invites RAN3 to review the stage 2 procedures, provide feedback if necessary and start the corresponding stage 3 work on M3AP/RANAP.

Decision: 

The document was Approved.



C4-131494
New MBMS flag for eMBMS restoration





29.230
  CR-0364  rev 2 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-131413)

Decision: 

The document was Agreed.



6.8
Core Network Aspects of SIPTO at the Local Network [LIMONET-SIPTO]

C4-131219
SIPTO permission for Local Network LHN ID definition





23.003
  CR-0362  (Rel-12) v..





Source: Huawei

Abstract: 

23.401 introduces a local home network identifier for SIPTO permission at the local network.

Decision: 

The document was Revised to C4-131416.



C4-131220
SIPTO at the Local Network introduction of Local home network ID





29.274
  CR-1364  (Rel-12) v12.1.0





Source: Huawei

Decision: 

The document was Revised to C4-131417.



C4-131221
SIPTO at the Local Network introduction of Local home network ID





29.060
  CR-0961  (Rel-12) v12.1.0





Source: Huawei

Decision: 

The document was Revised to C4-131418.



C4-131222
SGW selection for SIPTO at the Local Network





29.303
  CR-0069  (Rel-12) v12.0.0





Source: Huawei

Abstract: 

For SIPTO at the local network with standalone GW the LHN_ID needs to be taken  into account when the SGW is chosen

Decision: 

The document was Revised to C4-131419.



C4-131416
SIPTO permission for Local Network LHN ID definition





23.003
  CR-0362  rev 1 (Rel-12) v..





Source: Huawei

(Replaces C4-131219)

Abstract: 

In 23.401 a local home network identifier for SIPTO at the local network. This identifier is send on S16, S3 and S10 interface from the old node to the new node when SIPTO at the local network is active for a PDN connection. The new node (MME/SGSN) checks if the Local network has changed.

Decision: 

The document was Revised to C4-131495.



C4-131417
SIPTO at the Local Network introduction of Local home network ID





29.274
  CR-1364  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131220)

Decision: 

The document was Agreed.



C4-131418
SIPTO at the Local Network introduction of Local home network ID





29.060
  CR-0961  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131221)

Abstract: 

In 23.060 a local home network identifier for SIPTO at the local network. This identifier is send by the old SGSN to the new SGSN when SIPTO at the local network is active for a PDN connection. The new SGSN checks if the Local network has changed.

Decision: 

The document was Revised to C4-131496.



C4-131419
SGW selection for SIPTO at the Local Network





29.303
  CR-0069  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-131222)

Abstract: 

For SIPTO at the local network with standalone GW the LHN_ID needs to be taken  into account when the SGW is chosen

Decision: 

The document was Revised to C4-131497.



C4-131495
SIPTO permission for Local Network LHN ID definition





23.003
  CR-0362  rev 2 (Rel-12) v..





Source: Huawei

(Replaces C4-131416)

Abstract: 

In 23.401 a local home network identifier for SIPTO at the local network. This identifier is send on S16, S3 and S10 interface from the old node to the new node when SIPTO at the local network is active for a PDN connection. The new node (MME/SGSN) checks if the Local network has changed.

Decision: 

The document was Agreed.



C4-131496
SIPTO at the Local Network introduction of Local home network ID





29.060
  CR-0961  rev 2 (Rel-12) v12.1.0





Source: Huawei, Ericsson

(Replaces C4-131418)

Abstract: 

In 23.060 a local home network identifier for SIPTO at the local network. This identifier is send by the old SGSN to the new SGSN when SIPTO at the local network is active for a PDN connection. The new SGSN checks if the Local network has changed.

Decision: 

The document was Agreed.



C4-131497
SGW selection for SIPTO at the Local Network





29.303
  CR-0069  rev 2 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-131419)

Abstract: 

For SIPTO at the local network with standalone GW the LHN_ID needs to be taken  into account when the SGW is chosen

Decision: 

The document was Agreed.



6.9
CT aspects of Coordination of Video Orientation [CVO-CT]

C4-131207
Introduction of support for Coordination of Video Orientation (CVO)





23.333
  CR-0061  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130925)

Abstract: 

SA4 is introducing the feature Coordination of Video Orientation (CVO) in their Release 12 specification TS 26.114. This requires support of RTP header extension to convey the CVO bits. The support is negotiated during the SDP offer/answer negotiation and requires MRFP to support the RTP header extension.

Decision: 

The document was Revised to C4-131429.



C4-131208
Introduction of support for Coordination of Video Orientation (CVO)





29.333
  CR-0068  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130926)

Abstract: 

SA4 is introducing the feature Coordination of Video Orientation (CVO) in their Release 12 specification TS 26.114. This requires support of RTP header extension to convey the CVO bits. The support is negotiated during the SDP offer/answer negotiation and requires MRFP to support the RTP header extension.

Decision: 

The document was Revised to C4-131430.



C4-131209
Introduction of support for Coordination of Video Orientation (CVO)





29.238
  CR-0048  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130924)

Abstract: 

SA4 is introducing the feature Coordination of Video Orientation (CVO) in their Release 12 specification TS 26.114. This requires support of RTP header extension to convey the CVO bits. The support is negotiated during the SDP offer/answer negotiation and requires TrGW to support the RTP header extension.

Decision: 

The document was Revised to C4-131431.



C4-131215
Forwarding of SDP with CVO related attributes





23.334
  CR-0033  (Rel-12) v12.0.0





Source: Ericsson

Discussion: 

The changes are merged into C4-131428.

Decision: 

The document was Merged.



C4-131302
CVO Procedural Clarifications





23.334
  CR-0034  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131425.



C4-131303
No CVO Information in Acknowledgment Procedures





29.334
  CR-0047  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-131425
CVO Procedural Clarifications





23.334
  CR-0034  rev 1 (Rel-12) v12.0.0





Source: Nokia Siemens Networks

(Replaces C4-131302)

Decision: 

The document was Revised to C4-131428.



C4-131428
CVO Procedural Clarifications





23.334
  CR-0034  rev 2 (Rel-12) v12.0.0





Source: Nokia Siemens Networks, Ericsson

(Replaces C4-131425)

Decision: 

The document was Agreed.



C4-131429
Introduction of support for Coordination of Video Orientation (CVO)





23.333
  CR-0061  rev 3 (Rel-12) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-131207)

Decision: 

The document was Agreed.



C4-131430
Introduction of support for Coordination of Video Orientation (CVO)





29.333
  CR-0068  rev 3 (Rel-12) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-131208)

Decision: 

The document was Agreed.



C4-131431
Introduction of support for Coordination of Video Orientation (CVO)





29.238
  CR-0048  rev 3 (Rel-12) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-131209)

Decision: 

The document was Agreed.



6.10
CT Aspects of Signalling of Image Size [SIS_CT]

C4-131210
Introduction of support for generic Image Attribute/signalling of image size





23.333
  CR-0062  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130949)

Abstract: 

SA4 has included the support of generic image attributes to negotiate image size as described in IETF RFC 6236 since Rel-8. However this has not been supported by all core network nodes which means that if a node transcodes or is an endpoint for the video data the specific image attributes may not be available at the decoder.

Decision: 

The document was Revised to C4-131432.



C4-131211
Introduction of support for generic Image Attribute/signalling of image size





29.333
  CR-0069  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130950)

Abstract: 

SA4 has included the support of generic image attributes to negotiate image size as described in IETF RFC 6236 since Rel-8. However this has not been supported by all core network nodes which means that if a node transcodes or is an endpoint for the video data the specific image attributes may not be available at the decoder.

Decision: 

The document was Revised to C4-131433.



C4-131212
Introduction of support for generic Image Attribute/signalling of image size





23.334
  CR-0030  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130951)

Decision: 

The document was Revised to C4-131434.



C4-131213
Introduction of support for generic Image Attribute/signalling of image size





29.334
  CR-0045  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130952)

Decision: 

The document was Revised to C4-131435.



C4-131214
Introduction of support for generic Image Attribute/signalling of image size





29.238
  CR-0049  rev 2 (Rel-12) v..





Source: Ericsson

(Replaces C4-130953)

Decision: 

The document was Revised to C4-131436.



C4-131432
Introduction of support for generic Image Attribute/signalling of image size





23.333
  CR-0062  rev 3 (Rel-12) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-131210)

Decision: 

The document was Agreed.



C4-131433
Introduction of support for generic Image Attribute/signalling of image size





29.333
  CR-0069  rev 3 (Rel-12) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-131211)

Decision: 

The document was Agreed.



C4-131434
Introduction of support for generic Image Attribute/signalling of image size





23.334
  CR-0030  rev 3 (Rel-12) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-131212)

Decision: 

The document was Agreed.



C4-131435
Introduction of support for generic Image Attribute/signalling of image size





29.334
  CR-0045  rev 3 (Rel-12) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-131213)

Decision: 

The document was Agreed.



C4-131436
Introduction of support for generic Image Attribute/signalling of image size





29.238
  CR-0049  rev 3 (Rel-12) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-131214)

Decision: 

The document was Agreed.



6.11
AoB [TEI12]

C4-131287
Draft LS OUT on Rollback Behavior in EPC during TAU/RAU rejection

(Response to LS C4-130540 (S2-131526) on "Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN/GERAN" from SA2)





Source: Cisco

Discussion: 

The attachment shall be removed.

Decision: 

The document was Revised to C4-131455.



C4-131455
Draft LS OUT on Rollback Behavior in EPC during TAU/RAU rejection

(Response to LS C4-130540 (S2-131526) on "Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN/GERAN" from SA2)





Source: Cisco

(Replaces C4-131287)

Decision: 

The document was Revised to C4-131514.



C4-131514
LS OUT on Rollback Behavior in EPC during TAU/RAU rejection

(Response to LS C4-130540 (S2-131526) on "Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN/GERAN" from SA2)





Source: Cisco

(Replaces C4-131455)

Decision: 

The document was Approved.



6.11.1
LTE HRPD SOInterface

C4-131092
Path management messages over the S104 reference point





29.276
  CR-0057  (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

Discussion: 

SA2 CRs are not formally agreed, but technically agreed. SA2 is still waiting confirmation from RAN WG.

Put Dependency on SA2's Technically Endorsed CR on our Cover Page.

Companies of the Stage 2 CR to take this as a company contribution to SA Plenary.

Overall view from several companies in CT4 was not to start stage 3 work if stage 2 is not stabile. This should be respected as always before in CT4 working procedures.

Decision: 

The document was Revised to C4-131345.



C4-131093
Security requirements for the S104 reference point





29.276
  CR-0058  (Rel-12) v11.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

Abstract: 

A new reference point S104 has been defined between the MME and the HRPD network for support of SON between LTE and eHRPD.

Security requirements over the S104 reference point need to be specified.

Decision: 

The document was Revised to C4-131421.



C4-131094
Networking Technology for the S104 reference point





29.276
  CR-0059  (Rel-12) v11.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

Abstract: 

A new reference point S104 has been defined between the MME and the HRPD network for support of SON between LTE and eHRPD.

The IP Versions and IP fragmentation mechanisms over the S104 reference point need to be specified.

Decision: 

The document was Revised to C4-131422.



C4-131131
LS on information of progress in the SI on LTE-HRPD SON





Source: TSG RAN WG3

Abstract: 

RAN3 would like to inform about the final conclusion of the Study on LTE-HRPD (High Rate Packet Data in 3GPP2) Inter RAT SON, which is captured in the attached agreed TR.

RAN3 expects that no additional work will be needed to complete the SI.

Discussion: 

CT4 can start work on this new WI.

Decision: 

The document was Noted.



C4-131231
Update scope to cover the S121 reference point





29.276
  CR-0060  (Rel-12) v11.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

In Stage 2, a new reference point S121 has been defined between the MME and the HRPD network for support of RIM information exchange between LTE and eHRPD.

The stage 3 definition of this reference point needs to be covered in TS 29.276.

Decision: 

The document was Revised to C4-131423.



C4-131232
Definition of S121 Message Header





29.276
  CR-0061  (Rel-12) v11.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

In stage 2, a new reference point S121 has been defined between the MME and the HRPD network for support of RIM information exchange between LTE and eHRPD.

The S121 message header need to be defined.

Decision: 

The document was Revised to C4-131424.



C4-131233
Definition of S121 Message and message format





29.276
  CR-0062  (Rel-12) v..





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

In stage 2, a new reference point S121 has been defined between the MME and the HRPD network for support of RIM information exchange between LTE and Access Network.

The S121 message and message format need to be defined.

Discussion: 

It was agreed to revert changes in Table 7.5-1 and to add them to Nokia Siemens CR to avoid overlapping.

Decision: 

The document was Revised to C4-131426.



C4-131234
Update to cover the S121





29.274
  CR-1366  (Rel-12) v12.1.0





Source: China Telecom, Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

A new interface S121 has been defined between the MME and the HRPD network for support of RIM information exchange between LTE and eHRPD. It’s a protocol based on GTPv2-C.

The GTPv2-C specification needs to cover the S121 interface and new message types and IE types need to be assigned for the S121.

Decision: 

The document was Agreed.



C4-131235
Update to cover the S121





29.280
  CR-0062  (Rel-12) v..





Source: China Telecom, Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Decision: 

The document was Revised to C4-131427.



C4-131310
LS Reply on LTE-HRPD SON WID conditional approval





Source: TSG SA WG2

Abstract: 

SA2 discussed the conclusion of TR 37.813 on LTE-HRPD (High Rate Packet Data in 3GPP2) Inter-RAT SON, and the following agreement is achieved:

•
Defining a new "S121" interface for RIM message transfer between MME and HRPD AN.

•
Using HRPD Sector ID as routing address.

The above agreement is according to current TR conclusion and related SA2 changes are captured in the attached CR (S2-132960) which is technically endorsed by SA2. This CR will be the basis of SA2 specification change when the normative work in RAN has reached maturity.

Discussion: 

A new WID is required to cover CT4 related work.

Decision: 

The document was Noted.



C4-131345
Path management messages over the S104 reference point





29.276
  CR-0057  rev 1 (Rel-12) v..





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

(Replaces C4-131092)

Decision: 

The document was Agreed.



C4-131421
Security requirements for the S104 reference point





29.276
  CR-0058  rev 1 (Rel-12) v11.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

(Replaces C4-131093)

Abstract: 

A new reference point S104 has been defined between the MME and the HRPD network for support of SON between LTE and eHRPD.

Security requirements over the S104 reference point need to be specified.

Decision: 

The document was Agreed.



C4-131422
Networking Technology for the S104 reference point





29.276
  CR-0059  rev 1 (Rel-12) v11.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

(Replaces C4-131094)

Decision: 

The document was Agreed.



C4-131423
Update scope to cover the S121 reference point





29.276
  CR-0060  rev 1 (Rel-12) v11.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-131231)

Abstract: 

In Stage 2, a new reference point S121 has been defined between the MME and the HRPD network for support of RIM information exchange between LTE and eHRPD.

The stage 3 definition of this reference point needs to be covered in TS 29.276.

Decision: 

The document was Agreed.



C4-131424
Definition of S121 Message Header





29.276
  CR-0061  rev 1 (Rel-12) v11.0.0





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-131232)

Abstract: 

In stage 2, a new reference point S121 has been defined between the MME and the HRPD network for support of RIM information exchange between LTE and eHRPD.

The S121 message header need to be defined.

Decision: 

The document was Agreed.



C4-131426
Definition of S121 Message and message format





29.276
  CR-0062  rev 1 (Rel-12) v..





Source: Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-131233)

Decision: 

The document was Agreed.



C4-131427
Update to cover the S121





29.280
  CR-0062  rev 1 (Rel-12) v..





Source: China Telecom, Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-131235)

Decision: 

The document was Agreed.



6.11.2
GPRS Ocwrload control mechanism

C4-131136
 LS on GTP-C Load/Overload Control





Source: AlcatelLucent

Abstract: 

SA2 has studied GTP-C Load/Overload Control and concluded on GTP-C Load/Overload Control activities . 

The SA2 study has identified scenarios that can result in GTP-c overload (TR 23.843, section 4) , requirements / a framework for the solution for signalling load and overload information in GTP-c (TR 23.843, section 8.2) and agreed on conclusions on section 10.2 of the TR 23.843 conclusions in section 10.2) 

ACTION:  SA2 kindly asks CT4 to take ownership and start working on GTP-C Load/Overload Control activities as indicated above.

Discussion: 

CT4 can now open a WI for the Stage 3 of this work.

Decision: 

The document was Noted.



C4-131158
GTP-C based overload control mechanisms





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131308.



C4-131159
GTPv2-C overload control





29.274
  CR-1358  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-131173
GTP-C Overload Control Mechanisms





Source: Cisco, Verizon, Alcatel-Lucent, Ericsson, ZTE, AT&T

Abstract: 

3GPP TR 23.843 clause 4.9 has identified various scenarios which could potentially result in the overload of nodes due to signaling over GTP-C interface. 

Further, it has been identified as a problem that GTP-C interface does not support overload control signaling and that GTP-C retransmissions of unacknowledged requests would amplify any overall overload condition of the target node. The larger the number of users in an operator's network, the worse the problem becomes.

In order to avoid the meltdown of the target node, and consecutively of the entire network, the GTP-C nodes need to respond to the overload condition at the target node. However, without any standardized mechanisms, the GTP-C based interfaces used by functional entities in the 3GPP architecture cannot obtain detailed or useful information to avoid overload or respond to a congestion situation of the target node. 

Besides that, the current GTP-C load balancing based on semi-static DNS weights may lead to uneven distribution of the load in one or more nodes of an SGW or a PGW cluster such that one or more nodes could be running close to capacity whilst there is still remaining capacity on the other nodes of the same cluster.

Hence, the stage 2 concluded to convey the necessary load and overload control information between functional entities using a GTP-C based interface to effectively handle the load/overload situations. Specifically, solutions as described in 3GPP TR 23.843 clause 8.2.5 (Solution 1: Using Load Information for Dynamic Load Balancing of GW nodes) and clause 8.2.6 (Solution 1: Using Overload Information for Overload Control of GTP-C Nodes) have been identified for the normative work under GTP-C overload control mechanisms and corresponding requirements been documented in TS 23.401 and TS 23.060. Further, it was decided to let the stage 3 define the details of various aspects (specified under various "Notes" in clause 8.2.5, clause 8.2.6 & clause 10.2) of these two solutions. Correspondingly, this work item proposes to define overload mitigation mechanisms. Since some of these aspects may attract multiple solutions, this work item includes a study phase capturing and comparing various overload mitigation solutions to select the most suitable solution, before performing any normative work. 

The objective of this work item is to specify the stage 3 procedures to support the GTP-C load / overload requirements as specified in 3GPP TS 23.401 and TS 23.060, as also concluded in TR 23.843. 

At high level, this means:

•
To define Load/Overload control related information with enough precision to guarantee a common multi-vendor interpretation of this information allowing inter-operability between various GTP-C nodes;

•
To define mechanism addressing various "Notes", which are targeted to the stage 3, specified in clause 8.2.5, clause 8.2.6 & clause 10.2 of the 3GPP TR 23.843 v1.0.0.

The above high level objectives are further divided into smaller Key Items:

•
The definition of "Load Control Information";

•
The Node selection algorithm using the "Load Control Information" and DNS SRV weights;

•
The Inclusion period of the "Load Control Information" & "Overload Control Information";

•
Advertising the Support of the Load/Overload control feature;

•
The definition of "Overload Control Information";

•
The Applicability of GTP-C load/overload control mechanism to 3GPP and non-3GPP based interfaces;

•
The propagation the MME/SGSN identity to the PGW during an inter-MME/SGSN intra-SGW scenario to ensure that the PGW enforces the overload control on the currently serving MME/SGSN;

•
Potential recommendation on relative importance of GTP-C procedures to enable prioritized throttling of the messages;

•
Implicit Overload control mechanism for the network without the support of this feature or heterogeneous network with partial support of this feature;

•
Analysis of potential issues in the network with partial support of this feature. E.g. PGW, MME, SGW supports this feature while the SGSN does not support this feature;

•
Analysis of potential interaction with other existing overload control mechanisms, such as PGW APN back-off timer; DDN throttling by the SGW.

The above list may not be exhaustive and there may be other related Key Items(s), which could be identified during the progress of the work.

The Work Item includes a study phase to capture, compare and conclude on the solution for each of the above Key Items. Finally, the selected solution will be standardised via normative work as part of this WI.

Discussion: 

Orange, Vodafone, TeliaSonera, NEC, Huawei and Deutsche Telekom shall be added as supporting companies.

Decision: 

The document was Revised to C4-131326.



C4-131174
Skeleton of TR on "Study on GTP-C Overload Control Mechanisms"





Source: Cisco

Decision: 

The document was Revised to C4-131313.



C4-131175
Scope of the TR "Study on GTP-C Overload Control Mechanisms"





Source: Cisco

Decision: 

The document was Revised to C4-131314.



C4-131176
General description of clauses 5, 6





Source: Cisco

Decision: 

The document was Revised to C4-131315.



C4-131177
General description of clauses 7, 8, 9





Source: Cisco

Decision: 

The document was Revised to C4-131316.



C4-131308
GTP-C based overload control mechanisms





Source: Nokia Siemens Networks

(Replaces C4-131158)

Abstract: 

Recently agreed SA2 CR 2571, S2-132874, provides Stage 2 requirements for the GTP-C Overload Control feature. CT4 thus needs to specify the Stage 3 requirements to support this function.

It is proposed that the following changes be made to GTPv2-C 3GPP TS 29.274:

1)
Presence requirements for information elements: for the "PGW Back-Off Time" IE are modified to include rejection of a Delete Session Request, as well as Create Session Request, with new cause "PGW congestion" added; and a new presence requirement is added for the "SGW Back-Off Time" IE to be included when Create Session Request or Delete Session Request is rejected with cause "SGW congestion" is added.

2)
A new "Overload Indicator" type IE shall be specified. It will include separate bit-flags, which when set to '1', indicates overload of an entire node (PGW,SGW, MME, S4-SGSN), or overload/congestion of an APN. If a bit flag is set to '0', then the overload condition is stopped, i.e. the associated back-off time no longer applies.

3)
The new "Overload Indicator" IE shall be conditionally included in the Create Session Response, Modify Bearer Response, Delete Session Response, Create Bearer Request/Response and Update Bearer Request/Response messages.

4)
A new "SGW Back-off Time" IE shall be conditionally included in the Create Session Response, Modify Bearer Response and the Delete Session Response messages. (Supports req. 4 above.)

5)
The "PGW Back-Off Time" IE shall be conditionally included in the Modify Bearer Response message and the Delete Session Response message. (Supports reqs. 2, 4 and 5 above.)

6)
New "MME Back-Off Time" and "SGSN Back-Off Time" IEs are to be conditionally included in the Create Bearer Response message and the Update Bearer Response message. (Supports req. 3 above.)

7)
The new "Overload Indicator" IE shall be included in the Create Session Request and Modify Bearer Request messages to indicate that overload of the MME or SGSN has stopped. The MME/S4-SGSN Identifier conditions are also changed to include this IE in support of GTP-C Overload Control, as well as for the Network triggered SGW restoration procedure, so that the PGW knows in which node the overload has been stopped. (Supports req. 3 above.)

8)
New Cause codes "PGW congestion", "SGW congestion", "MME congestion" and "S4-SGSN congestion" shall be specified.

These changes are included in the associated CR 1358, C4-131159.

Discussion: 

Cisco commented that in Overload control mechanism TR is was concluded that the back of timers should not be used.

Decision: 

The document was Noted.



C4-131313
Skeleton of TR on "Study on GTP-C Overload Control Mechanisms"





Source: Cisco

(Replaces C4-131174)

Decision: 

The document was Revised to C4-131451.



C4-131314
Scope of the TR "Study on GTP-C Overload Control Mechanisms"





Source: Cisco

(Replaces C4-131175)

Abstract: 

Scope of the TR "Study on GTP-C Overload Control Mechanisms" is defined.

Decision: 

The document was Agreed.



C4-131315
General description of clauses 4, 5, 6





Source: Cisco

(Replaces C4-131176)

Abstract: 

The general description of various clauses would provide clear guidelines on the content of the specific clause. In turn, this will guide us to bring targeted contribution to fulfil the requirements of the specific clause and hence conclude the task identified by the specific clause.

Decision: 

The document was Revised to C4-131452.



C4-131316
General description of clauses 7, 8





Source: Cisco

(Replaces C4-131177)

Abstract: 

General description of clauses 7, 8.

Decision: 

The document was Revised to C4-131453.



C4-131326
GTP-C Overload Control Mechanisms





Source: Cisco, Verizon, Alcatel-Lucent, Ericsson, ZTE, AT&T

(Replaces C4-131173)

Decision: 

The document was Agreed.



C4-131451
Skeleton of TR on "Study on GTP-C Overload Control Mechanisms"





Source: Cisco

(Replaces C4-131313)

Discussion: 

Agreed as a basis of the TR.

Decision: 

The document was Agreed.



C4-131452
General description of clauses 4, 5, 6





Source: Cisco

(Replaces C4-131315)

Decision: 

The document was Agreed.



C4-131453
General description of clauses 7, 8





Source: Cisco

(Replaces C4-131316)

Decision: 

The document was Agreed.



C4-131454
TR 29.8ab on GOCME v.0.1.0





Source: Cisco

Decision: 

The document was Agreed.



6.11.3
GTP and restoration procedures

C4-131090
Serving Network IE definition





29.274
  CR-1348  (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

The Serving Network IE is used over the S2a interface to enable the TWAN to report the PLMN identity of the selected PLMN used for 3GPP-based access authentication (see subclause 7.2.1).

The definition of the Serving Network IE in subclause 8.18 has however not been extended to reflect this as it only refers to the sending of this IE by the MME, SGSN and ePDG.

Discussion: 

Category needs to be changed to "F".

Decision: 

The document was Revised to C4-131456.



C4-131135
LS Response to CT4 LS (C4-130417) on Inter RAT handover, Inter RAT Release with redirection, Inter RAT Reject with redirection between E-UTRAN and UTRAN/GERAN





Source: TSG SA WG2

Abstract: 

SA2 would like to thank CT4 on their LS in C4-130417.

SA2 discussed the issue brought to light by CT4. Furthermore, SA2 discussed additional issues as laid out in S2-130756.

SA2 was unable to conclude that the problem described by CT4 LS could indeed occur. Therefore, SA2 was not able to achieve consensus regarding the need to adopt CT4’s recommended solution. 

SA2 has the notion of a Context Transfer guard timer at the old node as evident from e.g. 3GPP TS 23.401 clause 5.3.3.1 step 4:

If the new MME indicates that it has authenticated the UE or if the old MME/old S4 SGSN correctly validates the UE, then the old MME/old S4 SGSN starts a timer.

The idea was to ensure that the old node maintained UE’s context for a finite duration of time, during which, if the UE returned back to the source RAT amidst an on going TAU/RAU procedure, then the source node had valid (E)MM / (E)SM context information. The value of the timer was left as implementation dependent (and hence, Stage 3 specifications do not seem to have it mentioned or specified). Some companies in SA2 believed that setting this timer to a high enough value would be adequate to ensure that old node does not lose (E)MM / (E)SM context prior to UE’s return to the RAT from which it originated the previous request.

In addition, some companies believed it is also possible to achieve the desired goal by using an alternative mechanism, based on executing authentication procedure with HSS/HLR immediately after Context Transfer procedure, as follows:

In scenario presented in CT4 LS (Idle mode 3G(4G mobility by LTE-capable device for which EPS subscription doesn’t exist) following 3GPP TS 23.401 clause 5.3.3.1

At step 5, old node (SGSN) accepts Context Request from new node (MME)

New node (MME) could be configured to authenticate (already possible today) UEs for which the new node has no prior (E)MM Context. Therefore, the new node (MME) executes step 6.

At step 6, due to lack of EPS subscription, HSS/HLR rejects the authentication procedure

MME can then, accordingly, reject TAU

The same applies when the new node is an SGSN, and the old node is MME.

Depending upon an operator deployment needs and correspondingly set operator policies and amount of LTE capable UEs without LTE subscription, adopting above mentioned solution may result in increased signaling towards HSS/HLR.

Furthermore, during SA2’s investigation into this matter, SA2 found that currently, during TAU/RAU procedures the following three high-level steps occur:

New node (MME/SGSN) queries for context from the old node (MME/SGSN)

If successful, then new node (re-) establishes EPS Bearers/PDP Contexts on (new or same) SGW and PGW/GGSN

If successful, performs update location procedure with HSS/HLR

SA2 realized that in case /3/ failed (e.g. due to lack of EPS subscription) then the system rollback behaviour for /2/ was not defined in either Stage 2 or Stage 3 specifications. In other words, if a failure at /3/ occurred then what happened to the session(s) modified/created on SGW and PGW by MME/SGSN was unclear. SA2 discussed the following three rollback options:

MME only locally deletes resources; (same) SGW and PGW resources remain untouched

MME locally deletes resources + MME deletes selected SGW’s resources; PGW resources remain untouched

MME locally deletes resources + MME deletes selected SGW’s + PGW’s resources

Neither option seemed to provide a clean solution. In addition, SA2 would like to note that the rejection at /3/ may occur for reasons other than subscription.

ACTION: 
CT4 is kindly requested to consider the presented information into account. CT4 may, at its discretion, further study system rollback behaviour, as explained above, to provide recommendations to SA2 for possible changes to specifications under SA2’s remit.

Discussion: 

Further study is required and if there are solutions recommendations to change SA2 specs are required.

Decision: 

The document was Noted.



C4-131151
Aggregate Maximum Bit Rate (AMBR) definitions





29.060
  CR-0948  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

The Aggregate Maximum Bit Rate (AMBR) is part of the "APN-AMBR with NSAPI" IE and "UE-AMBR" IE. The UE-AMBR IE contains the "Subscribed UE-AMBR" for downlink and uplink and may also contain the "Authorized UE-AMBR" for uplink and downlink. The APN-AMBR with NSAPI IE contains the "Authorized APN-AMR" for uplink and downlink. Both the SGSN Context Response and Forward Relocation Request messages may contain the UE-AMBR IE and the APN-AMBR with NSAPI IE, if available. 

These terms are not clearly defined and specific definitions need to be included in the specification.

Discussion: 

It was seen that the definition is already in stage 2 TS 23.008 and should not be added in a different stage 3 specification. If enhancement is needed it should be done in TS 23.008.

Decision: 

The document was Postponed.



C4-131152
Aggregate Maximum Bit Rate (AMBR) definitions





29.274
  CR-1353  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-131153
Indication Flags





29.274
  CR-1354  (Rel-12) v12.1.0





Source: Nokia Siemens Networks, Orange

Abstract: 

The conditions for the various Indication Flags within the Indication IE should indicate that they are "set to 1" rather than "used".

Decision: 

The document was Revised to C4-131457.



C4-131154
Sending Recovery IE in GTPv2 messages





29.274
  CR-1355  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

The sending of the Recovery IE need to be clarified in that it is sent when the sending node is in contact with the peer node for the first time, which may either be in the case that it has started or has restarted recently and the new Restart Counter value has not yet been indicated to the peer. Also, the peer receiving the message with an incremented counter shall handle it as when an Echo Response message is received with an incremented Restart Counter.

Decision: 

The document was Revised to C4-131460.



C4-131155
Remove Recovery IE from Modify Bearer Request & Modify Access Bearers Request





29.274
  CR-1356  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

The Recovery IE the Modify Bearer Request and Modify Access Bearers Request messages would not be the first time that the sending node would be contacting the peer node. Furthermore, if the node had just been restarted, it would have lost the information that it may have had regarding any PDN connections/bearers.

Discussion: 

CT4 agreed this is not an appropriate change.

Decision: 

The document was Rejected.



C4-131156
Remove Recovery IE from Update PDP Context Request





29.060
  CR-0949  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

The Recovery IE in the Update PDP Context Request message would not be the first time that sending node (SGSN or GGSN) would be contacting the peer node. Furthermore, if the node had just been restarted, it would have lost the information that it may have had regarding any PDP contexts.

Decision: 

The document was Rejected.



C4-131157
Clarification of PLMN ID encoding





29.274
  CR-1357  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

Although the encoding of the PLMN ID IE in clause 8.50 of 3GPP TS 29.274 references the encoding of PLMN ID in 3GPP TS 36.413, even though a digit "0" is a valid digit and is encoded as '0000', it may not be completely clear that for the MNC encoding, if there is a leading zero, e.g., "012", in such a case the MNC would be considered to have three digits and would be encoded according to the 3-digit encoding scheme shown in Figure 8.50-2.

Discussion: 

It was seen that this kind of clarification should be done in TS 23.003 if needed. CT4 should not destabilise the specifications even the note was seen as correct.

Decision: 

The document was Withdrawn.



C4-131164
Discussion on Enforcement of access restriction during I-RAT TAU/RAU procedures





Source: Cisco, Vodafone

Abstract: 

This discussion paper discusses the scenario of I-RAT TAU/RAU procedure when the access restriction is to be enforced. Various solutions to achieve the access restriction for the target RAT are discussed with their advantages and drawbacks. Finally, it is proposed to adopt the most suitable solution for the normative work.

Discussion: 

SA2 was asked via email stage 2 impacts, but they couldn't come to any solution.

Vodafone believes this is only protocol issue to add a new cause code. There are no dependency to stage 2 specification.

Companies in CT4 can agree to approach C being used and its agreed to let SA2 know of our decision via an informative LS.

Decision: 

The document was Noted.



C4-131165
Enforcing access restriction during I-RAT RAU/TAU procedures





29.060
  CR-0950  (Rel-12) v12.1.0





Source: Cisco, Vodafone

Abstract: 

Based on the conclusion of the discussion paper C4-131164, the source serving node (i.e. MME/SGSN) is allowed to reject the SGSN Context Request message if the target access is restricted for the subscriber (based on the Access-Restriction-Data within the subscription profile or based on the local policy).

An appropriate rejection cause code, applicable to the SGSN Context Response message, needs to be defined to allow the source serving node to indicate the "access restriction for the target RAT".

Additionally, the target MME should be able to indicate RAT type as "E-UTRAN" while sending the SGSN Context Request message towards the source SGSN.

Discussion: 

Mapping of the new cause code should be done in the Annex. The detailed procedure for this new cause code should be in 7.5.4.

Decision: 

The document was Revised to C4-131461.



C4-131166
Enforcing access restriction during I-RAT RAU/TAU procedures





29.274
  CR-1361  (Rel-12) v12.1.0





Source: Cisco, Vodafone

Abstract: 

Based on the conclusion of the discussion paper C4-131xxx, the source serving node (i.e. MME/SGSN) is allowed to reject the Context Request message if the target access is restricted for the subscriber (based on the Access-Restriction-Data within the subscription profile or based on the local policy).

An appropriate rejection cause code, applicable to the Context Response message, needs to be defined to allow the source serving node to indicate the "access restriction for the target RAT".

Decision: 

The document was Revised to C4-131462.



C4-131168
Discussion on Rollback Behavior in EPC during TAU/RAU





Source: Cisco

Abstract: 


SA2 has sent LS Response in C4-130540 to CT4 LS (C4-130417)


In the LS, SA2 highlighted following scenario during TAU/RAU procedures

1.
New node (MME/SGSN) queries for context from the old node (MME/SGSN)

2.
If successful, then new node (re-) establishes EPS Bearers/PDP Contexts on (new or same) SGW and PGW/GGSN

3.
If successful, performs update location procedure with HSS/HLR

4.
HSS rejects the above request for any reason (e.g. access restriction)


Issues during above scenario

1.
System rollback behaviour during step 2 is not defined currently in either stage 2 or stage 3

2.
i.e. what happens to the session(s) modified/created on SGW and PGW by MME/SGSN is unclear


Action to CT4

1.
To further study system rollback behaviour to provide recommendations to SA2 for possible changes to specifications under SA2’s remit

Decision: 

The document was Noted.



C4-131236
Correct S-GW behaviours when a peer P-GW failed





23.007
  CR-0252  (Rel-12) v12.1.0





Source: Huawei

Abstract: 

It has been defined that the S-GW shall delete all related PDN connection and send PGW Restart Notification message to MME/SGSN to clean up the hanging PDN connections when the S-GW detects that a peer P-GW has restarted.

However, when the S-GW detects that a peer P-GW has failed and not restarted, the S-GW only send PGW Restart Notification message to MME/SGSN. Whether the S-GW shall delete all related PDN connections is NOT defined.

Discussion: 

The text need to be enhanced.

Decision: 

The document was Revised to C4-131464.



C4-131237
Correct wrong NOTE reference





23.007
  CR-0253  (Rel-12) v12.1.0





Source: Huawei

Abstract: 

There are many wrong NOTE numbers (e.g. two “NOTE 2” and two “NOTE 3” in 27.2.2.2) and wrong NOTE reference in this specification. For example, in 25.3.2, the description “see NOTE 2 in subclause 25.2” is confusing, because there are two “NOTE 2” in 25.2, one in 25.2.3, the other in 25.2.1. 

On the other hand, there are several wrong NOTE and Editorial’s NOTE formats.

All of them make this specification obscure.

Decision: 

The document was Revised to C4-131465.



C4-131284
Modify Access Bearer for Intra TAU w/o SGW change





29.274
  CR-1371  (Rel-12) v12.1.0





Source: Hitachi

Abstract: 

When the active flag is set in the TAU request without MME and without SGW change and if MME fulfils all the conditions listed under Modify Access Bearer Request then Modify Access Bearer is applicable for Intra TAU w/o SGW change. But Intra MME TAU is not listed under supported procedures for Modify Access Bearer.

Decision: 

The document was Revised to C4-131466.



C4-131456
Serving Network IE definition





29.274
  CR-1348  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-131090)

Abstract: 

The Serving Network IE is used over the S2a interface to enable the TWAN to report the PLMN identity of the selected PLMN used for 3GPP-based access authentication (see subclause 7.2.1).

The definition of the Serving Network IE in subclause 8.18 has however not been extended to reflect this as it only refers to the sending of this IE by the MME, SGSN and ePDG.

Discussion: 

Category needs to be changed to "F".

Decision: 

The document was Agreed.



C4-131457
Indication Flags





29.274
  CR-1354  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks, Orange

(Replaces C4-131153)

Abstract: 

The conditions for the various Indication Flags within the Indication IE should indicate that they are "set to 1" rather than "used".

Decision: 

The document was Revised to C4-131518.



C4-131460
Sending Recovery IE in GTPv2 messages





29.274
  CR-1355  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131154)

Abstract: 

The sending of the Recovery IE need to be clarified in that it is sent when the sending node is in contact with the peer node for the first time, which may either be in the case that it has started or has restarted recently and the new Restart Counter value has not yet been indicated to the peer. Also, the peer receiving the message with an incremented counter shall handle it as when an Echo Response message is received with an incremented Restart Counter.

Decision: 

The document was Revised to C4-131519.



C4-131461
Enforcing access restriction during I-RAT RAU/TAU procedures





29.060
  CR-0950  rev 1 (Rel-12) v12.1.0





Source: Cisco, Vodafone, Orange, Alcatel-Lucent, Telecom Italia, Hitachi

(Replaces C4-131165)

Decision: 

The document was Revised to C4-131499.



C4-131462
Enforcing access restriction during I-RAT RAU/TAU procedures





29.274
  CR-1361  rev 1 (Rel-12) v12.1.0





Source: Cisco, Vodafone, Orange, Alcatel-Lucent, Telecom Italia, Hitachi

(Replaces C4-131166)

Decision: 

The document was Revised to C4-131500.



C4-131464
Correct S-GW behaviours when a peer P-GW failed





23.007
  CR-0252  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131236)

Decision: 

The document was Revised to C4-131530.



C4-131465
Correct wrong NOTE reference





23.007
  CR-0253  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131237)

Decision: 

The document was Agreed.



C4-131466
Modify Access Bearer for Intra TAU w/o SGW change





29.274
  CR-1371  rev 1 (Rel-12) v12.1.0





Source: Hitachi

(Replaces C4-131284)

Abstract: 

When the active flag is set in the TAU request without MME and without SGW change and if MME fulfils all the conditions listed under Modify Access Bearer Request then Modify Access Bearer is applicable for Intra TAU w/o SGW change. But Intra MME TAU is not listed under supported procedures for Modify Access Bearer.

Decision: 

The document was Agreed.



C4-131476
Enforcing access restriction during I-RAT RAU/TAU procedures





29.002
  CR-1161  (Rel-12) v12.1.0





Source: Vodafone, Cisco, Alcatel-Lucent

Discussion: 

Editorial corrections are needed. Source companies need to be added.

Decision: 

The document was Revised to C4-131529.



C4-131499
Enforcing access restriction during I-RAT RAU/TAU procedures





29.060
  CR-0950  rev 2 (Rel-12) v12.1.0





Source: Cisco, Vodafone, Orange, Alcatel-Lucent, Telecom Italia, Hitachi, Deutche Telekom

(Replaces C4-131461)

Decision: 

The document was Agreed.



C4-131500
Enforcing access restriction during I-RAT RAU/TAU procedures





29.274
  CR-1361  rev 2 (Rel-12) v12.1.0





Source: Cisco, Vodafone, Orange, Alcatel-Lucent, Telecom Italia, Hitachi. Deutche Telekom

(Replaces C4-131462)

Decision: 

The document was Agreed.



C4-131507
Clarification of Aggregate Maximum Bit Rate (AMBR) terms





23.008
  CR-0405  (Rel-12) v12.0.1





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131527.



C4-131515
LS on Signalling Optimisation during I-RAT RAU/TAU procedures





Source: Vodafone

(Replaces C4-131463)

Decision: 

The document was Approved.



C4-131518
Indication Flags





29.274
  CR-1354  rev 2 (Rel-12) v12.1.0





Source: Nokia Siemens Networks, Orange

(Replaces C4-131457)

Abstract: 

The conditions for the various Indication Flags within the Indication IE should indicate that they are "set to 1" rather than "used".

Decision: 

The document was Revised to C4-131528.



C4-131519
Sending Recovery IE in GTPv2 messages





29.274
  CR-1355  rev 2 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131460)

Abstract: 

The sending of the Recovery IE need to be clarified in that it is sent when the sending node is in contact with the peer node for the first time, which may either be in the case that it has started or has restarted recently and the new Restart Counter value has not yet been indicated to the peer. Also, the peer receiving the message with an incremented counter shall handle it as when an Echo Response message is received with an incremented Restart Counter.

Decision: 

The document was Agreed.



C4-131527
Clarification of Aggregate Maximum Bit Rate (AMBR) terms





29.060
  CR-0950  rev 2 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131507)

Decision: 

The document was Agreed.



C4-131528
Indication Flags





29.274
  CR-1354  rev 3 (Rel-12) v12.1.0





Source: Nokia Siemens Networks, Orange

(Replaces C4-131518)

Abstract: 

The conditions for the various Indication Flags within the Indication IE should indicate that they are "set to 1" rather than "used".

Decision: 

The document was Agreed.



C4-131529
Enforcing access restriction during I-RAT RAU/TAU procedures





29.002
  CR-1161  rev 1 (Rel-12) v12.1.0





Source: Vodafone, Cisco, Alcatel-Lucent, Deutche Telekom, Telecom Italia

(Replaces C4-131476)

Decision: 

The document was Agreed.



C4-131530
Correct S-GW behaviours when a peer P-GW failed





23.007
  CR-0252  rev 2 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131464)

Decision: 

The document was Agreed.



6.11.4
MTRF Optima routing

C4-131091
MTRF Optimal Routing when the GMSC and new MSC/VLR are the same node





23.018
  CR-0198  (Rel-12) v12.1.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131340.



C4-131340
MTRF Optimal Routing when the GMSC and new MSC/VLR are the same node





23.018
  CR-0198  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent

(Replaces C4-131091)

Decision: 

The document was Revised to C4-131532.



C4-131463
LS on New Cause code during  I-RAT RAU/TAU procedures





Source: Vodafone

Decision: 

The document was Revised to C4-131515.



C4-131532
MTRF Optimal Routing when the GMSC and new MSC/VLR are the same node





23.018
  CR-0198  rev 2 (Rel-12) v12.1.0





Source: Alcatel-Lucent

(Replaces C4-131340)

Decision: 

The document was Agreed.



6.11.5
PMIP

C4-131167
Clarification of operator identifier field within APN encoding





29.275
  CR-0278  (Rel-12) v..





Source: Cisco

Abstract: 

The encoding of the APN (Service Selection Mobility option) was clarified in 29.275 CR # 0152 (C4-094033), with the following summary of change:

It is proposed to add clarification to the Service Selection Mobility option by adding the similar texts one in the TS 29.274(GTPv2).

However, the text used for the Service Selection is not exactly similar to the description of the APN IE in 29.274.

APN encoding as per 29.275:

The encoding the APN field follows 3GPP TS 23.003 [12] subclause 9.1 but excluding the trailing zero byte. The content of the APN field shall be the full APN with both the APN Network Identifier and default APN Operator Identifier being present as specified in 3GPP TS 23.003 [12] subclauses 9.1.1 and 9.1.2.

APN encoding as per 29.274:

The encoding the APN field follows 3GPP TS 23.003 [2] subclause 9.1. The content of the APN field shall be the full APN with both the APN Network Identifier and APN Operator Identifier being present as specified in 3GPP TS 23.003 [2] subclauses 9.1.1 and 9.1.2, 3GPP TS 23.060 [35] Annex A and 3GPP TS 23.401 [3] subclauses 4.3.8.1.

As indicated above, 29.275 specifies the use of "default APN Operator Identifier" for the APN encoding. This is misleading since the APN OI is either derived from the IMSI or the identifier of the MAG's operator is used.

Discussion: 

The reason for change need to be corrected.

Decision: 

The document was Revised to C4-131469.



C4-131305
A summary of Public Safety-related 3GPP activities to date in Rel-12





Source: Motorola Solutions

Abstract: 

This purely informational document briefly covers the beginnings of the current involvement of 3GPP with Public Safety (PS) and shows the current status of the PS work in various working groups. Subsequently, brief technical presentations of Stage 1 and Stage 2 work performed to date for the PS items follow.

Decision: 

The document was Noted.



C4-131469
Clarification of operator identifier field within APN encoding





29.275
  CR-0278  rev 1 (Rel-12) v..





Source: Cisco

(Replaces C4-131167)

Decision: 

The document was Agreed.



6.11.6
End Marker

C4-131193
Addition of End Marker Support for Handover Scenarios with SGW Relocation





29.275
  CR-0281  (Rel-12) v..





Source: NTT DOCOMO, NTC, ZTE, Hitachi

Abstract: 

SA2 has agreed S2-132247 which adds support of end marker for handover with SGW relocation in TS 23.402.

It is needed that an LMA to notify an old MAG, to trigger the generation of End Marker by MAG.

Decision: 

The document was Revised to C4-131471.



C4-131194
Addition of End Marker Notification information element





29.282
  CR-0027  (Rel-12) v..





Source: NTT DOCOMO, NTC, ZTE, Hitachi

Abstract: 

Adding a subtype new information element “End Marker Notification”.

Decision: 

The document was Agreed.



C4-131471
Addition of End Marker Support for Handover Scenarios with SGW Relocation





29.275
  CR-0281  rev 1 (Rel-12) v..





Source: NTT DOCOMO, NTC, ZTE, Hitachi

(Replaces C4-131193)

Decision: 

The document was Revised to C4-131533.



C4-131533
Addition of End Marker Support for Handover Scenarios with SGW Relocation





29.275
  CR-0281  rev 2 (Rel-12) v..





Source: NTT DOCOMO, NTC, ZTE, Hitachi, Nokia Siemens Networks

(Replaces C4-131471)

Decision: 

The document was Agreed.



6.11.7
Cancel Location

C4-131195
CancelLocation requesting reattach





29.272
  CR-0518  (Rel-12) v12.1.0





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

Abstract: 

Addition of a flag in the CLR flags indicating Reattach Required when the Cancel Location type  is “Subscription Withdrawal “

Discussion: 

Reset vs CancelLoc discussed in SA2.

Huawei: Reset could be used for the purpose.

Alcatel-Lucent: Reset is not so relevant as it may trigger massive signalling.

Vodafone prefer CancelLoc too

HP: Cancelloc allows immediate reattach procedure that it is not possible with Reset because you have to wait for expiration of the timer.

Ericsson: Clarification of the MME behaviour when receiving the new flag. Behaviour of the MME regarding user data: delete or not?

Vodafone: explicitly say: shall delete. Should be clarified in the MME behaviour

Ericsson: Fix the name of the flag and be consistent all along the doc

Decision: 

The document was Revised to C4-131358.



C4-131196
CancelLocation requesting reattach





29.002
  CR-1150  (Rel-12) v12.1.0





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

Decision: 

The document was Revised to C4-131359.



C4-131197
CancelLocation requesting reattach





29.305
  CR-0046  (Rel-12) v..





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

Decision: 

The document was Revised to C4-131360.



C4-131358
CancelLocation requesting reattach





29.272
  CR-0518  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

(Replaces C4-131195)

Decision: 

The document was Revised to C4-131479.



C4-131359
CancelLocation requesting reattach





29.002
  CR-1150  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

(Replaces C4-131196)

Decision: 

The document was Revised to C4-131478.



C4-131360
CancelLocation requesting reattach





29.305
  CR-0046  rev 1 (Rel-12) v..





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

(Replaces C4-131197)

Decision: 

The document was Revised to C4-131480.



C4-131478
CancelLocation requesting reattach





29.002
  CR-1150  rev 2 (Rel-12) v12.1.0





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

(Replaces C4-131359)

Decision: 

The document was Agreed.



C4-131479
CancelLocation requesting reattach





29.272
  CR-0518  rev 2 (Rel-12) v12.1.0





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

(Replaces C4-131358)

Decision: 

The document was Agreed.



C4-131480
CancelLocation requesting reattach





29.305
  CR-0046  rev 2 (Rel-12) v..





Source: Alcatel-Lucent, AT&T, Hewlett-Packard

(Replaces C4-131360)

Decision: 

The document was Agreed.



6.11.8
GERAN Iu mode

C4-131124
LS on GERAN Iu mode 





Source: TSG CT WG1

Abstract: 

CT1 would like to inform that it has made the decision that the functionality related to GERAN Iu mode under CT1 responsibility though still existing, it is not maintained or enhanced from Rel-12 by means of adding a disclaimer in the scope of the impacted specifications. Among other reasons since although GERAN Iu mode remains in GERAN specifications, it is not being maintained by GERAN and has not been considered when making updates / enhancements to GERAN A/Gb mode for some long time.

Additionally, CT1 has modified the MS Classmark 3 IE and the MS Radio Access Capability IE in order to remove the bits related to GERAN Iu mode. Hence, the support of GERAN Iu mode cannot be indicated any longer by the MS from Rel-12.

Decision: 

The document was Noted.



C4-131223
GERAN Iu Mode





23.153
  CR-0129  (Rel-12) v..





Source: Huawei

Abstract: 

The specification contains conditions in order to indicate when something is applicable to GERAN Iu mode.

GERAN Iu mode specification (e.g., TS 44.118) still exists and the support of the GERAN Iu mode of operation by a GERAN cell can still be indicated in the broadcast system information message (Iu Indicator in SI3). In many cases we need to take care if the Iu interface is UTRAN or GERAN.

However, it is clear that GERAN Iu mode specifications are not updated or even maintain any longer though still present in all existing releases. For example, regarding TS 44.118 no CRs approved from Rel-8 onwards, and similarly TS 44.116 no enhanced from Rel-7. Also, it is important to note that GERAN decided in Rel-9 the removal of the P channels (Packet control channels; PCCCH and PBCCH). Though this is not particularly tied up to GERAN Iu mode, since P channels cannot be enabled then GERAN Iu mode is effectively off. Furthermore, it is observed that has not been any field deployments of GERAN Iu mode.

In a nutshell, it is suggested that CT4 does not consider GERAN Iu mode for any enhancement though GERAN Iu mode has not been removed from specifications.

Discussion: 

Principle agreed only to say in the scope that GERAN Iu Mode is no longer feasible.

Decision: 

The document was Revised to C4-131443.



C4-131224
GERAN Iu Mode





23.205
  CR-0251  (Rel-12) v..





Source: Huawei

Decision: 

The document was Revised to C4-131444.



C4-131225
GERAN Iu Mode





29.002
  CR-1153  (Rel-12) v12.1.0





Source: Huawei

Decision: 

The document was Revised to C4-131445.



C4-131226
GERAN Iu Mode





29.060
  CR-0962  (Rel-12) v12.1.0





Source: Huawei

Discussion: 

The changes in the body need to be revert. 

Common principle applies to stage 2 and stage 3.

Decision: 

The document was Revised to C4-131446.



C4-131227
GERAN Iu Mode





29.274
  CR-1365  (Rel-12) v12.1.0





Source: Huawei

Decision: 

The document was Revised to C4-131447.



C4-131228
GERAN Iu Mode





29.303
  CR-0070  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-131320.



C4-131320
GERAN Iu Mode





29.303
  CR-0070  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-131228)

Decision: 

The document was Revised to C4-131448.



C4-131443
GERAN Iu Mode





23.153
  CR-0129  rev 1 (Rel-12) v..





Source: Huawei

(Replaces C4-131223)

Decision: 

The document was Agreed.



C4-131444
GERAN Iu Mode





23.205
  CR-0251  rev 1 (Rel-12) v..





Source: Huawei

(Replaces C4-131224)

Decision: 

The document was Agreed.



C4-131445
GERAN Iu Mode





29.002
  CR-1153  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131225)

Decision: 

The document was Agreed.



C4-131446
GERAN Iu Mode





29.060
  CR-0962  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131226)

Decision: 

The document was Agreed.



C4-131447
GERAN Iu Mode





29.274
  CR-1365  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131227)

Decision: 

The document was Agreed.



C4-131448
GERAN Iu Mode





29.303
  CR-0070  rev 2 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-131320)

Decision: 

The document was Agreed.



C4-131450
GERAN Iu Mode





23.003
  CR-0364  (Rel-12) v..





Source: Huawei

Decision: 

The document was Agreed.



6.11.9
IMS Diameter interfaces

C4-131127
LS on Allocation of Diameter codes and identifiers





Source: TSG CT WG3 (CT3)

Decision: 

The document was Noted.



C4-131133
LS on Standardization of a Diameter interface for Circuit Switched (CS) Domain Charging





Source: EU SteerCo

Abstract: 

The Steering Committee of the Cooperation Platform for the Separate Sale of Roaming Services in the European Union (SteerCo) would like to thank 3GPP TSG SA WG5 for the positive response to the (S5-130847) on Standardization of a Diameter interface for Circuit Switched (CS) Domain Charging.

The SteerCo agrees with 3GPP TSG SA WG5 in the expectation that the Work Item will be presented by supporting companies which are 3GPP members.

During the discussion of the incoming LS in the SA5#89 meeting, the following questions were raised:

What is the impact of IMS and VoLTE (Voice over LTE) general architecture in the context of the new roaming regulations?

In addition to Charging aspects, please list any call control capabilities (e.g. announcement play back, call redirection) required for this interface.

The SteerCo has reviewed these questions with the inputs of the technical groups of the Cooperation Platform and agreed to provide the following answers:

The Regulation (EU 531 /2012) is technology neutral while applies over certain specific services. Additionally, the Technical Requirements Group has stated in their document: ‘Future technologies and services not taken into account (RCSe, VoLTE, …)’ This is due to the fact there are not enough LTE roaming agreements in place at the moment to allow a detailed description of the mechanisms to be applied for the separate sale of roaming services using these technologies. So the impact of IMS and VoLTE has not been taken into scope yet.

Currently the need of the standardized interface is for charging purposes. The SteerCo also recognizes there are associated use cases where having some call control capabilities could be helpful (e.g. announcement play back, call redirection or anti-tromboning mechanism), These capabilities are seen as improvements which could help the industry development but they are not mandatory at the moment. If 3GPP considers this is the adequate interface to place them, they would be welcomed, maybe at a later phase. Please take into account the timeline for Rel-12 should not be impacted.

Decision: 

The document was Noted.



C4-131188
Clarification on provision of HA information for DHCP-based HA discovery on STa





29.273
  CR-0327  (Rel-12) v12.0.0





Source: ZTE

Discussion: 

Nokia Siemens Networks: When DSMIPv6 with HA discovery based on DHCPv6 is used and the DHCPv6 server is in the trusted non-3GPP access,-> how can the HPLMN know this

ZTE prefers per configuration

Nokia Siemens Networks: the VPLMN needs to know if DHCP server exists (this is demanding) .Enhancement  of the CR needed to capture the configuration part

Orange: Even the proxy is in the TWAN the TWAN  needs to receive the DHCP info

Decision: 

The document was Revised to C4-131367.



C4-131229
Correction on Emergency Registration





29.228
  CR-0601  (Rel-12) v..





Source: Huawei

Decision: 

The document was Agreed.



C4-131230
Correction on Wrong Implementation of CR





29.328
  CR-0472  (Rel-12) v12.1.0





Source: Huawei

Decision: 

The document was Agreed.



C4-131263
Profile Part Indication





29.228
  CR-0602  (Rel-12) v..





Source: Nokia Siemens Networks

Discussion: 

Huawei: HSS should push the whole registration to the S-CSCF

Nokia Siemens Networks: only complete registered part is ambiguous

Orange: complete user profile is clear: all the regis and unreg parts. 

Nokia Siemens Networks: what is the relev part? 

Orange: Up to the HSS to send back the complete profile. HSS aware that the S-CSCF has a part of the profile.

Nokia Siemens Networks: this is an optimization, a new feature.

Ericsson: “relevant” is misleading. Parts of the profile to be get is not defined somewhere. Need to define parts of profile

Alcatel-Lucent: only in connection with iFC

Nokia Siemens Networks: also reg unreg common ..as defined in 3.1

Huawei: clarification to make HSS to download all user profile? User data already available would not be needed.

Nokia Siemens Networks: complete unreg part  complete reg part?

Orange: But  the S-CSCF can any time override user data available. The normal way is always to provide the complete profile. It’s up to the HSS to choose. 

Huawei: change not needed. There already an indicator for the HSS to download part of the profile

Alcatel-Lucent: HSS cannot make the difference

Huawei: not an optimization, would  complicate the HSS behaviour 

Ericsson: see 6.6 the complete user profile is loaded.

Lionel: HSS to override? Need be clarified the HSS need to keep some states

Nokia Siemens Networks: indicate to the HSS what to send. Seen as an optimization. 

Ericsson: analyse and clarify the behaviour firs before speaking about optimization.

Decision: 

The document was Withdrawn.



C4-131264
Profile Part Indication





29.229
  CR-0262  (Rel-12) v12.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-131265
Profile Part Indication





29.230
  CR-0365  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-131266
Homogeneous Support Of Voice over IP





29.272
  CR-0520  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Discussion: 

Alcatel-Lucent: 3 values of the AVP needed: Supported, Not supported ,Mixed case. 

Hitachi: why should 3 values?

Orange: 2 already defined

Ericsson: tell the network not homogeneous anymore

Nokia Siemens networks: With AVP missing clarifies already

Condition to be put in: When notifying the HSS about update of the Homogeneous Support of IMS Voice Over PS Sessions, the MME or the SGSN shall set the "Homogeneous Support of IMS Voice Over PS Sessions" flag correspondingly in the NOR-Flags.

Decision: 

The document was Revised to C4-131368.



C4-131271
tISDNAddress





29.328
  CR-0477  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Discussion: 

Ericsson: backward compatibility? Modification back to Rel5?

Nokia Siemens Networks: Yes. But not a severe problem only an error.

Alcatel-Lucent: not a FASMO. 

Orange: What is the problem  if more than one is received?

Length of the string not the concurrency
Decision: 

The document was Agreed.



C4-131275
AVP code reservation for 32.299 Rel-12





29.230
  CR-0366  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-131278
Definition of User-State values 





29.272
  CR-0521  (Rel-12) v12.1.0





Source: Ericsson

Discussion: 

Alcatel-Lucent: clarify “corresponding” value

Add “e.g.” over Sh

Huawei: ATTACHED_REACHABLE_FOR_PAGING could be applicable for MME. Add some clarification

Hitachi: Don’t see the case for Susan comment above.

Ericsson: Don’t see the case as well. What are criteria for attached?

Hitachi: How not to differentiate by “bearer” , just attached… or connected?

Jesus: Just to follow 2G/3G definition.

Decision: 

The document was Revised to C4-131369.



C4-131279
Applicability of IP Filters and Routing Policies functionality on EPC





29.273
  CR-0332  (Rel-12) v12.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-131280
Category of Authentication Data Information Element in SWx/MAR command





29.273
  CR-0333  (Rel-12) v12.0.0





Source: Ericsson

Discussion: 

- Change the category of the Authentication Data to “M” in the IE table.

- Change the presence condition of SIP-Auth-Data-Item and SIP-Number-Auth-Items to required {…}, in the ABNF of the command.

Orange: Is it required to change the ABNF?

ABNF incorrectly in the specific and the IEs are mandatory-> FASMO . We can go back to Rel8.

All ABNF description should be consistent

Decision: 

The document was Revised to C4-131372.



C4-131285
Context Identifier Range Inconsistency





29.272
  CR-0522  (Rel-12) v12.1.0





Source: Hitachi

Decision: 

The document was Revised to C4-131371.



C4-131367
Clarification on provision of HA information for DHCP-based HA discovery on STa





29.273
  CR-0327  rev 1 (Rel-12) v12.0.0





Source: ZTE

(Replaces C4-131188)

Decision: 

The document was Revised to C4-131475.



C4-131368
Homogeneous Support Of Voice over IP





29.272
  CR-0520  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131266)

Decision: 

The document was Revised to C4-131481.



C4-131369
Definition of User-State values 





29.272
  CR-0521  rev 1 (Rel-12) v12.1.0





Source: Ericsson

(Replaces C4-131278)

Decision: 

The document was Agreed.



C4-131371
Context Identifier Range Inconsistency





29.272
  CR-0522  rev 1 (Rel-12) v12.1.0





Source: Hitachi

(Replaces C4-131285)

Decision: 

The document was Agreed.



C4-131372
Category of Authentication Data Information Element in SWx/MAR command





29.273
  CR-0333  rev 1 (Rel-12) v12.0.0





Source: Ericsson

(Replaces C4-131280)

Decision: 

The document was Agreed.



C4-131373
Category of Authentication Data Information Element in SWx/MAR command





29.273
  CR-0337  (Rel-11) v..





Source: Ericsson

(Replaces C4-131280)

Decision: 

The document was Agreed.



C4-131374
Category of Authentication Data Information Element in SWx/MAR command





29.273
  CR-0336  (Rel-10) v..





Source: Ericsson

(Replaces C4-131280)

Decision: 

The document was Agreed.



C4-131375
Category of Authentication Data Information Element in SWx/MAR command





29.273
  CR-0335  (Rel-9) v..





Source: Ericsson

(Replaces C4-131280)

Decision: 

The document was Agreed.



C4-131376
Category of Authentication Data Information Element in SWx/MAR command





29.273
  CR-0334  (Rel-8) v..





Source: Ericsson

(Replaces C4-131280)

Decision: 

The document was Agreed.



C4-131475
Clarification on provision of HA information for DHCP-based HA discovery on Sta





29.273
  CR-0327  rev 2 (Rel-12) v12.0.0





Source: ZTE, Nokia Siemens Networks

(Replaces C4-131367)

Decision: 

The document was Agreed.



C4-131481
Homogeneous Support Of Voice over IP





29.272
  CR-0520  rev 2 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131368)

Decision: 

The document was Agreed.



6.11.10
Void

6.11.11
Teleprecense CLUE Handling in MRF

C4-131238
Telepresence CLUE handling in MRF





Source: Huawei

Abstract: 

This document is to trigger the  discussion on telepresence CLUE handling in an MRF to progress the TR work in 3GPP CT wide.

Discussion: 

CT wide WID

CT4 affected specs ?

JJ : bit premature to start work since IETF could still change their drafts

23.218 could be impacted

24.803 CLUE topic as part of discussion

CT1 should first initiate work

Decision: 

The document was Noted.



6.11.12
SMSMI-CT

C4-131259
SMS for IMS UE to IMS UE without MSISDN





29.002
  CR-1130  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-130617)

Discussion: 

Huawei: How about to have SIM Corr Id

Nokia Siemens Networks: Length of the message has to be taken into account.

Alcatel-Lucent: ok for the approach

Ericsson: Do not list specific values for the delivery outcome , but just be generic. (Shall be present if Correlation ID is present and shall take one of the values "absent subscriber" or "memory capacity exceeded".)

Decision: 

The document was Revised to C4-131370.



C4-131262
Format of a new Correlation ID





Source: Nokia Siemens Networks

Abstract: 

This contribution proposes that the correlation ID consists of three parts: 

1. an HSS/HLR identifier (e.g. the HLR id as defined in 23.003 clause 5.2)

2. an user identifier (e.g. SIP-URI-B)

3. an SMS originator identifier (e.g. SIP-URI-A)

Discussion: 

Alcatel-Lucent:  What could be the consequences of the Length of SIP URI? 

Ulrich: long messages exchanged between entities assuming that they support segmenting.

Decision: 

The document was Noted.



C4-131370
SMS for IMS UE to IMS UE without MSISDN





29.002
  CR-1130  rev 2 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131259)

Decision: 

The document was Agreed.



6.11.13
CAMEL

C4-131281
Clarification of allowed values for SS-status in Any Time Modification procedure





23.078
  CR-0845  (Rel-12) v..





Source: Ericsson

Decision: 

The document was Agreed.



6.11.14
P-CSCF Restorations

C4-131277
P-CSCF restoration enhancements





Source: Ericsson

Discussion: 

Proposed solution “AS alternative” to agree on

Next registration reconnect is needed

After partial failure it can be reconnect again

NEC: Wrt Roaming scenario new feature as supplementary on top?

Ericsson: would be optional or coexisting with feature already in place

TeliaSonera: other alternative not  involving more nodes or based on Ass, would see other alternatives

Cisco: inline with the solution but would also see other alternatives to be studied, i.e. S-CSCF based .AS may not always be part of 

Ericsson: Solution seen as functional module that could be deployed anywhere. 

Start with a study item is ok

Alcatel-Lucent: triggered by UE event cannot be the only case. The restoration of P-SCSF has to rely on HPLMN to align many important functionalities.

Nokia Siemens Networks: see the problem as well. Wish to consider following:

Detection of failure by S-CSCF

S-SCSF communication to HSS

HSS communication to UE (S6a/S6d…)

Huawei: Study item ok. Signaling issue need be considered for other alternative as well. Reuse TR 23.820 or a new TR?

Alcatel-Lucent: It’ s from rel9 but not Rel12

Decision: 

The document was Agreed.



C4-131382
TR skeleton on P-CSCF restoration





Source: Ericsson

Decision: 

The document was Revised to C4-131482.



C4-131482
TR skeleton on P-CSCF restoration





Source: Ericsson

(Replaces C4-131382)

Decision: 

The document was Revised to C4-131491.



C4-131491
TR skeleton on P-CSCF restoration





Source: Ericsson

(Replaces C4-131482)

Discussion: 

Agreed as the baseline for future work.

Decision: 

The document was Agreed.



6.11.15
ProSe

C4-131132
Reply LS on Network Resilience for Public Safety Communications





Source: TSG RAN WG3

Abstract: 

RAN3 would like to thank SA1 for the LS on Network Resilience for Public Safety Communications (S1-131181). RAN3 have discussed the request from SA1 and would like to provide the following information:

Features specified for Network resilience purposes:

SCTP- Multi-homing (redundancy in the transport layer) makes control plane protocols on RAN3 responsibility, resilient to loss of interface connectivity.

S1-Flex increases robustness against MME and S-GW failures by enabling connection to a pool of MMEs and S-GWs (EPC node redundancy).

RAN3 have specified a number of self-configuration and self-optimisation features in the radio access network which may help with restoration of failed nodes and network resilience but these functions had not been designed for this purpose.

Decision: 

The document was Noted.



7
Release 11

7.1
UDC data reference Model

7.2
EPC nodes failure

7.3
Enhanced Nodes Restoration for EPC

C4-131106
Correction to the restoration priority levels during SGW and PGW restoration procedures





29.272
  CR-0514  (Rel-11) v11.7.0





Source: Vodafone

Abstract: 

Last meeting the new feature of restoration priority levels during SGW and PGW restoration was introduced. In the meantime (for example, after several discussions with the UK Government’s Home Office) it seems likely that the Public Safety personnel will request multiple priority levels (e.g. for chief police officer; incident commander; senior police officer; and ordinary police officer in competition with similarly named grades in the fire, ambulance and other emergency services). 

In many cases, Public Safety personnel will be sharing commercial networks with consumers, business users, delay tolerant MTC, delay intolerant MTC and PLMN staff. 

In consequence, it is recommended to increase the number of levels from 8 to a total of 16 levels.

Decision: 

The document was Agreed.



C4-131107
Correction to the restoration priority levels during SGW and PGW restoration procedures





29.272
  CR-0515  (Rel-12) v12.1.0





Source: Vodafone

Decision: 

The document was Agreed.



7.4
Reference Location Information

7.5
Anonymous call rejection in CS Domain

7.6
CT aspects of VPLMN Autonomous CSG Roaming

7.7
GCSMSC and GCR Redundancy for VGCS/VBS

7.8
BBF Interworking Building Block I

C4-131189
Inclusion of ePDG IP address of IKEv2 tunnel endpoint on S2b-GTP





29.274
  CR-1362  (Rel-11) v11.7.0





Source: ZTE

Abstract: 

When the UE is connected to EPC via untrusted BBF access network, the PCRF may send the ePDG IP address to the BPCF for the purpose of policy control as specified in TS 23.139. The PCRF obtain the ePDG IP address from the PGW via Gx interface as specified in TS 29.212.

It should be noted that the ePDG IP address should be the one used as the IP address of endpoint of the IKEv2 tunnel which is set up between the UE and the ePDG. In some deployments, this IP address may be different from the one used on S2b interface (toward PGW). In that case, the BPCF would fail to perform the policy control due to the incorrect ePDG IP address.

Hence, it is proposed to add the exact ePDG IP address which is used as the IP address of the endpoint of IKEv2 tunnel into Create Session Request message.

Discussion: 

"Should" needs to be replaced with "shall".

Decision: 

The document was Revised to C4-131472.



C4-131190
Inclusion of ePDG IP address of IKEv2 tunnel endpoint on S2b-GTP





29.274
  CR-1363  (Rel-12) v12.1.0





Source: ZTE

Decision: 

The document was Revised to C4-131473.



C4-131472
Inclusion of ePDG IP address of IKEv2 tunnel endpoint on S2b-GTP





29.274
  CR-1362  rev 1 (Rel-11) v11.7.0





Source: ZTE

(Replaces C4-131189)

Decision: 

The document was Agreed.



C4-131473
Inclusion of ePDG IP address of IKEv2 tunnel endpoint on S2b-GTP





29.274
  CR-1363  rev 1 (Rel-12) v12.1.0





Source: ZTE

(Replaces C4-131190)

Decision: 

The document was Agreed.



7.9
BBF Interworking Building Block II

7.10
BBF Interworking Building Block III

7.11
Single Radio Video Call Continuity

7.12
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA

C4-131101
GTP-C message types for rSRVCC





29.280
  CR-0061  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Abstract: 

As per 3GPP TS 29.274, message type values 25 to 31 and 240 to 247 are reserved for the Sv interface. The range 240 to 247 was reserved for Sv as part of the rSVRCC work item. 

However values 31 to 36 were assigned to the new rSRVCC messages in 3GPP TS 29.280 instead of using values within the newly extended range specified in TS 29.274 – since it is incorrectly specified in TS 29.280 that the range 32 to 50 is reserved for the Sv interface.

Values 32 to 36 were already assigned to GTP-C messages on non Sv interface:

32/33 - Create Session Request/Response

34/35 - Modify Bearer Request/Response

36 – Delete Session Request


Values 32 to 36 are assigned to multiple GTP-C messages.

Discussion: 

Alcatel-Lucent clarified that this is a non-backward compatible change for the rSRVCC procedures, but this correction is required to restore GTP-C protocol consistency.

Decision: 

The document was Agreed.



C4-131318
GTP-C message types for rSRVCC





29.274
  CR-1372  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Abstract: 

In Table 6.1-1: Message types for GTPv2, the range of message type values reserved for the Sv interface is stated as "25-31 and 240 to 247". Although this is correct, the listed values of message type should be shown consecutively for clarity and less confusion.

Discussion: 

The typos and reason of the change need to be changed.

Decision: 

The document was Revised to C4-131458.



C4-131319
GTP-C message types for rSRVCC





29.276
  CR-0063  (Rel-12) v..





Source: Nokia Siemens Networks

Abstract: 

In Table 7.1: Message types for S101, the range of message type values reserved for the GTPv2-C is shown as "32 to 255". This is incorrect, since the range of values 240 to 247 is reserved for the Sv interface.

Decision: 

The document was Revised to C4-131459.



C4-131458
GTP-C message types for rSRVCC





29.274
  CR-1372  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131318)

Decision: 

The document was Agreed.



C4-131459
GTP-C message types for rSRVCC





29.276
  CR-0063  rev 1 (Rel-12) v..





Source: Nokia Siemens Networks

(Replaces C4-131319)

Decision: 

The document was Agreed.



7.13
System Improvements to Machine-Type Communication

7.13.1
SIMTC CS aspects

7.13.2
Reach ability Aspects of SIMTC

C4-131239
Correction on Routing for MO SM





29.338
  CR-0006  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-131379.



C4-131240
Correction on Routing for MO SM





29.338
  CR-0007  (Rel-12) v12.1.0





Source: Huawei

Discussion: 

Category should be F since it should be PLMN of MME or SGSN.

Decision: 

The document was Revised to C4-131380.



C4-131379
Correction on Routing for MO SM





29.338
  CR-0006  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-131239)

Decision: 

The document was Agreed.



C4-131380
Correction on Routing for MO SM





29.338
  CR-0007  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131240)

Decision: 

The document was Agreed.



7.13.3
SMS Aspects of SIMTC

C4-131122
HPLMN-ODB Correction





29.272
  CR-0516  (Rel-11) v11.7.0





Source: HP

Decision: 

The document was Agreed.



C4-131123
HPLMN-ODB Correction





29.272
  CR-0517  (Rel-12) v12.1.0





Source: HP

Decision: 

The document was Agreed.



C4-131290
MME Diameter address mapping





29.305
  CR-0048  (Rel-11) v11.5.0





Source: Alcatel-Lucent, Alcatel Shanghai Bell

Decision: 

The document was Agreed.



7.14
LOcation-Based Selection of gaTEways foR WLAN

7.15
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC

7.16
GBA extension St3

7.17
Enhancement of the Protocols for SMS over SGs

7.18
Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority

7.19
Service Identification for RRC Improvements in GERAN

7.20
Network provided location information

C4-131095
Reporting ULI and TimeZone at MME-initiated bearer related procedures





29.274
  CR-1349  (Rel-11) v11.7.0





Source: Alcatel-Lucent, AT&T

Abstract: 

In R11 NetLoc work, ULI reporting has been defined for normal session release cases, but not for all abnormal or network initiated bearer release cases. This missing information prevents network operators to effectively conduct billing and network performance monitoring, especially in the VoLTE implementation.  When an ERAB or a data session is dropped, an operator may need  to get the most up-to-date ULI and Time Zone from the access network to be included in the S-GW and PDN GW CDRs for call performance analysis, User QoE analysis and proper billing reconciliation. Also, for IMS sessions, the operator may need to get the above information available at P-CSCF. 

When NETLOC feature has been introduced, MME initiated bearer deactivation procedure has introduced significant changes in PDN GW and PCRF state machines compared to Rel-10. 

During an MME Initiated Dedicated Bearer Deactivation procedure, ULI and TimeZone are available in the MME when the procedure starts (i.e. when sending the Delete Bearer Command message), but per NETLOC requirements, they are not provided immediately to the PGW and the PCRF. They are sent in the Delete Bearer Response message and thus delayed to the next PCEF-PCRF exchange, and provided only if the PCRF has required it. This was specified for the introduction of NPLI feature and significantly impacts PGW and PCRF state machine.

A simple mechanism is required, not requiring full NPLI implementation, by which ULI and UE Time Zone are provided to PCRF in an unique IPCAN Session Modification.

Decision: 

The document was Revised to C4-131334.



C4-131096
Reporting ULI and TimeZone at MME-initiated bearer related procedures





29.274
  CR-1350  (Rel-12) v12.1.0





Source: Alcatel-Lucent, AT&T

Decision: 

The document was Revised to C4-131335.



C4-131160
RAT-Type needed for NetLoc support





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131309.



C4-131161
RAT-Type needed for NetLoc support





29.274
  CR-1359  (Rel-11) v11.7.0





Source: Nokia Siemens Networks

Abstract: 

As part of the NPLI, it was agreed that the AS or P-CSCF could originate a location query from the EPS core network. The information will be used by the AS or the P-CSCF to generate the P-Access-Network-Information (PANI) header. As indicated in 3GPP TS 29.329 CR208R1, the creator of the PANI header will need the RAT Type.

The P-CSCF can initiate a location information query via the PCRF. This location query would result in the PDN-GW invoking the bearer modification procedures as depicted in 3GPP TS 23.401. In response to the location query, the originator of the location information, i.e. 

1)
MME/S4-SGSN when location information is available,

2)
PCEF/BBERF if no location information is available,

is to include the RAT Type together with the location information (i.e. ULI) to the requestor.

MME/SGSN includes the RAT Type IE in the Update Bearer Response when location information (ULI) is included. SGW forwards the RAT Type IE to the PDN-GW if the RAT Type IE has been included.

Decision: 

The document was Withdrawn.



C4-131162
RAT-Type needed for NetLoc support





29.274
  CR-1360  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-131241
ULI Timestamp IE format





29.060
  CR-0963  (Rel-11) v11.7.0





Source: Huawei

Abstract: 

The ULI Timestamp has been introduced to indicate the time when the User Location Information was acquired. However the format of this IE is still open.

In order to not involve additional complexity, it’s better to format the ULI Timestamp IE similar to the IE which the MME/SGSN/PGW/GGSN has used on other interface.

Therefore, this contribution proposes to format the ULI Timestamp IE similar to the Time type, which is defined in RFC 3588/ RFC 2030, i.e. the time in seconds relative to 00:00:00 on 1 January 1900.  With this format, the P-GW does not need transform the timestamp between GTPv2 interface (S5) and Diameter interface (Gx); The MME does not need to support additional timestamp format; the S-GW can easily compare the timestamps received from the MME and the S4-SGSN.

Discussion: 

GMT shall be changed to UTC.

Refer to RFC 5905 although we may need to be specific on the format to correspond with our Note.

Decision: 

The document was Revised to C4-131336.



C4-131242
ULI Timestamp IE format





29.060
  CR-0964  (Rel-12) v12.1.0





Source: Huawei

Decision: 

The document was Revised to C4-131337.



C4-131243
ULI Timestamp IE format





29.274
  CR-1367  (Rel-11) v11.7.0





Source: Huawei

Abstract: 

The ULI Timestamp has been introduced to indicate the time when the User Location Information was acquired. However the format of this IE is still open.

In order to not involve additional complexity, it’s better to format the ULI Timestamp IE similar to the IE which the MME/SGSN/PGW/GGSN has used on other interface.

Therefore, this contribution proposes to format the ULI Timestamp IE similar to the Time type, which is defined in RFC 3588/ RFC 2030, i.e. the time in seconds relative to 00:00:00 on 1 January 1900.  With this format, the P-GW does not need transform the timestamp between GTPv2 interface (S5) and Diameter interface (Gx); The MME does not need to support additional timestamp format; the S-GW can easily compare the timestamps received from the MME and the S4-SGSN.

Decision: 

The document was Revised to C4-131338.



C4-131244
ULI Timestamp IE format





29.274
  CR-1368  (Rel-12) v12.1.0





Source: Huawei

Decision: 

The document was Revised to C4-131339.



C4-131309
RAT-Type needed for NetLoc support





Source: Nokia Siemens Networks

(Replaces C4-131160)

Abstract: 

As part of the Network Provided Location Information (NPLI), it was agreed that the AS or P-CSCF could originate a location query from the EPS core network. The information will be used by the AS or the P-CSCF to generate the P-Access-Network-Information (PANI) header. As indicated in 3GPP TS 29.329 CR208R1, the creator of the PANI header will need the RAT Type.

The P-CSCF can initiate a location information query via the PCRF. This location query would result in the PDN-GW invoking the bearer modification procedures as depicted in 3GPP TS 23.401. In response to the location query, the originator of the location information, i.e.,

1)
MME/S4-SGSN when location information is available, or

2)
PCEF/BBERF if no location information is available,

is to include the RAT Type together with the location information (i.e. ULI) to the requestor.

Discussion: 

Cisco commented that this is not needed since PGW is already informed.

Decision: 

The document was Noted.



C4-131334
Reporting ULI and TimeZone at MME-initiated bearer related procedures





29.274
  CR-1349  rev 1 (Rel-11) v11.7.0





Source: Alcatel-Lucent, AT&T

(Replaces C4-131095)

Abstract: 

In R11 NetLoc work, ULI reporting has been defined for normal session release cases, but not for all abnormal or network initiated bearer release cases. This missing information prevents network operators to effectively conduct billing and network performance monitoring, especially in the VoLTE implementation.  When an ERAB or a data session is dropped, an operator may need  to get the most up-to-date ULI and Time Zone from the access network to be included in the S-GW and PDN GW CDRs for call performance analysis, User QoE analysis and proper billing reconciliation. Also, for IMS sessions, the operator may need to get the above information available at P-CSCF. 

When NETLOC feature has been introduced, MME initiated bearer deactivation procedure has introduced significant changes in PDN GW and PCRF state machines compared to Rel-10. 

During an MME Initiated Dedicated Bearer Deactivation procedure, ULI and TimeZone are available in the MME when the procedure starts (i.e. when sending the Delete Bearer Command message), but per NETLOC requirements, they are not provided immediately to the PGW and the PCRF. They are sent in the Delete Bearer Response message and thus delayed to the next PCEF-PCRF exchange, and provided only if the PCRF has required it. This was specified for the introduction of NPLI feature and significantly impacts PGW and PCRF state machine.

A simple mechanism is required, not requiring full NPLI implementation, by which ULI and UE Time Zone are provided to PCRF in an unique IPCAN Session Modification.

Decision: 

The document was Agreed.



C4-131335
Reporting ULI and TimeZone at MME-initiated bearer related procedures





29.274
  CR-1350  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, AT&T

(Replaces C4-131096)

Decision: 

The document was Agreed.



C4-131336
ULI Timestamp IE format





29.060
  CR-0963  rev 1 (Rel-11) v11.7.0





Source: Huawei

(Replaces C4-131241)

Decision: 

The document was Revised to C4-131534.



C4-131337
ULI Timestamp IE format





29.060
  CR-0964  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131242)

Decision: 

The document was Revised to C4-131535.



C4-131338
ULI Timestamp IE format





29.274
  CR-1367  rev 1 (Rel-11) v11.7.0





Source: Huawei

(Replaces C4-131243)

Decision: 

The document was Revised to C4-131536.



C4-131339
ULI Timestamp IE format





29.274
  CR-1368  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131244)

Decision: 

The document was Revised to C4-131537.



C4-131534
ULI Timestamp IE format





29.060
  CR-0963  rev 2 (Rel-11) v11.7.0





Source: Huawei

(Replaces C4-131336)

Decision: 

The document was Agreed.



C4-131535
ULI Timestamp IE format





29.060
  CR-0964  rev 2 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131337)

Decision: 

The document was Agreed.



C4-131536
ULI Timestamp IE format





29.274
  CR-1367  rev 2 (Rel-11) v11.7.0





Source: Huawei

(Replaces C4-131338)

Decision: 

The document was Agreed.



C4-131537
ULI Timestamp IE format





29.274
  CR-1368  rev 2 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131339)

Decision: 

The document was Agreed.



7.21
IMS

C4-131205
Missing tags and XML Schema corrections





29.328
  CR-0470  (Rel-11) v11.8.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-131206
Missing tags and XML Schema corrections





29.328
  CR-0471  (Rel-12) v12.1.0





Source: Alcatel-Lucent

Discussion: 

The XML modification part should be included in 1270 from Nokia Siemens Networks.

Decision: 

The document was Revised to C4-131381.



C4-131381
Missing tags and XML Schema corrections





29.328
  CR-0471  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent

(Replaces C4-131206)

Decision: 

The document was Agreed.



7.22
GTP

7.23
P-CSCF recovery

7.24
PS additional number

7.25
Generic IMS User Group Over Sh

7.26
Full Support of Multi-Operator Core Network by GERAN

C4-131247
NRI and MMEC coordination





23.003
  CR-0363  (Rel-11) v11.5.0





Source: Huawei

Abstract: 

To achieve CS/PS coordination, i.e. the same CN operator always serves the UE in CS and PS domains, the NRI and MMEC coordination requirement is introduced into TS23.251 (S2-124887). 

It means the allocation of NRI and MMEC in the combined attach/TAU procedure must guarantee the same target PLMN is selected for the UE in the CS and PS domains when the UE move from LTE to a shared 2G/3G network due to handover or CS fallback.

However, how to satisfy the stage 2 requirement “NRI and MMEC coordination” is still open in stage 3.

Decision: 

The document was Revised to C4-131474.



C4-131474
NRI and MMEC coordination





23.003
  CR-0363  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-131247)

Decision: 

The document was Revised to C4-131538.



C4-131538
NRI and MMEC coordination





23.003
  CR-0363  rev 2 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-131474)

Decision: 

The document was Agreed.



7.27
IMS Operator Determined Call Barring (Stage 3)

7.28
Enhanced T.38 FAX support (Stage 3)

7.29
Any Other Business for Release 11

7.29.1
GTP and recovery

C4-131099
Returning to former LTE PLMN after CSFB





29.274
  CR-1351  (Rel-11) v11.7.0





Source: Alcatel-Lucent

Abstract: 

TS 23.272 v11.5.0 specifies in subclause 4.3.2 (MME):

"-
Dependent on configuration, indicating to the SGSN that the UE whose context is retrieved from the MME has been subjected to CSFB or that the PS HO procedure is due to CSFB by adding an indication in Forward Relocation Request as specified in TS 29.274 [45]."

And in subclause 4.3.5: 

"Dependent on configuration and the RAU Request message is due to CSFB, when indicating the Equivalent PLMN list to UE via RAU Accept message, the SGSN shall include the last used LTE PLMN ID.

NOTE:
The SGSN finds out the RAU Request message is due to CSFB via the indication from the MME."

See CR 23.272 #0874. 

The MME may include a new CSFB Indication flag in the Context Response message and the Forward Relocation Request message sent over the S3 interface if the UE has been subject to CSFB.

Decision: 

The document was Revised to C4-131341.



C4-131100
Returning to former LTE PLMN after CSFB





29.274
  CR-1352  (Rel-12) v12.1.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131342.



C4-131245
CS Fallback Indication





29.274
  CR-1369  (Rel-11) v11.7.0





Source: Huawei

Discussion: 

Merged into 1341

Decision: 

The document was Merged.



C4-131246
CS Fallback Indication





29.274
  CR-1370  (Rel-12) v12.1.0





Source: Huawei

Discussion: 

Merged into 1342

Decision: 

The document was Merged.



C4-131248
Handling of VLR Failure for MO SMS





23.007
  CR-0254  (Rel-11) v11.6.0





Source: Huawei, HiSilicon

Abstract: 

As specified in the clause 5.11.2.1 in the TS 29.118, in the case the VLR restarts after failure, if the MME receives a service request for MO SMS, the MME requests the UE to re-attach for non-EPS services. This should also be applied to the case when the VLR fails without restart, otherwise the MO SMS would fail. During the subsequent combined TA / LA update procedure, the MME can select an alternative available VLR to serve the UE for MO SMS service and other CS services.

Excerpts from the clause 5.11.2.1 in the TS 29.118 for reference:

When the MME receives an Uplink NAS Transport message (see 3GPP TS 24.301 [14]) from a UE, the MME shall copy the value part of the NAS message container information element to the value part of the NAS message container information element of the SGsAP-UPLINK-UNITDATA message and send the SGsAP-UPLINK-UNITDATA message to the VLR if the "VLR-Reliable" MM context variable is not set to "false". If the "VLR-Reliable" MM context variable is set to "false", the MME requests the UE to re-attach for non-EPS services as specified in 3GPP TS 24.301 [14].

Discussion: 

Alcatel-Lucent commented this is not a FASMO change and can’t be agreed in frozen release. Also this is an addition of a feature and category should be "B" if CR is agreed.

Decision: 

The document was Withdrawn.



C4-131249
Handling of VLR Failure for MO SMS





23.007
  CR-0255  (Rel-12) v12.1.0





Source: Huawei, HiSilicon

Discussion: 

Stage 2 to be checked: Mandatory or Optional procedure?

Decision: 

The document was Revised to C4-131420.



C4-131341
Returning to former LTE PLMN after CSFB





29.274
  CR-1351  rev 1 (Rel-11) v11.7.0





Source: Alcatel-Lucent, Huawei

(Replaces C4-131099)

Decision: 

The document was Agreed.



C4-131342
Returning to former LTE PLMN after CSFB





29.274
  CR-1352  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent, Huawei

(Replaces C4-131100)

Decision: 

The document was Agreed.



C4-131420
Handling of VLR Failure for MO SMS





23.007
  CR-0255  rev 1 (Rel-12) v12.1.0





Source: Huawei, HiSilicon

(Replaces C4-131249)

Discussion: 

The wording "requests" needs to be replaced by "may request" or "shall request" after further investigation in order to align with 3GPP TS 29.118 [14].

CT4 agreed to remove proposed changes in section 4.0.

Decision: 

The document was Revised to C4-131539.



C4-131539
Handling of VLR Failure for MO SMS





23.007
  CR-0255  rev 2 (Rel-12) v12.1.0





Source: Huawei, HiSilicon

(Replaces C4-131420)

Decision: 

The document was Agreed.



7.29.2
Diameter and MAP

C4-131097
Returning to former LTE PLMN after CSFB





29.002
  CR-1148  (Rel-11) v11.7.0





Source: Alcatel-Lucent

Discussion: 

This CR needs to be revised to cover all the changes agreed in SA2.

Decision: 

The document was Revised to C4-131343.



C4-131098
Returning to former LTE PLMN after CSFB





29.002
  CR-1149  (Rel-12) v12.1.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-131344.



C4-131250
Add 3GPP AAA Proxy detailed Behaviour on SWa





29.273
  CR-0328  (Rel-11) v11.6.0





Source: Huawei

Discussion: 

Add the definition of the  3GPP AAA proxy detailed behaviour on SWa interface, especially the different behaviour comparing with the STa interface.

Decision: 

The document was Revised to C4-131377.



C4-131251
Add 3GPP AAA Proxy detailed Behaviour on SWa





29.273
  CR-0329  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-131378.



C4-131252
Correction on the general description 





29.273
  CR-0330  (Rel-11) v11.6.0





Source: Huawei

Discussion: 

The clarification should be a NOTE.

Charging aspects are kept but another CR could remove it later.

Decision: 

The document was Revised to C4-131396.



C4-131253
Correction on the general description





29.273
  CR-0331  (Rel-12) v12.0.0





Source: Huawei

Decision: 

The document was Revised to C4-131397.



C4-131260
ASN.1 module version update





29.002
  CR-1159  (Rel-11) v11.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-131261
ASN.1 module version update





29.002
  CR-1160  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-131343
Returning to former LTE PLMN after CSFB





29.002
  CR-1148  rev 1 (Rel-11) v11.7.0





Source: Alcatel-Lucent

(Replaces C4-131097)

Decision: 

The document was Agreed.



C4-131344
Returning to former LTE PLMN after CSFB





29.002
  CR-1149  rev 1 (Rel-12) v12.1.0





Source: Alcatel-Lucent

(Replaces C4-131098)

Decision: 

The document was Revised to C4-131540.



C4-131377
Add 3GPP AAA Proxy detailed Behaviour on SWa





29.273
  CR-0328  rev 1 (Rel-11) v11.6.0





Source: Huawei

(Replaces C4-131250)

Decision: 

The document was Revised to C4-131489.



C4-131378
Add 3GPP AAA Proxy detailed Behaviour on SWa





29.273
  CR-0329  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-131251)

Decision: 

The document was Revised to C4-131490.



C4-131396
Correction on the general description 





29.273
  CR-0330  rev 1 (Rel-11) v11.6.0





Source: Huawei

(Replaces C4-131252)

Decision: 

The document was Agreed.



C4-131397
Correction on the general description





29.273
  CR-0331  rev 1 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-131253)

Decision: 

The document was Agreed.



C4-131489
Add 3GPP AAA Proxy detailed Behaviour on SWa





29.273
  CR-0328  rev 2 (Rel-11) v11.6.0





Source: Huawei

(Replaces C4-131377)

Decision: 

The document was Agreed.



C4-131490
Add 3GPP AAA Proxy detailed Behaviour on SWa





29.273
  CR-0329  rev 2 (Rel-12) v12.0.0





Source: Huawei

(Replaces C4-131378)

Decision: 

The document was Agreed.



C4-131540
Returning to former LTE PLMN after CSFB





29.002
  CR-1149  rev 2 (Rel-12) v12.1.0





Source: Alcatel-Lucent

(Replaces C4-131344)

Decision: 

The document was Agreed.



8
Release 10 and Earlier

8.1
Local Call Local Switch

8.2
Enhanced User Data Convergence

8.3
Selected IP Traffic Offload

8.4
Local IP access

8.5
Network Improvements for Machine Type Communications

8.6
EPC nodes failure

8.6.1
EPC nodes failure ISR not active

8.6.2
EPC nodes failure ISR active

8.7
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications

8.8
S2b Mobility based on GTP

8.9
Multi Access PDN Connectivity

8.10
Enhanced multimedia priority service

8.11
PCRF restoration

8.12
eSRVCC

8.13
Minimisation of drive test (MDT)

8.14
Relay node

8.15
MTRF

8.16
GTP

C4-131178
Correction to the table condition of the Serving Network IE





29.060
  CR-0951  (Rel-8) v8.16.0





Source: Cisco

Abstract: 

3GPP TS 29.060 CR# 905, following changes were agreed for the Serving Network IE:

The CR change the “may” into” “shall” in the Create PDP Context Request and Update PDP Context Request sections.

The above changes are made to fulfil the requirements from 3GPP TS 22.115

“The serving network serving the user shall provide the following information to the home environment:

-     All of the information listed in section above (Information provided by the user);

-     Serving network identity;”

While the text in the description of the Serving Network IE is changed from "may include" to "shall include", the IE is still marked as "Optional" in the Create PDP Context Request and Update PDP Context Request message table. This inconsistency will cause ambiguity in the specification and will lead to inter-operability issues. Hence, the same shall be fixed.

Discussion: 

After discussion it was agreed that this is backwards incompatible change.

Decision: 

The document was Rejected.



C4-131179
Correction to the table condition of the Serving Network IE





29.060
  CR-0952  (Rel-9) v9.12.0





Source: Cisco

Decision: 

The document was Rejected.



C4-131180
Correction to the table condition of the Serving Network IE





29.060
  CR-0953  (Rel-10) v10.8.0





Source: Cisco

Decision: 

The document was Rejected.



C4-131181
Correction to the table condition of the Serving Network IE





29.060
  CR-0954  (Rel-11) v11.7.0





Source: Cisco

Decision: 

The document was Rejected.



C4-131182
Correction to the table condition of the Serving Network IE





29.060
  CR-0955  (Rel-12) v12.1.0





Source: Cisco

Decision: 

The document was Rejected.



C4-131183
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0956  (Rel-8) v8.16.0





Source: Cisco

Abstract: 

The RAT Type IE is mandatory IE over Gx interface.

From 29.212 v8.19.0 sec. 4.5.1

1)
At IP-CAN session establishment:

-
The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "INITIAL_REQUEST". The PCEF shall supply user identification within the Subscription-Id AVP and other attributes to allow the PCRF to identify the rules to be applied. The other attributes shall include the type of IP-CAN within the IP-CAN-Type AVP, the type of the radio access technology within the RAT-Type AVP, the PDN information, if available, within the Called-Station-Id AVP, the UE IPv4 address within the Framed-IP-Address and/or the UE IPv6 prefix within the Framed-IPv6-Prefix AVP and the UE time zone information within 3GPP-MS-TimeZone AVP, if available.

Further, 29.212 also clarifies that RAT Type IE is considered as mandatory even for the IP-CAN type = GPRS, i.e. when the SGSN is connected to standalone GGSN.

From 29.212 v8.19.0 Annex A.3.1

NOTE 1:
3GPP TS 29.060 [18] appears to define the RAT type as optional over Gn/Gp interface. In fact the optionality is introduced solely for maintaining backwards compatibility at the protocol level between different versions of the protocol. It is mandatory for the RAT Type IE to be sent from the SGSN to the GGSN, as this is only for compatibility and it is also mandatory to be sent by the SGSN to the GGSN for Flow Based Charging as defined in 3GPP TS 23.060 [17]. For these reasons RAT Type is also mandatory to be included in the initial CC-Request as described in clause 4.5.1 of the current specification.

Based on the above, the RAT Type is mandatory for the successful establishment of the Gx session, for the GPRS as well as EPC IP-CAN type. 

Besides, the RAT Type IE is mandatory over the S5/S8 interface and hence the PGW will always receive this IE when S4 interface is used.

Based on the above, the SGSN shall provide the RAT Type IE to the GGSN/PGW over Gn/Gp interface as well.

Decision: 

The document was Revised to C4-131509.



C4-131184
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0957  (Rel-9) v9.12.0





Source: Cisco

Decision: 

The document was Revised to C4-131510.



C4-131185
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0958  (Rel-10) v10.8.0





Source: Cisco

Abstract: 

The RAT Type IE is mandatory IE over Gx interface.

From 29.212 v8.19.0 sec. 4.5.1

1)
At IP-CAN session establishment:

-
The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "INITIAL_REQUEST". The PCEF shall supply user identification within the Subscription-Id AVP and other attributes to allow the PCRF to identify the rules to be applied. The other attributes shall include the type of IP-CAN within the IP-CAN-Type AVP, the type of the radio access technology within the RAT-Type AVP, the PDN information, if available, within the Called-Station-Id AVP, the UE IPv4 address within the Framed-IP-Address and/or the UE IPv6 prefix within the Framed-IPv6-Prefix AVP and the UE time zone information within 3GPP-MS-TimeZone AVP, if available.

Further, 29.212 also clarifies that RAT Type IE is considered as mandatory even for the IP-CAN type = GPRS, i.e. when the SGSN is connected to standalone GGSN.

From 29.212 v8.19.0 Annex A.3.1

NOTE 1:
3GPP TS 29.060 [18] appears to define the RAT type as optional over Gn/Gp interface. In fact the optionality is introduced solely for maintaining backwards compatibility at the protocol level between different versions of the protocol. It is mandatory for the RAT Type IE to be sent from the SGSN to the GGSN, as this is only for compatibility and it is also mandatory to be sent by the SGSN to the GGSN for Flow Based Charging as defined in 3GPP TS 23.060 [17]. For these reasons RAT Type is also mandatory to be included in the initial CC-Request as described in clause 4.5.1 of the current specification.

Based on the above, the RAT Type is mandatory for the successful establishment of the Gx session, for the GPRS as well as EPC IP-CAN type. 

Besides, the RAT Type IE is mandatory over the S5/S8 interface and hence the PGW will always receive this IE when S4 interface is used.

Based on the above, the SGSN shall provide the RAT Type IE to the GGSN/PGW over Gn/Gp interface as well.

Discussion: 

It was agreed to revert conditional back to optional.

Decision: 

The document was Revised to C4-131511.



C4-131186
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0959  (Rel-11) v11.7.0





Source: Cisco

Decision: 

The document was Revised to C4-131512.



C4-131187
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0960  (Rel-12) v12.1.0





Source: Cisco

Decision: 

The document was Revised to C4-131513.



C4-131509
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0956  rev 1 (Rel-8) v8.16.0





Source: Cisco, Orange, Vodafone, Alcatel-Lucent, Hitachi

(Replaces C4-131183)

Abstract: 

The RAT Type IE is mandatory IE over Gx interface.

From 29.212 v8.19.0 sec. 4.5.1

1)
At IP-CAN session establishment:

-
The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "INITIAL_REQUEST". The PCEF shall supply user identification within the Subscription-Id AVP and other attributes to allow the PCRF to identify the rules to be applied. The other attributes shall include the type of IP-CAN within the IP-CAN-Type AVP, the type of the radio access technology within the RAT-Type AVP, the PDN information, if available, within the Called-Station-Id AVP, the UE IPv4 address within the Framed-IP-Address and/or the UE IPv6 prefix within the Framed-IPv6-Prefix AVP and the UE time zone information within 3GPP-MS-TimeZone AVP, if available.

Further, 29.212 also clarifies that RAT Type IE is considered as mandatory even for the IP-CAN type = GPRS, i.e. when the SGSN is connected to standalone GGSN.

From 29.212 v8.19.0 Annex A.3.1

NOTE 1:
3GPP TS 29.060 [18] appears to define the RAT type as optional over Gn/Gp interface. In fact the optionality is introduced solely for maintaining backwards compatibility at the protocol level between different versions of the protocol. It is mandatory for the RAT Type IE to be sent from the SGSN to the GGSN, as this is only for compatibility and it is also mandatory to be sent by the SGSN to the GGSN for Flow Based Charging as defined in 3GPP TS 23.060 [17]. For these reasons RAT Type is also mandatory to be included in the initial CC-Request as described in clause 4.5.1 of the current specification.

Based on the above, the RAT Type is mandatory for the successful establishment of the Gx session, for the GPRS as well as EPC IP-CAN type. 

Besides, the RAT Type IE is mandatory over the S5/S8 interface and hence the PGW will always receive this IE when S4 interface is used.

Additionally, the RAT Type IE is also needed at the GGSN to allow the charging based on the RAT type.

Based on the above, the SGSN shall provide the RAT Type IE to the GGSN/PGW over Gn/Gp interface as well.

Discussion: 

Cisco commented that this has been missing from several release and there is no sense to make the changes only in Rel-12.

NEC and NTT DoCoMo can't accept the change in the frozen releases Rel-8 and Rel-9. With the compromise CT4 agreed to have these changes from Rel-10 onwards. NEC and NTT DoCoMo flexibility were respected in CT4 community.

Decision: 

The document was Rejected.



C4-131510
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0957  rev 1 (Rel-9) v9.12.0





Source: Cisco

(Replaces C4-131184)

Decision: 

The document was Rejected.



C4-131511
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0958  rev 1 (Rel-10) v10.8.0





Source: Cisco

(Replaces C4-131185)

Decision: 

The document was Revised to C4-131541.



C4-131512
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0959  rev 1 (Rel-11) v11.7.0





Source: Cisco

(Replaces C4-131186)

Decision: 

The document was Revised to C4-131542.



C4-131513
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0960  rev 1 (Rel-12) v12.1.0





Source: Cisco

(Replaces C4-131187)

Decision: 

The document was Revised to C4-131543.



C4-131541
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0958  rev 2 (Rel-10) v10.8.0





Source: Cisco

(Replaces C4-131511)

Decision: 

The document was Agreed.



C4-131542
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0959  rev 2 (Rel-11) v11.7.0





Source: Cisco

(Replaces C4-131512)

Decision: 

The document was Agreed.



C4-131543
Correction to the condition of inclusion of the RAT Type IE





29.060
  CR-0960  rev 2 (Rel-12) v12.1.0





Source: Cisco

(Replaces C4-131513)

Decision: 

The document was Agreed.



8.17
PMIP

C4-131191
Incorrect IE description for Service Selection Mobility Option in BRA





29.275
  CR-0279  (Rel-10) v10.8.0





Source: ZTE

Abstract: 

Service Selection Mobility Option in the Binding Revocation Acknowledgment message shall be copied from the corresponding field in the Binding Revocation Indication message other than the Proxy Binding Update message.

Discussion: 

It was agreed to have correction from Rel-12 onwards.

Decision: 

The document was Rejected.



C4-131192
Incorrect IE description for Service Selection Mobility Option in BRA





29.275
  CR-0280  (Rel-12) v11.7.0





Source: ZTE

Decision: 

The document was Revised to C4-131470.



C4-131470
Incorrect IE description for Service Selection Mobility Option in BRA





29.275
  CR-0280  rev 1 (Rel-12) v11.7.0





Source: ZTE

(Replaces C4-131192)

Decision: 

The document was Agreed.



8.18
IMS

C4-131108
Updating IMEI URN draft reference





23.003
  CR-0355  (Rel-8) v8.17.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-131109
Updating IMEI URN draft reference





23.003
  CR-0356  (Rel-9) v9.11.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-131110
Updating IMEI URN draft reference





23.003
  CR-0357  (Rel-10) v10.6.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-131111
Updating IMEI URN draft reference





23.003
  CR-0358  (Rel-11) v11.5.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-131267
XML definitions for CS Location Information Extension





29.328
  CR-0473  (Rel-9) v9.12.0





Source: Nokia Siemens Networks

Discussion: 

The "-" will remain in the tag name.

Discussion about updating the table D2;

Decision: 

The document was Revised to C4-131383.



C4-131268
XML definitions for CS Location Information Extension





29.328
  CR-0474  (Rel-10) v10.10.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131384.



C4-131269
XML definitions for CS Location Information Extension





29.328
  CR-0475  (Rel-11) v11.8.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131385.



C4-131270
XML definitions for CS Location Information Extension





29.328
  CR-0476  (Rel-12) v12.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-131386.



C4-131292
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0603  (Rel-8) v8.18.0





Source: Ericsson

Discussion: 

Nokia Siemens Networks: Can we allow the HSS not send the RTR when IMS restoration is supported?

Ericsson: Up to now, the HSS is sending the RTR to clean the states in the S-CSCF and this CR follows this principle.

Wording improved in the last sentence.

Check if something needs to change in section 6.1.3.1

Decision: 

The document was Revised to C4-131387.



C4-131293
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0604  (Rel-9) v9.11.0





Source: Ericsson

Decision: 

The document was Revised to C4-131388.



C4-131294
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0605  (Rel-10) v10.7.0





Source: Ericsson

Decision: 

The document was Revised to C4-131389.



C4-131295
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0606  (Rel-11) v11.8.0





Source: Ericsson

Decision: 

The document was Revised to C4-131390.



C4-131383
XML definitions for CS Location Information Extension





29.328
  CR-0473  rev 1 (Rel-9) v9.12.0





Source: Nokia Siemens Networks

(Replaces C4-131267)

Decision: 

The document was Agreed.



C4-131384
XML definitions for CS Location Information Extension





29.328
  CR-0474  rev 1 (Rel-10) v10.10.0





Source: Nokia Siemens Networks

(Replaces C4-131268)

Decision: 

The document was Agreed.



C4-131385
XML definitions for CS Location Information Extension





29.328
  CR-0475  rev 1 (Rel-11) v11.8.0





Source: Nokia Siemens Networks

(Replaces C4-131269)

Decision: 

The document was Agreed.



C4-131386
XML definitions for CS Location Information Extension





29.328
  CR-0476  rev 1 (Rel-12) v12.1.0





Source: Nokia Siemens Networks

(Replaces C4-131270)

Decision: 

The document was Agreed.



C4-131387
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0603  rev 1 (Rel-8) v8.18.0





Source: Ericsson

(Replaces C4-131292)

Decision: 

The document was Revised to C4-131483.



C4-131388
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0604  rev 1 (Rel-9) v9.11.0





Source: Ericsson

(Replaces C4-131293)

Decision: 

The document was Revised to C4-131484.



C4-131389
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0605  rev 1 (Rel-10) v10.7.0





Source: Ericsson

(Replaces C4-131294)

Decision: 

The document was Revised to C4-131485.



C4-131390
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0606  rev 1 (Rel-11) v11.8.0





Source: Ericsson

(Replaces C4-131295)

Decision: 

The document was Revised to C4-131486.



C4-131483
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0603  rev 2 (Rel-8) v8.18.0





Source: Ericsson

(Replaces C4-131387)

Decision: 

The document was Agreed.



C4-131484
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0604  rev 2 (Rel-9) v9.11.0





Source: Ericsson

(Replaces C4-131388)

Decision: 

The document was Agreed.



C4-131485
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0605  rev 2 (Rel-10) v10.7.0





Source: Ericsson

(Replaces C4-131389)

Decision: 

The document was Agreed.



C4-131486
Cancellation of the old S-CSCF for IMS Subscription and IMS Restoration Procedures





29.228
  CR-0606  rev 2 (Rel-11) v11.8.0





Source: Ericsson

(Replaces C4-131390)

Decision: 

The document was Agreed.



8.19
Any other business for Release 10

8.19.1
Numbering Addressing and Identification

C4-131144
MBMS SAI Definition Correction for LTE Access





23.003
  CR-0359  (Rel-9) v9.11.0





Source: Ericsson

Abstract: 

Current MBMS SAI definition lack support for LTE access, for the case of SAI value of 0 (zero). This is believed to be an undesired omission at the time when MBMS over LTE was introduced as early as release 9.

Make the definition of MBMS SAI value of 0 (zero) to also apply for LTE access

Discussion: 

Alcatel-Lucent commented that his requires some additional corresponding clarification in RAN3. See outgoing LS C4-131401.

Decision: 

The document was Revised to C4-131402.



C4-131145
MBMS SAI Definition Correction for LTE Access





23.003
  CR-0360  (Rel-10) v10.6.0





Source: Ericsson

Decision: 

The document was Revised to C4-131403.



C4-131146
MBMS SAI Definition Correction for LTE Access





23.003
  CR-0361  (Rel-11) v11.5.0





Source: Ericsson

Decision: 

The document was Revised to C4-131404.



C4-131198
Subscribed RFSP index for Gn SGSNs





29.002
  CR-1151  (Rel-9) v9.11.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-131401
LS on MBMS SAI 0 definition for LTE Access





Source: Alcatel-Lucent

Discussion: 

The header number need to be changed.

Decision: 

The document was Revised to C4-131525.



C4-131402
MBMS SAI Definition Correction for LTE Access





23.003
  CR-0359  rev 1 (Rel-9) v9.11.0





Source: Ericsson

(Replaces C4-131144)

Discussion: 

See outgoing LS C4-131401.

Decision: 

The document was Agreed.



C4-131403
MBMS SAI Definition Correction for LTE Access





23.003
  CR-0360  rev 1 (Rel-10) v10.6.0





Source: Ericsson

(Replaces C4-131145)

Decision: 

The document was Agreed.



C4-131404
MBMS SAI Definition Correction for LTE Access





23.003
  CR-0361  rev 1 (Rel-11) v11.5.0





Source: Ericsson

(Replaces C4-131146)

Decision: 

The document was Agreed.



C4-131525
LS on MBMS SAI 0 definition for LTE Access





Source: Alcatel-Lucent

(Replaces C4-131401)

Discussion: 

The header number need to be changed.

Decision: 

The document was Approved.



8.19.2
MAP

C4-131254
Addition of Missing Supported Features





29.002
  CR-1154  (Rel-8) v8.20.0





Source: Huawei

Discussion: 

We need to indicate that the range [26-29] is reserved for future release.

The size must not be changed. Minimum size should still be 26.

Decision: 

The document was Revised to C4-131391.



C4-131255
Addition of Missing Supported Features





29.002
  CR-1155  (Rel-9) v9.11.0





Source: Huawei

Decision: 

The document was Revised to C4-131392.



C4-131256
Addition of Missing Supported Features





29.002
  CR-1156  (Rel-10) v10.9.0





Source: Huawei

Decision: 

The document was Revised to C4-131393.



C4-131257
Addition of Missing Supported Features





29.002
  CR-1157  (Rel-11) v11.7.0





Source: Huawei

Decision: 

The document was Revised to C4-131394.



C4-131258
Addition of Missing Supported Features





29.002
  CR-1158  (Rel-12) v12.1.0





Source: Huawei

Decision: 

The document was Revised to C4-131395.



C4-131391
Addition of Missing Supported Features





29.002
  CR-1154  rev 1 (Rel-8) v8.20.0





Source: Huawei

(Replaces C4-131254)

Decision: 

The document was Agreed.



C4-131392
Addition of Missing Supported Features





29.002
  CR-1155  rev 1 (Rel-9) v9.11.0





Source: Huawei

(Replaces C4-131255)

Decision: 

The document was Agreed.



C4-131393
Addition of Missing Supported Features





29.002
  CR-1156  rev 1 (Rel-10) v10.9.0





Source: Huawei

(Replaces C4-131256)

Decision: 

The document was Agreed.



C4-131394
Addition of Missing Supported Features





29.002
  CR-1157  rev 1 (Rel-11) v11.7.0





Source: Huawei

(Replaces C4-131257)

Decision: 

The document was Agreed.



C4-131395
Addition of Missing Supported Features





29.002
  CR-1158  rev 1 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131258)

Decision: 

The document was Revised to C4-131488.



C4-131488
Addition of Missing Supported Features





29.002
  CR-1158  rev 2 (Rel-12) v12.1.0





Source: Huawei

(Replaces C4-131395)

Decision: 

The document was Agreed.



9
Update of the Work Plan

C4-131304
CT4 Aspects of the Workplan





Source: CT4 Chairman

Decision: 

The document was Revised to C4-131547.



C4-131547
CT4 Aspects of the Workplan





Source: CT4 Chairman

(Replaces C4-131304)

Decision: 

The document was Agreed.



10
AoB

10.1
Terms of Reference Review

11
Future meetings

12
Check of approved output documents

C4-131548
CT4#62 Output Tdocs





Source: CT4 Chairman

Decision: 

The document was Noted.



13
Closing of the meeting (17:00 Friday 24th May 2013)

The Chairman thanked the host, the EF3 for the good meeting arrangements and for the much needed snacks during the breaks. The Chairman also thanked the attendees for their co-operation and hard work in the demanding sessions. Rel-12 has started in good manner and lot of Rel-12 development were done in this meeting,
The chairman also thanked Vice Chairmen, Mr. Lionel Morand and Dr. Yvette Koza chairing the parallel sessions during the meeting. 

The Meeting was closed on Friday 9th August at 14:45.
Report prepared by: MCC/KK

