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1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-111668
Preliminary agenda for CT4#54





Source: CT4 chairman

Decision: 

The document was Revised to C4-111669.



C4-111669
Detailed agenda & time plan for CT4#54: status at document deadline





Source: CT4  chairman

(Replaces C4-111668)

Decision: 

The document was Revised to C4-11.



C4-111670
Detailed agenda & time plan for CT4#54: status on eve of meeting





Source: CT4 chairman

(Replaces C4-111669)

Discussion: 

Chairman Mr. Peter Schmitt open the meeting on Monday 22nd  August 09:03. Mr. Mauro Ficaccio of Teleocom Italia welcomed the delegates to Malta on behalf of the host EF3, detailed the domestic arrangements and wished TSG CT4 a successful meeting in St. Julians.

Decision: 

The document was Agreed.



1.1
IPR Call

he Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.

1.2
Reminder for delegates attending the meeting

CT4 Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.
2
Allocation of documents to agenda items

C4-111671
Proposed allocation of documents to agenda items for CT4#53: status at document deadline





Source: CT4 chairman

Decision: 

The document was Revised to C4-111672.



C4-111672
Proposed allocation of documents to agenda items for CT4#54 status on eve of meeting





Source: CT4 chairman

(Replaces C4-111671)

Decision: 

The document was Agreed.



3
Meeting Reports

C4-111673
CT#52 and SA#52 Status Report





Source: CT4 chairman

Abstract: 

Closing of releases (stop maintenance):

No objections were raised on the closing of R99 at CT plenary.

Decisions on documents in the area of CT4:

All CRs send  by CT4 for approval were approved by plenary. Some revision had to be done due to errors on cover page due to the fact that the CR was on wrong base version of the specification.

The XCAP (CP-110373: C4-111659 23.003 0294)  CR was approved under the assumption that GSMA is fine with this solution.

It was requested that if tables are enhanced the CR should show the complete table which is changed and not only parts of it.

Handling of IETF dependency in 3GPP

Currently IETF dependencies are listed in an excel sheet which is maintained by the CT Chairman. We had a discussion on how to improve the handling of IETF dependencies (CP-110323). 

The principle changes are:

•
Change from a one man show to a team.

•
IETF dependencies are to be listed in the work plan, WID

•
CRs which introduce an IETF dependency shall mention this in other comments.

•
The WI-Rapporteur and the company proposing inclusion of the internet-draft in 3GPP has responsibility to drive the work with assistance and active support by the 3GPP / IETF coordination team

•
A WI will officially not be seen as 100% completed from all aspects until the internet-draft has been completed. The line in the WP that indicates an external dependency can however be weighted to 0%.

•
The current excel sheet is not maintained directly, this kind of overview sheet will be extracted from the work plan.

In future this means that we will deal with IETF dependencies with the work plan

3GPP / IETF coordination team:

•
Official 3GPP / IETF coordinator (CT chairman)

•
3GPP-CT / IETF operative team leader (Andrew Allen)

•
Permanent team members representing relevant 3GPP WGs:

•
CT1 Chairman (or his nominated contact)

•
CT4 Chairman (or his nominated contact)

•
SA3 Chairman (or his nominated contact)

•
SA4 Chairman (or his nominated contact)

•
Other WG-chairmen (or nominated contact) e.g. SA2 & CT3 to attend when needed

•
Other permanent team members representing 3GPP-IETF expertise:

•
Roland Jesske (CT1 and CT3)

•
Keith Drage (CT1)

•
Christer Holmberg (CT1)

•
Mark Jones (CT4)

Status on references to IETF:

In the status list CT4 has the following dependencies:

CT4 work in progress:


Rel-8; URN namespace and sub-namespaces for GSMA and IMEI and IMEISV, montemurro-gsma-imei-urn, 23.003

CT4 ED Queue:


Method of home agent information discovery for the integrated scenario where the mobility service and network access are authorized by the same server, ietf-mip6-bootstrapping-integrated, 29.273; Remark in editors queue since 2008

WIDS:

The WIDs agreed by CT4 where approved by plenary. Below the list of approved WID's which have impacts on CT4 work:

SA Plenary

Summary of discussions at SA#52 relevant for CT4 

Continues action point Working Groups should not use TEI for changes which may have a significant impact on other WGs.

It was concluded to clarify that, from Release 9 onwards, if the UE supports IMS voice then it shall also support IMS Emergency. Corresponding CR to 22.101 was approved, relevant WGs were notified with an LS.

In response to the question from TSG-RAN, SA confirmed that in general all new features (or enhancements to existing features) should continue to be designed to work also for operators using Equivalent PLMN identities. Deviations to this should be documented in relevant stage-2 and stage-3 specifications.

In particular for MDT, it shall be made applicable in a context where Equivalent PLMN identities are applied within a single operator’s network and where the country as identified by the MCC of the RPLMN is the same as the country identified by the MCC in the IMSI.

SA discussed the prioritization of Release 11 work based on input from the SA2 chairman. It was concluded to request SA2 to check the scope of the different WIDs/SIDs and encouraged rationalization and contraction where possible. Prioritization between the different WIDs will be undertaken at SA#53 using input from SA2 that is expected to contain revised estimates based on the revised scope definition

Decision: 

The document was Noted.



C4-111674
CT4 meeting report for approval





Source: MCC

Decision: 

The document was Approved.



4
Input liaison statements: allocation to agenda items as appropriate

C4-111944
Reply LS on SGs paging with IMSI for CSFB 





Source: TSG CT WG1

Discussion: 

Ericsson proposed send reply LS and to clarify the statement.

Decision: 

The document was Noted.



C4-111945
Reply LS on Maximum number of IKEv2 security associations





Source: TSG CT WG1

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111946
Reply LS on Clarifications for MM Back-off Timer





Source: TSG CT WG1

Decision: 

The document was Noted.



C4-111949
LS on network-initiated detach procedure with “re-attach required”





Source: TSG CT WG1

Discussion: 

No action to CT4.

Decision: 

The document was Noted.



C4-111956
Reply LS on QoS-Negotiation and QoS-Upgrade on the Gx for GnGp SGSN





Source: TSG CT WG3

Discussion: 

No action to CT4.

Decision: 

The document was Noted.



C4-111957
Reply LS on new ATIS ESIF Issue 72, Comparison of SIP Profile for IP Network Interface (INI) for Emergency Services with SIP Profiles in related NNI specifications for CT4 review and input.





Source: TSG CT WG3 (CT3)

Decision: 

The document was Noted.



C4-111958
LS on reply on MTC Planning and Prioritization





Source: TSG CT

Decision: 

The document was Noted.



C4-111959
New ATIS ESIF Issue 72, Comparison of SIP Profile for IP Network

Interface (INI) for Emergency Services with SIP Profiles in related NNI

specifications for CT4 review and input





Source: ATIS

Discussion: 

It was seen the affected specifications are mainly in CT1 and CT3 area so one of the groups should take the lead on this topic.

Decision: 

The document was Noted.



C4-111960
Reply LS on AoIP and Mid-Call Codec Negotiation





Source: TSG GERAN WG2

Discussion: 

It was agreed that offline discussion is needed.

Decision: 

The document was Noted.



C4-111961
Reply LS on Transfer of SPID during (inter-RAT) handover





Source: TSG GERAN WG2

Discussion: 

The final decision from SA2 is needed before possible actions to CT4 can be clarified.

Ericsson commented that SA2 LS was handled in CT4#53 and there was no action to CT4.

Decision: 

The document was Noted.



C4-111964
Liaison Statement from NGMN NGCOR to TMF and 3GPP - Project NGCOR Update





Source: Next Generation Mobile Networks

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111967
Response LS on SPID during inter-RAT handover





Source: TSG RAN WG3

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111969
Reply LS on Maximum number of IKEv2 security associations





Source: TSG SA WG2

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111971
LS on Signalling of tunnel information for BBF access 





Source: TSG SA WG2

Discussion: 

No action for CT4

Decision: 

The document was Noted.



C4-111973
Reply LS on Clarifications for MM Back-off Timer





Source: TSG SA WG2

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111978
Reply LS on Maximum number of IKEv2 security associations





Source: TSG SA WG3

Discussion: 

It was seen that based on LS there might be need to change CT1 specifications. Based on CT1 action it needs to be monitored if changes are needed in CT4 specifications

Decision: 

The document was Noted.



C4-111979
Inter-MSC handover failures and lists of permitted algorithms in the context of A5/4





Source: TSG SA WG3

Abstract: 

CT4 is asked to make the changes to TS 29.010 to allow the operator of the target MSC to enforce its policy for the algorithm choice.

Discussion: 

CT4 agreed to have the needed changed from Rel-9 onwards.

Decision: 

The document was Noted.



C4-111998
LS on Korean Public Alert System using LTE Cell Broadcasting Service





Source: TSG SA WG1

Decision: 

The document was Noted.



C4-112012
Reply LS on SGs paging with IMSI for CSFB





Source: Ericsson

Abstract: 

Related to incoming LS C4-111944

Discussion: 
CT4 agreed that the content in the proposed LS response is correct, that is, the double TMSI allocation shall be avoided by the network based on the existing CT4 specifications (subclause 4.2.8 of TS23.007 and subclause 2.4 of TS23.003).  However it was commented that CT1 prefer to have a network based solution, therefore the proposed LS response doesn’t help to create such solution.
Decision: 

The document was Noted.



C4-112013
Inter-MSC handover failures and lists of permitted algorithms in the context of A5/4





Source: Alcatel-Lucent

Abstract: 

CT4 agree that in an inter MSC handover, the target MSC shall not simply pass on the list of permitted algorithms received from the anchor MSC to the BSS, but rather act upon the list according to operator’ security policy before passing it on. As a minimum, the target MSC shall remove all algorithms from the received list that it does not permit itself.

Discussion: 

It was seen that this should be send only to SA3 and for information to GERAN2.

Decision: 

The document was Revised to C4-112189.



C4-112014
Algorithm list handling in MSC-B





29.010
  CR-0133  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Abstract: 

As requested by SA3 in LS C4-111979, in an inter MSC handover, the target MSC shall not simply pass on the list of permitted algorithms received from the anchor MSC to the BSS, but rather act upon the list according to operator’ security policy before passing it on. As a minimum, the target MSC shall remove all algorithms from the received list that it does not permit itself.

Decision: 

The document was Agreed.



C4-112015
Algorithm list handling in MSC-B





29.010
  CR-0134  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112016
LS on Codes and code ranges in TS 29.230





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-112156
LS on Transport of UTRAN/E-UTRAN transparent containers via S3/Gn





Source: TSG RAN WG3

Abstract: 

RAN3 would suggest CT4 to refer to the generic containers Source to Target Transparent Container and Target to Source Transparent Container within TS 29.060 and TS 29.274 rather than to RAT-specific containers, e.g. as outlined in the CT4 CR (for info) attached to this LS. Please also refer to the added Annex in the corresponding S1-AP CR attached.

They way of referring to the transparent information, as outlined in the attached CT4 CR, represents the majority view, technically endorsed, within RAN3.

Discussion: 

CT4 needs to study as encoding of ASN.1 is not so easy transparently.

Decision is postponed to next meeting. Email discussion on CT4 reflector on these proposed RAN3 CRs.

Decision: 

The document was Postponed.



C4-112189
Inter-MSC handover failures and lists of permitted algorithms in the context of A5/4





Source: Alcatel-Lucent

(Replaces C4-112013)

Decision: 

The document was Approved.



5
Work item management

C4-111675
CN aspects of Anonymous Call Rejection in the CS domain





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112008.



C4-111755
CT aspects of VPLMN Autonomous CSG Roaming





Source: ZTE

Abstract: 

A new feature called VPLMN Autonomous CSG roaming specified in 3GPP TS 23.002, 23.060 and 23.401 is optionally supported by a VPLMN. If allowed by the HPLMN, the CSG Subscriber Server (CSS) in the VPLMN stores and manages the related CSG subscription information for the roaming UEs without interaction with the HLR/HSS. The requirement has been specified in Stage 2 which has the following functionalities:

-
Support for the HPLMN to allow the VPLMN to enable VPLMN Autonomous CSG Roaming;

-
Support for the VPLMN to store and manage CSG subscription information for roaming UEs.

The corresponding impacts to the stage 3 Technical Specifications need to be specified.

This work item aims to specify the stage 3 impacts to support VPLMN Autonomous CSG roaming (VCSG) as follows:

-
Update of MME and SGSN related interfaces based on Diameter protocol:

-
Define the Diameter application for the MME-CSS, S7a reference point, and specify the interactions between MME-CSS, including the signalling flows;

-
Define the Diameter application for the SGSN-CSS, S7d reference point, and specify the interactions between SGSN-CSS, including the signalling flows.

-
Update of MAP protocol to specify the interactions between the SGSN/VLR-CSS, including the signalling flows.

-
Define the new DIAMETER codes and identifiers.

-
Define the additional data storage for VCSG in the MME/SGSN/VLR and CSS.

-
Define the MME/SGSN/VLR behaviour to validate the membership of the UE.

Discussion: 

NEC believe TS 23.007 should be added into affected existing specifications.

Clarification in sections 3,4 and 10 is needed.

China Mobile shall be added as a supporting company.

Decision: 

The document was Revised to C4-112018.



C4-111791
New WID for GCSMSC and GCR Redundancy for VGCS/VBS





Source: Nokia Siemens Networks

Abstract: 

Railway traffic management is a safety and "Quality of Service" critical operation; therefore, some redundancy in the Core Network is required in order to cope with MSC single outages.

This WID covers the work for specifying a redundancy solution which is based on the feature "Intra-domain connection of RAN nodes to multiple CN nodes". This feature has been added to the 3GPP standard in Rel-5 (see 3GPP TS 23.236) and allows providing a redundant MSC configuration ("MSC pool") for the support of point-to-point communication services. 

In railway operation the point-to-multipoint communication services Voice Group Call Service and Voice Broadcast Service (3GPP TS 43.068 and 43.069) are frequently used. For the coexistence of VGCS/VBS and the "Intra-domain connection of RAN nodes to multiple CN nodes" within the same network special enhancements for voice group calls and voice broadcast calls are required. These enhancements have been added to 3GPP Rel-7 (TS 43.068, 43.069, 29.002, and 23.236) and guarantee e.g. that also in a network using "Intra-domain connection of RAN nodes to multiple CN nodes" a setup request for a voice group call or voice broadcast call is routed to the appropriate serving Anchor MSC.

However this approach does not support redundancy of the network entities required for VGCS/VBS, the Group Call Serving MSC (GCSMSC) and its associated GCR. 

This WID covers the technical solution for Group Call Serving MSC redundancy. 

This concept has been elaborated by the ETSI Technical Committee TC-RT (Railway Telecommunications).

In an ASCI capable network the subscribers must be able to establish VGCS/VBS calls even if one MSC of the group call is out of service. This redundancy functionality is required for the case of unplanned external events (as e.g. earthquakes, fire, terrorist attacks) as well as for the case of planned events (as e.g. maintenance activities) which may cause downtimes of an MSC or the transport network between MSCs.

The basic requirement for the MSC redundancy is that more than one MSC can be reached from the same geographical location. This is ensured by the RANFlex pool concept. The second step, covered by the present WID, is the possibility of routing the signaling to a backup GCSMSC when the original target is out of service. The backup GCSMSC must have the same information about the given voice group call / voice broadcast call as the failed one, therefore the information about the given voice group call / voice broadcast call shall 

a) be reachable from the primary and backup MSCs; or

b) be available on both MSCs.

The update of Voice Group Call / Voice Broadcast Call information requires the modification of existing or new MAP messages.

Discussion: 

Work responsibility is in CT1. Only one CT4 specification TS 29.002 is affected.

Decision: 

The document was Endorsed.



C4-111805
Rel-11 BBF Interworking Building Block I





Source: Ericsson, Huawei

Abstract: 

The stage 2 specification work for support of BBF access interworking is organized in 3 building blocks as follows:

•
BB1 Policy and QoS Interworking between BPCF and PCRF with traffic routed to the PDN GW

•
BB2 Policy and QoS Interworking when traffic is offloaded from WLAN and for LIPA/SIPTO from H(e)NB

•
BB3 Further convergence beyond interworking and impacts on PCC due to interworking when network based mobility is used 

The current stage 2 plan is foreseen to complete all building blocks in Rel-11 framework, but proceeding in steps with different Building Blocks. The Stage 3 work can start as soon as the stage 2 work for each Building block is completed, without the need to wait until the work for all building blocks is completed. 

This Work Item proposes to carry out the normative stage 3 work for support of BBF access as specified in TS 23.139, TS 23.402 and TS 23.203 for Building Block I. Main input for stage work in CT1/4 is new normative text TS in TS 23.139 and TS 23.402 to describe Fixed access interworking with EPC. Main input for stage work in CT3 is a new normative annex in TS 23.203 to describe Fixed access interworking with EPC.

This is a CT-wide WID.

The main objective of this work is to define stage 3 for supporting BBF Access network, as defined for Building Block I. The work on the BBF access interworking feature will be conducted in three Building Blocks. Each Building Block can come to conclusions independently based on Stage 2 work completion for each Building Block. 

Based on stage 2 requirements for Building Block I, the following stage 3 aspects will be covered:

-
Aspects on basic connectivity, host-based mobility (S2c), and network-based mobility for untrusted accesses (S2b) on top of Release 10 baseline architecture including network discovery/selection functions and IP address allocation;

-
Interworking between 3GPP and BBF architectures for authentication, including identities, on top of Release 10 baseline architecture;

-
Policy and QoS interworking between 3GPP and BBF architectures considering the following scenarios:

-
When H(e)NB is being used and traffic is routed back to the EPC

-
When WLAN is being used and traffic is routed back to the EPC

-
Multi-access PDN Connectivity;

-
IP Flow Mobility and seamless WLAN offloading.

Stage 2 concluded that existing TSs provide support for multi-access PDN connectivity, IP flow Mobility and seamless WLAN offloading when a 3GPP UE connects to EPC using a BBF defined access network.

Discussion: 

The WI leadership is in CT1.

The requirements related to PMIP impacts need to be checked offline.

Alcatel-Lucent, Orange, Deutche Telecom and Vodafone shall be added as supporting companies.

Decision: 

The document was Revised to C4-112019.



C4-111806
Rel-11 BBF Interworking Building Block II





Source: Ericsson, Huawei

Abstract: 

The stage 2 specification work for support of BBF access interworking is organized in 3 building blocks as follows:

•
BB1 Policy and QoS Interworking between BPCF and PCRF with traffic routed to the PDN GW

•
BB2 Policy and QoS Interworking when traffic is offloaded from WLAN and for LIPA/SIPTO from H(e)NB

•
BB3 Further convergence, impacts on PCC due to interworking when network based mobility is used 

The current stage 2 plan is foreseen to complete all building blocks in Rel-11 framework, but proceeding in steps with different Building Blocks. The Stage 3 work can start as soon as the stage 2 work for each Building block is completed, without the need to wait until the work for all building blocks is completed. 

This Work Item proposes to carry out the normative stage 3 work for support of BBF access as specified in TS 23.139, TS 23.402 and TS 23.203 for Building Block II. Main input for stage 3 work in CT1/4 is new normative text in TS 23.139 and TS 23.402 to describe Fixed access interworking with EPC. Main input for stage 3 work in CT3 is a new normative annex in TS 23.203 to describe Fixed access interworking with EPC.

This is a CT-wide WID.

The main objective of this work is to define stage 3 for supporting BBF Access network, as defined for Building Block II. The work on the BBF access interworking feature will be conducted in three Building Blocks. Each Building Block can come to conclusions independently based on Stage 2 work completion for each Building Block . 

Based on stage 2 requirements for Building Block II, the following stage 3 aspects will be covered:


Policy and QoS interworking between 3GPP and BBF architectures, implemented by a new S9a reference point between PCRF and BPCF and including  extension of Gx, Gxx and S9 interfaces considering the following scenarios: 


When H(e)NB is being used and  traffic is offloaded in the local wireline network


When WLAN is being used and  traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)

-
When WLAN is being used and traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)

This may be revised based on the outcome for stage 2 work in TS 23.139 and in TS 23.203,

Discussion: 

The WI leadership is in CT3.

Alcatel-Lucent, Orange, Deutche Telecom and Vodafone shall be added as supporting companies.

Decision: 

The document was Revised to C4-112020.



C4-111842
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA





Source: Ericsson, ST-Ericsson

Abstract: 

TS 22.278 has contained stage-1 requirements for single radio voice call continuity between UTRAN/GERAN and E-UTRAN/HSPA in both directions since Rel-8. 

The single radio voice call continuity from E-UTRAN/HSPA to UTRAN/GERAN CS access has been specified in Rel-8 in the stage-3 specifications. However, the single radio voice call continuity from UTRAN/GERAN CS access to E-UTRAN/HSPA is not specified yet in the stage-3 specifications.

SA2 WID rSRVCC has been agreed with objective to provide the stage-2 work covering single radio voice call continuity from UTRAN/GERAN to E-UTRAN/HSPA. 

The objective of this work item is to specify the single radio voice call continuity from UTRAN/GERAN to E-UTRAN/HSPA in the stage-3 specifications based on the related stage-2 and stage-1 requirements.

Discussion: 

TeliaSonera shall be added as supporting company.

Alcatel-Lucent and ZTE commented that TS 29.272, 29.002, 29.230 and 29.305 should be add on the list of affected specifications.

Decision: 

The document was Revised to C4-112022.



C4-111891
System Improvements to Machine-Type Communication WID





Source: Ericsson, ST-Ericsson

Abstract: 

Provide stage 3 specification (and stage 2 for CS) for the requirements identified in TS 22.368 and captured in normative stage 2 specification. The work shall be prioritised accordingly, and the stage 3 parts shall be started only after the applicable normative stage 2 specification is available.

The goal of this work item is to develop SIMTC stage 2 for CS and SIMTC stage 3 solutions for the key areas as listed below. Work on a stage 3 key area shall only begin when normative stage 2 specification is available. One work item acronym has been allocated per key area to improve possibilities for planning and tracking of the work.

1)
"CS aspects for CT groups, stage 2", SIMTC-CT_st2

Updates to CS location management procedures (TS 22.368)

2)
"Extended Access Barring for UTRAN and E-UTRAN for CT groups", SIMTC-CT_EAB

Addition of stage 3 solutions for support of Extended Access Barring for UTRAN and E-UTRAN (TS 22.368)

3)
"Reachability Aspects", SIMTC-Reach

MTC Feature control (TS 22.368, 7.1.1 and TR 23.888, 5.7);

Device Triggering (TS 22.368, 7.1.2 and TR 23.888, 5.8);

Addressing (TS 22.368, 7.1.3 and TR 23.888, 5.3);

Identifiers - especially removal of MSISDN dependencies in the architecture (TS 22.368, 7.1.4 and TR 23.888, 5.13);

PS Only support (TS 22.368, 7.2.4 and TR 23.888, 5.13)

4)
"Signalling Optimizations", SIMTC-Sig

Effectively maintain connectivity for a large number of MTC Devices (TS 22.368, 7.1.1);

Small Data Transmissions (TS 22.368, 7.2.5 and TR 23.888, 5.4 – 5.5)

5)
"CN-based" and power considerations, SIMTC-CN_Pow

Charging Requirements (TS 22.368, 7.1.5);

Lower Power Consumption TS 22.368, 7.1.1 and TR 23.888, 5.15);

MTC Monitoring (TS 22.368, 7.2.8 and TR 23.888, 5.10)

Discussion: 

TS 29.305 needs to be added in the list of affected specifications.

Huawei shall be added as a supporting company.

Decision: 

The document was Revised to C4-112023.



C4-111892
WID on enhancement for Selected IP Traffic Offload





Source: Huawei

Abstract: 

During Rel-10, the architecture has been updated to support Selected IP Traffic Offload (SIPTO) in the macro network. However, not all requirements from stage 1 were implemented due to lack of time. Notably, the solution suffers from the following limitations:

-
No support for traffic offload for H(e)NB subsystem at the local network (traffic offload in Rel-10 is only supported at or above the Radio Access Network).

-
Additional requirements for SIPTO mobility are being developed as part of the Rel-11 SIPTO_SC Work Item ID 490030 (stage 1 requirements on SIPTO Service Continuity of IP Data Session). SIPTO_SC is part of the LIMONET WI which covers the stage 3 aspects of the work on SIPTO in Rel-11.

Stage 2 has enhanced the architecture developed as part of Rel-10 LIPA_SIPTO Work Item and approved Rel-11 LIMONET Work Item to support the remaining unimplemented requirements.

The stage 3 specifications are needed to implement the stage 2 requirement in the TS 23.060 and TS 23.401.

This building block will cover the stage3 eSIPTO part of the stage 2 feature LIMONET (SP-100705).

This work item aims to include the functionality to support traffic offload requirements at the local network including mobility.

Expected impacts are on the NAS protocol, GTP-C protocols. The stage 3 specification work will start once stable normative stage 2 is available. The list of affected protocols will be updated as normative stage 2 is available.

Discussion: 

CT4 decided to add TS 29.275 and 29.282 on the list of affected specification but it was noticed that stage 2 is not currently clear. Possible impacts needs to be clarified when stage 2 is stabile.

It was requested that it would be more helpful to have small description in section 10 which changes are expected on table field "subject"

Decision: 

The document was Revised to C4-112025.



C4-111893
WID on enhancement for Local IP Access





Source: Huawei

Abstract: 

During Rel-10, the architecture has been updated to support Local IP Access (LIPA) in the H(e)NB subsystem. However, not all requirements from stage 1 were implemented due to lack of time. Notably, the solution suffers from the following limitations:

-
LIPA only supports a local gateway (L-GW) collocated with the Home (e)NodeB (i.e. no stand-alone L-GW support), which prevents mobility within the local network.

Stage 2 has enhanced the architecture developed as part of Rel-10 LIPA_SIPTO Work Item and approved Rel-11 LIMONET Work Item to support the remaining unimplemented requirements.

The stage 3 specifications are needed to implement the stage 2 requirement in the TS 23.060 and TS 23.401.

This building block will cover the stage3 eLIPA part of the stage2 feature LIMONET (SP-100705).

This work item aims to specify the following:


Support of mobility for LIPA between the H(e)NBs located in the local network using a stand-alone L-GW separate from the H(e)NB to which the UE is attached.

Expected impacts are on the NAS protocol, GTP-C protocols. The stage 3 specification work will start once stable normative stage 2 is available. The list of affected protocols will be updated as normative stage 2 is available.

Decision: 

The document was Revised to C4-112030.



C4-111985
Rel-11 BBF Interworking Building Block III





Source: Huawei, Ericsson

Abstract: 

The stage 2 specification work for support of BBF access interworking is organized in 3 building blocks as follows:

•
BB1 Policy and QoS Interworking between BPCF and PCRF with traffic routed to the PDN GW

•
BB2 Policy and QoS Interworking when traffic is offloaded from WLAN and for LIPA/SIPTO from H(e)NB

•
BB3 Further convergence, impacts on PCC due to interworking when network based mobility is used 

The current stage 2 plan is foreseen to complete all building blocks in Rel-11 framework, but proceeding in steps with different Building Blocks. The Stage 3 work can start as soon as the stage 2 work for each Building block is completed, without the need to wait until the work for all building blocks is completed. 

This Work Item proposes to carry out the normative stage 3 work for support of BBF access as specified in TS 23.139, TS 23.402 and TS 23.203 for Building Block III. Main input for stage 3 work in CT1/4 is new normative text in TS 23.139 and TS 23.402 to describe Fixed access interworking with EPC. Main input for stage 3 work in CT3 is a new normative annex in TS 23.203 to describe Fixed access interworking with EPC.

This is a CT-wide WID.

The main objective of this work is to define stage 3 for supporting BBF Access network, as defined for Building Block III. The work on the BBF access interworking feature will be conducted in three Building Blocks. Each Building Block can come to conclusions independently based on Stage 2 work completion for each Building Block .

Discussion: 

The WI leadership is in CT3.

Alcatel-Lucent, Orange, Deutche Telecom and Vodafone shall be added as supporting companies.

Decision: 

The document was Revised to C4-112021.



C4-112008
CN aspects of Anonymous Call Rejection in the CS domain





Source: Alcatel-Lucent

(Replaces C4-111675)

Abstract: 

SA1 has define new service requirements introducing support of the Anonymous Call Rejection supplementary service in the CS domain. 

ACR in the CS CN allows the subscription to trigger the network to reject incoming anonymous calls early in the call establishment and therefore optimise the handling of network resources. 

This also enables to provide the calling party with an indication of why the call was rejected, e.g. via a specific announcement, with the benefits to avoid repeated call attempts with CLI presentation still restricted, or to allow the calling party to successfully establish a new call by authorising its CLI to be presented to the terminating party.

This Work Item aims at specifying the stage 2 and stage 3 requirements to support the new ACR in the CS domain service requirements and describe interactions between ACR and other supplementary services. 

This will cover the following aspects in particular: 

-
updates to the MAP SRI procedure to support ACR;

-
procedures in the GMSC to release the call in case of ACR and return specific indication to the calling party e.g. announcement and/or specific cause code when releasing the call.

It is intended to minimize protocol changes when carrying out this work: 

-
it is not foreseen to specify a new SS-code for ACR; 

-
it is not foreseen to modify the mobile radio interface layer 3 for supplementary services (i.e. 3GPP TS 24.080);

-
USSD is expected to be used to activate and deactivate the ACR supplementary service;

Discussion: 

Objective section needs to be clarified and Huawei shall be added as a supporting company.

Two affected specification need to be added in section 10

Decision: 

The document was Revised to C4-112017.



C4-112017
CN aspects of Anonymous Call Rejection in the CS domain





Source: Alcatel-Lucent

(Replaces C4-112008)

Abstract: 

SA1 has define new service requirements introducing support of the Anonymous Call Rejection supplementary service in the CS domain. 

ACR in the CS CN allows the subscription to trigger the network to reject incoming anonymous calls early in the call establishment and therefore optimise the handling of network resources. 

This also enables to provide the calling party with an indication of why the call was rejected, e.g. via a specific announcement, with the benefits to avoid repeated call attempts with CLI presentation still restricted, or to allow the calling party to successfully establish a new call by authorising its CLI to be presented to the terminating party.

This Work Item aims at specifying the stage 2 and stage 3 requirements to support the new ACR in the CS domain service requirements and describe interactions between ACR and other supplementary services. 

This will cover the following aspects in particular: 

-
updates to the MAP SRI procedure to support ACR;

-
procedures in the GMSC to release the call in case of ACR and return specific indication to the calling party e.g. announcement and/or specific cause code when releasing the call.

It is intended to minimize protocol changes when carrying out this work: 

-
it is not foreseen to specify a new SS-code for ACR; 

-
it is not foreseen to modify the mobile radio interface layer 3 for supplementary services (i.e. 3GPP TS 24.080);

-
USSD is expected to be used to activate and deactivate the ACR supplementary service;

Decision: 

The document was Agreed.



C4-112018
CT aspects of VPLMN Autonomous CSG Roaming





Source: ZTE

(Replaces C4-111755)

Decision: 

The document was Agreed.



C4-112019
Rel-11 BBF Interworking Building Block I





Source: Ericsson, Huawei

(Replaces C4-111805)

Decision: 

The document was Revised to C4-112180.



C4-112020
Rel-11 BBF Interworking Building Block II





Source: Ericsson, Huawei

(Replaces C4-111806)

Decision: 

The document was Revised to C4-112181.



C4-112021
Rel-11 BBF Interworking Building Block III





Source: Huawei, Ericsson

(Replaces C4-111985)

Decision: 

The document was Revised to C4-112188.



C4-112022
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA





Source: Ericsson, ST-Ericsson

(Replaces C4-111842)

Decision: 

The document was Revised to C4-112182.



C4-112023
System Improvements to Machine-Type Communication WID





Source: Ericsson, ST-Ericsson

(Replaces C4-111891)

Decision: 

The document was Revised to C4-112183.



C4-112025
WID on enhancement for Selected IP Traffic Offload





Source: Huawei

(Replaces C4-111892)

Decision: 

The document was Revised to C4-112186.



C4-112030
WID on enhancement for Local IP Access





Source: Huawei

(Replaces C4-111893)

Decision: 

The document was Revised to C4-112187.



C4-112180
Rel-11 BBF Interworking Building Block I





Source: Ericsson, Huawei

(Replaces C4-112019)

Decision: 

The document was Endorsed.



C4-112181
Rel-11 BBF Interworking Building Block II





Source: Ericsson, Huawei

(Replaces C4-112020)

Decision: 

The document was Endorsed.



C4-112182
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA





Source: Ericsson, ST-Ericsson

(Replaces C4-112022)

Decision: 

The document was Endorsed.



C4-112183
System Improvements to Machine-Type Communication WID





Source: Ericsson, ST-Ericsson

(Replaces C4-112023)

Decision: 

The document was Endorsed.



C4-112186
WID on enhancement for Selected IP Traffic Offload





Source: Huawei

(Replaces C4-112025)

Decision: 

The document was Agreed.



C4-112187
WID on enhancement for Local IP Access





Source: Huawei

(Replaces C4-112030)

Decision: 

The document was Revised to C4-112213.



C4-112188
Rel-11 BBF Interworking Building Block III





Source: Huawei, Ericsson

(Replaces C4-112021)

Decision: 

The document was Endorsed.



C4-112213
WID on enhancement for Local IP Access





Source: Huawei

(Replaces C4-112187)

Decision: 

The document was Endorsed.



6
Release 11

C4-112165
RANAP Cause code range alignment with RANAP specification





23.009
  CR-0135  rev 2 (Rel-11) v..





Source: NTT DOCOMO, NEC, Samsung, LG Electronics, HTC, NTC

Decision: 

The document was Endorsed.



6.1
UDC data reference Model [UDC_DM]

C4-111712
DIT for IMS





Source: Telecom Italia, Huawei

Decision: 

The document was Revised to C4-112068.



C4-112009
UDC DIT





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112069.



C4-112068
DIT for IMS





Source: Telecom Italia, Huawei

(Replaces C4-111712)

Decision: 

The document was Revised to C4-112172.



C4-112069
UDC DIT





Source: Nokia Siemens Networks

(Replaces C4-112009)

Discussion: 

CT4 meeting agreed that the figure is under further study. The companies were requested to contribute the alternative solutions for the next meeting.

Decision: 

The document was Revised to C4-112233.



C4-112172
DIT for IMS





Source: Telecom Italia, Huawei

(Replaces C4-112068)

Abstract: 

Scope of the present document is proposes the DIT for IMS over Ud interface.

Decision: 

The document was Agreed.



C4-112233
UDC DIT





Source: Nokia Siemens Networks

(Replaces C4-112069)

Decision: 

The document was Agreed.



C4-112234
TR 29.935 v0.7.0





Source: Telecom Italia

Decision: 

The document was Agreed.



6.2
EPC nodes failure [FS_ EPC_NR]

C4-111676
Restoration of CS services after MME failure 





Source: Alcatel-Lucent, AT&T

Discussion: 

Ericsson commented that the UE receive paging from the MME to which it is not attached, The MME where the UE is registered is down. What is UE behaviour in this case?

Decision: 

The document was Revised to C4-112046.



C4-111677
Restoration of CS services after MME failure





23.007
  CR-0168  (Rel-10) v10.3.0





Source: Alcatel-Lucent, AT&T

Decision: 

The document was Revised to C4-112047.



C4-111678
Conclusion for MME/SGSN restoration procedures with ISR





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112048.



C4-111756
Conclusion on SGW failure





Source: ZTE

Discussion: 

CT4 agreed that it is too early to make conclusions. The editors note and FFS should be covered at first.

Decision: 

The document was Revised to C4-112051.



C4-111757
Comparison of solutions on SGW failure when ISR is active





Source: ZTE

Decision: 

The document was Revised to C4-112054.



C4-111758
Conclusion on SGW failure when ISR is active





Source: ZTE

Discussion: 

CT4 agreed that it is too early to make conclusions.

Decision: 

The document was Postponed.



C4-111759
Conclusion on PGW failure





Source: ZTE

Decision: 

The document was Revised to C4-112055.



C4-111794
Cleanup for Solution 2 to SGW failure with ISR





Source: Ericsson

Decision: 

The document was Revised to C4-112052.



C4-111795
Cleanup for Solution 2 to SGW failure without ISR





Source: Ericsson

Decision: 

The document was Revised to C4-112049.



C4-111841
Detection of Node Failure without Restart





Source: Cisco

Decision: 

The document was Revised to C4-112056.



C4-111894
P-CR on SGW failure with ISR





Source: Huawei

Decision: 

The document was Revised to C4-112053.



C4-111983
SGW Failure solution evaluation





Source: Cisco

Decision: 

The document was Revised to C4-112050.



C4-112046
Restoration of CS services after MME failure 





Source: Alcatel-Lucent, AT&T

(Replaces C4-111676)

Decision: 

The document was Agreed.



C4-112047
Restoration of CS services after MME failure





23.007
  CR-0168  rev 1 (Rel-10) v10.3.0





Source: Alcatel-Lucent, AT&T

(Replaces C4-111677)

Decision: 

The document was Postponed.



C4-112048
Conclusion for MME/SGSN restoration procedures with ISR





Source: Alcatel-Lucent

(Replaces C4-111678)

Decision: 

The document was Agreed.



C4-112049
Cleanup for Solution 2 to SGW failure without ISR





Source: Ericsson

(Replaces C4-111795)

Decision: 

The document was Agreed.



C4-112050
SGW Failure solution evaluation





Source: Cisco

(Replaces C4-111983)

Decision: 

The document was Agreed.



C4-112051
Conclusion on SGW failure





Source: ZTE

(Replaces C4-111756)

Decision: 

The document was Agreed.



C4-112052
Cleanup for Solution 2 to SGW failure with ISR





Source: Ericsson

(Replaces C4-111794)

Decision: 

The document was Agreed.



C4-112053
P-CR on SGW failure with ISR





Source: Huawei

(Replaces C4-111894)

Decision: 

The document was Revised to C4-112207.



C4-112054
Comparison of solutions on SGW failure when ISR is active





Source: ZTE

(Replaces C4-111757)

Decision: 

The document was Agreed.



C4-112055
Conclusion on PGW failure





Source: ZTE

(Replaces C4-111759)

Decision: 

The document was Agreed.



C4-112056
Detection of Node Failure without Restart





Source: Cisco

(Replaces C4-111841)

Decision: 

The document was Agreed.



C4-112207
P-CR on SGW failure with ISR





Source: Huawei

(Replaces C4-112053)

Decision: 

The document was Agreed.



C4-112208
3GPP TR 23.857 v1.4.0





Source: ZTE

Decision: 

The document was Agreed.



6.3
Enhanced Nodes Restoration for EPC [eEPC_NR]

6.4
Reference Location Information [RLI]

6.5
Single Radio Video Call Continuity [vSRVCC-CT]

C4-111808
Add vSRVCC updates for subscriber data





23.008
  CR-0347  (Rel-11) v11.0.0





Source: NEC

Abstract: 

This CR proposes the subscriber data updates for supporting the vSRVCC feature.

Based on the stage 2 requirements for supporting vSRVCC feature, the following updates are proposed to the subscriber data.

•
Add Subscribed vSRVCC.

•
Add Subscribed vSRVCC to the PS Network Access Mode Storage (EPS) table.

Discussion: 

In section 2.21.x should be a mention that this is a permanent data which is conditionally stored in HSS.

Decision: 

The document was Revised to C4-112037.



C4-111809
Add vSRVCC updates to the Gr interface





29.002
  CR-1037  (Rel-11) v..





Source: NEC

Abstract: 

This CR proposes the Gr interface updates for supporting the vSRVCC feature.

Based on the stage 2 requirements for supporting vSRVCC feature, the following updates are proposed to the Gr interface. Although vSRVCC subscription information is used only for eUTRAN access, the MAP protocol needs to update in order to support the IWF scenario

•
Add Subscribed vSRVCC in the EPS Subscription Data to be carried by the ISD message.

•
Add ASN.1 for the Subscribed vSRVCC.

Decision: 

The document was Revised to C4-112038.



C4-111810
Add vSRVCC updates to the S6a interface





29.272
  CR-0370  (Rel-11) v..





Source: NEC

Abstract: 

This CR proposes the S6a interface updates for supporting the vSRVCC feature.

Based on the stage 2 requirements for supporting vSRVCC feature, the following updates are proposed to the S6a interface.

•
Add Subscribed vSRVCC AVP definition.

•
Add Subscribed vSRVCC AVP to the Subscription-Data AVP.

Decision: 

The document was Revised to C4-112039.



C4-111811
Add vSRVCC updates to the Diameter AVP code table





29.230
  CR-0234  (Rel-11) v..





Source: NEC

Decision: 

The document was Revised to C4-112040.



C4-111812
Add vSRVCC updates to the IWF function





29.305
  CR-0021  (Rel-11) v..





Source: NEC

Abstract: 

This CR proposes the IWF function updates for supporting the vSRVCC feature.

Based on the stage 2 requirements for supporting vSRVCC feature, the following updates are proposed to IWF function. Although vSRVCC subscription information is used only for eUTRAN access, the IWF function needs to update in order to support the IWF scenario

•
Add Subscribed vSRVCC parameter mapping for the InsertSubscriberDataArg to ULA conversion.

•
Add Subscribed vSRVCC parameter mapping for the ULA to InsertSubscriberDataArg conversion.

•
Add Subscribed vSRVCC parameter mapping for the IDR to InsertSubscriberDataArg conversion.

Decision: 

The document was Revised to C4-112041.



C4-111813
Add vSRVCC updates to the GTP based interfaces





29.274
  CR-0989  (Rel-11) v..





Source: NEC

Abstract: 

This CR proposes the protocol updates to the GTP based interfaces for supporting the vSRVCC feature.

Based on the stage 2 requirements for supporting vSRVCC feature, the following updates are proposed to the GTP based interfaces.

•
Add vSRVCC indicator to the bearer flag IE to make it available to the Create Bearer Request message and the Update Bearer Request message. (See TS 23.216 section 6.2.1c)

•
Add vSRVCC flag to the Additional MM context for SRVCC IE to make it available to the Forward Relocation Request message (According to the TS 23.216 section 6.2.2.3 step 5a), vSRVCC flag and vSRVCC indicator shall be always available in the MME even right after the MME relocation before new MME has not yet downloaded subscription data from the HSS.).

Decision: 

The document was Revised to C4-112042.



C4-111814
Add vSRVCC updates to the Sv interface





29.280
  CR-0039  (Rel-11) v..





Source: NEC

Abstract: 

This CR proposes the protocol updates to the Sv interface for supporting the vSRVCC feature. Also scope and terminology is updated.

Based on the stage 2 requirements for supporting vSRVCC feature, the following updates are proposed to the Sv specification

•
Add vSRVCC functionality in scope.

•
Add vSRVCC related terminology.

•
Add Sv message definition that all Sv messages are commonly used for SRVCC HO and vSRVCC HO.

•
Add vSRVCC indication to the Sv flag to make it available to the SRVCC PS to CS Request message (From TS 23.216 section 5.3.3.2.1)

Discussion: 

Only a typo needs to be corrected.

Decision: 

The document was Revised to C4-112043.



C4-111947
LS on relationship between the UE SRVCC and vSRVCC capability indicators





Source: TSG CT WG1

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111965
Reply LS on single radio video call continuity triggering mechanism





Source: TSG RAN WG2

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111974
Reply LS on relationship between UE indicators for SRVCC and vSRVCC 





Source: TSG SA WG2

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-112037
Add vSRVCC updates for subscriber data





23.008
  CR-0347  rev 1 (Rel-11) v11.0.0





Source: NEC, NTC, ZTE

(Replaces C4-111808)

Abstract: 

T

Decision: 

The document was Agreed.



C4-112038
Add vSRVCC updates to the Gr interface





29.002
  CR-1037  rev 1 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-111809)

Discussion: 

The note shall be added.

Decision: 

The document was Revised to C4-112209.



C4-112039
Add vSRVCC updates to the S6a interface





29.272
  CR-0370  rev 1 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-111810)

Decision: 

The document was Revised to C4-112210.



C4-112040
Add vSRVCC updates to the Diameter AVP code table





29.230
  CR-0234  rev 1 (Rel-11) v..





Source: NEC

(Replaces C4-111811)

Decision: 

The document was Agreed.



C4-112041
Add vSRVCC updates to the IWF function





29.305
  CR-0021  rev 1 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-111812)

Decision: 

The document was Revised to C4-112211.



C4-112042
Add vSRVCC updates to the GTP based interfaces





29.274
  CR-0989  rev 1 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-111813)

Decision: 

The document was Revised to C4-112212.



C4-112043
Add vSRVCC updates to the Sv interface





29.280
  CR-0039  rev 1 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-111814)

Decision: 

The document was Revised to C4-112214.



C4-112209
Add vSRVCC updates to the Gr interface





29.002
  CR-1037  rev 2 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-112038)

Decision: 

The document was Agreed.



C4-112210
Add vSRVCC updates to the S6a interface





29.272
  CR-0370  rev 2 (Rel-11) v..





Source: NEC

(Replaces C4-112039)

Decision: 

The document was Revised to C4-112230.



C4-112211
Add vSRVCC updates to the IWF function





29.305
  CR-0021  rev 2 (Rel-11) v..





Source: NEC

(Replaces C4-112041)

Decision: 

The document was Agreed.



C4-112212
Add vSRVCC updates to the GTP based interfaces





29.274
  CR-0989  rev 2 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-112042)

Decision: 

The document was Revised to C4-112231.



C4-112214
Add vSRVCC updates to the Sv interface





29.280
  CR-0039  rev 2 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-112043)

Decision: 

The document was Agreed.



C4-112230
Add vSRVCC updates to the S6a interface





29.272
  CR-0370  rev 3 (Rel-11) v..





Source: NEC

(Replaces C4-112210)

Decision: 

The document was Agreed.



C4-112231
Add vSRVCC updates to the GTP based interfaces





29.274
  CR-0989  rev 3 (Rel-11) v..





Source: NEC, NTC, ZTE

(Replaces C4-112212)

Decision: 

The document was Agreed.



6.6
IMS [TEI11, ...]

C4-111760
Problem on multiple ASs to subscribe the same service





Source: ZTE

Abstract: 

Solution 1: Shorten the period of user registration, so it could limit the period where the service not offered.

Solution 2: HSS keeps all subscription to notifications for the removed repository data, and allows AS to un-subscribe to notification for the empty repository data associated with the Service Indication.

Solution 3: HSS allows AS to subscribe to notification for the empty repository data associated with the Service Indication.

Solution 4: AS updates the repository data stored in HSS using dummy service data or empty data with service data tag. Hence the HSS could keep the subs to notif info.

Based on the analysis in the discussion paper, solution 3 is preferred by ZTE.

Discussion: 

During discussion it was challenged that there are requirements for this. 

Huawei commented that the use case is not clear. Huawei was also questioned in the repository data access is available for several AS at the same time.

There was no consensus on proposed solution. It was seen that there are several was to provide the solution in case it can be approved that the requirements exist.

Decision: 

The document was Noted.



C4-111761
Subscription to Notification for an empty Service Data





29.328
  CR-0392  (Rel-11) v11.0.0





Source: ZTE

Decision: 

The document was Postponed.



C4-111844
Server-Assignment-Type AVP definition





29.229
  CR-0235  (Rel-11) v..





Source: Ericsson

Decision: 

The document was Revised to C4-112071.



C4-111882
Sh Service Data empty tag





Source: Alcatel-Lucent

Abstract: 

In Sh procedures, when the data reference 0 (repository data) is used, the meaning of the absence of the Service Data (SD) XML information element (IE) or of the presence of a SD XML information element with empty tags (<ServiceData></ServiceData> ) is not in general clearly stated ; it may drive to significant IOT issues. This discussion paper identifies the ambiguous cases and then raises the question if the same or a different meaning regarding AS or HSS behaviour shall be given to the absence of the SD IE or a SD IE with empty tags in Sh procedures. 

TS 23.028 should define a consistent behaviour preventing from the inconsistencies mentioned in the analysis

The preferred proposal is that HSS, in addition, has a tolerant behaviour :

-
by accepting Sh Update with Repository Data containing a SD IE with empty tags and storing a Repository Data record with its Service Indication, Sequence Number  and an empty or null SD

-
and then handling this the same way as a Repository data with a SD having a content for other procedures. 

It allows HSS to support AS not using SD with empty tags, (if they do not interact with AS doing Sh updates with empty tags), as well as to support AS managing SD with empty tags.

The alternative that is more restrictive is that:

-
HSS handles a Sh-update containing a Repository Data with a SD with empty tags as a Repository Data with no SD IE and so deleting the stored Repository Data record and associated subscriptions, so not later generating Sh Pull answers or Sh Notifs with RepositoryData containing a SD with empty tags.

-
Continue the investigation addressed in C4-111760 about the justification of requirements to consider  Repository Data containing  a SD with empty tags as a separate case from the above, taking into account that, if applied,  it would result in a new feature  to be added in  the supported features AVP to minimize the compatibility issues with the above behaviour.

Discussion: 

Ericsson commented that there is no generic handling.  Some procedures specify handling of empty XML, some do not.  Where it is not specified, it may be interpreted as an error.  Alternative approach would be to analyse procedures, on a case by case basis, and determine how empty XML / no XML shall be handled. Orange agree with Ericsson

Nokia Siemens Networks commented that this Can be done by analysis of the relevant XML/tags and its associated types and rules.

Alcatel-Lucent would like to have a consistent way of handling empty tags across all procedures.

Decision: 

The document was Noted.



C4-111914
Clarification on Receiving Sh-Notif Error Response





29.328
  CR-0393  (Rel-11) v11.0.0





Source: Huawei

Abstract: 

If DIAMETER_ERROR_USER_UNKNOWN or DIAMETER_ERROR_NO_SUBSCRIPTION_TO_DATA is received in the Sh-Notif response, the related subscription to notification information should be removed in the HSS to avoid sending notification to the AS again in the case the corresponding data is updated in the future.

Discussion: 

The proposed sentence shall be enhanced.

Decision: 

The document was Revised to C4-112107.



C4-111984
About the use of local numbers in the HSS





Source: ORANGE

Decision: 

The document was Withdrawn.



C4-112004
Reply LS on MSISDN sharing concept





Source: TSG SA WG1

Abstract: 

Concerning the question whether a requirement exists to standardize a ”shared MSISDN” (multi SIM, multi-client) feature to share a single MSISDN by multiple IMSIs, SA WG1 concluded that there is currently no specific requirement in stage 1.

Discussion: 

In CT4#54 it was seen that there are no need to change CT4 specifications based on SA1 LS. Anyway the delegates were requested to make offline checking before the next meeting.

Decision: 

The document was Noted.



C4-112071
Server-Assignment-Type AVP definition





29.229
  CR-0235  rev 1 (Rel-11) v..





Source: Ericsson

(Replaces C4-111844)

Discussion: 

CR was agreed as technically correct but it was postponed automatically since the dependent CR in C4-112070 was postponed.

Decision: 

The document was Postponed.



C4-112107
Clarification on Receiving Sh-Notif Error Response





29.328
  CR-0393  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-111914)

Decision: 

The document was Revised to C4-112173.



C4-112173
Clarification on Receiving Sh-Notif Error Response





29.328
  CR-0393  rev 2 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-112107)

Decision: 

The document was Agreed.



6.7
GTP [TEI11, ...]

C4-111713
OI flag in Delete Session Request





29.274
  CR-0972  (Rel-11) v..





Source: Nokia Siemens Networks

Abstract: 

According to 3GPP TS 23.401 subclause 5.5.1.1.3, for X2 based handover the Operation Indication (OI) bit shall not be set.

Also, according to 3GPP TS 23.401 subclause 5.5.1.2.2, for S1 based handover the Operation Indication (OI) bit shall not be set.

The conditions for setting the OI bit in the Delete Session Request message are modified to include NOT setting this bit for X2 based handover and S1 based handover Delete procedure.

Discussion: 

It was commented that the full set of the procedures need to be referred. 

The proposed text need to be enhanced.

Decision: 

The document was Revised to C4-112130.



C4-111714
Clarification to DAF PAA usage





29.274
  CR-0973  (Rel-11) v..





Source: Nokia Siemens Networks

Abstract: 

Currently the spec neither explains, nor gives relevant references for the use case when MME/S4-SGSN has to set DAF flag to 0 for the UE has requested IPv4v6 PDN, which is allowed by HSS. 3GPP TS 23.401 and TS 23.060 specify such matters. For instance, subclause 5.3.1.1 in TS 23.401 reads:

The PDN GW may restrict the usage of a PDN type IPv4v6 as follows.

-
If the PDN GW receives a request for PDN type IPv4v6, but the PDN GW operator preferences dictate the use of IPv4 addressing only or IPv6 prefix only for this APN, the PDN type shall be changed to a single address PDN type (IPv4 or IPv6) and a reason cause shall be returned to the UE indicating that only the assigned PDN type is allowed. In this case the UE shall not request another PDN connection to the same APN for the other IP version.

-
If the PDN GW receives a request for PDN type IPv4v6, but the MME does not set the Dual Address Bearer Flag due to the MME operator using single addressing per bearer to support interworking with nodes of earlier releases the PDN type shall be changed to a single IP version only and a reason cause shall be returned to the UE indicating that only single IP version per PDN connection is allowed. In this case the UE should request another PDN connection for the other IP version using the UE requested PDN connectivity procedure to the same APN with a single address PDN type (IPv4 or IPv6) other than the one already activated.

Notes are added to Table 7.2.1-1 and Table 8.4-1, which reference relevant subclause in TS 23.401 and TS 23.060, which also explain the usage of the respective GTPv2 Cause values.

Discussion: 

Clauses affected needs to be added and the typos corrected in the cover sheet.

Decision: 

The document was Revised to C4-112131.



C4-111715
Correcting Port Number IE type definition





29.274
  CR-0974  (Rel-11) v..





Source: Nokia Siemens Networks

Abstract: 

Context Request and Identification Request messages contain "UDP Source Port Number" IEs, which are of type "Port Number". Table 8.1-1 and subclause 8.56 however define "UDP Source Port Number" IE type, which obviously is incorrect. "port Number" type may be used by other IEs than "UDP Source Port Number" IE.

"UDP Source Port Number" type is corrected to "Port Number" type.

Decision: 

The document was Agreed.



C4-111716
GTP-U traffic over aggregated Ethernet links and ECMP routes





Source: Nokia Siemens Networks

Abstract: 

Currently, 3GPP TS 29.281 (GTP-U spec) defines that the UDP Destination Port number for all GTP-U messages, including encapsulated T-PDU shall be 2152. In case of Ethernet link aggregation or ECMP routing all WCDMA Iu-PS or LTE S1-U traffic might have same IP addresses and the same UDP port (2152). It is only the GTP TEID that is different per bearer and that could be used to correctly deliver the traffic. Many routers however are GTP agnostic and do not support the use of TEID to distribute traffic. So, below is the problems identification:

•
All packets will show identical Ethernet MAC addresses (same physical interfaces used)

•
All packets will show identical IP addresses (10.10.10.10 and 20.20.20.20 either as source and destination)

•
All packets will show identical UDP port numbers (2152 as destination)

Thus typical load balancing algorithms in routers will fail and all packets will be transmitted via the same physical Ethernet link capacity of the aggregated link effectively goes down to 1 Gbps.

It is proposed to agree on an optional control plane feature for Rel-11 and send an LS to RAN3. This will require Rel-11 CRs to RANAP, S1AP, GTPv1-C and GTPv2 specs.

Discussion: 

Alcatel-Lucent is not in favour of an annex as these are transport details and not GTP.

Nokia Siemens Networks commented that they will introduce a new Annex in the next WG meeting.

Decision: 

The document was Noted.



C4-111815
Clarification on Modify Access Bearers procedure





Source: NEC

Abstract: 

This paper discusses a protocol behaviour in the Modify Access Bearers procedure in case any of bearers in a PDN connection are NOT accepted by the eNB. This can happen in the HO and the UE initiated service request procedure.

NEC would like to review the companion CR (C4-111816) based on the analysis in section 3 and hopefully it can be agreed in CT4#54.

Discussion: 

Nokia Siemens Networks agrees with the discussion paper.

The proposal alternative 2 was endorsed by CT4.

Decision: 

The document was Noted.



C4-111816
Clarification on Modify Access Bearers procedure





29.274
  CR-0990  (Rel-11) v..





Source: NEC

Abstract: 

It is not clear in current text whether this IE shall include bearers that are used for the PDN connection and such PDN connection are subject for disconnection in the later process. This CR addresses the scenario, for example during the UE initiated service request procedure, the MME cannot reserve any eNB resources for entire PDN connection.

This CR proposes that the Bearer Contexts to be removed IE shall include all bearers, including the PDN connections that need to be released in later process.

Discussion: 

The proposed text need to be enhanced.

It was agreed that this should also apply for HO Procedures but this shall be done with the other CR.

Decision: 

The document was Revised to C4-112132.



C4-111817
Clarification on Bearer Contexts to be modified IE in Modify Bearer Request message





29.274
  CR-0991  (Rel-11) v..





Source: NEC

Abstract: 

According to the TS 23.401 section 5.5.1.2.2, step 15, the Modify Bearer Request message shall be used even for the case where none of existing bearer can be accepted by new eNB in the S1 HO with SGW change procedure. See snipped texts below from 23.401.

15. The MME sends a Modify Bearer Request (eNodeB address and TEID allocated at the target eNodeB for downlink traffic on S1 U for the accepted EPS bearers, ISR Activated) message to the target Serving GW for each PDN connection, including the PDN connections that need to be released.

However, the Bearer Contexts to be modified IE in the Modify Bearer Request message is currently defined as Mandatory attribution over the S4/S11 interfaces.

It does not seem the current stage 3 is compliant with stage 2 requirement.

This CR proposes to add clarification for the presence requirement of the Bearer Contexts to be modified IE over the S4/S11 interfaces.

Discussion: 

Pending on SA2 response.

Decision: 

The document was Postponed.



C4-111818
Polygon encoding correction





29.171
  CR-0020  (Rel-11) v..





Source: NEC

Decision: 

The document was Revised to C4-112093.



C4-111819
Handling MME partial failure for ISR enabled UEs





Source: Juniper Networks

Discussion: 

CT4 agreed that the partial failure should be added to the TR work.

Decision: 

The document was Noted.



C4-111820
CR: Handling MME partial failure for ISR enabled UEs





23.007
  CR-0173  (Rel-11) v..





Source: Juniper networks

Decision: 

The document was Postponed.



C4-111821
CR: Adding new cause of Delete Session Request





29.274
  CR-0992  (Rel-11) v..





Source: Juniper Networks

Abstract: 

3GPP TS 29.061 specifies a mean for the PDN GW to inform the PDN operator of session start and stop via the use of RADIUS accounting protocol over the (S)Gi interface. The RADIUS accounting protocol allows the PDN GW to inform the PDN about how the session was stopped (e.g., User Request, Idle Timeout, Admin Reset, Service Unavailable) via use of the Acct-Terminate-Cause AVP in the RADIUS Accounting-Request where the Acct-Status-Type is set to Stop. 

With the current GTPv2 protocol the PDN GW is unable to differentiate incoming Delete Session Request triggered by 1) UE initiated detach, 2) Explicit MME/SGSN-initiated detach due to O&M intervention, 3) Implicit MME/SGSN-initiated due to absence of communications with the UE for long period of time, or 4) HSS initiated detach for operator determined barring. 

As a result the PDN GW is unable to indicate to the PDN how the session was stopped, e.g., User Request vs. Lost Carrier, Lost Service etc.

-
Add Cause as a CO IE on S4, S5, S8, and S11 interfaces which will be filled in by MME/SGSN with appropriate value

-
Add new values to Causes to include how the UE was detached: UE Initiated, Explicit MME/SGSN Initiated, Implicit MME/SGSN Initiated, and HSS Initiated.

Discussion: 

It was commented that the default mapping of causes is needed and references to CT3 specifications. Also PMIP mapping needs to be added.

CT4 agreed that the issue should be raised up in CT3 via discussion paper.

Decision: 

The document was Postponed.



C4-111895
Discussion on S4 SGSN to S4 SGSN SRNS Relocation





Source: Huawei

Abstract: 

As the CR 036r1 on TS 29.060 agreed in the CN#07 depicted: “In R3#9 Paris Meeting, it was agreed that SRNS relocation procedure can be executed when there is only Iu signalling connection (R3-99J08). This means that there is a possibility of SRNS Relocation procedure executed even when no active PDP Context exists. Therefore, the PDP Context IE within Forward Relocation Request message needs to be ‘Conditional’.”

In this scenario, when performing the Gn/Gp SGSN to Gn/Gp/S4 SGSN SRNS Relocation procedure or S4 SGSN to Gn/Gp SGSN in case no active PDP Context, the SRNS Relocation procedure will be performed successfully.

However, the current speciation in subclause 7.3.1 on TS 29.274 depicts the “MME/SGSN UE EPS PDN Connections” IE and the “SGW S11/S4 IP Address and TEID for Control Plane” IE are mandatory IE in the GTPv2 Forward Relocation Request message.

According to the above principle, when performing the S4 SGSN to S4 SGSN SRNS Relocation procedure in case no active PDN connection Context, the SRNS Relocation procedure will fail due to missing the mandatory IE in GTPv2 Forward Relocation Request message.

It is very odd that the SGSN to SGSN SRNS Relocation procedure in case no active PDP/PDN connection Context will lead to different result when using GTPv1 or GTPv2 Forward Relocation Request message. And In the stage 2 description, this is no limitation to restrict the S4 SGSN to S4 SGSN SRNS Relocation procedure, and do not refer to the failure of S4 SGSN to S4 SGSN SRNS Relocation in case no active PDN connection Context exists. People get confused on this S4 SGSN to S4 SGSN SRNS Relocation scenario handling.

Compared with those three solutions in the discussion paper, the solution 3 is proposed. Huawei would like to review the companion CR (C4-111896) based on the solution 3 and hopefully it can be agreed in CT4#54.

Discussion: 

Ericsson and ZTE prefer to go back to GTPv1 fall back case.

The S4 SGSN to S4 SGSN SRNS Relocation procedure in case no active PDN connection means the Context will be rejected and this does not fulfil RAN3 case.

Alcatel-Lucent and Orange commented that they would not like to have GTPv1 forever which option 1 proposes.

Currently there was not agreement. More offline discussion is needed.

Decision: 

The document was Noted.



C4-111896
Forward Relocation Request message





29.274
  CR-1003  (Rel-11) v..





Source: Huawei

Decision: 

The document was Revised to C4-112137.



C4-111897
Reference RFC update





29.060
  CR-0839  (Rel-11) v..





Source: Huawei

Abstract: 

Present TS 29.060 refers to RFC 1700 but this particular RFC is obsoleted by RFC 3232, and therefore this fact has to be reflected.

Discussion: 

Backward compatibility check for the RFC needs to be stated in "reason for change" section.

Decision: 

The document was Revised to C4-112138.



C4-111898
Reference RFC update





29.281
  CR-0045  (Rel-11) v..





Source: Huawei

Abstract: 

Present TS 29.281 refers to RFC 2373, but this particular RFC is obsoleted by RFC 3513 while the RFC 3513 is obsoleted by RFC 4291, and therefore this fact has to be reflected.

Discussion: 

Backward compatibility check for the RFC needs to be stated in "reason for change" section.

Decision: 

The document was Revised to C4-112139.



C4-111902
Discussion on S1 handover procedure





Source: Huawei

Abstract: 

This discussion paper proposes an alternative solution for C4-111817.

This paper discusses a protocol behaviour in the S1 handover with SGW relocation procedure in case the default bearer of a PDN connection has not been accepted by the target eNodeB and there are other PDN connections active. This can also happen in the inter RAT handover procedure.

Compared with those three solutions, the solution 2 is proposed. Huawei would like to review the companion CR (C4-111903) based on the solution 2 and hopefully it can be agreed in CT4#54.

Discussion: 

For According to handling of S1 handover procedure, as specified in TS 23.401 subclause 5.5.1.2: “The MME sends a Modify Bearer Request (eNodeB address and TEID allocated at the target eNodeB for downlink traffic on S1 U for the accepted EPS bearers, ISR Activated) message to the target Serving GW for each PDN connection, including the PDN connections that need to be released”, the target MME shall sent a modify bearer request for the unaccepted LBI#3, and this modify bearer request message also need to be forward to the PGW to establish the GTP path between the new SGW and PGW.

Decision: 

The document was Noted.



C4-111948
LS on the condition to deactivate ISR by the SGSN





Source: TSG CT WG1

Abstract: 

CT1 has studied, during the CT1#71 and CT1#72 meetings, proposals on issues of the condition of deactivation of ISR for UEs that have support of EMM combined procedures. The current condition in TS 24.008 (section 4.7.5.2.3) is based on a UE-based solution in which the UE informs the network about its support of EMM combined procedures (static capability).

Two solutions have been presented for possible enhancement of Rel-11: enhanced UE-based (C1-111853; CT1#71), and network-based (as per Solution 4 in S2-101492 / C1-100844 discussed back in February 2010; SA2#78 / CT1#63). The enhanced UE-based approach had not enough support in CT1 and was not agreed. At CT1#72, CT1 agreed that it would be beneficial to further investigate the network-based approach, but was of the opinion that stage 2 would be better placed to investigate this issue and make normative changes to their specifications, if required, before CT1 and CT4 modify their specifications accordingly.

Decision: 

The document was Noted.



C4-112093
Polygon encoding correction





29.171
  CR-0020  rev 1 (Rel-11) v..





Source: NEC

(Replaces C4-111818)

Decision: 

The document was Agreed.



C4-112130
OI flag in Delete Session Request





29.274
  CR-0972  rev 1 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-111713)

Decision: 

The document was Agreed.



C4-112131
Clarification to DAF PAA usage





29.274
  CR-0973  rev 1 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-111714)

Decision: 

The document was Agreed.



C4-112132
Clarification on Modify Access Bearers procedure





29.274
  CR-0990  rev 1 (Rel-11) v..





Source: NEC

(Replaces C4-111816)

Discussion: 

CT4 meeting agreed that TAU/Handover case need to be examine further.

Decision: 

The document was Agreed.



C4-112133
LS on unaccepted PDN connection during the handover procedure





Source: Huawei

Discussion: 

The text should highlight the backwards Incompatibility of solution 2.

Decision: 

The document was Revised to C4-112200.



C4-112137
Forward Relocation Request message





29.274
  CR-1003  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-111896)

Discussion: 

The proposed text need to be enhanced. Also clarification note is needed to explain scenario.

Orange does not like reliance to GTPv1.

Alcatel-Lucent would like to make offline checking and come up with GTPv2 solution on this.

Decision: 

The document was Postponed.



C4-112138
Reference RFC update





29.060
  CR-0839  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-111897)

Decision: 

The document was Agreed.



C4-112139
Reference RFC update





29.281
  CR-0045  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-111898)

Decision: 

The document was Agreed.



C4-112200
LS on unaccepted PDN connection during the handover procedure





Source: Huawei

(Replaces C4-112133)

Decision: 

The document was Approved.



6.8
HLR/HSS selection function [TEI11,...]

C4-111939
HLR/HSS domain selection function alignment with Stage 2 requirement





23.018
  CR-0182  (Rel-11) v..





Source: China Mobile

Decision: 

The document was Revised to C4-112098.



C4-112098
HLR/HSS domain selection function alignment with Stage 2 requirement





23.018
  CR-0182  rev 1 (Rel-11) v..





Source: China Mobile

(Replaces C4-111939)

Decision: 

The document was Revised to C4-112217.



C4-112217
HLR/HSS domain selection function alignment with Stage 2 requirement





23.018
  CR-0182  rev 2 (Rel-11) v..





Source: China Mobile

(Replaces C4-112098)

Decision: 

The document was Agreed.



6.9
Any other business for Release 11[TEI11, ...]

6.9.1
Anonymous call rejection in CS Domain

C4-111682
Addition of Anonymous Call Rejection in the CS domain 





23.088
  CR-0004  (Rel-11) v..





Source: Alcatel-Lucent

Abstract: 

Need to specify stage 2 requirements for the new ACR supplementary service.

Decision: 

The document was Revised to C4-112031.



C4-111683
Addition of Anonymous Call Rejection in the CS domain





24.088
  CR-0002  (Rel-11) v..





Source: Alcatel-Lucent

Abstract: 

Activation, deactivation and interrogation of the status of the ACR supplementary service are supported by USSD procedure.

Decision: 

The document was Revised to C4-112032.



C4-111684
Addition of Anonymous Call Rejection in the CS domain





29.002
  CR-1032  (Rel-11) v..





Source: Alcatel-Lucent

Abstract: 

A new reason "anonymousCallRejection" for incoming call barring is added in the SRI negative response to allow the HLR to signal to the GMSC that a call is rejected due to the application of the ACR supplementary service.

The conditions for the GMSC to send the Additional Signalling Info and basic service group IEs in the SRI request are extended to take into account the requirements specified in TS 23.088.

Decision: 

The document was Revised to C4-112033.



C4-111685
Addition of Anonymous Call Rejection in the CS domain





23.018
  CR-0181  (Rel-11) v..





Source: Alcatel-Lucent

Abstract: 

The GMSC maps an SRI negative response with the anonymousCallRejection reason to the ISUP release cause 24. 

The ITU-T Q.850 reference is amended to also refer to the amendment 1 (this amendment is already referenced in TS 29.163).

The Check-IC_Barring procedure (called by the HLR during the SRI procedure, as part of the subscription checking) is extended to also include a check for ACR.

Decision: 

The document was Revised to C4-112034.



C4-111888
Addition of Anonymous Call Rejection in the CS layered architecture





23.205
  CR-0250  (Rel-11) v..





Source: Ericsson

Abstract: 

Anonymous Call Rejection is not specified in CS PLMN and for layered architecture the GMSC must signal an announcement to the calling party to indicate that the call is being rejected due to the calling party number being explicitly withheld. The handling with regards to this specification are similar to ODB but currently the specification does not include other types of barring.

When the GMSC receives an indication that the call is rejected due to ACR it shall seize a MGW and apply an announcement back to the calling party. Additionally the Cause No 24 shall be returned to the preceding network.

Decision: 

The document was Revised to C4-112035.



C4-111889
Addition of Anonymous Call Rejection in the CS layered architecture





23.231
  CR-0044  (Rel-11) v..





Source: Ericsson

Abstract: 

Anonymous Call Rejection is not specified in CS PLMN and for layered architecture the GMSC must signal an announcement to the calling party to indicate that the call is being rejected due to the calling party number being explicitly withheld. The handling with regards to this specification are similar to ODB but currently the specification does not include other types of barring.

When the GMSC receives an indication that the call is rejected due to ACR it shall seize a MGW and apply an announcement back to the calling party. Additionally the SIP response code 433 shall be returned to the preceding network.

Decision: 

The document was Revised to C4-112036.



C4-111890
Anonymous Call Rejection interactions with CUG





23.085
  CR-0003  (Rel-11) v..





Source: Ericsson

Decision: 

The document was Agreed.



C4-112031
Addition of Anonymous Call Rejection in the CS domain 





23.088
  CR-0004  rev 1 (Rel-11) v..





Source: Alcatel-Lucent

(Replaces C4-111682)

Discussion: 

Ericsson commented that there might be impacts for pre-release 10 specifications which may need to be discussed in the future meeting. Alcatel-Lucent commented that this should also apply to other features.

Decision: 

The document was Revised to C4-112218.



C4-112032
Addition of Anonymous Call Rejection in the CS domain





24.088
  CR-0002  rev 1 (Rel-11) v..





Source: Alcatel-Lucent

(Replaces C4-111683)

Decision: 

The document was Agreed.



C4-112033
Addition of Anonymous Call Rejection in the CS domain





29.002
  CR-1032  rev 1 (Rel-11) v..





Source: Alcatel-Lucent

(Replaces C4-111684)

Decision: 

The document was Agreed.



C4-112034
Addition of Anonymous Call Rejection in the CS domain





23.018
  CR-0181  rev 1 (Rel-11) v..





Source: Alcatel-Lucent

(Replaces C4-111685)

Decision: 

The document was Agreed.



C4-112035
Addition of Anonymous Call Rejection in the CS layered architecture





23.205
  CR-0250  rev 1 (Rel-11) v..





Source: Ericsson

(Replaces C4-111888)

Decision: 

The document was Revised to C4-112219.



C4-112036
Addition of Anonymous Call Rejection in the CS layered architecture





23.231
  CR-0044  rev 1 (Rel-11) v..





Source: Ericsson

(Replaces C4-111889)

Decision: 

The document was Revised to C4-112220.



C4-112218
Addition of Anonymous Call Rejection in the CS domain 





23.088
  CR-0004  rev 2 (Rel-11) v..





Source: Alcatel-Lucent

(Replaces C4-112031)

Decision: 

The document was Agreed.



C4-112219
Addition of Anonymous Call Rejection in the CS layered architecture





23.205
  CR-0250  rev 2 (Rel-11) v..





Source: Ericsson

(Replaces C4-112035)

Decision: 

The document was Agreed.



C4-112220
Addition of Anonymous Call Rejection in the CS layered architecture





23.231
  CR-0044  rev 2 (Rel-11) v..





Source: Ericsson

(Replaces C4-112036)

Decision: 

The document was Agreed.



6.9.2
3GPP / IETF Coordination

C4-111932
3GPP / IETF Coordination,proposed procedural changes





Source: CT Chairman

Abstract: 

The document was presented in CT#52 and the procedures were approved. The document is presented for information in CT4.

Decision: 

The document was Noted.



6.9.3
SBc-AP Interface

C4-111679
Error Indication procedure





29.168
  CR-0016  (Rel-11) v..





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



6.9.4
Bearer transport

C4-111680
Default inner MTU size





29.275
  CR-0200  (Rel-11) v..





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-111681
Default inner MTU size





29.281
  CR-0043  (Rel-11) v..





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



6.9.5
VCSG

C4-111762
Retrieving CSG subscription data from the CSS





29.272
  CR-0365  (Rel-11) v..





Source: ZTE, Qualcomm Incorporated

Discussion: 

Huawei would like to know why not reusing existing commands.

Ericsson commented that the reason why this solution is chosen is not clear.

Nokia Siemens Networks: What about other commands like insert subscriber data, purge, etc.

Ericsson commented that CT4 need to check if we can reuse existing commands like we have done it for SWx.

It is preferred to see the analysis  on reuse or new command documented in a discussion paper.

CT4 agreed to send an LS from CT4#54bis meeting to SA1 and SA2  raising detailed questions on the open issues.

Decision: 

The document was Postponed.



C4-111763
Update of VCSG subscription data in MME/SGSN





29.272
  CR-0366  (Rel-11) v..





Source: ZTE, Qualcomm Incorporated

Decision: 

The document was Postponed.



C4-111764
CSS information storage





23.008
  CR-0346  (Rel-11) v11.0.0





Source: ZTE, Qualcomm Incorporated

Decision: 

The document was Postponed.



C4-111765
Diameter Applications Identifiers and Codes for S7a/S7d interface





29.230
  CR-0233  (Rel-11) v..





Source: ZTE, Qualcomm Incorporated

Decision: 

The document was Postponed.



C4-111937
Definition of CSS number for VCSG





23.003
  CR-0304  (Rel-11) v..





Source: Qualcomm Incorporated

Decision: 

The document was Postponed.



6.9.6
PMIP

C4-111790
PMIP RAT type for xHRPD





29.275
  CR-0205  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-111899
Reference RFC update





29.272
  CR-0376  (Rel-11) v..





Source: Huawei

Discussion: 

Bridgewater commented that the diameter references to RFC 2234

Ericsson prefer to leave the reference to the old RFC.

Offline checking during the meeting is needed.

Decision: 

The document was Withdrawn.



C4-111900
Reference RFC update





29.172
  CR-0015  (Rel-11) v..





Source: Huawei

Discussion: 

Detailed check, to be done related to RFC 3588 and the reference to 2234.

Decision: 

The document was Revised to C4-112094.



C4-112094
Reference RFC update





29.172
  CR-0015  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-111900)

Discussion: 

CT4 agreed that a reference to 2234 remains.

Decision: 

The document was Revised to C4-112221.



C4-112221
Reference RFC update





29.172
  CR-0015  rev 2 (Rel-11) v..





Source: Huawei

(Replaces C4-112094)

Decision: 

The document was Agreed.



6.9.7
AVP code allocation requests

C4-111872
AVP range reservation for 32.299





29.230
  CR-0240  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



6.9.8
None 3GPP access (Diameter interfaces)

C4-111843
SWx Restoration





29.273
  CR-0225  (Rel-11) v..





Source: Ericsson

Decision: 

The document was Revised to C4-112070.



C4-112070
SWx Restoration





29.273
  CR-0225  rev 1 (Rel-11) v..





Source: Ericsson

(Replaces C4-111843)

Discussion: 

It was seen that the handover solution should also be covered.

Decision: 

The document was Postponed.



C4-112215
SWx restoration





29.230
  CR-0258  (Rel-11) v..





Source: Ericsson

Decision: 

The document was Postponed.



6.9.9
3GPP access (Diameter interfaces)

C4-111854
Correction to Cancel Location for Initial Attach





29.272
  CR-0375  (Rel-11) v..





Source: ZTE

Decision: 

The document was Withdrawn.



6.9.10
CAMEL

C4-111863
Extension parameter for Release Call





23.078
  CR-0837  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112170.



C4-111864
Extension parameter for Release Call 





29.078
  CR-0414  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112171.



C4-112170
Extension parameter for Release Call





23.078
  CR-0837  rev 1 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-111863)

Decision: 

The document was Agreed.



C4-112171
Extension parameter for Release Call 





29.078
  CR-0414  rev 1 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-111864)

Decision: 

The document was Agreed.



6.9.11
Mobility and SIPTO at the Local Network

C4-111901
Status of LIPA Mobility and SIPTO at the Local Network (LIMONET)





Source: Huawei

Abstract: 

During the development of the Rel-10 version of the 3GPP specification TSG CT WGs have been working on Local IP Access (LIPA) and Selected IP Traffic Offload (SIPTO). In Rel-11 there is further work on these two features; LIPA Mobility and SIPTO at the Local Network (LIMONET).

This paper presents the status and overview progress of the work on LIMONET and identifies TSG CT working groups (WGs) impacts in order to plan for future stage 3 needed work in Rel-11.

It is important to note that the paper was already seen and discussed by CT1 (#72; in Shanghai) including the corresponding proposed work items. The work items were discussed and revised during the meeting according to received comments from different companies. Hence, this paper is an updated version of the one discussed by CT1 in June.

The evolution of the Rel-10 work on LIPA and SIPTO for the Rel-11 version of 3GPP specifications requires stage 3 work in TSG CT WGs.

Huawei as the rapporteur of the LIMONET feature at stage 2 level has prepared the necessary work item description documents (WIDs) for providing plan of necessary work in both CT1 and CT4 working groups. This paper and the corresponding WIDs are submitted for agreement for both CT1 and CT4 working groups.

Decision: 

The document was Noted.



C4-111976
LS on LIPA mobility architecture





Source: TSG SA WG2

Decision: 

The document was Noted.



6.9.12
MAP

C4-111913
MAP-READAY-FOR-SM for IP-SM-GW





29.002
  CR-1040  (Rel-11) v..





Source: Huawei

Discussion: 

Nokia Siemens Networks commented that the IMSI is always available in send routing info for SM. What is the use case when IMSI is not available? Huawei needs to check if no use case CR not needed. 

Alcatel-Lucent is suspicious that this is not covered in stage 2 but Huawei clarified that it is covered in 23-series.

Decision: 

The document was Revised to C4-112174.



C4-111986
ASN.1 exports for 32.298





29.002
  CR-1043  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112174
MAP-READAY-FOR-SM for IP-SM-GW





29.002
  CR-1040  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-111913)

Decision: 

The document was Revised to C4-112222.



C4-112222
MAP-READAY-FOR-SM for IP-SM-GW





29.002
  CR-1040  rev 2 (Rel-11) v..





Source: Huawei

(Replaces C4-112174)

Decision: 

The document was Agreed.



7
Release 10

7.1
Local Call Local Switch

C4-111785
LCLS BSS Status update, call establishment subclauses





23.284
  CR-0012  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Abstract: 

GERAN has finalised the specification of the LCLS-BSS IE Status values. Some update to TS 23.284 is needed to align the values in both specifications.

Decision: 

The document was Agreed.



C4-111786
LCLS BSS Status update, LCLS break and re-establishment subclauses





23.284
  CR-0013  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Abstract: 

GERAN has finalised the specification of the LCLS-BSS IE Status values. Some update to TS 23.284 is needed to align the values in both specifications.

Decision: 

The document was Agreed.



C4-111787
LCLS BSS Status update, handover subclauses





23.284
  CR-0014  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Abstract: 

GERAN has finalised the specification of the LCLS-BSS IE Status values. Some update to TS 23.284 is needed to align the values in both specifications.

Discussion: 

8.4.5.5.2 – Steps not from current TS, and there are two Figures in section.  Second Figure should be removed.

Decision: 

The document was Revised to C4-112101.



C4-111788
LCLS BSS Status update, call forwarding subclauses





23.284
  CR-0015  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Abstract: 

GERAN has finalised the specification of the LCLS-BSS IE Status values. Some update to TS 23.284 is needed to align the values in both specifications

Decision: 

The document was Revised to C4-112102.



C4-111886
Clarification of LCLS negotiation and handling of tones or announcements





23.284
  CR-0016  (Rel-10) v10.1.0





Source: Alcatel-Lucent, Ericsson

Abstract: 

The handling of the LCLS negotiation IE and the provision of tones and announcements is not clearly described in the specification. 

The use of the LCLS negotiation IE is clarified and a table with LCLS connection preferences is introduced in the general concept section. A statement concerning to the general use of isolation is added. The general concept of mid-call LCLS negotiation and LCLS re-negotiation is added to the LCLS negotiation section. Since all LCLS connection preferences are defined, the case studies for LCLS negotiation are moved to an informative annex including a precision of the case study descriptions. The description of the handling of tones or announcements during an LCLS call is precised as well.

Decision: 

The document was Revised to C4-112103.



C4-111927
LCLS Configuration Applicability





23.284
  CR-0017  (Rel-10) v10.1.0





Source: Huawei, China Mobile

Abstract: 

As the stage 2 specification, 3GPP TS 23.284 define six LCLS configuration options to contain the different LCLS connection preferences.

With respect to the applicability of these configurations, the current specification has the following statement. “If the BSS does not support a certain configuration, this shall be indicated in the LCLS-BSS-Status IE to the MSC Server.”

However, it is not clear which of them are indispensible for BSS to support the LCLS feature.

The first option of “connect both-way in the BSS” is the basic configuration that BSS should support.

The second option of “connected both-way in the BSS and bi-casted UL to the Core Network” requests the BSS to support bi-cast, which is needed in all of the handover scenarios. Therefore, bi-cast is the necessary functionality for BSS when support LCLS.

However, the usage of the other four configurations are dependent on the specific network requirements, and therefore are not mandatory for BSS to support.

Add the description that the BSS should support the first LCLS configurations of “connect both-way in the BSS” and “connected both-way in the BSS and bi-casted UL to the Core Network” when supports LCLS feature.

The other four configurations are optional for BSS to support.

Discussion: 

Ericsson and Nokia Siemens Networks believe the proposed changes are not needed since the detailed information of the use is already covered in the specification.

It was agreed to add a note for clarification.

Decision: 

The document was Revised to C4-112104.



C4-111928
MSC Backward LCLS Negotiation





23.284
  CR-0018  (Rel-10) v10.1.0





Source: Huawei, China Mobile

Abstract: 

The previous CT4 meeting discussed the possible inconsistent procedures for backward LCLS negotiation during call establishment. The general principle for LCLS negotiation is described as follows in 3GPP TS 23.284.

Sub-clause 4.2.1: “Depending on the support of LCLS, the MSC servers and intermediate nodes, including GMSC server, may remove the LCLS Negotiation IE from further signalling on the Nc interface (e.g. if node does not support LCLS) or modify the contents of LCLS Negotiation IE (e.g. if LCLS is not allowed for the subscriber or if bicasting is required).”

The basic understanding is that, if some of the MSC node does not support LCLS, it will remove the LCLS Negotiation IE from the call signalling. On the other hand, the oMSC can deduce that LCLS is not supported by at least one of the CN nodes on the path when it receives the backward message without of any LCLS Negotiation IE.

However in the current backward LCLS negotiation procedure, the intermidiate MSC would insert the LCLS Negotiation IE again indicating "LCLS not allowed" even when the IE was discarded by the tMSC not support LCLS.

The possible reason to sustain such handling is the oMSC may need such information to decide whether it is needed to wait for the following LCLS messages. However, it does not have any impact on the LCLS handling for oMSC. No benefit is seen to use different procedures for intermediate and terminating nodes when handling LCLS negotiation signallings.

During LCLS negotiation procedure, if the CN node supports the LCLS feature and not accept the specific configuration, it should modify the LCLS Negotiation IE indicating “LCLS is not allowed”. The following description is therefore not correct.

Sub-clause 6.2.1.2.2: “If the intermediate node supports the LCLS feature and has sent the IAM message without GCR IE and LCLS-Negotiation IE (configuration not permitted), it should include the LCLS-Negotiation IE indicating "LCLS not allowed" into APM/ACM before forwarding the APM/ACM to the preceding node.”

Modify the backward LCLS negotiation procedure that the intermediate should not insert the LCLS negotiation IE when it is not included in the received backward message.

Delete the description of intermediate node handling in backward LCLS negotiation procedure, when the intermediate node supports the LCLS feature and not accept the specific configuration.

Discussion: 

This CR overlaps with CR C4-111941.

After discussion is was agreed to merge this CR with C4-111941 in C4-112105,

Decision: 

The document was Withdrawn.



C4-111929
LCLS Connect during Handover





23.284
  CR-0019  (Rel-10) v10.1.0





Source: Huawei

Abstract: 

During LCLS call establishment, the BSS cannot through connect local switching until it receives “LCLS Connect” indication from both of the two call legs. The reason here is that the BSS should ensure the assignment procedures for the two call legs are completed before it can through connect the local media plane.

The procedures are specified by the following places of 3GPP TS 23.284.

Sub-clause 6.2.1.3.4: “If the BSS has received the LCLS-Connection-Status-Control IE set to "Connect" for both call legs associated to the LCLS call it shall locally switch the user plane between the two call legs and report the through-connection via LCLS-BSS-Status IE in the LCLS-Connect-Control Acknowledge message.”

Sub-clause 6.3.2: “26. The tMSC server indicates to the tBSS that this call leg is ready to be locally switched by sending the LCLS_CONNECT_CONTROL message (note the BSS cannot through-connect LCLS until it receives the same indication from the oMSC server).”

Sub-clause 6.3.2: “34a. Since the BSS has received the through connect request for both call legs the oBSS returns the LCLS_CONNECT_CONTROL_ACK message with the LCLS-BSS-Status IE set to "call is locally switched".”

If the call is not an intra-BSS call, the BSS will not receive “LCLS Connect” indication from any of the two call legs according to the procedure described in sub-clause 6.3.3.

However, if then one of the UEs handovers to another BSS that makes the call into an intra-BSS call, LCLS will be performed according to procedures in sub-clause 8. Take sub-clause 8.2.2.1.5 as an example.

Sub-clause 8.2.2.1.5.2: “Target BSS performs call leg correlation with GCR to determine if another call leg is active with the same GCR. The Target BSS reports in Handover Request Acknowledge message that the local call was found but LCLS is not yet established.”

In this case, the target BSS performs LCLS thought connection only based on “LCLS Connect” indication received for one call leg. Since there’s no asynchronization issue for the two call legs during handover, the target BSS does not need to wait for the same indication for the other call leg.

To simplicy the issue, it is suggested to specify the above statement in the handover procedures.

Decision: 

The document was Revised to C4-112106.



C4-111930
BSS Internal Handover not Change LCLS





23.284
  CR-0020  (Rel-10) v10.1.0





Source: Huawei

Abstract: 

The current 3GPP TS 23.284 has the following description regarding to the BSS internal handover procedure.

Sub-clause 8.4.5: “If an internal handover procedure occurs that does not modify the LCLS status of a call, the local switching should not be modified within the BSS.”

In case BSS detects the internal handover request, the BSS can determine whether the LCLS status will be impacted. If the call can be still locally switched, there’s no need to have the normal handover procedures.

Modify the internal handover procedures when it does not modify the LCLS status of a locally switched call.

Discussion: 

It was seen that this change is not needed.

Decision: 

The document was Withdrawn.



C4-111931
Discussion on BSS Initiated LCLS Break





Source: Huawei

Abstract: 

3GPP TS 23.284 now provides two alternative solutions for BSS initiated LCLS break.

a/ BSS Initiated, Immediate LCLS Break.

When the BSS determines that local switching should be disconnected, it shall immediately break local switching and then inform the Core Network.

b/ BSS Initiated, LCLS Break requested from Core Network.

When the BSS determines that local switching should be disconnected, the BSS first requests the Core Network to prepare for LCLS break and on the reception of LCLS break request on both call legs the BSS breaks local switching. 

However, the current specification does not specify how does the BSS to make the decision which solution to use, even the benefits for the two solutions.

The source company does not believe there’s fundamental requirement to have two solutions for BSS initiated LCLS break procedure, and also not see any critical impact if leave only one of the two solutions.

Discussion: 

Ericsson and Alcatel-Lucent believe that it is up to BSS implementation to decide which case to use. 

CT4 agreed that both solution are visible.

Decision: 

The document was Noted.



C4-111940
Update of mid-call announcement/tone examples





23.284
  CR-0021  (Rel-10) v10.1.0





Source: Ericsson

Abstract: 

Result Code is an information element in the LCLS Negotiation Request Acknowledge message. The Result Code is still missing in the LCLS Negotiation Request Acknowledge message used in mid-call announcement/tone call flows.

Result Code IE is added to the LCLS Negotiation Request Acknowledge message used in mid-call LCLS negotiation call flows.

Decision: 

The document was Agreed.



C4-111941
Negotiation of LCLS support





23.284
  CR-0022  (Rel-10) v10.1.0





Source: Ericsson

Abstract: 

The reasoning and text description for including LCLS Negotiation IE in responses when succeeding nodes do not support LCLS is unclear.

If a node supports LCLS but another node in the path does not support LCLS then the succeeding node will discard the LCLS IEs according to the compatibility settings. However there can be scenarios where a subsequent call leg to another succeeding node is initiated for the same call, for example call forwarding on no reply. In such a case LCLS IEs may then be forwarded also and an LCLS call may be feasible. It should then be possible to send this successful result back to preceding nodes. However it could (should) be seen as erroneous if an initial LCLS IE was discarded by the adjacent nodes and the originating node should not expect any subsequent LCLS signalling.

Simply discarding the protocol information element if LCLS is not supported by subsequent nodes or the LCLS negotiation resulted in LCLS not being allowed for the initially proposed LCLS preferences would be a very poor protocol solution and non-future proof protocol design. The nodes which support LCLS shall always respond to the protocol explicitly, indicating whether the LCLS request was permitted or if subsequent nodes do not support LCLS feature.

Update the LCLS Negotiation during call establishment to clarify this behaviour and differentiate between nodes not permitting LCLS and if succeeding nodes do not support LCLS. Also clarified that provided LCLS is supported then subsequent re-negotiation of LCLS may occur at any time.

Discussion: 

CR overlaps with C4-111928

It was seen that the proposed CR can be used as basic. Offline drafting is needed to add parts from C4-111928.

Decision: 

The document was Revised to C4-112105.



C4-111942
Indication of LCLS Negotiation type





29.205
  CR-0034  (Rel-10) v10.1.0





Source: Ericsson

Abstract: 

LCLS Negotiation identifier is used in IAM, ACM, CPG and APM message. 

APM in backward direction may be sent as: 

-
Backward LCLS negotiation message where the value of LCLS-Negotiation identifier indicates the response to the configuration preference requested within IAM; or as

-
LCLS Negotiation Change Request message where the value of LCLS-Negotiation identifier indicates the requested configuration preference;

but currently it is not possible to distinguish these two cases.

A spare bit 6 is used to indicate the type of LCLS Negotiation Identifier: request or response.

Decision: 

The document was Agreed.



C4-111962
Reply LS on Update of LCLS Configuration





Source: TSG GERAN WG2

Abstract: 

GERAN2 has agreed to include the two new LCLS configuration values, as indicated in the LS from CT4, into the CR to 48.008 (see attached CR).

Furthermore, GERAN2 has also agreed on a common LCLS-BSS-Status value “call is locally switched with requested LCLS configuration” which will be sent to the MSC to indicate that the BSS has performed local switching according to the LCLS configuration requested by the core network. The CR has been revised accordingly.

With the LCLS CR agreed in GERAN2, the stage 3 work for LCLS in GERAN is now 100% complete.

Decision: 

The document was Noted.



C4-112101
LCLS BSS Status update, handover subclauses





23.284
  CR-0014  rev 1 (Rel-10) v10.1.0





Source: Nokia Siemens Networks

(Replaces C4-111787)

Decision: 

The document was Agreed.



C4-112102
LCLS BSS Status update, call forwarding subclauses





23.284
  CR-0015  rev 1 (Rel-10) v10.1.0





Source: Nokia Siemens Networks

(Replaces C4-111788)

Decision: 

The document was Agreed.



C4-112103
Clarification of LCLS negotiation and handling of tones or announcements





23.284
  CR-0016  rev 1 (Rel-10) v10.1.0





Source: Alcatel-Lucent, Ericsson

(Replaces C4-111886)

Decision: 

The document was Agreed.



C4-112104
LCLS Configuration Applicability





23.284
  CR-0017  rev 1 (Rel-10) v10.1.0





Source: Huawei, China Mobile

(Replaces C4-111927)

Decision: 

The document was Agreed.



C4-112105
Negotiation of LCLS support





23.284
  CR-0022  rev 1 (Rel-10) v10.1.0





Source: Ericsson, Huawei, China Mobile

(Replaces C4-111941)

Decision: 

The document was Agreed.



C4-112106
LCLS Connect during Handover





23.284
  CR-0019  rev 1 (Rel-10) v10.1.0





Source: Huawei

(Replaces C4-111929)

Decision: 

The document was Agreed.



7.2
Enhanced User Data Convergence

7.3
Selected IP Traffic Offload

7.4
Local IP access

7.5
Network Improvements for Machine Type Communication

7.6
EPC nodes failure

7.6.1
EPC nodes failure ISR not active

C4-111705
PMIP alignment for the network triggered service restoration procedure





23.007
  CR-0171  (Rel-10) v10.4.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-112045.



C4-112045
PMIP alignment for the network triggered service restoration procedure





23.007
  CR-0171  rev 1 (Rel-10) v10.4.0





Source: NTT DOCOMO

(Replaces C4-111705)

Decision: 

The document was Agreed.



7.6.2
EPC nodes failure ISR active

7.7
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications

C4-111887
Incorportation of latest ITU-T ECN package and proposed ammendment





29.238
  CR-0028  (Rel-10) v10.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-112085.



C4-111955
LS on Decision of maximum codec mode from b=AS





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-111963
LS on progress on H.248.82 “Explicit Congestion Notification Support”





Source: ITU Q3/16

Discussion: 

CT4 delegates were request to check the attached H.248 package on ECN and to provide feedback to ITU.

Decision: 

The document was Noted.



C4-111966
Reply LS on setting b=AS for speech





Source: TSG SA

Decision: 

The document was Noted.



C4-112010
Reply LS on Explicit Congestion Notification (ECN) support in release 9 IMS





Source: TSG SA WG4

Decision: 

The document was Noted.



C4-112011
Reply LS on decision on maximum codec mode from b=AS





Source: TSG SA WG4

Decision: 

The document was Noted.



C4-112085
Incorportation of latest ITU-T ECN package and proposed ammendment





29.238
  CR-0028  rev 1 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-111887)

Decision: 

The document was Agreed.



C4-112086
Reply LS on progress on H.248.82 "Explicit Congestion Notification Support"





Source: Ericsson

Decision: 

The document was Approved.



C4-112087
Reply LS on decision on maximum codec mode from b=AS





Source: Nokia Siemens Networks

Abstract: 

1.
(SA4 question) According to 3GPP H.248 profiles, will servers and gateways behave in such a manner that gateways are configured to send only AMR or AMR-WB codec modes below those implied by b=AS when an SDP offer is received, where b=AS is set to a value corresponding to a lower mode than the highest?

(CT4 answer) No, 3GPP Mn-profile (see 3GPP 29.332 subclause 10.2.1 AMR and AMR-WB codecs) does not take the b=AS line into account for AMR or AMR-WB codec modes.

Decision: 

The document was Revised to C4-112205.



C4-112205
Reply LS on decision on maximum codec mode from b=AS





Source: Nokia Siemens Networks

(Replaces C4-112087)

Abstract: 

1.
(SA4 question) According to 3GPP H.248 profiles, will servers and gateways behave in such a manner that gateways are configured to send only AMR or AMR-WB codec modes below those implied by b=AS when an SDP offer is received, where b=AS is set to a value corresponding to a lower mode than the highest?

(CT4 answer) No, 3GPP Mn-profile (see 3GPP 29.332 subclause 10.2.1 AMR and AMR-WB codecs) does not take the b=AS line into account for AMR or AMR-WB codec modes.

Decision: 

The document was Approved.



7.8
S2b Mobility based on GTP

7.9
Multi Access PDN Connectivity

C4-111987
PDN registrations / deregistrations towards HSS





Source: Alcatel-Lucent

Decision: 

The document was Noted.



7.10
Enhanced multimedia priority service

7.11
PCRF restoration

7.12
eSRVCC

C4-111686
Transcoding at ATCF/ATGW during eSRVCC





23.334
  CR-0011  (Rel-10) v10.1.0





Source: Alcatel-Lucent

Abstract: 

The ATGW is described in TS 23.237 clause 5.3.5 as supporting transcoding after SRVCC handover if the MSC Server doesn’t support the media that was supported before SRVCC occurred. 

TS 23.237 also states that the ATCF/ATGW may be co-located with the P-CSCF/IMS-AGW.

There are a number of reasons why placement of the ATCF in the P-CSCF (and corresponding placement of the ATGW in the IMS-AGW) makes sense: 

-
The IBCF/TrGW combination is typically only used in roaming scenarios. In addition, the ATCF is typically inserted at IMS registration but there is no IBCF involved at this point.

-
P-GW is a poor candidate for the ATGW due to lack of functional overlap

-
CS-MGW is a poor candidate since not all calls will experience SRVCC so it will dramatically increase the signalling load on the MSC for little value

-
The IMS-AGW is an ideal candidate due to a high degree of functional overlap and since the P-CSCF is always in the call path.

Control of transcoding isn’t currently supported over the Iq reference point (between the P-CSCF and IMS-AGW) and so the current Iq reference point doesn’t allow corresponding support.

Transcoding is added as a new optional functionality over the Iq reference point.

Decision: 

The document was Revised to C4-112044.



C4-111687
Transcoding at ATCF/ATGW during eSRVCC





29.334
  CR-0022  (Rel-10) v10.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112062.



C4-111936
eSRVCC related H.248 Requirements





Source: Nokia Siemens Networks

Abstract: 

At the last meeting CT4#53, CT4 has received the LS C4-111345 on "Interface requirements between ATCF and ATGW" from SA2 asking CT4 to update their corresponding specifications if it is determined that additional protocol extensions are needed to the existing reference point between the ATGW and ATCF depending on their placement. CT4 agreed to postpone the issue to allow more time for investigations.

In the mean time, SA2 has agreed the Rel-10 CR S2-113498 against TS 23.237 restricting the possible locations of ATCF and ATGW:

•
The ATCF may be co-located with one of the existing functional entities within the serving network (i.e. P-CSCF or IBCF).

•
Depending on placement of the ATCF, different physical nodes may be considered for the ATGW, i.e., IMS-AGW or TrGW.

The present contribution aims to analyse to which extent the existing Iq interface (between P-CSCF and AGW) and Ix interface (between IBCF and TrGW) need to be updated to allow for a collocated ATCF and ATGW.

A number of packages, which are mandated to be supported at the Iq and Ix interface, do not directly relate to specific functionality of an ATGW or generic functionality desired for any gateway.  Probably some of these packages would be optional or even omitted in a stand-alone profile for the interface between the ATCF and ATGW. However, it is not feasible to define such a stand-alone profile in the Rel-10 timeframe required by SA2.

As a compromise, it is suggested that:

•
On stage 2 level, functionality only relating to the ATCF and ATGW, or only relating to IMS-ALG/AGW or IBCF/TrGW should be clearly identified.

•
Discussions if such distinctions are also possible on stage 3 level are invited.

On the Iq interface, the following new functionality is required to support a collocated ATCF and ATGW:

•
Transcoding

•
ECN Termination

•
Possibly 3-way topology for handover, but no bicasting.

On the Ix interface, the following new functionality is required to support a collocated ATCF and ATGW:

•
Possibly 3-way topology for handover, but no bicasting.

Bicasting at an ATGW is unlikely to reduce the unavoidable interruption time due to radio bearer reconfigurations.

Decision: 

The document was Noted.



C4-111954
Reply LS on Interface requirements between ATCF and ATGW





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-111968
LS on Interface requirements between ATCF and ATGW





Source: TSG SA WG2

Decision: 

The document was Noted.



C4-112044
Transcoding at ATCF/ATGW during eSRVCC





23.334
  CR-0011  rev 1 (Rel-10) v10.1.0





Source: Alcatel-Lucent

(Replaces C4-111686)

Discussion: 

The figure needs to re-name correctly.

Decision: 

The document was Revised to C4-112223.



C4-112062
Transcoding at ATCF/ATGW during eSRVCC





29.334
  CR-0022  rev 1 (Rel-10) v10.0.0





Source: Alcatel-Lucent

(Replaces C4-111687)

Decision: 

The document was Agreed.



C4-112223
Transcoding at ATCF/ATGW during eSRVCC





23.334
  CR-0011  rev 2 (Rel-10) v10.1.0





Source: Alcatel-Lucent

(Replaces C4-112044)

Decision: 

The document was Agreed.



7.13
Minimisation of drive test (MDT)

C4-111700
Extending the Area-Scope for MDT 





29.272
  CR-0364  (Rel-10) v10.3.0





Source: TeliaSonera

Decision: 

The document was Revised to C4-112090.



C4-111701
Addition of allowed PLMN-id in Area-Scope for MDT





29.230
  CR-0232  (Rel-10) v10.3.0





Source: TeliaSonera

Decision: 

The document was Revised to C4-112091.



C4-111702
Extending the Area-Scope for MDT 





29.002
  CR-1034  (Rel-10) v10.3.0





Source: TeliaSonera

Decision: 

The document was Revised to C4-112092.



C4-111981
Reply LS to S5-111696/S3-100575 on Minimization of Drive Tests (MDT) privacy





Source: TSG SA WG5

Decision: 

The document was Noted.



C4-111982
LS on Equivalent PLMN identities and MDT





Source: TSG SA

Discussion: 

Ericsson commented that the attached  CR is not valid related to Equivalent PLMN.

TeliaSonera clarified that SA5 is discussing their CRs during this week meeting.

Decision: 

The document was Noted.



C4-112090
Extending the Area-Scope for MDT 





29.272
  CR-0364  rev 1 (Rel-10) v10.3.0





Source: TeliaSonera

(Replaces C4-111700)

Decision: 

The document was Revised to C4-112175.



C4-112091
Addition of allowed PLMN-id in Area-Scope for MDT





29.230
  CR-0232  rev 1 (Rel-10) v10.3.0





Source: TeliaSonera

(Replaces C4-111701)

Decision: 

The document was Agreed.



C4-112092
Extending the Area-Scope for MDT 





29.002
  CR-1034  rev 1 (Rel-10) v10.3.0





Source: TeliaSonera

(Replaces C4-111702)

Decision: 

The document was Agreed.



C4-112175
Extending the Area-Scope for MDT 





29.272
  CR-0364  rev 2 (Rel-10) v10.3.0





Source: TeliaSonera

(Replaces C4-112090)

Decision: 

The document was Agreed.



7.14
Relay node

7.15
MTRF

C4-111688
MTRF and Super-Charger interactions





23.116
  CR-0017  (Rel-10) v10.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112095.



C4-111689
MTRF and Super-Charger interactions





29.002
  CR-1033  (Rel-10) v10.2.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112096.



C4-112095
MTRF and Super-Charger interactions





23.116
  CR-0017  rev 1 (Rel-10) v10.0.0





Source: Alcatel-Lucent

(Replaces C4-111688)

Decision: 

The document was Revised to C4-112184.



C4-112096
MTRF and Super-Charger interactions





29.002
  CR-1033  rev 1 (Rel-10) v10.2.0





Source: Alcatel-Lucent

(Replaces C4-111689)

Decision: 

The document was Agreed.



C4-112184
MTRF and Super-Charger interactions





23.116
  CR-0017  rev 2 (Rel-10) v10.0.0





Source: Alcatel-Lucent

(Replaces C4-112095)

Decision: 

The document was Agreed.



7.16
XCAP

7.17
GTP

C4-111690
"MME/SGSN Sv Address for Control Plane" IE in SRVCC PS to CS Request





29.280
  CR-0038  (Rel-10) v10.0.0





Source: Alcatel-Lucent

Abstract: 

The usage of the "MME/SGSN Sv Address for Control Plane" IE in the SRVCC PS to CS Request is not crystal clear. 

It is unclear in particular whether this IE may contain or not a different IP address than the source IP address for the GTP-C message. 

The usage of the "MME/SGSN Sv Address for Control Plane" IE in the SRVCC PS to CS Request is clarified (along principles similar to those specified in TS 29.274 e.g. in the Forward Relocation Request message). This is used by the target MSC Server  when sending the SRVCC PS to CS Response, SRVCC PS to CS Complete Notification and SRVCC PS to CS Cancel Acknowledge messages. 

As a result, the "MME/SGSN Sv Address for Control Plane" IE in the SRVCC PS to CS Request can not contain a different IP address than the source IP address of the Sv messages that the MME/SGSN sends to the target MSC Server

Discussion: 

Needs to clarify that use is for any new requests.

Decision: 

The document was Revised to C4-112134.



C4-111691
Signalling path failure handling





23.007
  CR-0169  (Rel-10) v10.3.0





Source: Alcatel-Lucent, AT&T

Abstract: 

Clause 7.8 of TS 29.274 currently allows a GTP-C entity, upon detecting a path failure, to delete the PDN connections / PDP contexts associated with the failed path. The requirements are too vague and prone to erroneous implementations.

Deleting the PDN connections / PDP contexts associated with a path in failure presents the following undesirable effects: 

1.
This may affect end user services by abruptly releasing active PDN connections or by preventing mobile terminating services to be delivered to the user until the UE gets re-attached to the network (e.g. via a periodic TAU/RAU procedure), e.g. if an SGW deletes PDN connections when detecting a path failure over S11/S4 or e.g. if the MME/S4-SGSN deletes PDN connections when detecting a path failure towards the ISR associated node.

2.
This requires important signalling in the entire network to restore those connections. 

3.
This contradicts/defeats the principles of the procedures agreed in Rel-10 for MME/SGSN restoration procedures (see network triggered service restoration in 3GPP TS 23.007) where an SGW maintains S5/S8 bearers eligible for the network triggered restoration procedure and send Downlink Data Notification msg to any MME/S4-SGSN in the pool upon being aware that the MME/S4-SGSN has failed and not restarted.

During CT4#53, CT4 agreed to: 

-
specify the path failure handling in TS 23.007 for GTP-U, GTP-C and PMIP, rather than specifying procedures in TS 29.281, TS 29.274 and TS 29.275. 

-
introduce a new option recommending to maintain the PDP connection along the principles proposed in C4-111170 and C4-111171, while also keeping the current procedure (that allows to immediately release the PDP connections / PDP contexts) as the default mechanism (that can be used e.g. for PDN connections not eligible for network initiated service restoration).

Discussion: 

CT4 agreed to add another bullet for SGW functionality.

NEC do not see this as FASMO for Rel-10 but as minority NEC withdrawn objection.

This CR is merged with C4-111717.

Decision: 

The document was Revised to C4-112135.



C4-111692
Signalling path failure handling





29.274
  CR-0967  (Rel-10) v10.2.0





Source: Alcatel-Lucent, AT&T

Abstract: 

Clause 7.8 of TS 29.274 currently allows a GTP-C entity, upon detecting a path failure, to delete the PDN connections / PDP contexts associated with the failed path. The requirements are too vague and prone to erroneous implementations.

Deleting the PDN connections / PDP contexts associated with a path in failure presents the following undesirable effects: 

1.
This may affect end user services by abruptly releasing active PDN connections or by preventing mobile terminating services to be delivered to the user until the UE gets re-attached to the network (e.g. via a periodic TAU/RAU procedure), e.g. if an SGW deletes PDN connections when detecting a path failure over S11/S4 or e.g. if the MME/S4-SGSN deletes PDN connections when detecting a path failure towards the ISR associated node.

2.
This requires important signalling in the entire network to restore those connections. 

3.
This contradicts/defeats the principles of the procedures agreed in Rel-10 for MME/SGSN restoration procedures (see network triggered service restoration in 3GPP TS 23.007) where an SGW maintains S5/S8 bearers eligible for the network triggered restoration procedure and send Downlink Data Notification msg to any MME/S4-SGSN in the pool upon being aware that the MME/S4-SGSN has failed and not restarted.

During CT4#53, CT4 agreed to: 

-
specify the path failure handling in TS 23.007 for GTP-U, GTP-C and PMIP, rather than specifying procedures in TS 29.281, TS 29.274 and TS 29.275. 

-
introduce a new option recommending to maintain the PDP connection along the principles proposed in C4-111170 and C4-111171, while also keeping the current procedure (that allows to immediately release the PDP connections / PDP contexts) as the default mechanism (that can be used e.g. for PDN connections not eligible for network initiated service restoration).

Decision: 

The document was Revised to C4-112136.



C4-111693
Signalling path failure handling





29.275
  CR-0201  (Rel-10) v10.1.0





Source: Alcatel-Lucent, AT&T

Decision: 

The document was Revised to C4-112140.



C4-111694
User plane path failure handling





23.007
  CR-0170  (Rel-10) v10.3.0





Source: Alcatel-Lucent, AT&T

Discussion: 

Only the first part of the change shall be kept.

Decision: 

The document was Revised to C4-112141.



C4-111695
User plane path failure handling





29.281
  CR-0044  (Rel-10) v10.1.0





Source: Alcatel-Lucent, AT&T

Decision: 

The document was Agreed.



C4-111717
Advanced handling of a signalling path failure





23.007
  CR-0172  (Rel-10) v10.4.0





Source: Nokia Siemens Networks

Abstract: 

Currently, only one option for a path failure handling is specified: delete all bearers once path failure is detected. This apparently and it is not an optimal solution. Finding more advanced handling is left up to the implementations.

This CR offers another, rather simple alternative, which specifies how a network element, which has detected a path failure across some interface should handle communications across other, impacted interfaces.

If a GTP-C entity detects a path failure, it may maintain all context until either of the following events take place:

-
the path recovery is detected: no action is necessary;

-
a control plane message is received across another interface: respective bearer/PDP context shall be deleted (deleting a context in a PGW, GGSN, SGW and SGSN will also stop charging);

-
an optional timer, which was started upon detection of the path failure expires and path has not recovered: all bearer/PDP context that require the failed path shall be deleted (this however is an optional feature).

Discussion: 

This one is merged with C4-111691 in C4-112135.

Decision: 

The document was Withdrawn.



C4-111718
MDT configuration information





29.274
  CR-0975  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Abstract: 

Immediate Minimization of Drive Tests (MDT) measurements require that MDT configuration parameters be passed during inter-MME handover and TAU from the source MME to the target MME.

3GPP TS 32.422 section 4.2.6 says the following:

"with an S1 handover and with MME relocation: MDT configuration shall be passed on to the new MME on MME relocation. The new MME, shall get the MDT configuration in the S1 HO message in case of intra-PLMN HO and forward the MDT configuration to the new eNB.

The following MDT configuration shall be passed during handovers (Either intra-eNB, inter-eNB or inter-MME HO):

•
Trace Session Reference

•
Trace Recording Session Reference

•
Area scope

•
List of measurements

•
Report Amount

•
Reporting Trigger

•
Event Threshold

•
Report Interval

•
IP address of TCE

•
Job type

When these MDT configuration parameters are passed to a new MME, they shall be used with the UE context on the new MME. During inter-MME TAU, the MME shall propagate the MDT configuration parameters to the target MME within an S10- Context Response as part of inter-MME TAU procedures.

During inter-MME handover, the MME shall propagate the MDT configuration parameters to the target MME within an S10- Forward Relocation Request message as part of inter-MME handover procedures."

Also, a Management Based MDT Allowed Flag must be passed from the source to target MME so that the target knows if MDT is allowed or not.

Discussion: 

Alcatel-Lucent commented that it should clearly clarify which interfaces this applies.

Decision: 

The document was Revised to C4-112142.



C4-111754
Correction to Create Session Response LDN IEs





29.274
  CR-0980  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Abstract: 

C4-110303, CR0866r1, was approved at the March 2011 CT plenary. However it was supposed to have been a mirror of C4-110329, CR0865r1, but it mistakenly added two additional instances of the SGW LDN IE and PGW LDN IE, instead of simply modify the condition.

The redundant SGW LDN IE and PGW LDN IE are deleted and the condition of the first instances of these IEs is modified from "contacting the peer node for the first time" to "communicating the LDN to the peer node for the first time", as was originally intended.

Decision: 

The document was Agreed.



C4-111766
S4-SGSN Address





29.274
  CR-0981  (Rel-10) v10.3.0





Source: ZTE

Abstract: 

It is specified that in TS 29.212 that the 3GPP-SGSN-Address AVP is included in the Gx message from the PGW/SGW to the PCRF. This is applied in the 3GPP-GPRS and 3GPP-EPS Access Type.

It is also specified that when the SGSN changes, the PGW(when GTP based S5 is used) or the SGW(when PMIP based S5 is used) shall report the new SGSN address to the PCRF when the SGSN change event trigger is installed in the SGW or PGW.

When the PMIP based S5 is used, the SGW can report the SGSN address to the PCRF since the SGW the get the latest S4-SGSN address.

However when the GTP based S5 is used, in the current specification, the PGW can not know the SGSN address since the S4-SGSN address is not reported to the PGW.

Discussion: 

It was noticed that there are requirements to implement this, but in which condition to use it was unclear.

Decision: 

The document was Postponed.



C4-111767
IP address parameter





29.274
  CR-0982  (Rel-10) v10.3.0





Source: ZTE

Abstract: 

In the TS 32.251, the dynamic address flag is included in the charging data in the SGW(SGW-CDR). This flag indicates whether served PDP/PDN address is dynamic, which is allocated during IP CAN bearer activation, initial attach (E-UTRAN or over S2x) and UE requested PDN connectivity. This field is missing if address is static.

However in the current specification, when the UE moves to a new MME, especially the UE moves to a new SGW, the flag is not sent to the new SGW. So the SGW can not correctly set the dynamic address flag in the SGW-CDR based on the operators’ configuration.

Discussion: 

It was clarified that the requirements exist already in Rel-8. Despite the fact this was not seen as FASMO CR.

Two flags shall be added (IPv4 and IP v6). There is dependency for SA5 CR for those two flags. It was clarified that there is decency on SA5 CR (Rel-8) for these two flags

It was agreed to make offline checking if Rel-8 and Rel-9 also need to be covered. CRs if needed shall be provided in the next CT4 meeting.

Decision: 

The document was Revised to C4-112144.



C4-111768
Node Type





29.274
  CR-0983  (Rel-10) v10.3.0





Source: ZTE

Abstract: 

In the Rel-10, an indication of mapped or native GUTI is sent to the MME. This indication is used for the MME/SGSN to identify the source node type if the MSB of the LAC and MME group id does not satisfy the “01” rule.

The indication of the mapped or native GUTI to identify the source node type is added in the Context Request message and Identification Request message part.

Discussion: 

Small enhancements in chapter 7.3.5 is needed.

Decision: 

The document was Revised to C4-112145.



C4-111798
Clarification for Context Not Found 





29.274
  CR-0987  (Rel-10) v10.3.0





Source: Ericsson

Abstract: 

The GTPv2 cause code Context Not found may be used at the use cases which are other than the case that TEID-C is unknown.

Specify that only when TEID-C is unknown, the corresponding response message shall include TEID=0 in the GTPv2 header.

Discussion: 

Consequences if not approved need to be modified.

Decision: 

The document was Revised to C4-112146.



C4-111799
Recovery IE in MBMS Session Stop Response message





29.274
  CR-0988  (Rel-10) v10.3.0





Source: Ericsson

Abstract: 

The Recovery IE should be included in MBMS Session Stop Response message when the MME/S4-SGSN has restarted and for the first time to contact MBMS GW, to allow faster to populate the restart information.

Discussion: 

"C" should be changed as "CO".

Decision: 

The document was Revised to C4-112147.



C4-111839
Removal of PCO from Failed Bearer Context of Delete Bearer Request





29.274
  CR-1001  (Rel-10) v10.3.0





Source: Cisco

Abstract: 

3GPP TS 29.274 CR 0554, C4-100883 introduced PCO per bearer by including PCO IE in Bearer Context IE of every messages.

As part of the above change, PCO was also included in the Failed Bearer Context IE of the Delete Bearer Request message. However, the Failed Bearer Context IE in Delete Bearer Request message is included by the PGW only when the PGW fails to delete some of the bearers requested in Delete Bearer Command message. In such a case i.e. when the PGW fails to delete some of the bearers, there is no use case to provide PCO IE to the UE. 

Hence, this needs to be corrected.

Decision: 

The document was Agreed.



C4-111903
Modify Bearer Request message





29.274
  CR-1004  (Rel-10) v10.3.0





Source: Huawei

Abstract: 

The handling of S1 handover procedure, as specified in TS 23.401 subclause 5.5.1.2, quote: "The MME sends a Modify Bearer Request (eNodeB address and TEID allocated at the target eNodeB for downlink traffic on S1 U for the accepted EPS bearers, ISR Activated) message to the target Serving GW for each PDN connection, including the PDN connections that need to be released".

However, when we look at the modify bearer request message in subclause 7.2.t of TS 29.274, the “Bearer Context to be modified” IE seems mandatory in the S4/S11 interface in the HO procedure. The target MME has no idea of how to fill this IE when all the bearers of the PDN connection were unaccepted, and if this modify bearer request message is sent to the target SGW without  “Bearer Context to be modified”  IE, the target SGW will reject this request message and will not forward it to the PGW. 

As there are no modify bearer request message send from target SGW to the PGW for the unaccepted PDN connection, the PGW can not obtain the new target SGW info on this PDN connection. When receiving the subsequent delete session request from the target SGW, the PGW may wonder whether to allow the deletion handling from an unknown SGW, and may wonder how to construct the delete session response message sent to the unknown SGW. As a result, the unaccepted PDN connection context will not be successfully removed in the in the PGW.

Add the handling on the MBR message for the unaccepted PDN connection:

In case all the bearer(s) of a PDN connection are unaccepted and need to be removed in the S1 handover and inter RAT handover procedure, the target MME/S4 SGSN shall construct a fake 'Bearer Contexts to be modified' IE in the modify bearer request message for the PDN connection, e.g. including the LBI info in the 'Bearer Contexts to be modified' IE.

Discussion: 

Pending on SA2 response.

Decision: 

The document was Postponed.



C4-111904
Discussion on Delete Session Request in Detach procedure





Source: Huawei

Abstract: 

This paper discusses a protocol behaviour in the detach procedure when ISR is active.

It shall be considered how the SGW aware of sending the Delete Session Request message to the PGW, and two solutions are present below:

-
Solution 1: We need to clarify that the quoted description in the chapter 2.3  “The SGW shall forward the Delete Session Request message to the PGW after receiving both of the messages” can be applied as an exception in case of detach procedure when ISR is active. What’s more, another clarification may be added that the SGW internally marks it has once received a Delete Session Request message,  so that the SGW can aware of sending the Delete Session Request message to the PGW after receiving another Delete Session Request message from MME/SGSN without the OI flag.

The solution 1 makes the SGW implementation become complex. Not only depending on the OI flag, but also relying on the ISR state and internal marker for the history of first delete session request message from ISR associated GTP entity MME/SGSN, the SGW can aware of sending the Delete Session Request message to the PGW after receiving another Delete Session Request message.

-
Solution 2: We need to clarify that: This OI flag shall not be set if the ISR associated GTP entity (i.e. MME/S4 SGSN) sends this message to the SGW in the UE initiated detach procedure when receiving the detach request from UE and in the MME/S4 SGSN initiated detach procedure, while the OI flag shall be set if the S4 SGSN/MME sends this message to the SGW after receiving the detach notification message from the ISR associated GTP entity (i.e. MME/S4 SGSN) indicating the complete detach.

An example can be explained for solution 2: the delete session request message in step 2 send from MME will not set the OI flag, while the delete session request message in step 5 send from S4 SGSN will set the OI flag to indicate the SGW send this message to the PGW (i.e. perform the step 6). The SGW behaviour on sending the Delete Session Request message to PGW only depends on the OI flag sent from MME/S4 SGSN.

Compared with those two solutions, the solution 2 is proposed. Huawei would like to review the companion CR (C4-111905) based on the solution 2 and hopefully it can be agreed in CT4#54.

Discussion: 

Alcatel-Lucent and Cisco agree with the solution, Ericsson has some concerns and they believe the solution 1 might be more appropriate.

No final agreement on a way forward.

Decision: 

The document was Noted.



C4-111905
Delete Session Request message





29.274
  CR-1005  (Rel-10) v10.3.0





Source: Huawei

Discussion: 

Offline discussion is needed before the next meeting.

Decision: 

The document was Postponed.



C4-111906
Downlink Data Notification for S4





29.274
  CR-1006  (Rel-10) v10.3.0





Source: Huawei

Abstract: 

According to the approved S2-112643 in SA2#85, it is depicted: 

When RAB(s) are released in S4 SGSN, the received downlink data packet(s) for the preserved EPS bearer(s) may be buffered in the Serving GW. In this case, at reception of the first downlink data packet for one of those EPS bearers, the Serving GW sends a Downlink Data Notification message to the S4 SGSN. When RABs for a UE in PMM-IDLE needs to be re-established, the S4 SGSN must first page the UE. When RAB(s) need to be re-established for a UE that already has an active RRC connection, the S4 SGSN initiates the re-establishment of RABs for all the preserved PDN connections by using the RAB assignment procedure.

However, the specification TS 29.274 on DDN message seems different:

A Downlink Data Notification message shall be sent:

-
on the S4 interface by the SGW to the S4-SGSN to re-establish the previous released bearer (indicated by EBI in the DDN) for a UE, upon receipt of downlink data for a UE in connected mode but without corresponding downlink bearer available;  

NOTE:
This may occur e.g. if the S4-SGSN releases some but not all the bearers of the UE as specified in subclause 12.7.2.2 of 3GPP TS 23.060 [35].

It is obvious that there is a discrepancy between stage 2 and stage 3 highlight description, and the stage 3 needs to align with the stage2.

Correct the description on Downlink Data Notification for S4:

-
on the S4 interface by the SGW to the S4-SGSN to re-establish all the previous released bearer(s) for a UE, upon receipt of downlink data for a UE in connected mode but without corresponding downlink bearer available;

Discussion: 

Only needs to be applied from Rel-10 to make consistent.

Decision: 

The document was Agreed.



C4-112003
S5/S8 GTPv2 messages during Implicit Resume procedure





Source: Cisco

Abstract: 

Based on the different interpretations, there may be following possibilities of the message to be sent by the SGW to PGW during the "Returning back to E-UTRAN" procedure.

1.
When MME sends "Resume Notification" message to SGW.

a.
The SGW sends "Resume Notification message to PGW".

2.
When MME sends "Modify Bearer Request" message to SGW.

a.
The SGW always forwards "Modify Bearer Request" message to PGW. If so, this message may be empty (not containing any IEs) if the message received from the MME does not contain any one of these IEs: ULI, UE Timezone, Serving Network.

b.
The SGW forwards "Modify Bearer Request" message to PGW only if it receives "Modify Bearer Request message" from MME with one or more of these IEs: ULI, UE Timezone, Serving Network. Otherwise SGW sends "Resume Notification" message to PGW.

Cisco propose to discuss the scenario and interpretation of the 3GPP TS 23.272 text as specified in section 1. Cisco also propose to reach agreement on which message to be sent by the SGW to PGW for the use cases provided in section 2. 

Finally, if needed, Cisco propose to fix any ambiguities or any error to CT4 specifications.

Discussion: 

Alcatel-Lucent and Cisco prefer solution 2a, ZTE would like to see 2b selected.

It was proposed to have offline discussion before the next meeting. LS to SA2 may be needed to clarify issues after offline checking.

Decision: 

The document was Noted.



C4-112134
"MME/SGSN Sv Address for Control Plane" IE in SRVCC PS to CS Request





29.280
  CR-0038  rev 1 (Rel-10) v10.0.0





Source: Alcatel-Lucent

(Replaces C4-111690)

Discussion: 

TEID will be used for Response messages as well so revert changes "initial".

Decision: 

The document was Revised to C4-112201.



C4-112135
Signalling path failure handling





23.007
  CR-0169  rev 1 (Rel-10) v10.3.0





Source: Alcatel-Lucent, AT&T, Nokia Siemens Networks, Ericsson, Cisco

(Replaces C4-111691)

Discussion: 

It was agreed to delete the first bullet point in section 20.y.2.

Decision: 

The document was Revised to C4-112224.



C4-112136
Signalling path failure handling





29.274
  CR-0967  rev 1 (Rel-10) v10.2.0





Source: Alcatel-Lucent, AT&T, Nokia Siemens Networks, Ericsson, Cisco

(Replaces C4-111692)

Decision: 

The document was Agreed.



C4-112140
Signalling path failure handling





29.275
  CR-0201  rev 1 (Rel-10) v10.1.0





Source: Alcatel-Lucent, AT&T, Nokia Siemens Networks, Ericsson, Cisco

(Replaces C4-111693)

Decision: 

The document was Agreed.



C4-112141
User plane path failure handling





23.007
  CR-0170  rev 1 (Rel-10) v10.3.0





Source: Alcatel-Lucent, AT&T

(Replaces C4-111694)

Decision: 

The document was Agreed.



C4-112142
MDT configuration information





29.274
  CR-0975  rev 1 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-111718)

Decision: 

The document was Revised to C4-112202.



C4-112143
LS on  SGSN address change reporting





Source: ZTE

Decision: 

The document was Revised to C4-112203.



C4-112144
IP address parameter





29.274
  CR-0982  rev 1 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-111767)

Discussion: 

CT4 agreed instead of Dynamic flag use a static flag to reduce octets sent in future. This is different naming to SA5's stage 2 but CT4 sees benefit of doing this so add a Note to say this is the stage 2 dynamic flag.

Decision: 

The document was Revised to C4-112204.



C4-112145
Node Type





29.274
  CR-0983  rev 1 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-111768)

Decision: 

The document was Agreed.



C4-112146
Clarification for Context Not Found 





29.274
  CR-0987  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-111798)

Decision: 

The document was Agreed.



C4-112147
Recovery IE in MBMS Session Stop Response message





29.274
  CR-0988  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-111799)

Decision: 

The document was Agreed.



C4-112201
"MME/SGSN Sv Address for Control Plane" IE in SRVCC PS to CS Request





29.280
  CR-0038  rev 2 (Rel-10) v10.0.0





Source: Alcatel-Lucent

(Replaces C4-112134)

Decision: 

The document was Agreed.



C4-112202
MDT configuration information





29.274
  CR-0975  rev 2 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-112142)

Discussion: 

Changes over changes need to be removed.

Decision: 

The document was Revised to C4-112225.



C4-112203
LS on  SGSN address change reporting





Source: ZTE

(Replaces C4-112143)

Decision: 

The document was Revised to C4-112206.



C4-112204
IP address parameter





29.274
  CR-0982  rev 2 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-112144)

Discussion: 

Conditionally agreed.

Decision: 

The document was Agreed.



C4-112206
LS on  SGSN address change reporting





Source: ZTE

(Replaces C4-112203)

Decision: 

The document was Approved.



C4-112224
Signalling path failure handling





23.007
  CR-0169  rev 2 (Rel-10) v10.3.0





Source: Alcatel-Lucent, AT&T, Nokia Siemens Networks, Ericsson, Cisco

(Replaces C4-112135)

Decision: 

The document was Agreed.



C4-112225
MDT configuration information





29.274
  CR-0975  rev 3 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-112202)

Decision: 

The document was Agreed.

7.18
IMS

C4-111807
Format of Public User Identities and SIP/TEL URI





23.003
  CR-0282  rev 3 (Rel-10) v10.0.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

(Replaces C4-111012)

Abstract: 

The current text in TS 23.003 is mixing-up the format of a Public User Identity as used to query the HSS/SLF and the format of the URI that may be used to convey the Public User Identity within SIP signalling.

Moreover, It was agreed in SA2  that the TS 23.003 should be used as reference for the definition of Public User ID (that is missing). Therefore, a definition of Public User ID is given as introduction of the section 13.4.

Also the text in NOTE 1 in section 13.4 is contradictory with CT3 TS 29.165 which allows, subject to agreement between operators, to exchange local numbers in NNI.

In section 13.4, NOTE 2 is contradictory with NOTE 1 as it assumes that local numbers may be exchanged at NNI.

Addition of the definition of what is Public User Identity.

Clarification of the different forms that can take a Public User Identity 

For querying the HSS and SLF, the SIP or Tel URI that represents the Public User Identity shall be in canonical format.

The text differentiates Public Identities as stored in the HSS and Public User Identities as conveyed over SIP.

Removal of NOTE 1 and NOTE 2.

Discussion: 

ZTE and Huawei believe that the notes should remain.

Orange responded that Note 2 is already covered with the TS 29.165 and a Note 1 is covered with a new reference to TS 29.229. The CR cover page needs to clarified with this.

It needs to be clarified how the global number is defined.

Decision: 

The document was Revised to C4-112109.



C4-111883
Handling  of User Profile Update when emergency





29.228
  CR-0547  (Rel-10) v10.2.0





Source: Alcatel-Lucent

Abstract: 

User Profile Update procedure allows to remove PUIDs from a registered or unregistered IRSET. If a PUID and its associated IRSET is emergency registered, this PUID cannot be removed as long as the emergency registration is maintained 

S-CSCF does not accept to remove PUIDs that are emergency registered and returns the PRID / PUID pairs for which the PUIDs were not removed due to the emergency registration.

Discussion: 

Nokia Siemens Networks commented that the corresponding CR in TS 29.229 is also needed.

Orange proposed to add a new error code.

Nokia Siemens Networks and Ericsson believe that the old error code "DIAMETER_ERROR_ UNABLE_TO_COMPLY" can be used.

CT4 agreed that the HSS behaviour should be defined in this case and also a new error code should be introduced.

Decision: 

The document was Revised to C4-112110.



C4-111990
Handling  of User Profile Update when emergency





29.228
  CR-0548  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112111.



C4-112067
Use of UE-Reachability by SGSN





29.002
  CR-1047  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112109
Format of Public User Identities and SIP/TEL URI





23.003
  CR-0282  rev 4 (Rel-10) v10.0.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

(Replaces C4-111807)

Decision: 

The document was Agreed.



C4-112110
Handling  of User Profile Update when emergency





29.228
  CR-0547  rev 1 (Rel-10) v10.2.0





Source: Alcatel-Lucent

(Replaces C4-111883)

Discussion: 

N

Decision: 

The document was Postponed.



C4-112111
Handling  of User Profile Update when emergency





29.228
  CR-0548  rev 1 (Rel-11) v11.0.0





Source: Alcatel-Lucent

(Replaces C4-111990)

Decision: 

The document was Postponed.



C4-112112
Handling  of User Profile Update when emergency





29.229
  CR-0236  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-112113
Handling  of User Profile Update when emergency





29.229
  CR-0237  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



7.19
Any other business for Release 10

7.19.1
S2b

C4-111769
Support for access to external private networks via S2b using PMIP





29.275
  CR-0204  (Rel-10) v10.2.0





Source: ZTE

Abstract: 

TS 23.402 has supported for access to external private networks via S2b. In this case, the ePDG needs to set the user credentials which is received from the UE during the multiple authentication exchanges in the IKEv2 protocol as specified in 3GPP TS 23.402 in a container in the PBU. Upon receipt of the PBU message including the user credentials the PDN GW can perform the authentication and authorization with the external AAA server.

In addition, SA3 has specified the procedure of authentication and authorization with S2b for Private network access from Untrusted non-3GPP Access networks including CHAP and EAP procedures in detail, see S3-110805. Especially for EAP case, two round trip of PMIPv6 signals exchange are needed to complete the EAP procedure, so PMIPv6 lifetime extension procedure needs to be triggered to carry the authentication and authorization data for the second round.

Here PCO is proposed to be constructed by the ePDG locally to contain the user credentials in the PBU. No other impact to the PDN GW.

Discussion: 

CT1 has discussed dependent CRs to 24.008 and do not like the solution. 24.008 CRs were withdrawn.

Decision: 

The document was Postponed.



C4-111770
Support for access to external private networks via S2b using GTP





29.274
  CR-0984  (Rel-10) v10.3.0





Source: ZTE

Decision: 

The document was Postponed.



C4-111777
Authentication with external networks over PMIP S2b 





29.275
  CR-0195  rev 1 (Rel-10) v10.1.0





Source: Nokia Siemens Networks

(Replaces C4-111128)

Abstract: 

It should be possible to authenticate the access to external data networks via S2b for untrusted access. 

SA plenary approved TS 23.402 CR0975 (SP-110336) which specifies the authentication of UE’s access to external private networks via S2b for both PMIPv6 and GTPv2. SA3 agreed the corresponding functional description in CR0098 to 33.402 (S3-110805).

For S2b access the ePDG shall send the user credentials that were received from the UE to the PGW in a new information element in the PBU message when PMIP is used for the S2b interface. The PGW shall exchange the received user credentials with the external AAA server when authenticating and authorizing the UE.

The existing PCO Information Elements in PMIP signaling shall not be used for this purpose because the ePDG shall not be allowed to generate any PCO information on behalf of the UE. PCO information shall only be exchanged end-to-end between the UE and the network.

Decision: 

The document was Postponed.



C4-111778
Authentication with external networks over GTP S2b 





29.274
  CR-0938  rev 1 (Rel-10) v10.2.0





Source: Nokia Siemens Networks

(Replaces C4-111129)

Decision: 

The document was Postponed.



C4-111789
Draft LS on authentication signalling with external networks over S2b





Source: Nokia Siemens Networks

Discussion: 

Need to be revised based on the discussion in C4-111977.

CT4 agreed that it is not good to use EAP over GTP. SA3 need to think about using GTP over EAP.

Decision: 

The document was Revised to C4-112148.



C4-111977
Authentication with external networks over S2b for non-3GPP access to the EPC





Source: TSG SA WG3

Abstract: 

CT4 is kindly asked to discuss the feasibility of the approach taken in the CRs as described in LSe and make the result known in an LS to SA and SA3 from their August meeting if positive. If CT4 can reach no agreement in their August meeting, or the result is negative, then a reply LS to SA3 is deemed sufficient.

Discussion: 

See response in C4-112148.

Decision: 

The document was Noted.



C4-112148
Draft LS on authentication signalling with external networks over S2b





Source: Nokia Siemens Networks

(Replaces C4-111789)

Decision: 

The document was Revised to C4-112226.



C4-112226
LS on authentication signalling with external networks over S2b





Source: Nokia Siemens Networks

(Replaces C4-112148)

Decision: 

The document was Approved.



7.19.2
PMIP

C4-111779
Adding Additional Authentication Options IE





29.282
  CR-0015  rev 1 (Rel-10) v10.0.0





Source: Nokia Siemens Networks

(Replaces C4-111325)

Decision: 

The document was Postponed.



7.19.3
Mn Interface

C4-111784
Solving Incorrect references





29.332
  CR-0171  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112097.



C4-112097
Solving Incorrect references





29.332
  CR-0171  rev 1 (Rel-10) v10.1.0





Source: Nokia Siemens Networks

(Replaces C4-111784)

Decision: 

The document was Agreed.



7.19.4
VPLMN allowed

C4-111845
VPLMN Address Allowed





23.008
  CR-0348  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-111846
VPLMN Address Allowed





23.008
  CR-0349  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-111884
VPLMN Address Allowed data defined per VPLMN





23.008
  CR-0350  (Rel-10) v10.3.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112099.



C4-111885
VPLMN Address Allowed data defined per VPLMN





23.008
  CR-0351  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112100.



C4-112099
VPLMN Address Allowed data defined per VPLMN





23.008
  CR-0350  rev 1 (Rel-10) v10.3.0





Source: Alcatel-Lucent

(Replaces C4-111884)

Decision: 

The document was Agreed.



C4-112100
VPLMN Address Allowed data defined per VPLMN





23.008
  CR-0351  rev 1 (Rel-11) v11.0.0





Source: Alcatel-Lucent

(Replaces C4-111885)

Decision: 

The document was Agreed.



7.19.5
DNS; 29.303

C4-111907
A or AAAA records for the SGW on S5 or S8





29.303
  CR-0055  (Rel-10) v10.2.1





Source: Huawei

Discussion: 

No support for the CR, CT4 agreed that the CR not needed.

Decision: 

The document was Withdrawn.



C4-111908
SGSN selection





29.303
  CR-0056  (Rel-10) v10.2.1





Source: Huawei

Discussion: 

Nokia Siemens Networks and Cisco believe that the scenario not clear, needs to be described.

Alcatel-Lucent requested to reference to GTP spec for fallback scenarios.

Decision: 

The document was Revised to C4-112057.



C4-112057
SGSN selection





29.303
  CR-0056  rev 1 (Rel-10) v10.2.1





Source: Huawei

(Replaces C4-111908)

Decision: 

The document was Revised to C4-112185.



C4-112185
SGSN selection





29.303
  CR-0056  rev 2 (Rel-10) v10.2.1





Source: Huawei

(Replaces C4-112057)

Decision: 

The document was Agreed.



7.19.6
3GPP access (Diameter interfaces)

C4-111915
Correction on DIAMETER_AUTHORIZATION_REJECTED





29.272
  CR-0377  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Agreed.



C4-111916
Removal of PGW for an APN





29.272
  CR-0378  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Withdrawn.



7.19.7
Emergency call

C4-111917
Emergency NAI for UICC-less Terminal





23.003
  CR-0303  (Rel-10) v10.2.0





Source: Huawei

Discussion: 

HP commented that the format for IPv4 and IPv6 is already defined.

Decision: 

The document was Revised to C4-112088.



C4-111918
IMS emergency calls for UICC-less WLAN UE





29.234
  CR-0172  (Rel-10) v10.1.0





Source: Huawei

Discussion: 

orange would like to clarify if UICC less is only for emergency? Huawei will check this offline.

Ericsson commented that the current CT1 specification does not cover UICC less case. 

Huawei clarified that a CR is provided also to  CT1.

Decision: 

The document was Revised to C4-112089.



C4-112088
Emergency NAI for UICC-less Terminal





23.003
  CR-0303  rev 1 (Rel-10) v10.2.0





Source: Huawei

(Replaces C4-111917)

Decision: 

The document was Revised to C4-112227.



C4-112089
IMS emergency calls for UICC-less WLAN UE





29.234
  CR-0172  rev 1 (Rel-10) v10.1.0





Source: Huawei

(Replaces C4-111918)

Decision: 

The document was Revised to C4-112228.



C4-112227
Emergency NAI for UICC-less Terminal





23.003
  CR-0303  rev 2 (Rel-10) v10.2.0





Source: Huawei

(Replaces C4-112088)

Decision: 

The document was Revised to C4-112232.



C4-112228
IMS emergency calls for UICC-less WLAN UE





29.234
  CR-0172  rev 2 (Rel-10) v10.1.0





Source: Huawei

(Replaces C4-112089)

Decision: 

The document was Agreed.



C4-112232
Emergency NAI for UICC-less Terminal





23.003
  CR-0303  rev 3 (Rel-10) v10.2.0





Source: Huawei

(Replaces C4-112227)

Decision: 

The document was Agreed.



7.19.8
None 3GPP access (Diameter interfaces)

C4-111919
Correction on Trust Relationship Indication





29.273
  CR-0228  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Revised to C4-112072.



C4-111943
Removing deletion of PDN-GW Id from DeRegistration Notification





29.273
  CR-0229  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-112072
Correction on Trust Relationship Indication





29.273
  CR-0228  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-111919)

Decision: 

The document was Revised to C4-112229.



C4-112229
Correction on Trust Relationship Indication





29.273
  CR-0228  rev 2 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-112072)

Decision: 

The document was Postponed.



7.19.9
CSG-ID

C4-111938
Limitations of using common CSG ID for ePLMN HO





Source: Qualcomm Incorporated

Abstract: 

In order to support inter-PLMN handover to a CSG cell in E-UTRAN or UTRAN in an ePLMN, SA2 approved the following  CRs to Release 10 version 23.401 and 23.060 specifications (S2-112640, S2-112641, S2-113607, S2-113608).

In the CRs the following text appears: (highlights added)

For inter-PLMN handover to a CSG cell, based on operator's configuration  the source MME/S4-SGSN may allow the handover by validating the CSG membership of the UE  in the target CSG cell using the CSG-ID list of the registered PLMN-ID. Otherwise, the source MME/S4-SGSN shall reject the handover due to no CSG membership information of the target PLMN-ID

In other words, SA2 has chosen for handover to an ePLMN to be supported by assuming the CSG ID entries in the CSG subscription information in the MME/SGSN corresponds to the registered PLMN and all ePLMNs.

Before deciding whether to proceed with this agreement in CT1 and RAN2 it is worth analysing the impacts of this decision and seeing whether there is a better way forward.

It is proposed that

•
CT1 and CT4 agree that there is no need to restrict the CSG ID allocation in the manner envisioned by SA2

•
CT4 specifications be enhanced to support transport of PLMN IDs along with the CSG IDs

Discussion: 

CT4 agreed that the logical place to present a discussion paper is SA2.

CT4 agreed that the proposed solution is visible if requirements are clarified by the SA2.

Decision: 

The document was Noted.



C4-111950
Reply LS on PLMN and CSG whitelist handling in H(e)NB





Source: TSG CT WG1

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111975
Reply LS on PLMN and CSG whitelist handling in H(e)NB





Source: TSG SA WG2

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



8
Release 9 and earlier

8.1
User Data Convergence (UDC) 

8.2
GTP

C4-111696
PS handover procedure for SRVCC with Gn based SGSN





29.060
  CR-0824  (Rel-9) v9.6.0





Source: Alcatel-Lucent

Abstract: 

CT4 agreed GTPv2 corrections during CT4#53 to allow an SRVCC handover to take place just after a PS handover between a source and target MME/SGSN. The corrections consisted in transferring during the PS handover additional information necessary for the target MME/SGSN to trigger an SRVCC handover prior to any exchange with the HSS. 

TS 23.216 defines an SRVCC architecture for UTRAN (HSPA) to 3GPP UTRAN/GERAN with a Gn based SGSN. See clause 5.2.3. 

Annex D of TS 23.401 also defines procedures for MME interoperation with Gn based SGSN. An MME interoperating with a Gn based SGSN should also be able to trigger an SRVCC handover just after the PS handover. 

So similar corrections should also apply to GTPv1.

Discussion: 

A reference 23.216 needs to be added into the reference section.

Decision: 

The document was Revised to C4-112154.



C4-111697
PS handover procedure for SRVCC





29.060
  CR-0825  (Rel-10) v10.1.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112155.



C4-111698
Additional MM context for SRVCC





29.274
  CR-0968  (Rel-9) v9.6.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-111699
Additional MM context for SRVCC





29.274
  CR-0969  (Rel-10) v10.2.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-111703
Dual stack support





29.002
  CR-1035  (Rel-9) v9.5.0





Source: Deutsche Telekom

Decision: 

The document was Revised to C4-111775.



C4-111704
Dual stack support





29.002
  CR-1036  (Rel-10) v10.3.0





Source: Deutsche Telekom

Decision: 

The document was Revised to C4-111776.



C4-111719
Condition for sending Cause IE with DBReq during a HO from 3GPP to non-3GPP





29.274
  CR-0976  (Rel-9) v9.7.0





Source: Nokia Siemens Networks

Abstract: 

According to stage 2, PGW initiates resource release by sending a Delete Bearer Request (DBReq) in the following cases:

1.
when an optimized handover is performed. Subclause 9.3 "Optimized Active Handover: E-UTRAN Access to cdma2000 HRPD Access" in TS 23.402 reads (see 9.3.2, step 18): "PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure at E UTRAN as defined in clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401, clause 5.4.4.1".

2.
when a handover without optimization is performed. Subclause 5.4.4.1 in TS 23.401 reads: "PDN GW includes 'Cause' IE in the Delete Bearer Request message and sets the IE to 'RAT changed from 3GPP to Non-3GPP' if the Delete Bearer Request message is caused by handover without optimization occurs from 3GPP to non-3GPP".

That is, in both handover cases (with or without optimization) a PGW shall send Cause IE in the Delete Bearer Request message and set the IE value to "RAT changed from 3GPP to Non-3GPP". Besides, a PGW cannot be aware if the handover is performed with or without an optimization.

Table 7.2.9.2-1 in TS 29.274 however reads that Cause IE shall be sent on S11/S4 and S5/S8 interfaces if the Delete Bearer Request (DBReq) message is caused by handover without optimization from 3GPP to non-3GPP, and that the Cause value shall be set to "RAT changed from 3GPP to Non-3GPP". This condition is obviously incorrect (contradicts to stage 2) and more importantly PGW has no way to check if the above condition is met, or not

Discussion: 

Clauses affected need to be inserted.

Decision: 

The document was Revised to C4-112157.



C4-111720
Condition for sending Cause IE with DBReq during a HO from 3GPP to non-3GPP





29.274
  CR-0977  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112158.



C4-111721
PCO handling at the GGSN for pre-Rel 7 SGSNs





29.060
  CR-0826  (Rel-7) v7.16.0





Source: Nokia Siemens Networks

Abstract: 

SA Meeting #85 (2011-05) agreed a set of CRs to TS 23.060 starting from Rel-7 (see CRs 1456-59) that correct a critical deficiency in stage 2 and SA2 sent respective LS to CT4 (see S2-112864). These CRs specify the following missing functionality in a GGSN before sending an Update PDP Context response message: 

•
If the No QoS negotiation indication is not set, e.g., by a pre-rel 7 SGSN and the GGSN includes a PCO in the Update PDP Context Response, it shall contain same information as the Protocol Configuration Options IE sent in the Create PDP Context Response in step 4 above. If the SGSN does not receive PCO in this step and it has received PCO in step 4, then the SGSN shall forward the PCO received in step 4 to the UE.

This CR aligns stage 3 with stage 2

Discussion: 

The proposed text need to be enhanced.

Decision: 

The document was Revised to C4-112149.



C4-111722
PCO handling at the GGSN for pre-Rel 7 SGSNs





29.060
  CR-0827  (Rel-8) v8.14.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112150.



C4-111723
PCO handling at the GGSN for pre-Rel 7 SGSNs





29.060
  CR-0828  (Rel-9) v9.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112151.



C4-111724
PCO handling at the GGSN for pre-Rel 7 SGSNs





29.060
  CR-0829  (Rel-10) v10.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112152.



C4-111771
Conditional IE missing cause value





29.276
  CR-0052  (Rel-10) v10.1.0





Source: ZTE

Discussion: 

CT4 agreed to use a cause value "103" for this case which also align this with GTPv2

Decision: 

The document was Revised to C4-112192.



C4-111775
Dual stack support





29.002
  CR-1035  rev 1 (Rel-9) v9.5.0





Source: Deutsche Telekom

(Replaces C4-111703)

Decision: 

The document was Withdrawn.



C4-111776
Dual stack support





29.002
  CR-1036  rev 1 (Rel-10) v10.3.0





Source: Deutsche Telekom

(Replaces C4-111704)

Decision: 

The document was Withdrawn.



C4-111796
Essential Clarification for SGSN pool





29.274
  CR-0985  (Rel-9) v9.7.0





Source: Ericsson

Abstract: 

When SGSN pool is deployed, if the default SGSN is configured in the network, the default SGSN need relay the Context Request message from the new MME/S4-SGSN to the old SGSN. However to which interface IP address of the old SGSN is not clearly specified.

Discussion: 

A reason for change in the cover sheet need to be corrected.

Decision: 

The document was Revised to C4-112159.



C4-111797
Essential Clarification for SGSN pool





29.274
  CR-0986  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-112160.



C4-111822
Essential correction to handling of EPDN session for UICCless UE





29.274
  CR-0993  (Rel-9) v9.7.0





Source: Cisco

Abstract: 

The following messages and hence corresponding procedures cannot be supported for the emergency attached UE which is UICCless OR for the emergency attached UE whose IMSI authentication fails.

•
Create Indirect Data Forwarding Tunnel Request – Indirect data forwarding when non-anchor SGW is selected by the MME

•
Change Notification Request/Response – Location change reporting

•
Relocation Cancel Request – Inter RAT, S1 based HO cancel

•
Trace Session Activation – Trace Activation

Discussion: 

It was agreed that in table 7.12.1.1 an indication flag shall be removed.

Decision: 

The document was Revised to C4-112161.



C4-111823
Essential correction to handling of EPDN session for UICCless UE





29.274
  CR-0994  (Rel-10) v10.3.0





Source: Cisco

Decision: 

The document was Revised to C4-112162.



C4-111824
Essential correction to handling of EPDN session for UICCless UE





29.060
  CR-0830  (Rel-9) v9.7.0





Source: Cisco

Abstract: 

The following messages and hence corresponding procedures cannot be supported for the emergency attached UE which is UICCless.

•
MS Info Change Notification Request/Response – Location change reporting

•
Relocation Cancel Request – SRNS relocation cancel

Decision: 

The document was Revised to C4-112163.



C4-111825
Essential correction to handling of EPDN session for UICCless UE





29.060
  CR-0831  (Rel-10) v10.2.0





Source: Cisco

Decision: 

The document was Revised to C4-112164.



C4-111826
RANAP Cause code range alignment with RANAP specification 





29.060
  CR-0832  (Rel-6) v6.21.1





Source: Cisco

Abstract: 

The "RANAP Cause" IE is sent by the SGSN to peer SGSN after mapping it from the corresponding "Radio Network Layer Cause" or "Radio Network Layer Cause Extension" IE received from RNC over Iu interface.

From 25.413 sec. 9.2.1.4, the RANAP Cause code's range could be up to 512 when the "Radio Network Layer Cause Extension" is provided by the RNC.

However, GTPv1 interface currently does not allow "RANAP Cause" IE value higher than 255. From sec. 7.7.18 

The RANAP Cause information element contains the cause as defined in 3GPP TS 25.413 [7]. The value part (which has a range of 1..255) of the RANAP Cause IE which is transferred over the Iu interface is encoded into one octet from the binary encoding of the value part of the RANAP Cause IE.

The above misalignment between RANAP interface and GTPv1 interface needs to be corrected.

Discussion: 

CT4 agreed to have this from Rel-9 onwards even  there was no strong objection against Rel-6, Rel-7 or Rel-8 either.

Decision: 

The document was Withdrawn.



C4-111827
RANAP Cause code range alignment with RANAP specification 





29.060
  CR-0833  (Rel-7) v7.16.0





Source: Cisco

Decision: 

The document was Withdrawn.



C4-111828
RANAP Cause code range alignment with RANAP specification 





29.060
  CR-0834  (Rel-8) v8.14.0





Source: Cisco

Decision: 

The document was Withdrawn.



C4-111829
RANAP Cause code range alignment with RANAP specification 





29.060
  CR-0835  (Rel-9) v9.7.0





Source: Cisco

Decision: 

The document was Revised to C4-112166.



C4-111830
RANAP Cause code range alignment with RANAP specification 





29.060
  CR-0836  (Rel-10) v10.2.0





Source: Cisco

Decision: 

The document was Revised to C4-112167.



C4-111831
Correction to ULI and UCI IE inclusion condition in Change Notification Req 





29.274
  CR-0995  (Rel-9) v9.7.0





Source: Cisco

Abstract: 

The Change Notification Request message is used to convey User Location Info or User CSG Information to the PGW from the MME/SGSN.

Current conditions of inclusion of ULI and UCI IEs

User Location Information (ULI): 

The SGSN shall include the User Location Information IE if the MS is located in a RAT Type of GERAN, UTRAN or GAN and shall include the CGI, SAI and/or RAI.

The MME shall include the User Location Information IE if the UE is located in a RAT Type of E-UTRAN and shall include the ECGI and/or TAI.

User CSG Information (UCI):

The SGSN/MME shall include the User CSG Information IE if the MS is located in the CSG cell or the hybrid cell and the P-GW decides to receive the CSG Information.

The condition of inclusion of ULI and UCI IEs over S5/S8 interface by the SGW is not specified. This needs to be corrected.

Discussion: 

New conditions needs to be added.
Decision: 

The document was Revised to C4-112168.



C4-111832
Correction to ULI and UCI IE inclusion condition in Change Notification Req 





29.274
  CR-0996  (Rel-10) v10.3.0





Source: Cisco

Decision: 

The document was Revised to C4-112169.



C4-111833
Protocol indicator to make SGW aware of EPDN session





29.274
  CR-0997  (Rel-9) v9.7.0





Source: Cisco

Abstract: 

When the UE (having valid IMSI) initiates emergency session, the MME would send Create Session Request message to SGW for the “emergency APN”. 

In this case, besides the “APN name”, the Create Session Request message for the emergency session is same as Create Session Request message for any other PDN. 

Now, (unlike PGW) the SGW is not configured with APN info – in other words, the APN information is transparent to SGW. 

Hence the SGW would not be able to distinguish emergency PDN from any other PDN. Due to this, the following cannot be achieved at SGW. 

•
For GTP based or PMIP based S5/S8 

-
Disabling charging for emergency PDN – based on operator configuration. 

-
Priority treatment/handling of the control messages for the emergency PDN. E.g. not rejecting the session establishment request for emergency session.   

•
For PMIP based S5/S8 

-
Using local policy, instead of establishing IP-CAN session with PCRF, for the emergency PDN – subjected to operator policy. This is important to avoid emergency session termination in case of PCRF failure.

Hence, it is important and necessary to make SGW aware of the emergency PDN session. This can be achieved by configuring the "ARP" and/or "APN" of the emergency PDN at SGW. However, the configuration based solution is cumbersome to maintain and difficult to ensure.

Discussion: 

CT4 agreed that there are no requirements for this new indicator, SGW does not need to be aware of emergency session

Decision: 

The document was Withdrawn.



C4-111834
Protocol indicator to make SGW aware of EPDN session





29.274
  CR-0998  (Rel-10) v10.3.0





Source: Cisco

Decision: 

The document was Withdrawn.



C4-111835
PDU Notification Request correction for dual address PDP





29.060
  CR-0837  (Rel-9) v9.7.0





Source: Cisco

Abstract: 

TS 29.060 CR 0711, C4-092066 added dual stack support in GTPv1.

This CR changed all the occurrence of "PDP address" with "PDP address or two IP addresses". This change was also applied to PDU Notification Request and PDU Notification Reject Request messages.

However, TS 23.060 sec. 9.2.2.2.1 has following text.

If the SGSN address is present and either Mobile Station Not Reachable Reason is not present or Mobile Station Not Reachable Reason indicates "No Paging Response", the GGSN shall send a PDU Notification Request (IMSI, PDP Type, PDP Address, APN) message to the SGSN indicated by the HLR. Otherwise, the GGSN shall set the MNRG flag for that MS. The GGSN shall not use PDP Type IPv4v6. The SGSN returns a PDU Notification Response (Cause) message to the GGSN in order to acknowledge that it shall request the MS to activate the PDP context indicated with PDP Address.

And sec. 9.2.2.2.2

If the MS does not respond or refuses the activation request, the SGSN sends a PDU Notification Reject Request (IMSI, PDP Type, PDP Address, Cause) message to the GGSN with Cause equal to "MS Not GPRS Responding" or "MS Refuses". The GGSN returns a PDU Notification Reject Response message to the SGSN.

The PDU Notification Request and PDU Notification Reject Request messages needs to be aligned with the above text of stage 2.

Decision: 

The document was Agreed.



C4-111836
PDU Notification Request correction for dual address PDP





29.060
  CR-0838  (Rel-10) v10.2.0





Source: Cisco

Decision: 

The document was Agreed.



C4-111837
Correction to header TEID of Suspend Notification over S3/S16





29.274
  CR-0999  (Rel-9) v9.7.0





Source: Cisco

Abstract: 

The Suspend Notification and Suspend Acknowledge messages are sent over S3, S16 interface during "MO Call in Active/Idle Mode – No PS HO Support" and "MT Call in Active/Idle Mode – No PS HO Support". 

The SGSN sending Suspend Notification message does not know the peer's TEID of GTPv2 tunnel and hence cannot set it in the header of Suspend Notification message. Same is true for Suspend Notification Acknowledge message sent by the MME/SGSN to peer SGSN. Hence, the header TEID of Suspend Notification, Suspend Acknowledge messages over S3, S16 interfaces should be set to "0".

The above condition is missing in the current specification.

Decision: 

The document was Revised to C4-112190.



C4-111838
Correction to header TEID of Suspend Notification over S3/S16





29.274
  CR-1000  (Rel-10) v10.3.0





Source: Cisco

Decision: 

The document was Revised to C4-112191.



C4-111840
Extended IE handling when received fields are less than expected fields





29.274
  CR-1002  (Rel-10) v10.3.0





Source: Cisco

Decision: 

The document was Revised to C4-112195.



C4-111855
Conditional IE missing cause value





29.276
  CR-0053  (Rel-8) v8.7.0





Source: ZTE

Abstract: 

The error handling on the S101 interface is referred to GTPv2 specification in TS29.274.

In the subclause 7.6 of TS29.274, it is stated that if one or more conditional information elements are missing, GTP entity should log the error and shall send a Response message with Cause IE value set to "Conditional IE missing" together with the/e type and instance of the missing conditional IE.

In the TS29.276, there are some conditional IEs in the messages, however there is no specific cause value.

Discussion: 

After discussion it was seen this is not FASMO correction and CT4 agreed this from Rel-10 onwards.

Decision: 

The document was Rejected.



C4-111856
Conditional IE missing cause value





29.276
  CR-0054  (Rel-9) v9.5.0





Source: ZTE

Decision: 

The document was Rejected.



C4-111909
Create Session message





29.274
  CR-1007  (Rel-9) v9.7.0





Source: Huawei

Abstract: 

In the present description, some of the description in the subclause 7.2.1 create session request and subclause 7.2.2 create session response message are uncompleted and unclear.

E.g. for the ULI IE in the create session request message, this IE needs to be sent on S11/S4 interface for S1 Handover/Inter RAT Handover with SGW Relocation procedure, while for the APN Restriction IE and LBI IE needs to be sent on S11/S4 interface to MME/S4 SGSN in Gn/Gp SGSN to S4-SGSN/MME HO procedure.

Discussion: 

HO addition shall be removed from Create Session Response.

Delegates need more time to check the changes. CR is postponed to next meeting.

Decision: 

The document was Postponed.



C4-111910
Create Session message





29.274
  CR-1008  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Postponed.



C4-111911
MEI in Modify Bearer Request





29.274
  CR-1009  (Rel-9) v9.7.0





Source: Huawei

Abstract: 

In the Current description, the MEI IE was introduced in Modify Bearer Request message on S5/S8 interface for Gn/Gp SGSN to MME TAU. A typical scenario is list below: 

(1) A UE was attached in the Rel-8 Gn/Gp SGSN, and the SGSN send Create PDP Context Request message(s) to GGSN/PGW without MEI IE (Because the present condition of MEI IE in Create PDP Context Request message in Rel-8 is optional).

(2) The UE moves from the SGSN to MME in TAU procedure, the target MME shall sent Create Session Request message(s) to the target SGW with MEI IE and the target SGW shall sent corresponding Modify Bearer Request message(s) with MEI IE to the GGSN/PGW.

Firstly, considering the Handover scenario, e.g. when UE performs UTRAN Iu mode to E-UTRAN Inter RAT handover (from Gn/Gp SGSN to MME), the MEI IE shall also be sent on the S5/S8 interface in Modify Bearer Request message. However, the Modify Bearer Request message does not happen in the subset TAU procedure after handover procedure, it only happens in the Execution phase of handover procedure.

Secondly, considering the Gn/Gp SGSN to S4 SGSN RAU/Handover, it is also recommended to include the MEI IE on the S5/S8 interface in Modify Bearer Request message.

The updated present condition of the MEI IE in Modify Bearer Request message is suggested: If SGW receives this IE from MME/S4-SGSN in Gn/Gp SGSN to MME/S4-SGSN RAU/TAU/HO procedures with SGW change, the SGW shall forward it across S5/S8 interface to PGW.

Discussion: 

Not seen as FASMO.

Decision: 

The document was Withdrawn.



C4-111912
MEI in Modify Bearer Request





29.274
  CR-1010  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Revised to C4-112193.



C4-111933
Correcting F-Container type definition





29.274
  CR-1011  (Rel-8) v8.10.0





Source: NSN

Discussion: 

This CR relates to late IC LS from RAN3 which contains modified version of this CR.

Decision: 

The document was Withdrawn.



C4-111934
Correcting F-Container type definition





29.274
  CR-1012  (Rel-9) v9.7.0





Source: NSN

Decision: 

The document was Withdrawn.



C4-111935
Correcting F-Container type definition





29.274
  CR-1013  (Rel-10) v10.3.0





Source: NSN

Decision: 

The document was Withdrawn.



C4-111970
Reply LS on PCO handling 





Source: TSG SA WG2

Abstract: 

CT4 asked whether the only way to solve the problem is mandating SGSNs to send No QoS negotiated bit in this case?

SA2 discussed this and concluded the problem can be solved by GGSN taking care the second PCO, if included, contain same information as the PCO sent in the previous step of PDP Context activation/modification procedure.  

Further it was found that currently the PCO information that GGSN may include in Update PDP Context Response only contain BCM information, thus by intelligent logic the GGSN can prevent inclusion of the second PCO also in the case when the “No QoS negotiation indication” is not set by SGSN.

Attached SA2 agreed 23.060 CRs from Rel-7 onwards describe this solution for pre-rel7 SGSNs.

Decision: 

The document was Noted.



C4-111972
Reply LS on QoS-Negotiation and QoS-Upgrade on the Gx for GnGp SGSN





Source: TSG SA WG2

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-111988
Extended IE handling when received fields are less than expected fields





29.274
  CR-1014  (Rel-9) v9.7.0





Source: Cisco

Abstract: 

Consider the following case,

In Rel-9, MM Context IE is extended by adding two fields: "Length of Voice Domain Preference and UE's Usage Setting"; "Voice Domain Preference and UE's Usage Setting". These two fields are missing OR the corresponding octets are marked as "These octet(s) is/are present only if explicitly specified" in Rel-8 version of MM Context IE. 

Hence, for the Rel-8 node the above two fields are "part of extended fields". While for Rel-9 node the above two fields are not part of the extended fields.

In this case, if the Rel-9 node sends a message with MM Context IE to Rel-8 node, the extra fields are discarded by the Rel-8 node – as per sec 7.7.7.

      If the received value of the Length field and the actual length of the extendable length IE are consistent, but the length is greater than that expected by the fixed number of octets preceding the extended field(s), then the extra unknown octets shall be discarded.

However, if the Rel-8 node sends a message with MM Context IE to Rel-9 node – which is expecting the above two fields, the Rel-9 node will reject the message as per following from sec. 7.7.7.

      If the received value of the Length field and the actual length of the extendable length IE are consistent, but the length is less than that expected by the fixed number of octets preceding the extended field(s), this shall be considered an error, IE shall be discarded and if the IE was received as a Mandatory IE or a verifiable Conditional IE in a Request message, an appropriate error response with Cause IE value set to "Invalid length" together with the type and instance of the offending IE shall be returned to the sender.

For any IE, when the octets are marked as part of the extended octets in the very first release of the specification, those octets should remain as extended octets forever i.e. for any later release of the specification. This aspect of the "extendable IE" is missing and hence it could lead to interoperability problem.

Discussion: 

It was agreed to define a minimum length for the all extendable IEs.

Decision: 

The document was Revised to C4-112194.



C4-111994
New Cause Code for DDN





29.274
  CR-1015  (Rel-9) v9.7.0





Source: Ericsson

Abstract: 

It was agreed at the CT4#53 meeting that the SGW may send Downlink Data Notification message to the S4-SGSN to re-establish the user plane path without deleting the bearer context. However which cause code should be used for the DDN was not decided and the current assumption is that SGW should not include any cause code. 

But when S4-SGSN receives DDN without any cause code when UE is in Connected mode, it will force release Iu and page the UE according to the requirement in the subclause 22 of TS23.007 as follows.

" If the MME/S4 SGSN receives a Downlink Data Notification message from the SGW as a result of the SGW having received an Error Indication message from the eNodeB/RNC, the MME/S4 SGSN should perform the following:

-If the UE is in IDLE state, upon receipt of the Downlink Data Notification message, the MME/S4 SGSN shall perform the Network Triggered Service Request procedure as specified in 3GPP TS 23.060 [5] and 3GPP TS 23.401[15].

If the UE is in CONNECTED state, upon receipt of the Downlink Data Notification message, the MME/S4 SGSN shall perform S1/Iu Release procedure and perform Network Triggered Service Request procedure as specified in 3GPP TS 23.060 [5] and 3GPP TS 23.401[15]. "

It needs a new specific cause code to allow S4-SGSN differentiate the case that the SGW receives S4-U error indication from the use case when the SGW receives GTP error indication from eNB and RNC (DT is used) and normal downlink data notification.

Introducing a new cause code is a cleaner protocol solution.

Decision: 

The document was Revised to C4-112198.



C4-111995
New Cause Code for DDN





29.274
  CR-1016  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-112199.



C4-111996
Downlink Data Notification Handling at MME/S4 SGSN





23.007
  CR-0174  (Rel-9) v9.8.0





Source: Ericsson

Abstract: 

It was agreed at the CT4#53 meeting that the SGW may send Downlink Data Notification message to the S4-SGSN to re-establish the user plane path without deleting the bearer context. However which cause code should be used for the DDN was not decided and the current assumption is that SGW should not include any cause code. 

But when S4-SGSN receives DDN without any cause code when UE is in Connected mode, it may force release Iu and page the UE according to the requirement in the subclause 22 of TS23.007 as follows.

" If the MME/S4 SGSN receives a Downlink Data Notification message from the SGW as a result of the SGW having received an Error Indication message from the eNodeB/RNC, the MME/S4 SGSN should perform the following:

-If the UE is in IDLE state, upon receipt of the Downlink Data Notification message, the MME/S4 SGSN shall perform the Network Triggered Service Request procedure as specified in 3GPP TS 23.060 [5] and 3GPP TS 23.401[15].

If the UE is in CONNECTED state, upon receipt of the Downlink Data Notification message, the MME/S4 SGSN shall perform S1/Iu Release procedure and perform Network Triggered Service Request procedure as specified in 3GPP TS 23.060 [5] and 3GPP TS 23.401[15]. "

It needs to define the S4-SGSN behaviour when it receives Error Indication when DT is not used. A new specific cause code to allow S4-SGSN differentiate the case that the SGW receives S4-U error indication from the use case when the SGW receives GTP error indication from eNB and RNC (DT is used) and normal downlink data notification.

Introducing a new cause code is a cleaner protocol solution.

Discussion: 

Enhancements are needed in 3rd and 4th bullet.

Decision: 

The document was Revised to C4-112196.



C4-111997
Downlink Data Notification Handling at MME/S4 SGSN





23.007
  CR-0175  (Rel-10) v10.4.0





Source: Ericsson

Decision: 

The document was Revised to C4-112197.



C4-112149
PCO handling at the GGSN for pre-Rel 7 SGSNs





29.060
  CR-0826  rev 1 (Rel-7) v7.16.0





Source: Nokia Siemens Networks

(Replaces C4-111721)

Decision: 

The document was Agreed.



C4-112150
PCO handling at the GGSN for pre-Rel 7 SGSNs





29.060
  CR-0827  rev 1 (Rel-8) v8.14.0





Source: Nokia Siemens Networks

(Replaces C4-111722)

Decision: 

The document was Agreed.



C4-112151
PCO handling at the GGSN for pre-Rel 7 SGSNs





29.060
  CR-0828  rev 1 (Rel-9) v9.7.0





Source: Nokia Siemens Networks

(Replaces C4-111723)

Decision: 

The document was Agreed.



C4-112152
PCO handling at the GGSN for pre-Rel 7 SGSNs





29.060
  CR-0829  rev 1 (Rel-10) v10.2.0





Source: Nokia Siemens Networks

(Replaces C4-111724)

Decision: 

The document was Agreed.



C4-112154
PS handover procedure for SRVCC with Gn based SGSN





29.060
  CR-0824  rev 1 (Rel-9) v9.6.0





Source: Alcatel-Lucent

(Replaces C4-111696)

Decision: 

The document was Agreed.



C4-112155
PS handover procedure for SRVCC





29.060
  CR-0825  rev 1 (Rel-10) v10.1.0





Source: Alcatel-Lucent

(Replaces C4-111697)

Decision: 

The document was Agreed.



C4-112157
Condition for sending Cause IE with DBReq during a HO from 3GPP to non-3GPP





29.274
  CR-0976  rev 1 (Rel-9) v9.7.0





Source: Nokia Siemens Networks

(Replaces C4-111719)

Decision: 

The document was Agreed.



C4-112158
Condition for sending Cause IE with DBReq during a HO from 3GPP to non-3GPP





29.274
  CR-0977  rev 1 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-111720)

Decision: 

The document was Agreed.



C4-112159
Essential Clarification for SGSN pool





29.274
  CR-0985  rev 1 (Rel-9) v9.7.0





Source: Ericsson

(Replaces C4-111796)

Decision: 

The document was Agreed.



C4-112160
Essential Clarification for SGSN pool





29.274
  CR-0986  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-111797)

Decision: 

The document was Agreed.



C4-112161
Essential correction to handling of EPDN session for UICCless UE





29.274
  CR-0993  rev 1 (Rel-9) v9.7.0





Source: Cisco

(Replaces C4-111822)

Decision: 

The document was Agreed.



C4-112162
Essential correction to handling of EPDN session for UICCless UE





29.274
  CR-0994  rev 1 (Rel-10) v10.3.0





Source: Cisco

(Replaces C4-111823)

Decision: 

The document was Agreed.



C4-112163
Essential correction to handling of EPDN session for UICCless UE





29.060
  CR-0830  rev 1 (Rel-9) v9.7.0





Source: Cisco

(Replaces C4-111824)

Decision: 

The document was Agreed.



C4-112164
Essential correction to handling of EPDN session for UICCless UE





29.060
  CR-0831  rev 1 (Rel-10) v10.2.0





Source: Cisco

(Replaces C4-111825)

Decision: 

The document was Agreed.



C4-112166
RANAP Cause code range alignment with RANAP specification 





29.060
  CR-0835  rev 1 (Rel-9) v9.7.0





Source: Cisco

(Replaces C4-111829)

Decision: 

The document was Agreed.



C4-112167
RANAP Cause code range alignment with RANAP specification 





29.060
  CR-0836  rev 1 (Rel-10) v10.2.0





Source: Cisco

(Replaces C4-111830)

Decision: 

The document was Agreed.



C4-112168
Correction to ULI and UCI IE inclusion condition in Change Notification Req 





29.274
  CR-0995  rev 1 (Rel-9) v9.7.0





Source: Cisco

(Replaces C4-111831)

Decision: 

The document was Agreed.



C4-112169
Correction to ULI and UCI IE inclusion condition in Change Notification Req 





29.274
  CR-0996  rev 1 (Rel-10) v10.3.0





Source: Cisco

(Replaces C4-111832)

Decision: 

The document was Agreed.



C4-112190
Correction to header TEID of Suspend Notification over S3/S16





29.274
  CR-0999  rev 1 (Rel-9) v9.7.0





Source: Cisco

(Replaces C4-111837)

Decision: 

The document was Agreed.



C4-112191
Correction to header TEID of Suspend Notification over S3/S16





29.274
  CR-1000  rev 1 (Rel-10) v10.3.0





Source: Cisco

(Replaces C4-111838)

Decision: 

The document was Agreed.



C4-112192
Conditional IE missing cause value





29.276
  CR-0052  rev 1 (Rel-10) v10.1.0





Source: ZTE

(Replaces C4-111771)

Decision: 

The document was Agreed.



C4-112193
MEI in Modify Bearer Request





29.274
  CR-1010  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-111912)

Decision: 

The document was Agreed.



C4-112194
Extended IE handling when received fields are less than expected fields





29.274
  CR-1014  rev 1 (Rel-9) v9.7.0





Source: Cisco

(Replaces C4-111988)

Decision: 

The document was Agreed.



C4-112195
Extended IE handling when received fields are less than expected fields





29.274
  CR-1002  rev 1 (Rel-10) v10.3.0





Source: Cisco

(Replaces C4-111840)

Decision: 

The document was Agreed.



C4-112196
Downlink Data Notification Handling at MME/S4 SGSN





23.007
  CR-0174  rev 1 (Rel-9) v9.8.0





Source: Ericsson

(Replaces C4-111996)

Decision: 

The document was Agreed.



C4-112197
Downlink Data Notification Handling at MME/S4 SGSN





23.007
  CR-0175  rev 1 (Rel-10) v10.4.0





Source: Ericsson

(Replaces C4-111997)

Decision: 

The document was Agreed.



C4-112198
New Cause Code for DDN





29.274
  CR-1015  rev 1 (Rel-9) v9.7.0





Source: Ericsson

(Replaces C4-111994)

Decision: 

The document was Agreed.



C4-112199
New Cause Code for DDN





29.274
  CR-1016  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-111995)

Decision: 

The document was Agreed.



8.3
PMIP

C4-111706
Protocol service name variation for PMIP





23.003
  CR-0300  (Rel-9) v9.7.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-111999.



C4-111707
Protocol service name variation for PMIP





23.003
  CR-0301  (Rel-10) v10.2.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-112000.



C4-111708
Protocol service name variation for PMIP in DNS procedure





29.303
  CR-0052  (Rel-9) v9.4.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-112001.



C4-111709
Protocol service name variation for PMIP in DNS procedure





29.303
  CR-0053  (Rel-10) v10.2.1





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-112002.



C4-111710
New flags of Indication IE for PMIP





29.274
  CR-0970  (Rel-9) v9.7.0





Source: NTT DOCOMO

Decision: 

The document was Withdrawn.



C4-111711
New flags of Indication IE for PMIP





29.274
  CR-0971  (Rel-10) v10.3.0





Source: NTT DOCOMO

Decision: 

The document was Withdrawn.



C4-111725
Interworking problems among PMIPv6 stacks





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112007.



C4-111726
Signalling of PMIP Protocol Stack





29.274
  CR-0978  (Rel-9) v9.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111727
Signalling of PMIP Protocol Stack





29.274
  CR-0979  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111728
Interoperability of PMPv6 protocol stacks





29.275
  CR-0202  (Rel-9) v9.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112005.



C4-111729
Interoperability of PMPv6 protocol stacks





29.275
  CR-0203  (Rel-11) v..





Source: Nokia Siemens Networks

Discussion: 

Merged into 2058

Decision: 

The document was Withdrawn.



C4-111792
PMIP message format





29.275
  CR-0197  rev 1 (Rel-9) v9.4.0





Source: Ericsson

(Replaces C4-111152)

Decision: 

The document was Revised to C4-112060.



C4-111793
PMIP message format





29.275
  CR-0198  rev 1 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-111153)

Decision: 

The document was Revised to C4-112061.



C4-111800
Discussion on PMIP protocol stack issue





Source: Ericsson

Decision: 

The document was Noted.



C4-111801
Discussion on Migration path of PMIP protocol stack issue





Source: Ericsson

Decision: 

The document was Revised to C4-112006.



C4-111802
Discussion on Migration solution of PMIP protocol stack issue





Source: Ericsson

Discussion: 

After discussion CT4 agreed to go for a self detection approach. Companies are requested to provide CRs to the next meeting.

Decision: 

The document was Noted.



C4-111803
Correction of the protocol stack for PMIP





29.275
  CR-0206  (Rel-9) v9.5.0





Source: Ericsson, ZTE

Decision: 

The document was Revised to C4-112058.



C4-111804
Correction of the protocol stack for PMIP





29.275
  CR-0207  (Rel-10) v10.2.0





Source: Ericsson, ZTE

Decision: 

The document was Revised to C4-112059.



C4-111857
Discussion on interworking of different PMIP protocol stacks over IPv4 transport





Source: ZTE

Decision: 

The document was Revised to C4-112024.



C4-111858
Interworking of different PMIP protocol stacks over IPv4 transport





29.275
  CR-0208  (Rel-9) v9.5.0





Source: ZTE

Decision: 

The document was Withdrawn.



C4-111859
New Service and Protocol service name for different PMIP protocol stack





29.303
  CR-0054  (Rel-9) v9.4.0





Source: ZTE

Decision: 

The document was Withdrawn.



C4-111860
Use of new Service and Protocol service name for DNS lookup PMIPv6 peer





23.003
  CR-0302  (Rel-9) v9.7.0





Source: ZTE

Decision: 

The document was Withdrawn.



C4-111999
Protocol service name variation for PMIP





23.003
  CR-0300  rev 1 (Rel-9) v9.7.0





Source: NTT DOCOMO

(Replaces C4-111706)

Decision: 

The document was Withdrawn.



C4-112000
Protocol service name variation for PMIP





23.003
  CR-0301  rev 1 (Rel-10) v10.2.0





Source: NTT DOCOMO

(Replaces C4-111707)

Decision: 

The document was Withdrawn.



C4-112001
Protocol service name variation for PMIP in DNS procedure





29.303
  CR-0052  rev 1 (Rel-9) v9.4.0





Source: NTT DOCOMO

(Replaces C4-111708)

Decision: 

The document was Withdrawn.



C4-112002
Protocol service name variation for PMIP in DNS procedure





29.303
  CR-0053  rev 1 (Rel-10) v10.2.1





Source: NTT DOCOMO

(Replaces C4-111709)

Decision: 

The document was Withdrawn.



C4-112005
Interoperability of PMPv6 protocol stacks





29.275
  CR-0202  rev 1 (Rel-9) v9.5.0





Source: Nokia Siemens Networks, NTT DoCoMo

(Replaces C4-111728)

Decision: 

The document was Withdrawn.



C4-112006
Discussion on Migration path of PMIP protocol stack issue





Source: Ericsson

(Replaces C4-111801)

Decision: 

The document was Noted.



C4-112007
Interworking problems among PMIPv6 stacks





Source: Nokia Siemens Networks

(Replaces C4-111725)

Discussion: 

CT4 agreed that if a CR updates references in some spec, the source company must clearly state if the update has a backward compatibility implications, or not.

Decision: 

The document was Noted.



C4-112024
Discussion on interworking of different PMIP protocol stacks over IPv4 transport





Source: ZTE

(Replaces C4-111857)

Decision: 

The document was Noted.



C4-112058
Correction of the protocol stack for PMIP





29.275
  CR-0206  rev 1 (Rel-9) v9.5.0





Source: Ericsson, ZTE

(Replaces C4-111803)

Discussion: 

NTTDOCOMO asked to postpone the CR to next meeting. They would like to see the procedure and the stack correction in one plenary cycle.

Decision: 

The document was Postponed.



C4-112059
Correction of the protocol stack for PMIP





29.275
  CR-0207  rev 1 (Rel-10) v10.2.0





Source: Ericsson, ZTE

(Replaces C4-111804)

Decision: 

The document was Postponed.



C4-112060
PMIP message format





29.275
  CR-0197  rev 2 (Rel-9) v9.4.0





Source: Ericsson

(Replaces C4-111792)

Decision: 

The document was Agreed.



C4-112061
PMIP message format





29.275
  CR-0198  rev 2 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-111793)

Decision: 

The document was Agreed.



8.4
IMS

C4-111730
Wildcarded Public Identity





29.328
  CR-0388  (Rel-8) v8.13.0





Source: Ericsson, Nokia Siemens Networks

Abstract: 

Cx interface was modified in Rel-8 to use only Wildcarded-Public-Identity, rather that Wildcarded-IMPU or Wildcarded-PSI, avoiding that S-CSCF has to be aware of the nature of the wildcarded identity, keeping it transparent for this information.

Former Cx Wildcarded-PSI AVP (code 634) was renamed to Wildcarded-Public-Identity, while former Cx Wildcarded-IMPU was removed (code 636 is reserved).

However, Sh was not modified, then it keeps having both Wildcarded-IMPU and Wildcarded-PSI, but they referred to the Cx AVPs, what is inconsistent, since Sh Wildcarded-PSI is code 634, that is within Cx scope and refers to Wildcarded-Public-Identity, while Sh Wildcarded-IMPU is code 636, that is within Cx scope, and in fact is set to “reserved”.

Therefore, Sh AVPs shall be updated. Same reasoning as in Cx applies, where the use of only one generic Wildcarded-Public-Identity is optimal, since it avoids that the Sh client shall be aware of the nature of the wildcarded identity, what is not always possible, e.g. the AS receives PPK, since it is not aware of what AVP has to use.

Discussion: 

Huawei does not believe this is an essential correction for Rel-8.

Alcatel-Lucent support the CR. The see it's good to align the Sh-interface with the Cx-interface. 

Orange, ZTE and Telecom Italia commented that the alignment is a good approach, but not an essential.

ZTE commented that they could add the AVP back to 29.230 and changed it back to "reserved".

Decision: 

The document was Rejected.



C4-111731
Wildcarded Public Identity





29.329
  CR-0178  (Rel-8) v8.8.0





Source: Ericsson, Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111732
Wildcarded Public Identity





29.328
  CR-0389  (Rel-9) v9.6.0





Source: Ericsson, Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111733
Wildcarded Public Identity





29.329
  CR-0179  (Rel-9) v9.4.0





Source: Ericsson, Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111734
Wildcarded Public Identity





29.328
  CR-0390  (Rel-10) v10.3.0





Source: Ericsson, Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111735
Wildcarded Public Identity





29.329
  CR-0180  (Rel-10) v10.3.0





Source: Ericsson, Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111736
Wildcarded Public Identity





29.328
  CR-0391  (Rel-11) v11.0.0





Source: Ericsson, Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111737
Wildcarded Public Identity





29.329
  CR-0181  (Rel-11) v11.0.0





Source: Ericsson, Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-111738
Priviledged sender





23.008
  CR-0342  (Rel-8) v8.11.0





Source: Ericsson

Abstract: 

According to 24.229 a priviledged sender is:

Priviledged sender: A priviledged sender is allowed to send SIP messages where the identities in P-Asserted-Identity will be passed on in the P-CSCF and are not subject to further processing in the P-CSCF.

While a priviledged sender can be identified based on parameters stored during registration, see 24.229 text:

NOTE 4:
The P-CSCF can determine if the UE is considered as priviledged sender based on parameters stored during registration (see subclause 5.2.2.1), if available. Otherwise the P-CSCF can make the determination based on local configuration.

Therefore, the following is required:

- Priviledged sender has to be defined as new data for the IP multimedia domain, related to subscription and identification.

- A way to configure a priviledged sender in HSS has to be defined

- A way to convey this new priviledged sender identification via Cx interface during registration procedure.

Priviledged sender has to be defined as new data for the IP multimedia domain, related to subscription and identification

Discussion: 

Nokia Siemens Networks Commented that the mechanism to transport this from S-CSCF to P-CSCF is defined from Rel-10 onwards. Anyway there are usages of this parameter in the S-CSCF in Rel-8.

Huawei need to check this offline to determine if Rel-8 and Rel-9 are acceptable as well

Decision: 

The document was Postponed.



C4-111739
Priviledged sender





29.228
  CR-0539  (Rel-8) v8.13.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-111740
Priviledged sender





29.229
  CR-0231  (Rel-8) v8.12.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-111741
Priviledged sender





23.008
  CR-0343  (Rel-9) v9.4.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-111742
Priviledged sender





29.228
  CR-0540  (Rel-9) v9.6.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-111743
Priviledged sender





29.229
  CR-0232  (Rel-9) v9.4.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-111744
Priviledged sender





23.008
  CR-0344  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-112128.



C4-111745
Priviledged sender





29.228
  CR-0541  (Rel-10) v10.2.0





Source: Ericsson

Abstract: 

According to 24.229 a priviledged sender is:

Priviledged sender: A priviledged sender is allowed to send SIP messages where the identities in P-Asserted-Identity will be passed on in the P-CSCF and are not subject to further processing in the P-CSCF.

While a priviledged sender can be identified based on parameters stored during registration, see 24.229 text:

NOTE 4:
The P-CSCF determines if the UE is considered as priviledged sender using the user-related policies provisioned to the P-CSCF (see subclause 5.2.6.1).

5.2.6.1
Introduction

The procedures of subclause 5.2.6 and its subclauses are general to all requests and responses, except those for the REGISTER method.

The P-CSCF shall support the provision of the user-related policies (e.g. consideration of the user as a priviledged sender):

-
from the S-CSCF during registration; and

-
by local configuration.

For the same policy, the precedence between the locally configured policy and a policy received during registration shall be based on local operator policy.

Therefore, the following is required:

- Priviledged sender has to be defined as new data for the IP multimedia domain, related to subscription and identification.

- A way to configure a priviledged sender in HSS has to be defined

- A way to convey this new priviledged sender identification via Cx interface during registration procedure.

Discussion: 

It was agreed CR is technically correct.

Decision: 

The document was Revised to C4-112153.



C4-111746
Priviledged sender





29.229
  CR-0233  (Rel-10) v10.1.0





Source: Ericsson

Discussion: 

NOT_PRIVILEDGED_SENDER (0) needs to be added.

Decision: 

The document was Revised to C4-112114.



C4-111747
Priviledged sender





23.008
  CR-0345  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-112129.



C4-111748
Priviledged sender





29.228
  CR-0542  (Rel-11) v11.0.0





Source: Ericsson

Discussion: 

It was agreed CR is technically correct.

Decision: 

The document was Agreed.



C4-111749
Priviledged sender





29.229
  CR-0234  (Rel-11) v..





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-111750
Public Identity in canonical form





29.228
  CR-0543  (Rel-8) v8.13.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

Abstract: 

RFC 3261 specifies that the registrar must convert the URI to a canonical form:

5. The registrar extracts the address-of-record from the To header field of the request.  If the address-of-record is not valid for the domain in the Request-URI, the registrar MUST send a 404 (Not Found) response and skip the remaining steps.  The URI MUST then be converted to a canonical form.  To do that, all URI parameters MUST be removed (including the user-param), and any escaped characters MUST be converted to their unescaped form.  The result serves as an index into the list of bindings.

Apart from that, in 29.229, it is already specified that the Public-Identity AVP shall be in canonical form.

Therefore, there is still some wrong text in 29.228 that describes conversion from non-canonical to canonical form in HSS or SLF.

Procedure description is updated to specify that Public Identity is received in canonical form.

Discussion: 

"Consequences if not approved" needs to be strengthen in the cover sheet.

Decision: 

The document was Revised to C4-112115.



C4-111751
Public Identity in canonical form





29.228
  CR-0544  (Rel-9) v9.6.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

Decision: 

The document was Revised to C4-112116.



C4-111752
Public Identity in canonical form





29.228
  CR-0545  (Rel-10) v10.2.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

Decision: 

The document was Revised to C4-112117.



C4-111753
Public Identity in canonical form





29.228
  CR-0546  (Rel-11) v11.0.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

Decision: 

The document was Revised to C4-112118.



C4-111866
OIP/OIR and TIP/TIR data syntax





29.364
  CR-0021  (Rel-8) v8.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112108.



C4-111991
Updating IMEI URN draft reference





23.003
  CR-0305  (Rel-8) v8.13.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-111992
Updating IMEI URN draft reference





23.003
  CR-0306  (Rel-9) v9.7.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-111993
Updating IMEI URN draft reference





23.003
  CR-0307  (Rel-10) v10.2.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-112108
OIP/OIR data syntax





29.364
  CR-0021  rev 1 (Rel-8) v8.3.0





Source: Nokia Siemens Networks

(Replaces C4-111866)

Abstract: 

The XML schema  is not correct. identityPresentationDefaultTemporaryType is defined but not used. identityPresentationModeType is used where identityPresentationRestrictionType should be used.

Decision: 

The document was Agreed.



C4-112114
Priviledged sender





29.229
  CR-0233  rev 1 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-111746)

Discussion: 

It was agreed CR is technically correct.

Decision: 

The document was Agreed.



C4-112115
Public Identity in canonical form





29.228
  CR-0543  rev 1 (Rel-8) v8.13.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

(Replaces C4-111750)

Decision: 

The document was Agreed.



C4-112116
Public Identity in canonical form





29.228
  CR-0544  rev 1 (Rel-9) v9.6.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

(Replaces C4-111751)

Decision: 

The document was Agreed.



C4-112117
Public Identity in canonical form





29.228
  CR-0545  rev 1 (Rel-10) v10.2.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

(Replaces C4-111752)

Decision: 

The document was Agreed.



C4-112118
Public Identity in canonical form





29.228
  CR-0546  rev 1 (Rel-11) v11.0.0





Source: Ericsson, Orange, Telecom Italia, Alcatel Lucent

(Replaces C4-111753)

Decision: 

The document was Agreed.



C4-112119
Wildcarded Public Identity





29.230
  CR-0254  (Rel-8) v8.11.0





Source: Orange

Decision: 

The document was Postponed.



C4-112120
Wildcarded Public Identity





29.230
  CR-0255  (Rel-9) v9.7.0





Source: Orange

Decision: 

The document was Postponed.



C4-112121
Wildcarded Public Identity





29.230
  CR-0256  (Rel-10) v10.3.0





Source: Orange

Decision: 

The document was Postponed.



C4-112122
Priviledged sender





29.230
  CR-0257  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-112176.



C4-112123
OIP/OIR data syntax





29.364
  CR-0022  (Rel-9) v9.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112124
OIP/OIR data syntax





29.364
  CR-0023  (Rel-10) v10.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112128
Priviledged sender





23.008
  CR-0344  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-111744)

Decision: 

The document was Agreed.



C4-112129
Priviledged sender





23.008
  CR-0345  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-111747)

Decision: 

The document was Agreed.



C4-112153
Priviledged sender





29.228
  CR-0541  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-111745)

Abstract: 

According to 24.229 a priviledged sender is:

Priviledged sender: A priviledged sender is allowed to send SIP messages where the identities in P-Asserted-Identity will be passed on in the P-CSCF and are not subject to further processing in the P-CSCF.

While a priviledged sender can be identified based on parameters stored during registration, see 24.229 text:

NOTE 4:
The P-CSCF determines if the UE is considered as priviledged sender using the user-related policies provisioned to the P-CSCF (see subclause 5.2.6.1).

5.2.6.1
Introduction

The procedures of subclause 5.2.6 and its subclauses are general to all requests and responses, except those for the REGISTER method.

The P-CSCF shall support the provision of the user-related policies (e.g. consideration of the user as a priviledged sender):

-
from the S-CSCF during registration; and

-
by local configuration.

For the same policy, the precedence between the locally configured policy and a policy received during registration shall be based on local operator policy.

Therefore, the following is required:

- Priviledged sender has to be defined as new data for the IP multimedia domain, related to subscription and identification.

- A way to configure a priviledged sender in HSS has to be defined

- A way to convey this new priviledged sender identification via Cx interface during registration procedure.

Discussion: 

It was agreed CR is technically correct.

Decision: 

The document was Agreed.



C4-112176
Priviledged sender





29.230
  CR-0257  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-112122)

Decision: 

The document was Agreed.



8.5
CAMEL

C4-111865
ScfID parameter length





29.078
  CR-0415  (Rel-4) v4.9.0





Source: Nokia Siemens Networks

Discussion: 

Ericsson has not notified this problem and they believe it is not essential, 

Nokia Siemens Networks commented that they might come back with this CR after offline discussion.

Decision: 

The document was Withdrawn.



8.6
AoIP

8.7
Any other business for Release 9 and earlier

8.7.1
CS-IBCF

C4-111772
Behaviour of HSS in abnormal case of Immediate-Response-Preferred AVP





29.272
  CR-0367  (Rel-8) v8.11.0





Source: ZTE

Decision: 

The document was Withdrawn.



C4-111773
Behaviour of HSS in abnormal case of Immediate-Response-Preferred AVP





29.272
  CR-0368  (Rel-9) v9.7.0





Source: ZTE

Decision: 

The document was Withdrawn.



C4-111774
Behaviour of HSS in abnormal case of Immediate-Response-Preferred AVP





29.272
  CR-0369  (Rel-10) v10.3.0





Source: ZTE

Decision: 

The document was Revised to C4-112075.



C4-111780
Media inactivity notification procedure





23.205
  CR-0248  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111781
Media inactivity notification procedure





23.205
  CR-0249  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111782
Media inactivity notification procedure





29.232
  CR-0638  (Rel-9) v9.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111783
Media inactivity notification procedure





29.232
  CR-0639  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112075
Behaviour of HSS in abnormal case of Immediate-Response-Preferred AVP





29.272
  CR-0369  rev 1 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-111774)

Decision: 

The document was Revised to C4-112216.



C4-112216
Behaviour of HSS in abnormal case of Immediate-Response-Preferred AVP





29.272
  CR-0369  rev 2 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-112075)

Decision: 

The document was Agreed.



8.7.2
AVP code allocation requests

C4-111867
AVP code alignment with 29.212





29.230
  CR-0235  (Rel-9) v9.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111868
AVP code alignment with 29.212





29.230
  CR-0236  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Discussion: 

Typo in AVP 1077 needs to be corrected.

Decision: 

The document was Revised to C4-112126.



C4-111869
AVP code alignment with 32.299





29.230
  CR-0237  (Rel-8) v8.11.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111870
AVP code alignment with 32.299





29.230
  CR-0238  (Rel-9) v9.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111871
AVP code alignment with 32.299





29.230
  CR-0239  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Discussion: 

Typos need to be corrected.

Decision: 

The document was Revised to C4-112125.



C4-111873
AVP code alignment with 29.214





29.230
  CR-0241  (Rel-7) v7.15.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111874
AVP code alignment with 29.214





29.230
  CR-0242  (Rel-8) v8.11.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111875
AVP code alignment with 29.214





29.230
  CR-0243  (Rel-9) v9.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111876
AVP code alignment with 29.214





29.230
  CR-0244  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Discussion: 

MPS-identifier is missing.

Decision: 

The document was Revised to C4-112127.



C4-111877
Experimental Result Code alignment with 29.061





29.230
  CR-0245  (Rel-6) v6.10.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111878
Experimental Result Code alignment with 29.061





29.230
  CR-0246  (Rel-7) v7.15.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111879
Experimental Result Code alignment with 29.061





29.230
  CR-0247  (Rel-8) v8.11.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111880
Experimental Result Code alignment with 29.061





29.230
  CR-0248  (Rel-9) v9.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111881
Experimental Result Code alignment with 29.061





29.230
  CR-0249  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-111951
LS on allocating Diameter AVP codes for TS 29.214





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-111952
LS on allocating experimental result code value for TS 29.061





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-111953
LS on Updating codes in TS 29.230





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-111980
LS on AVP code allocation





Source: TSG SA WG5

Discussion: 

Ericsson commented that SA5 is setting the M-bit for all AVP's.  Extensibility of AVP's may be an issue.

CT4 agreed that the companies are encouraged to advise their SA5 colleagues of how Diameter extensibility is achieved within 3GPP.

Decision: 

The document was Noted.



C4-112026
Failure code alignment with 29.212





29.230
  CR-0250  (Rel-8) v8.11.0





Source: Nokia Siemens networks

Decision: 

The document was Agreed.



C4-112027
Failure code alignment with 29.212





29.230
  CR-0251  (Rel-9) v9.7.0





Source: Nokia Siemens networks

Decision: 

The document was Agreed.



C4-112028
Failure code alignment with 29.212





29.230
  CR-0252  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112029
Failure code alignment with 29.212





29.230
  CR-0253  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112125
AVP code alignment with 32.299





29.230
  CR-0239  rev 1 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-111871)

Decision: 

The document was Agreed.



C4-112126
AVP code alignment with 29.212





29.230
  CR-0236  rev 1 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-111868)

Decision: 

The document was Agreed.



C4-112127
AVP code alignment with 29.214





29.230
  CR-0244  rev 1 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-111876)

Decision: 

The document was Agreed.



8.7.3
3GPP access (diameter interfaces)

C4-111847
Active-APN AVP





29.272
  CR-0371  (Rel-9) v9.7.0





Source: Ericsson

Decision: 

The document was Revised to C4-112076.



C4-111848
Active-APN AVP





29.272
  CR-0372  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-112077.



C4-111849
Context Identifier and GTPv1





29.272
  CR-0373  (Rel-9) v9.7.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-111850
Context Identifier and GTPv1





29.272
  CR-0374  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-111920
APN-AMBR for GPRS





29.272
  CR-0379  (Rel-9) v9.7.0





Source: Huawei

Decision: 

The document was Revised to C4-112078.



C4-111921
APN-AMBR for GPRS





29.272
  CR-0380  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Revised to C4-112079.



C4-111922
APN-AMBR for GPRS





29.002
  CR-1041  (Rel-9) v9.5.0





Source: Huawei

Decision: 

The document was Revised to C4-112080.



C4-111923
APN-AMBR for GPRS





29.002
  CR-1042  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Revised to C4-112081.



C4-111924
Addition of AMBR for GPRS





23.008
  CR-0352  (Rel-9) v9.4.0





Source: Huawei

Decision: 

The document was Revised to C4-112082.



C4-111925
Addition of AMBR for GPRS





23.008
  CR-0353  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Revised to C4-112083.



C4-111926
Addition of AMBR for GPRS





23.008
  CR-0354  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-112084.



C4-112076
Active-APN AVP





29.272
  CR-0371  rev 1 (Rel-9) v9.7.0





Source: Ericsson

(Replaces C4-111847)

Decision: 

The document was Agreed.



C4-112077
Active-APN AVP





29.272
  CR-0372  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-111848)

Decision: 

The document was Agreed.



C4-112078
APN-AMBR for GPRS





29.272
  CR-0379  rev 1 (Rel-9) v9.7.0





Source: Huawei

(Replaces C4-111920)

Decision: 

The document was Agreed.



C4-112079
APN-AMBR for GPRS





29.272
  CR-0380  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-111921)

Decision: 

The document was Agreed.



C4-112080
APN-AMBR for GPRS





29.002
  CR-1041  rev 1 (Rel-9) v9.5.0





Source: Huawei

(Replaces C4-111922)

Decision: 

The document was Agreed.



C4-112081
APN-AMBR for GPRS





29.002
  CR-1042  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-111923)

Decision: 

The document was Agreed.



C4-112082
Addition of AMBR for GPRS





23.008
  CR-0352  rev 1 (Rel-9) v9.4.0





Source: Huawei

(Replaces C4-111924)

Decision: 

The document was Agreed.



C4-112083
Addition of AMBR for GPRS





23.008
  CR-0353  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-111925)

Decision: 

The document was Agreed.



C4-112084
Addition of AMBR for GPRS





23.008
  CR-0354  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-111926)

Decision: 

The document was Agreed.



8.7.4
None 3GPP access (diameter interfaces)

C4-111851
Session Handling in S6b





Source: Ericsson

Decision: 

The document was Noted.



C4-111852
Session Handling in S6b





29.273
  CR-0226  (Rel-9) v9.7.0





Source: Ericsson

Decision: 

The document was Revised to C4-112073.



C4-111853
Session Handling in S6b





29.273
  CR-0227  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-112074.



C4-112073
Session Handling in S6b





29.273
  CR-0226  rev 1 (Rel-9) v9.7.0





Source: Ericsson

(Replaces C4-111852)

Discussion: 

Nokia Siemens Networks commented that CT4 should wait until stage 2 CR in SA2 is agreed. 

Ericsson believes this CR can be agreed independently and SA2 can align stage 2 afterwards.

Decision: 

The document was Postponed.



C4-112074
Session Handling in S6b





29.273
  CR-0227  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-111853)

Decision: 

The document was Postponed.



8.7.5
MAP

C4-111862
Cancellation Type initial attach





29.002
  CR-1039  (Rel-8) v8.16.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112063.



C4-111989
Use of UE-Reachability by SGSN





29.002
  CR-1044  (Rel-9) v9.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112066.



C4-112063
Cancellation Type initial attach





29.002
  CR-1039  rev 1 (Rel-8) v8.16.0





Source: Nokia Siemens Networks

(Replaces C4-111862)

Decision: 

The document was Revised to C4-112177.



C4-112064
Cancellation Type initial attach





29.002
  CR-1045  (Rel-9) v9.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112178.



C4-112065
Cancellation Type initial attach





29.002
  CR-1046  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112179.



C4-112066
Use of UE-Reachability by SGSN





29.002
  CR-1044  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112177
Cancellation Type initial attach





29.002
  CR-1039  rev 2 (Rel-8) v8.16.0





Source: Nokia Siemens Networks

(Replaces C4-112063)

Decision: 

The document was Postponed.



C4-112178
Cancellation Type initial attach





29.002
  CR-1045  rev 1 (Rel-9) v9.5.0





Source: Nokia Siemens Networks

(Replaces C4-112064)

Decision: 

The document was Postponed.



C4-112179
Cancellation Type initial attach





29.002
  CR-1046  rev 1 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-112065)

Decision: 

The document was Postponed.

9
TISPAN R1 and R2 maintenance

10
AOB

CT4 agreed that if a CR updates the references in some specifications, the source company must clearly state if the update has a backward compatibility implications, or not.
10.1
Chairman Election

Mr. Peter Schmitt, Nokia Siemens Networks (ETSI) was selected as CT4 Chairman by acclamation.
10.2
Vice Chairmen Elections

Mr. Nigel Berry Alcatel-Lucent (ETSI) and Mr. David Hutton, Vodafone Group Plc (ETSI),were selected as CT4 Vice Chairmen by acclamation.
11
Update of the Work Plan

C4-111861
Work Plan input after CT4#54





Source: CT4 Chairman

Decision: 

The document was Noted.

12
Future meetings

CT4 agreed that scheduled April meeting 2012 is needed. It was seen there will be amount of Rel-11 work to cover in this meting.

For the next CT4#54bis meeting in Hyderabad, India the reduced agenda was agreed. Only the following topics shall be discussed in CT4#54bis.:



Rel-11

· All topics



For earlier release:

· GTP

· PMIP

· eSRVCC (H248 aspects)

· LCLS Stage3 corrections only(alignments)

13
Check of approved output documents

C4-112235
Output Documents





Source: CT4 Chairman

Discussion: 

Meeting finished at 16:38

Decision: 

The document was Noted.



14
Closing of the meeting (16:00 Friday 13th May)

Chairman thanked the hosts, the EF3, for the good meeting arrangements. Chairman also thanked the delegates for their hard work and the attendees for their co-operation and hard work in demanding sessions. The re-elected Chairman Mr. Peter Schmitt also thanked Mr. Giorgi Gulbani for his hard and an important work related to GTP issues in CT4. AT the mmoment this was the last meeting for Mr. Gulbani and CT4 wishes all the best in his future career, challenges and personal life.

The chairman also thanked re-elected Vice Chairmen, Mr. Nigel Berry and Mr. David Hutton, about the chairing parallel sessions during the meeting.

Meeting was closed on  Friday 26th August at 16:38.

Report prepared by: KK

