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	1st Modified Section


4 Presence and Availability Management SCF

4.1
Introduction

The goal of these interfaces is to establish a standard for maintaining, retrieving and publishing information about 

· Presence and Availability of entities for various forms of communication and the contexts in which they are available;
· Characteristics and presence status of agents (representing capabilities for communication, content delivery, etc.).

	Next Modified Section


4.4.2a Agent

An agent, for PAM purposes, is a limited electronic representation of a software or hardware device through which identities manifest themselves or make themselves available to applications and services. 

An important characteristic of an agent is a list of one or more capabilities associated with it. A capability is what makes an agent useful. A capability either represents the ability of an agent to participate in communications and content delivery (e.g.: instant messaging, SMS, WAP, voice) or it represents the ability of an agent to report useful information (e.g. location, velocity, temperature, mood) of the environment around it. 

PAM does not specify any pre-defined capabilities. Applications may define and use their own capabilities.

Agent instances are identified by names (or handles). As for identities, names exist in the context of a namespace. Within a namespace, a name is assumed to be unique. Two agent instances can have the same name as long as they are in different namespaces. For example, a mobile phone and a PDA manufactured by two different manufacturers may coincidentally have the same serial number by which they are identified. As PAM attempts to unify services over multiple technologies, it does not assume that a name uniquely identifies agent instances across all technologies or across all manufacturers. They can be disambiguated through the use of namespaces.

No relationships between agents are within the scope of the PAM specifications.

For flexibility and extensibility, attribute lists are used to associate additional data with agents. Agents are typed to provide a way to manage such attribute lists. An agent type may be associated with a specific set of attributes and all agents of that type inherit instances of such attributes. 

PAM does not specify any pre-defined attributes or types. Applications may define and use their own agent types.

PAM implementations may map certain existing directory and database data to one or more types to allow access via PAM interfaces. PAM specifications do not specify how the data within the profiles are to be stored. They may be stored within the PAM implementation or mapped to data stored on external directories and databases.

Agent instances are associated with one or more identities. This association results in the inheritance of associated agents' capabilities by the identities.
	Next Modified Section


4.4.4 Events

Events are representations of certain identified occurrences related to the concepts described above. The PAM specification provides for registering interest (i.e., callbacks) in being notified of such occurrences. Any entity that subscribes to the Event is a “watcher” in the IETF terminology (RFC 2778). An implementation is expected to provide such notifications.

Examples of events include,

· Creation/deletion of an identity.

· Association of an agent instance with an identity.

· Change in presence status or location of an agent instance.

· Change in the presence information of an identity

· Change in availability of an identity for a particular form of communication

PAM specifications contain a set of pre-defined events. Each event is defined by a name of the event, a set of input attribute value pairs that must be provided when an event is registered for and a set of attribute value pairs that are included in the notifications sent out when the event of interest occurs.

	Next Modified Section


4.5 Scope of PAM information

Presence and Availability Management has the following types of information in its scope:

· Identities, which consist of names and aliases of entities participating in communications.

· Agent information, which consists of names and communication capabilities of software and/or hardware devices.

· Agent provisioning, which consists of associations between instances of agents and identities.

· Presence information, which consists of an identity’s dynamic characteristics such as status and geographical location.

· Availability information, which consists of preferences associated with identities and computation of availability, based on the devices present and the current preferences.

· Notification of changes to the above pieces of information.

· Security issues for access to this information.

The PAM specification consists of interfaces to manage or access the above information. 

The specification purposefully does not include

· Storage design or storage requirements for any of the presence and availability information.

These are to be decided by specific implementations of the PAM specification.

	Next Modified Section


6.2 PAM Access SCF Class Diagrams

The PAM Access service consists of two packages, one for the application interfaces and one for the service interfaces. The application PAM Access package consists of 0 or more instances of the IpAppPAMPreferenceCheck interface and the PAM event management service package consists of a single instance of the following interfaces obtainable by applications using the service interface IpPAMPresenceAvailabilityManager.

IpPAMAgentPresence

 - The purpose of this interface is to maintain the dynamic presence information of agents.

IpPAMIdentityPresence

 - The purpose of this interface is to maintain the dynamic presence information of identities.

IpPAMAvailabilityManagement

 - The purpose of this interface is to (i) Manage the preferences specified for the availability of an identity (ii) Query for the availability of identities for specific capabilities.

The interfaces and the relationships between them are shown in the figure below.  
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Figure: PAM Access Service 
	Next Modified Section


8.2.4a Interface Class IpPAMAgentPresence 

Inherits from: IpInterface.
The purpose of this interface is to maintain the dynamic presence information of agents. 








The underlying implementations may optimize the storage for this dynamic data rather than rely on a general-purpose directory or database when performance is an issue. Agents may explicitly register the presence information or the presence information may be implicitly derived from the underlying networks.









The presence information is modelled through dynamic attributes. Sets of dynamic attributes can be defined per agent type (e.g. agent location, power status) or per agent capability (e.g. agent status for voice/messaging, communication address).

























This interface is meant for use by applications that query and update agent presence information directly regardless of the identities to which the agent is assigned. 

	<<Interface>>

IpPAMAgentPresence

	

	setAgentPresence (agent : in TpPAMFQName, agentType : in TpString, attributes : in TpPAMAttributeList, authToken : in TpPAMCredential) : void

setCapabilityPresence (agent : in TpPAMFQName, capability : in TpPAMCapability, attributes : in TpPAMAttributeList, authToken : in TpPAMCredential) : void

setAgentPresenceExpiration (agent : in TpPAMFQName, agentType : in TpString, attributeNames : in TpStringList, expiresIn : in TpPAMTimeInterval, authToken : in TpPAMCredential) : void

setCapabilityPresenceExpiration (agent : in TpPAMFQName, capability : in TpPAMCapability, attributeNames : in TpStringList, expiresIn : in TpPAMTimeInterval, authToken : in TpPAMCredential) : void

getAgentPresence (agent : in TpPAMFQName, agentType : in TpString, attributeNames : in TpStringList, authToken : in TpPAMCredential) : TpPAMAttributeList

getCapabilityPresence (agent : in TpPAMFQName, capability : in TpPAMCapability, attributeNames : in TpStringList, authToken : in TpPAMCredential) : TpPAMAttributeList




8.2.1a.1 Method setAgentPresence()

Set presence attribute values for an agent. 

Parameters

agent : in TpPAMFQName

Specifies the agent.
agentType : in TpString

Specifies the type of the agent.
attributes : in TpPAMAttributeList

Specifies the dynamic attributes to set.
authToken : in TpPAMCredential

Of the entity who wishes to do this operation.
Raises

TpCommonExceptions, P_PAM_UNKNOWN_AGENT, P_PAM_UNKNOWN_TYPE, P_PAM_UNKNOWN_ATTRIBUTE, P_PAM_INVALID_CREDENTIAL
8.2.1a.2 Method setCapabilityPresence()

Set presence attribute values for a set of capabilities of an agent. 

Parameters

agent : in TpPAMFQName

Specifies the agent.
capability : in TpPAMCapability

Specifies which capability of the agent to set.
attributes : in TpPAMAttributeList

Specifies the dynamic attributes to set.
authToken : in TpPAMCredential

Of the entity who wishes to do this operation.
Raises

TpCommonExceptions, P_PAM_UNKNOWN_AGENT, P_PAM_UNKNOWN_CAPABILITY, P_PAM_UNKNOWN_ATTRIBUTE, P_PAM_INVALID_CREDENTIAL
8.2.1a.3 Method setAgentPresenceExpiration()

Set or reset the expiration of an agent's named presence profile. 

Parameters

agent : in TpPAMFQName

Specifies the agent.
agentType : in TpString

Specifies the type of the agent.
attributeNames : in TpStringList

Specifies the names of the dynamic attributes. May be an empty array to indicate all dynamic attributes are to be affected. 
expiresIn : in TpPAMTimeInterval

Specifies the number of seconds until the attributes expire. A value of -1 indicates no expiration. A value of 0 indicates immediate expiration.
authToken : in TpPAMCredential

Of the entity who wishes to do this operation.
Raises

TpCommonExceptions, P_PAM_UNKNOWN_AGENT, P_PAM_UNKNOWN_TYPE, P_PAM_UNKNOWN_ATTRIBUTE, P_PAM_INVALID_CREDENTIAL
8.2.1a.4 Method setCapabilityPresenceExpiration()

Set or reset the expiration of named presence attributes for a set of capabilities of an agent. 

Parameters

agent : in TpPAMFQName

Specifies the agent.
capability : in TpPAMCapability

Specifies the type of the agent.
attributeNames : in TpStringList

Specifies the names of the dynamic attributes. May be an empty array to indicate all dynamic attributes are to be affected. 
expiresIn : in TpPAMTimeInterval

Specifies the number of seconds until the attributes expire. A value of -1 indicates no expiration. A value of 0 indicates immediate expiration.
authToken : in TpPAMCredential

Of the entity who wishes to do this operation.
Raises

TpCommonExceptions, P_PAM_UNKNOWN_AGENT, P_PAM_NO_CAPABILITY, P_PAM_UNKNOWN_ATTRIBUTE, P_PAM_INVALID_CREDENTIAL
8.2.1a.5 Method getAgentPresence()

Retrieve named presence attributes for an agent.

Return value contains the requested dynamic attributes associated with the specified agent. If the attributeNames parameter is an empty list, all dynamic attributes of the specified agent are included. 

Parameters

agent : in TpPAMFQName

Specifies the agent.
agentType : in TpString

Specifies the type of the agent.
attributeNames : in TpStringList

Specifies the dynamic attributes of interest. Can be an empty array to indicate all dynamic attributes are to be retrieved.
authToken : in TpPAMCredential

Of the entity who wishes to do this operation.
Returns

TpPAMAttributeList

Raises

TpCommonExceptions, P_PAM_UNKNOWN_AGENT, P_PAM_UNKNOWN_TYPE, P_PAM_UNKNOWN_ATTRIBUTE, P_PAM_INVALID_CREDENTIAL
8.2.1a.6 Method getCapabilityPresence()

Retrieve named presence attributes for a capability of an agent.

Return value contains the requested dynamic attributes associated with the specified agent. If the attributeNames parameter is an empty list, all dynamic attributes of the specified agent are included. 

Parameters

agent : in TpPAMFQName

Specifies the agent.
capability : in TpPAMCapability

Specifies which capability of the agent for which attributes are desired.
attributeNames : in TpStringList

Specifies the dynamic attributes of interest. Can be an empty array to indicate all dynamic attributes are to be retrieved.
authToken : in TpPAMCredential

Of the entity who wishes to do this operation.
Returns

TpPAMAttributeList

Raises

TpCommonExceptions, P_PAM_UNKNOWN_AGENT, P_PAM_UNKNOWN_CAPABILITY, P_PAM_UNKNOWN_ATTRIBUTE, P_PAM_INVALID_CREDENTIAL
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