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Work Item Description

Title: 

WID for NASS Bundled Authentication.
Is this Work Item a "Study Item"? (Yes / No):
No
1

3GPP Work Area

	
	Radio Access

	X
	Core Network

	
	Services


2

Linked work items

xxxx: Documentation of TISPAN NGN Rel-1 and Rel-2 in 3GPP
3

Justification

TISPAN release 1 has an authentication mechanism entitled NASS bundled authentication.

The NASS Bundled Authentication (NBA) works by extending the successful authentication in the NASS layer to the service layer.

During the network attachment, the NASS authenticates the UE and allocates an IP address. It stores the layer‑2 and layer‑3 identities in the NASS profile. When UE registers with the P‑CSCF, the P‑CSCF queries the NASS (actually the CLF functional entity), to obtain its location information. The P‑CSCF embeds the location information into the SIP message and forwards it towards the S‑CSCF for verification. The S‑CSCF verifies this location information with the location information obtained from the UPSF. On successful verification, the user is authenticated at the IMS layer.

As part of the Common IMS work, SA3 have agreed to redocument the TISPAN release 1 mechanism as a normative annex to 3GPP TS 33.203. As a result work is necessary in specifications owned by TSG CT. Preventing fraud attack is an important related aspect of this WID that CT1 must implement in the protocol based on the SA3 requirements.
4 Objective

To document NASS bundled authentication in the specifications owned by TSG CT.

5

Service Aspects

None
6

MMI-Aspects



None

7

Charging Aspects

None 
8

Security Aspects

Covered by the parent feature
9
Impacts 

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	X
	
	X
	

	No
	X
	
	
	
	X

	Don't know
	
	
	X
	
	


10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	24.229
	
	Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3
	CT#40 (05/2008)
	CT1 responsibility

Specification of NBA as alternative to existing security mechanisms

	29.228
	
	IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents
	CT#40 (05/2008)
	CT4 responsibility

Addition of parameters, information element names and mappings relating to NBA over the Cx interface

	29.229
	
	Cx and Dx interfaces based on the Diameter protocol; Protocol details
	CT#40 (05/2008)
	CT4 responsibility

Addition of ABNF relating to NBA over the Cx interface

	23.008
	
	Organization of subscriber data
	CT#40 (05/2008)
	CT4 responsibility

Addition of line identity relating to NBA over the Cx interface


11

Work item rapporteur(s)
Keith Drage – Alcatel-Lucent
12

Work item leadership

CT1
13

Supporting Companies

Alcatel-Lucent, France Telecom, Hewlett-Packard, Huawei Technologies, Nokia Siemens Networks
14

Classification of the WI (if known)

	
	Study Item (no further information required)

	
	Feature (go to 14a)

	X
	Building Block (go to 14b)

	
	Work Task (go to 14c)


14a
The WI is a Feature: List of building blocks under this feature


N/A
14b The WI is a Building Block: parent Feature 


360017: Security Enhancements for IMS
14c The WI is a Work Task: parent Building Block


N/A

