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First Change

K.2.1.5A
Emergency services

K.2.1.5A.1
General

In addition to the procedures in subclause 5.1.6.1, the following additional procedures apply. When receiving and sending requests unprotected, the UE shall transmit and receive all SIP messages using the same IP Port.

K.2.1.5A.2
Initial emergency registration

When a UE performs an initial emergency registration the UE shall perform the actions as specified in subcaluse K.2.1.2.2.  The remaining procedures described in subclause 5.1.6.2 apply without modification.

K.2.1.5A.2A
New initial emergency registration

The text in subclause 5.1.6.2A applies without changes.

K.2.1.5A.3
Initial subscription to the registration-state event package

The text in subclause 5.1.6.3 applies without changes.

K.2.1.5A.4
User-initiated emergency reregistration

The UE shall perform user-initiated emergency reregistration as specified in subcaluse K.2.1.2.4.  The remaining procedures described in subclause 5.1.6.4 apply without modification.

K.2.1.5A.5
Authentication

The UE shall perform the authentication procedures as specified in K.2.1.2.5.1 and K.2.1.2.5.2.  The remaining procedures described in subclause 5.1.6.5 apply without modification.

K.2.1.5A.6
User-initiated emergency deregistration

The text in subclause 5.1.6.6 applies without changes.

K.2.1.5A.7
Network-initiated emergency deregistration

The text in subclause 5.1.6.7 applies without changes.

K.2.1.5A.8
Emergency session setup

K.2.1.5A.8.1
General

The text in subclause 5.1.6.8.1 applies without changes.

K.2.1.5A.8.2
Emergency session set-up in case of no registration

The procedures described in subclause 5.1.6.8.2 apply with the additional procedures described in the present subclause.

NOTE 1:
In accordance with the definitions given in subclause 3.1 the IP address acquired initially by the UE in a hosted NAT scenario is the UEs private IP address.

On sending a INVITE request, the UE shall populate the header fields as indicated in subitems 1) through 9) of subclause 5.1.6.8.2 with the exceptions of subitem 7) which is modified as follows

The UE shall populate:

7)
a Via header according to the following rules: 

-
for UDP, the Via header shall be set to include the private IP address or FQDN of the UE and the unprotected server port value where the UE will receive response to the emergency request in the sent-by field. The UE shall also include the rport parameter as defined in RFC 3581 [56A]; or

-
for TCP, the Via header shall be set to include the private IP address or FQDN of the UE in the sent-by field;

NOTE 1:
If the UE specifies a FQDN in the host parameter in the Contact header and in the sent-by field in the Via header, this FQDN will not be subject to any processing by the P-CSCF or other IMS entities.
When a non-negative response to the INVITE request is received, the UE shall check whether a received parameter is present in the topmost Via header. 

-
if no received parameter is present, or the receive parameter is present and the IP Address contained within matches the IP Address the UE placed in the sent-by field of the Via header, the UE shall proceed with the procedures described in subclause 5.1.6.8.2 of the main body of this specification;

-
if a received parameter is present and the IP Address does not match that which the UE placed in the sent-by field of the Via header, the UE is most likely behind a NAT. In this case, the UE should maintain the flow to the P-CSCF as described in K.2.1.5 for the duration of the dialog.

NOTE 2: If the UE is behind a NAT, it needs to maintain the NAT bindings between the UE and the P-CSCF to allow for requests from the P-CSCF related to the emergency session.
K.2.1.5A.8.3
Emergency session set-up with an emergency registration

After a successful initial emergency registration, the UE shall apply the procedures as specified in subcaluse K.2.1.4, 5.1.3, and 5.1.4. The remaining procedures described in subclause 5.1.6.8.3 apply without modification.

K.2.1.5A.8.4
Emergency session set-up within a non-emergency registration

The UE shall apply the procedures as specified in subcaluse K.2.1.4, 5.1.3, and 5.1.4. The remaining procedures described in subclause 5.1.6.8.3 apply without modification.

K.2.1.5A.9
Emergency session release

The text in subclause 5.1.6.9 applies without changes.

End of First Change

Second Change
K.2.2.4A
Emergency services

K.2.2.4A.1
General

In addition to the procedures in subclause 5.2.10.1, the following additional procedures apply. When receiving and sending requests unprotected, the P-CSCF shall transmit and receive all SIP messages using the same IP Port.

K.2.2.4A.2
General treatment for all dialogs and standalone transactions excluding the REGISTER method – from an unregistered user

The procedures described in subclause 5.2.10.2 apply with the additional procedures described in the present subclause.

When the P-CSCF receives from the UE a request method other then a REGISTER request, and matches one of the emergency service identifiers in any of these lists, the requirements are extended by the following requirements:

The P-CSCF shall

-
process the Via header according to the following rules: 

-
if the host portion of the sent-by field in the topmost Via header contains a FQDN, or if it contains an IP address that differs from the source address of the IP packet, the P-CSCF shall add a received parameter in accordance with the procedure defined in RFC 3261 [26]; and
-
if the P-CSCF adds a received parameter and UDP is being used, it shall also add an rport parameter with the port the UEs request came from;

-
before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26], the P-CSCF shall ensure that all signaling during the lifetime of the dialogue is sent over the same IMS flow set as the dialogue initiating request.

NOTE:
The suggested way to ensure all signaling is sent over the same IMS flow set is to form an IMS flow token in the same way that a P-CSCF would form this for the Path header and insert this IMS flow token in the user portion of the URI used in the record route header field value.

When the P-CSCF receives a 1xx or 2xx response to the above request, the requirements are extended by the following requirements. The P-CSCF shall:

-
forward the response to the UE using the mechanisms described in RFC 3261 [26] and RFC 3581 [56A], i.e. the P-CSCF shall send the response to the IP address indicated in the received parameter and, in case UDP is used, to the port indicated in the rport parameter (if present) of the Via header associated with the UE. In case TCP is used, the P-CSCF shall use the port on which the REGISTER request was received as client port for sending the response back to the UE.

K.2.2.4A.3
General treatment for all dialogs and standalone transactions excluding the REGISTER method after emergency registration

The procedures described in subclause 5.2.10.3 apply with the additional procedures described in the present subclause.

When the P-CSCF receives from the UE a request method other then a REGISTER request, and matches one of the emergency service identifiers in any of these lists, the requirements are extended by the following requirements:

-
the P-CSCF shall follow the procedures described in subclause K.2.2.3.1 and subclause 5.2.7.2.

When the P-CSCF receives a 1xx or 2xx response to the above request, the requirements are extended by the following requirements. The P-CSCF shall:

-
forward the response to the UE using the mechanisms described in RFC 3261 [26] and RFC 3581 [56A], i.e. the P-CSCF shall send the response to the IP address indicated in the received parameter and, in case UDP is used, to the port indicated in the rport parameter (if present) of the Via header associated with the UE. In case TCP is used as transport protocol, the P-CSCF shall use the port on which the REGISTER request was received as client port for sending the response back to the UE.

K.2.2.4A.4
General treatment for all dialogs and standalone transactions excluding the REGISTER method – non-emergency registration

The procedures described in subclause 5.2.10.4 apply with the additional procedures described in the present subclause.

When the P-CSCF receives from the UE a request method other then a REGISTER request, and matches one of the emergency service identifiers in any of these lists, the requirements are extended by the following requirements:

-
the P-CSCF shall follow the procedures described in subclause K.2.2.3.1 and subclause 5.2.7.2.

When the P-CSCF receives a 1xx or 2xx response to the above request, the requirements are extended by the following requirements. The P-CSCF shall:

-
forward the response to the UE using the mechanisms described in RFC 3261 [26] and RFC 3581 [56A], i.e. the P-CSCF shall send the response to the IP address indicated in the received parameter and, in case UDP is used, to the port indicated in the rport parameter (if present) of the Via header associated with the UE. In case TCP is used as transport protocol, the P-CSCF shall use the port on which the REGISTER request was received as client port for sending the response back to the UE.

K.2.2.4A.5
Abnormal cases

The text in subclause 5.2.10.5 applies without changes.
End of Second Change
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