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Introduction
The issue of IMS Communication Service ID has been under discussion in CT1 and CT for a long time (over 1 year). Based upon the decision at the CT#35, CT1 at the May 2007 meeting agreed two sets of CRs (Option A and Option B) and leave it up to the decision of CT plenary which set of CRs to approve.

Option A is a 3GPP only solution to the problem based solely on the use of the Accept-Contact header. The Accept-Contact Header was never intended to be used in this way, and in the view of the author’s and the IETF is a violation of the SIP protocol. This solution has the potential for fraud and, creates interoperability problems between IMS and other SIP networks.
Option B is based upon the IETF solution defined in three internet drafts which have been written based upon the extracted requirements from TS 23.228. This solution is based upon analysing the contents of the request to identify the service and also defines a P-header as an IMS optimisation to allow a single analysis of the request to be preformed and an identifier inserted to prevent other network entities having to repeat this analysis. The Accept-Contact header is also used as part of this solution but only for the purposes of reaching the correct UE and application.
This decision is not simply a choice between two alternative solutions from different vendors but is a significant decision regarding the future evolution of IMS:
· Is IMS going to be the future core network that will enable convergence of fixed and mobile - and enable access as well as interoperability across different domains? 
· Will there be interoperability with Corporate and other SIP based networks? 
· Do we want to see the networks of 3GPP operators closed off from the wider SIP community

In our view to be successful IMS must be a fully interoperable part of the wider SIP community and must be based upon protocols defined by IETF. Extensions must be developed using the agreed way of working between 3GPP and the IETF, where the requirements for future protocol developments are communicated to IETF SIPPING WG and then solutions developed within the IETF WGs. 
Option B is clearly aligned with this approach and Option A is not. 

Summary of latest IETF Status

The SIPPING WG decided the last IETF meeting (IETF#68 in Prague) not to pursue the original solution in draft-rosenberg-sipping-service-identification-01 but instead it was decided to solve the problem based on three drafts as follows:

1. An expository document discussing the problem of service identification and its perils on interoperability and correctness (draft-rosenberg-sipping-service-identification-02)

http://www.ietf.org/internet-drafts/draft-rosenberg-sipping-service-identification-02.txt
2. A P-Header allowing a trusted edge element to store the result of its analysis of a SIP message, which can be used by trusted elements in the trust domain (draft-drage-sipping-service-identification)
http://www.ietf.org/internet-drafts/draft-drage-sipping-service-identification-00.txt
3. A media feature tag registration for subtypes of the application type (draft-rosenberg-sip-app-media-tag)
http://www.ietf.org/internet-drafts/draft-rosenberg-sip-app-media-tag-00.txt
The SIPPING WG unanimously agreed to pursue the expository draft in bullet 1 as a SIPPING WG item. It was stated by Cullen Jennings one of the RAI Area Directors during the final SIPPING WG session discussion that the drafts in bullet 2 and 3 would not necessarily need to be adopted as SIPPING WG drafts and this approach was not challenged during the SIPPING discussion. The plan with draft-drage-sipping-service-identification and draft-rosenberg-sip-app-media-tag is to have the Area Director’s take these directly as independent submissions to the IESG for approval.
IETF based solution

Draft-rosenberg-sipping-service-identification-02 
Identifies the following service identification requirements which are addressed in TS 23.228:

1. Application Invocation in the User Agent (UEs)
2. Application Invocation in the Network

3. Network Quality of Service Authorization

4. Service Authorization

5. Accounting and Billing

6. Dispatch to Devices (UEs)
It also addresses the risks associated with service identification that can very easily lead to fraud, systemic interoperability failures, and a complete stifling of the innovation that SIP was meant to achieve.
Issues with service identification:

Fraud

If a service provider uses the service identifier for billing and accounting purposes, or for authorization purposes, it creates the possibility for the user to construct the signaling message so that the actual service the user will receive, is what the user desires, but the service identity which is what is used for billing and authorization doesn't match, and indicates a cheaper service, or one that the user is authorized to receive. If, however, the service identity is derived from the signaling message contents the user cannot lie.
For example it would be possible for a UE to include a service identifier for a cheap service (e.g basic audio only telephony) while including SDP for a premium service (e.g video telephony) and hence defraud the charging system.
Therefore it is necessary that any service identifier included by the UE in a request is authenticated by the network to be both consistent with the SDP and other contents included in the request and if subscription based charging is used also allowed based upon the subscriber’s subscription 

Systematic Interoperability Failures

When a service identifier is used to drive functionality - such as dispatch to an application on a phone, in the network, or QoS authorization, it means that the wrong thing can happen when identifier is not set properly. 

Consider a user in network A, calling a user in network B.  Network A provides the user with a service they call "voice chat", which utilizes voice and IM for real time conversation. Network 2 provides their users with a service they call, "text telephony", which is a voice service that also allows the user to send text messages.  Consider the case where both networks have their UEs include a service identifiers into the request, and then use that to derive QoS authorization, accounting, and invocation of applications in the network and in the UE.  The user in network A calls the user in network B, and includes the identifier "Voice Chat" in the request.  When this arrives at network B, the service is unknown.  Consequently, the request does not get the proper QoS treatment.  When it gets delivered to the UE of the user in network B, the UE does not see a service it understands, and so consequently, does not know to dispatch the request to the right application. Thus, this call has completely failed, even when it could have succeeded.
Explicit service identifiers used between different networks, cause interoperability failures unless all interconnected networks agree on exactly the same set of services and how to name them.

Stifling of Service Innovation

The probability that any two pair of service providers end up with the same set of services, and give them the same names, becomes decreasingly small as the number of providers grow.  This would almost certainly require a centralized authority to identify what the services are, how they work, and what they are named.  This, leads to a requirement for complete homogeneity in order to facilitate interconnection.  Two providers cannot usefully interconnect unless they agree on the set of services they are offering to their customers, and each do the same thing.  This is, contrary to the entire notion of SIP, (and the philosophy behind IMS) where it was always intended that heterogeneous networks can interconnect and still get interoperability.

Explicit service identifiers lead to a requirement for homogeneity in service definitions across providers that interconnect, ruining the very service heterogeneity that SIP was designed for.
Recommendations

1. Systems needing to perform service identification must examine signaling messages to identify the service based on fields that exist within the signaling message already.

2. If it appears that the signaling currently defined in standards is not sufficient to identify the service, it may be due to lack of sufficient signaling to convey what is needed, and new standards work should be undertaken to fill this gap.

3. The usage of an explicit service identifier does make sense as a way to cache a decision made by a network element, for usage by another network element within the same domain.  However, service identifiers are fundamentally useful within a particular domain, and any such header must be stripped at a network boundary.

The above approach by IETF to the service identification issue is to fix the underlying problem of ensuring it is possible to uniquely identify the service a request is related to from the contents of the request rather than use a band aid of defining identifiers for every possible service.  This basic approach of ensuring that a request is explicit enough to unambiguously identify the correct service has been labelled “Do what I say not what I mean”. 
Draft-rosenberg-sipping-service-identification-02 addresses how other than based on SDP contents to ensure that a request is explicit enough to unambiguously identify the correct service.
Target URI – the URI that the request is addressed to can often be used to identify the service
Content Type – the content type of the SIP message can often be used to identify the service

Draft-drage-sipping-service-identification 

This draft addresses the issue of efficient identification of the related service from the contents of the request for Application Server invocation; service based charging, QoS authorisation and traffic analysis purposes as in recommendation 3 of draft-rosenberg-sipping-service-identification-02. This is addressed by P-headers (P-Preferred-Service and P-Asserted-Service) that are valid only within a trust domain. 
In order to prevent potential fraud since the UE cannot be trusted a P-Preferred-Service header is defined that the UE can include in an initial request as a hint of the service and a P-Asserted-Service header that the network can include in the request after it has authenticated the request. The authentication and verification of the request also addresses one of the prime interoperability concerns with service identification as requests arriving without a P-Preferred-Identity or P-Asserted-Identity header are also verified using the same techniques and a P-Asserted-Identity header then included in the request for the purposes of Application Server invocation, service based charging, QoS authorisation and traffic analysis. This means that requests arriving from domains outside of IMS that do not support the service identifier extensions or pre-release 7 UEs can still invoke the appropriate services in IMS and be charged appropriately using the network included P-Asserted-Identity header.
The format for service identifiers is that of a URN. The draft defines an informal URN that can be used however any URN that identifies a service or application could be used. The process for defining an informal URN is defined in RFC 3406.and allows an easy path for standards organizations as well as operators and vendors to define service URN namespaces that can be used to identify services and applications. Once a top level namespace has been defined by an organization and registered with IANA using the above process sub-namespaces under that top level namespace can be defined without involving IANA.
Draft-rosenberg-sip-app-media-tag 

The issue of targeting a request correctly to a UE that supports the appropriate service and application and of invoking the appropriate application within the UE is addressed using the media feature tag for subtypes of the application type (sip.app-subtype). The proposal is that the UE registers the services and applications it supports using the sip.app-subtype and then an Accept-Contact header can be used by an originating UE to indicate a preference to contact a UE that supports the identified service and optionally also the identified application.
It should be realised that this approach is quite different to the proposal simply to define each service identifiers as a different media feature tag. Firstly the service identifiers are not media feature tags themselves but are values of the sip.app-subtype media feature tag. Secondly the Accept-Contact header is not overloaded for use for Application Server invocation, service based charging, QoS authorisation and traffic analysis purposes (P-Preferred-Identity and P-Asserted-Identity header are used for this). Thus there is complete separation of the targeting of the UE and the Application Server invocation, service based charging, QoS authorisation and traffic analysis functions. Since the use of the Accept-Contact header is only a preference to reach a specific UE it is not necessary to include require and explicit parameters except when the nature of the service is such that only a UE that has some service specific logic can accept the session. This addresses some other interoperability concerns in that UEs that don’t register with specific service identifiers (such as UEs in non IMS networks and pre-release 7 UEs) will still interoperate if the session can be accepted based on standard SIP and SDP media negotiation.
Decision

The agreed WID on Identification of Communication Services in IMS, Stage 3 includes as part of the objective: 

“The work will seek alignment with IETF, to have a general solution that also can be adopted outside 3GPP”. 

There was due to concern that if a non-IETF IMS only solution was adopted by 3GPP that significant interoperability problems could arise between IMS networks that used IMS communication service ID and those non-IMS SIP networks (such as corporate networks) that did not. 
We should recall the Liaison Statement on Interoperability Issues and SIP in IMS from IETF (NP-020393) that was discussed at CN Plenary in September 2002 in which the IETF expressed its concern at that time about certain aspects of IMS creating interoperability problems between IMS and other SIP networks. Specifically in their liaison IETF set out the following guidance in the use of internet standards:
a) Internet standards are intended to have broad applicability for all aspects of the Internet, including private networks that use IP, whether or not connected to the public network. Developing "profiles"--subsets of or exceptions to these standards, whether for use on public or private networks, is dangerous because of the very high probability that such profiles will be incompatible with those deployed on the Internet as a whole, and we have learned that networks which are disconnected today somehow become connected tomorrow.  Thus inter-operability remains a critical issue, even for currently disconnected networks.

b) Any implementation of a protocol claimed or named to be an Internet protocol, such as SIP, should be greatly consistent with both the specification and the practice of that protocol on the Internet. If an implementation doesn't interoperate, and/or does not operate (if suitably configured) in general Internet environments, it is actually a separate protocol and should not be advertised or named the same as an implementation of an Internet protocol.

This liaison statement led to a 3 month IMS reworking activity during Q4 2002 to address several specific SIP non conformance and interoperability concerns identified by IETF and an agreed way of working between 3GPPand the IETF that for future protocol developments the requirements would be communicated to IETF SIPPING WG and then solutions would be developed within the IETF WGs

It’s the authors’ belief that this working method maximizes the benefits of 3GPP adopting IETF SIP and will ensure interoperability between 3GPP IMS and other SIP networks. In accordance with the objective of the WID an IETF solution for service identification now exists and is being aggressively progressed by the IETF leadership to meet the needs of 3GPP. Therefore there is a potential conflict between 3GPP and IETF, if 3GPP decide to unilaterally adopt proprietary SIP solutions that overlap with the IETF work. These will create interoperability problems between IMS and other SIP networks. 

Proposal

It is proposed that CT Plenary align with the IETF solution for service identification based upon draft-rosenberg-sipping-service-identification, draft-drage-sipping-service-identification and draft-rosenberg-sip-app-media-tag by approving the (Option B) package of CRs containing CR 095 against TS 23.2218 , CR 1645 and CR 1773 against TS 24.229.
Because:
1. Being an IETF solution it ensures global applicability 

2. Prevents the danger of IMS becoming an isolated island that doesn’t interoperate with other SIP based networks because of dependency on a non standard proprietary Service Identification scheme.
3. It allows different flavours of services to exist in different networks and be supported by different terminals without creating interoperability issues due to different service identifiers or lack of identifiers.
4. Uses URN based identifiers which enables operators and vendors to allocate their own service namespaces.

5. Prevents duplicate service identification solutions emerging in 3GPP and IETF and ensures that 3GPP IMS and IETF SIP remain aligned and compatible
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