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7.6.6 Radio parameters
7.6.6.1-7.6.6.3 Void

7.6.6.4 GERAN Classmark

Thisinformation element is sent from one MSC to the other MSC in the signalling for inter MSC handover. It is used
to convey information related to cell capabilities, as defined in 3GPP TS 48.008.

7.6.6.5 BSSMAP Service Handover

This parameter refers to the Service Handover information element defined in 3GPP TS 48.008

7.6.6.5A BSSMAP Service Handover List

This parameter refersto the list of Service Handover information elements defined in 3GPP TS 48.008. This parameter
shall be used when there are multiple bearers and at least one of the bearers has an associated BSSMAP Service
Handover parameter.

7.6.6.6 RANAP Service Handover

This parameter refers to the Service Handover information element defined in 3GPP TS 25.413.

7.6.6.7 HO-Number Not Required

This parameter indicates that no handover or relocation number allocation is necessary.

7.6.6.8 Integrity Protection Information

This parameter refers to the Integrity Protection Information element defined in 3GPP TS 25.413.

7.6.6.9 Encryption Information

This parameter refers to the Encryption Information element defined in 3GPP TS 25.413.

7.6.6.10 Radio Resource Information

This parameter refers to the Channel Type information element defined in 3GPP TS 48.008 [49].

7.6.6.10A Radio Resource List

This parameter refersto list of RAB-id's and their associated Channel Type information elements defined in 3GPP TS
48.008. This parameter shall be used when there are multiple bearers and at least one of the bearers has an associated
Radio Resource Information parameter.

7.6.6.10B Chosen Radio Resource Information

This parameter refers to the Chosen Channel and Speech Version information elements defined in 3GPP TS 48.008.

7.6.6.11 Key Status
This parameter refers to the Key Status element defined in 3GPP TS 25.413.

7.6.6.12 Selected UMTS Algorithms
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This parameters identifies the UM TS integrity and optionally encryption algorithms selected by MSC-B. Coding of this
parameter is defined in 3GPP TS 25.413.

7.6.6.13 Allowed GSM Algorithms

This parameters identifies the allowed GSM algorithms in MSC-B. Coding of this parameter is defined in 3GPP TS
48.008.

7.6.6.14 Allowed UMTS Algorithms

This parameters identifies the allowed UMTS algorithms in MSC-B. Coding of this parameter is defined in 3aGPP TS
25.413.

7.6.6.15 Selected GSM Algorithm

This parameter identifies the GSM a gorithm selected by GSM BSC controlled by MSC-B. Coding of this parameter is
defined in 3GPP TS 48.008.

7.6.6.16 lu-Currently Used Codec

This parameter indicates the codec used at the lu interface before handover.

7.6.6.17 lu-Supported Codecs List

This parameter indicates the codecs supported by the UE and by MSC-A and the associated modesin priority order (the
first entry being the highest priority codec). MSC-B uses this information to select the associated transcoder resources.

7.6.6.17A lu-Available Codecs List

This parameter indicates the codecs available at the [u interface in MSC-B and the associated modes. MSC-A uses this
information to decide whether a change to a different codec at the lu interfaceis possible.

7.6.6.18 lu-Selected Codec

When sent by M SC-B, this parameter indicates the codec selected by MSC-B for the lu interface. When sent by MSC-
A, this parameter indicates the codec to be used by MSC-B at the lu interface.

7.6.6.19 RAB Configuration Indicator

This parameter indicates by its presence that MSC-A (or MSC-B in case of subsequent handover) has generated the
RAB parameters according to the preferred codec (first entry in the Available Codecs List).

7.6.6.20 UESBI-lu

This parameter refersto the UESBI-Iu (UE Specific Behaviour Information over the lu interface) information element
defined in 3GPP TS 25.413.

7.6.6.xX Alternative Channel Type

This parameter refers to the Channel Type information el ement defined in 3GPP TS 48.008 [49] for the alternative radio
access bearer. This parameter is used for SCUDIF calls (see 3GPP TS 23.172 [126]).

**xx  NEXT MODIFIED SECTION  ****
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8.4.1 MAP_PREPARE_HANDOVER service

8411

This serviceis used between MSC-A and MSC-B (E-interface) when a call isto be handed over or relocated from
MSC-A to MSC-B.

Definition

The MAP_PREPARE_HANDOVER serviceis a confirmed service using the primitives from table 8.4/1.

8.4.1.2 Service primitives
Table 8.4/1: MAP_PREPARE_HANDOVER
Parameter name Request Indication Response Confirm
Invoke Id M M(=) M(=) M(=)
Target Cell Id C C(®)
Target RNC Id C C(®)
HO-NumberNotRequired C C(3)
IMSI C C(=)
Integrity Protection Information C C(®)
Encryption Information C C(=)
Radio Resource Information C C(=3)
AN-APDU C C(2) C C(@)
Allowed GSM Algorithms C C(=)
Allowed UMTS Algorithms C C(=)
Radio Resource List C C(=)
RAB ID C C(2)
GERAN Classmark C C(=2)
BSSMAP Service Handover C C(3)
BSSMAP Service Handover C C(=)
List
RANAP Service Handover C C(3)
lu-Currently Used Codec C C(3)
lu-Supported Codecs List C C(3)
RAB Configuration Indicator C C(3)
ASCI Call Reference C C(3)
UESBI-Iu C C(=)
IMEISV C C(=)
Alternative Channel Type C C(=
Handover Number C C(®)
Relocation Number List C C(=)
Multicall Bearer Information C C(3)
Multiple Bearer Requested C C(®)
Multiple Bearer Not Supported C C(=)
Selected UMTS Algorithms C C(=2)
Chosen Radio Resource C C(=)
Information
lu-Selected Codec C C(=)
lu-Available Codecs List C C(5)
User error C C(3)
Provider error o]

8.4.1.3

Parameter use

Invoke Id

For definition of this parameter see clause 7.6.1.
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Target Cell 1d

For definition of this parameter see clause 7.6.2. This parameter isonly included if the serviceis not in an ongoing
transaction. This parameter shall also be excluded if the service is a part of the Inter-M SC SRNS Relocation procedure
or the inter-system handover GSM to UMTS procedure described in 3GPP TS 23.009.

Target RNC Id

For definition of this parameter see clause 7.6.2. This parameter shall be included if the service is a part of the Inter-
MSC SRNS Relocation procedure or the inter-system handover GSM to UMTS procedure described in 3GPP TS
23.009.

HO-Number Not Required

For definition of this parameter see clause 7.6.6.

IMSI

For definition of this parameter see clause 7.6.2. ThisUMTS parameter shall be included if:
= availableand

= if the access network protocol is BSSAP and

= thereisanindication that the MS also supports UMTS.

Integrity Protection |nformation

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if available and if the access
network protocol is BSSAP.

Encryption |nformation

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if available and if the access
network protocol is BSSAP.

Radio Resource Information

For definition of this parameter see clause 7.6.6. This GSM parameter shall be included if the access network protocol
isRANAP and there is an indication that the UE also supports GSM. If the parameter Radio Resource List is sent , the
parameter Radio Resource |nformation shall not be sent.

AN-APDU
For definition of this parameter see clause 7.6.9.

Allowed GSM Algorithms

For definition of this parameter see clause 7.6.6. This parameters includes allowed GSM algorithms. This GSM
parameter shall be included if:

» theserviceisapart of the Inter-MSC SRNS Relocation procedure and
»  Ciphering or Security Mode Setting procedure has been performed.and
» thereisanindication that the UE aso supports GSM.

Allowed UMTS Algorithms

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if al of the following
conditions apply:

» access network protocol is BSSAP and
» Integrity Protection Information and Encryption Information are not available and

Ciphering or Security Mode Setting procedure has been performed.
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Radio Resource List

For definition of this parameter see clause 7.6.6. This parameter shall be included if the access network protocol is
RANAP and there is an indication that the UE also supports GSM. This parameter shall be sent when MSC-A requests
multiple bearers to MSC-B. If the parameter Radio Resource Information is sent , the parameter Radio Resource List
shall not be sent.

RAB ID

For definition of this parameter see subclause 7.6.2. This parameter shall be included when MSC-A supports multiple
bearers and access network protocol is BSSAP and the RAB 1D has a value other than 1.

GERAN Classmark
For definition of this parameter see subclause 7.6.6 This parameter shall be included if available.

BSSMAP Service Handover

For definition of this parameter see clause 7.6.6. It shall be present if it is available and the access network protocol is
RANAP. If the parameter BSSMAP Service Handover List is sent, the parameter BSSMAP Service Handover shall not
be sent.

BSSMAP Service Handover List

For definition of this parameter see clause 7.6.6. It shall be present if it is available and the access network protocol is
RANAP. This parameter shall be sent when MSC-A requests multiple bearersto MSC-B. If the parameter BSSMAP
Service Handover is sent, the parameter BSSMAP Service Handover List shall not be sent.

RANAP Service Handover

For definition of this parameter see clause 7.6.6. It shall be present if it is available and the access network protocol is
BSSAP.

lu-Currently Used Codec

For definition of this parameter see subclause 7.6.6. This parameter shall be included if the handover is requested for a
speech bearer and the MSisin UMTS or GERAN lu-mode access. This parameter shall not be included if the lu-
Supported Codecs List is not included.

lu-Supported Codecs List

For definition of this parameter see subclause 7.6.6. This parameter shall be included by MSC-A, if the handover is
requested for a speech bearer.

RAB Configuration Indicator

For definition of this parameter see subclause 7.6.6. This parameter may be included if the handover isrequested for a
speech bearer and MSC-A knows by means of configuration information that MSC-B supports the use of the lu-
Supported Codecs List parameter. This parameter shall not be included if the lu-Supported Codecs List is not included.

ASCI Call Reference

This parameter contains either the broadcast call reference or group call reference. It shall be included if a subscriber is
undergoing handover during a VGCS or VBS call, where M SC-B aready has a Bearer established, so that MSC-B can
determine the Group or Broadcast Call to which it shall attach the subscriber, see 3GPP TS 48.008 [49].

UESBI-lu

For definition of this parameter see clause 7.6.6. It shall be present if it is available and the access network protocol is
BSSAP.

IMEISV

For definition of the parameter see clause 7.6.2. This parameter is used for Management based Trace Activation (see
3GPP TS 32.422) and shall be present, if available.
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Alternative Channel Type

For definition of this parameter see clause 7.6.6 It shall be present for a SCUDIF call if the access network protocol is
BSSAP.

Handover Number

For definition of this parameter see clause 7.6.2. This parameter shall be returned at handover, unless the parameter
HO-NumberNotRequired is sent. If the parameter Handover Number is returned, the parameter Relocation Number List
shall not be returned.

Relocation Number List

For definition of this parameter see clause 7.6.2. This parameter shall be returned at relocation, unless the parameter
HO-NumberNotRequired is sent. If the parameter Relocation Number List is returned, the parameter Handover Number
shall not be returned.

Multicall Bearer Information

For adefinition of this parameter see clause 7.6.2. This parameter shall be returned at relocation in the case that MSC-B
supports multiple bearers.

Multiple Bearer Requested

For adefinition of this parameter see clause 7.6.2. This parameter shall be sent when M SC-A requests multiple bearers
to MSC-B.

Multiple Bearer Not Supported

For adefinition of this parameter see clause 7.6.2. This parameter shall be returned at relocation when MSC-B receives
Multiple Bearer Requested parameter and M SC-B does not support multiple bearers.

Selected UMTS Algorithms

For definition of this parameter see clause 7.6.6. This parameters includes the UMTS integrity and optionally
encryption algorithms selected by RNC under the control of MSC-B. This UMTS parameter shall be included if the
service isapart of theinter MSC inter system handover from GSM to UMTS.

Chosen Radio Resource Information

For definition of this parameter see clause 7.6.6. This parameter shall be returned at relocation if the encapsulated PDU
isRANAP RAB Assignment Response and MSisin GSM access.

lu-Selected Codec

For definition of this parameter see subclause 7.6.6. This parameter shall be included if an lu-Supported Codecs List
was received in the service request and M SC-B supports the selection of codec based on the [u-Supported Codecs List,
even if the lu-Selected Codec is equal to the lu-Currently Used Codec received in the service request. This parameter
shall not be included if the lu-Supported Codecs List was not received in the service request.

lu-Available Codecs List

For definition of this parameter see subclause 7.6.6. This parameter shall be included by an MSC-B supporting TrFO, if
the lu-Supported Codecs List was included by MSC-A and the target radio accessisUMTS or GERAN |u-mode.

User error

For definition of this parameter see clause 7.6.1. The following errors defined in clause 7.6.1 may be used, depending
on the nature of the fault:

- No handover number available.
- Target cell outside group call area;

- Systemfailure.
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- Unexpected data vaue.
- DataMissing.
Provider error

See definition of provider errorsin clause 7.6.1.

**xx  NEXT MODIFIED SECTION  ****

8.4.4 MAP_FORWARD_ACCESS_SIGNALLING service

8.4.4.1 Definition

This serviceis used between MSC-A and MSC-B (E-interface) to pass information to be forwarded to the A-interface
or lu-interface of MSC-B.

The MAP_FORWARD_ACCESS_SIGNALLING serviceis anon-confirmed service using the primitives from
table 8.4/4.

8.4.4.2 Service primitives

Table 8.4/4: MAP_FORWARD_ACCESS_SIGNALLING

Parameter name Request Indication
Invoke Id M M(=)
Integrity Protection Information C C(3)
Encryption Information C C(3)
Key Status C C(3)
AN-APDU M M(=)
Allowed GSM Algorithms C C(=)
Allowed UMTS Algorithms C C(3)
Radio Resource Information C C(=2)
Radio Resource List C C(=)
BSSMAP Service Handover C C(=)
BSSMAP Service Handover List C C(=3)
RANAP Service Handover C C(=2)
lu-Currently Used Codec C C(=)
lu-Supported Codecs List C C(=)
RAB Configuration Indicator C C(=3)
lu-Selected Codec C C(=)
Alternative Channel Type C C(=

8.4.4.3 Parameter use

For the definition and use of al parameters and errors, see clause 7.6.1.
Invoke Id

For definition of this parameter see clause 7.6.1.

Integrity Protection Information

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if available and if the
encapsulated PDU is BSSM AP Cipher Mode Command.

Encryption |nformation
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For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if available and if the
encapsulated PDU is BSSMAP Cipher Mode Command.

Key Status

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if available and if the
encapsulated PDU is BSSM AP Cipher Mode Command.

AN-APDU
For definition of this parameter see clause 7.6.9.

Allowed GSM Algorithms

This parameters includes allowed GSM agorithms. This GSM parameter shall be included if the encapsulated PDU is
RANAP Security Mode Command and there is an indication that the UE al so supports GSM.

Allowed UMTS Algorithms

For definition of this parameter see clause 7.6.6. This UMTS parameter shall beincluded if Integrity Protection
Information and Encryption Information are not available and the encapsulated PDU is BSSMAP Cipher Mode
Command.

Radio Resource Information

For definition of this parameter see clause 7.6.6. This parameter shall be sent if the encapsulated PDU is RANAP RAB
Assignment Request. If the parameter Radio Resource List is sent, the parameter Radio Resource Information shall not
be sent.

Radio Resource List

For definition of this parameter see clause 7.6.6. This parameter shall be sent if the encapsulated PDU is RANAP RAB
Assignment Request and M SC-A requests modification of multiple bearers. If the parameter Radio Resource
Information is sent, the parameter Radio Resource List shall not be sent.

BSSMAP Service Handover

For definition of this parameter see clause 7.6.6. It shall be present if it is available and the encapsulated PDU is
RANAP RAB Assignment Request. If the parameter BSSM AP Service Handover List is sent, the parameter BSSMAP
Service Handover shall not be sent.

BSSMAP Service Handover List

For definition of this parameter see clause 7.6.6. It shall be present if it is available and the encapsulated PDU is
RANAP RAB Assignment Regquest and M SC-A requests modification of multiple bearers. If the parameter BSSMAP
Service Handover is sent, the parameter BSSMAP Service Handover List shall not be sent.

RANAP Service Handover

For definition of this parameter see clause 7.6.6.. It shall be present if it is available and the encapsulated PDU is
BSSMAP Assignment Reguest.

lu-Currently Used Codec

For definition of this parameter see subclause 7.6.6. This parameter shall be included if the encapsulated PDU isa
RANAP RAB Assignment Request or BSSMAP Assignment Request for a speech bearer and the MSisin UMTS or
GERAN lu-mode access. This parameter shall not be included if the lu-Supported Codecs List is not included.

lu-Supported Codecs List

For definition of this parameter see subclause 7.6.6. This parameter shall be included if the encapsulated PDU isa
RANAP RAB Assignment Request or BSSMAP Assignment Request and

* anew bearer is allocated for speech;

e anexisting bearer is modified from data to speech; or

CR page 10



» for an existing speech bearer the order of priority in the lu-Supported Codecs List heeds to be modified.
This parameter shall not be included if the lu-Selected Codec isincluded.

RAB Configuration Indicator

For definition of this parameter see subclause 7.6.6. This parameter may be included if the encapsulated PDU isa
RANAP RAB Assignment Request for a speech bearer, and MSC-A knows by means of configuration information that
MSC-B supports the use of the lu-Supported Codecs List parameter. This parameter shall not be included if the lu-
Supported Codecs List is not included.

lu-Selected Codec

For definition of this parameter see subclause 7.6.6. This parameter shall be included if

* the encapsulated PDU isa RANAP RAB Assignment Request or BSSMAP Assignment Request for an existing
speech bearer;

¢ the MSisin UMTS or GERAN lu-mode access; and

e anlu-Available Codecs List was received by MSC-A for this speech bearer before, either in the Prepare
Handover service response or in the Process Access Signalling service request.

This parameter shall not be included if the lu-Supported Codecs List isincluded.

Alternative Channel Type

For definition of this parameter see clause 7.6.6. This parameter shall be present for a SCUDIF call if the encapsul ated
PDU is BSSMAP Assignment Request.

*xxx NEXT MODIFIED SECTION  ****

17.7.1 Mobile Service data types

MAP- MS- Dat aTypes {
itu-t identified-organization (4) etsi (0) nobileDomain (0)
gsm Network (1) nodul es (3) nap-MS-DataTypes (11) version9 (9)}

DEFI NI TI ONS

IMPLICI T TAGS

BEG N
EXPORTS

-- location registration types
Updat eLocat i onAr g,

Updat eLocat i onRes,

Cancel Locat i onAr g,

Cancel Locat i onRes,

Pur geMs- Ar g,

Pur geMs- Res,

Sendl denti ficati onArg,

Sendl dent i fi cati onRes,

Updat eGpr sLocat i onAr g,

Updat eGpr sLocat i onRes,

| ST- Support | ndi cat or,
Support edLCS- Capabi l i tySet s,

-- gprs location registration types
GSN- Addr ess,
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-- handover types

For war dAccessSi gnal | i ng- Ar g,
Prepar eHO Ar g,

Pr epar eHO Res,

Pr epar eSubsequent HO- Ar g,

Pr epar eSubsequent HO- Res,
ProcessAccessSi gnal | i ng- Arg,
SendEndSi gnal - Ar g,

SendEndSi gnal - Res,

-- authenticati on managenent types
SendAut henti cati onl nf 0Ar g,

SendAut henti cati onl nf oRes,

Aut hent i cat i onFai | ur eReport Arg,

Aut hent i cati onFai | ur eReport Res,

-- security nmnagenent types
Kc,

-- equi prent managenent types
Checkl! MEI - Ar g,
Checkl MEI - Res,

-- subscriber managenent types
I nsert Subscri ber Dat aAr g,

I nsert Subscri ber Dat aRes,

LSAl dentity,

Del et eSubscri ber Dat aAr g,

Del et eSubscri ber Dat aRes,

Ext - QoS- Subscri bed,

Ext 2- QoS- Subscri bed,

Subscri ber Dat a,

CODB- Dat a,

Subscri ber St at us,

ZoneCodeli st ,

maxNuntf ZoneCodes,

o Csl,

D-Csl,

O BcsnCanel TDPCri teri alLi st
T- BCSM CAMEL- TDP-Cri teri aLi st
SS- Csl,

Ser vi ceKey,

Def aul t Cal | Handl i ng,

Canel Capabi | i t yHandl i ng,

Basi cServiceCriteria,
Suppor t edCanel Phases,

O f er edCanel 4CSl s,

O f eredCanel 4Functionalities,
max Nunf Canel TDPDat a,

CUG | ndex,

CUG I nf o,

CUG I nterl ock,
Inter CUG Restrictions,

I ntraCUG Opti ons,

Noti fi cati onToMsUser,

QoS- Subscri bed,

| ST- Al ert Ti ner Val ue,

T- CSI,

T- Bcsnilri gger Det ecti onPoi nt,
APN,

-- fault recovery types
Reset Ar g,

Rest or eDat aAr g,
Rest or eDat aRes,

-- provide subscriber info types
Geogr aphi cal I nformati on,
Ms- Cl assmar k2,

GPRSM5C ass,

-- subscriber information enquiry types
Provi deSubscri ber | nf oAr g,

Provi deSubscri ber | nf oRes,

Subscri ber I nf o,

Locati onl nformati on,

Locati onl nf or mat i onGPRS,

RAl dentity,

Subscri ber St at e,
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GPRSChar gi ngl D,
MNPI nf oRes,
Rout ei ngNunber ,

-- any time information enquiry types
AnyTi nel nt errogat i onArg,
AnyTi nel nt errogat i onRes,

-- any time informati on handling types
AnyTi meSubscri ptionl nterrogati onArg,
AnyTi meSubscri pti onl nt errogati onRes,
AnyTi meModi fi cati onArg,

AnyTi neModi fi cati onRes,

-- subscriber data nodification notification types
Not eSubscr i ber Dat aModi fi edAr g,
Not eSubscri ber Dat aModi fi edRes,

-- gprs location information retrieval types
SendRout i ngl nf oFor Gpr sAr g,
SendRout i ngl nf oFor Gpr sRes,

-- failure reporting types
Fai | ureReport Arg,
Fai | ur eReport Res,

-- gprs notification types
Not eMsPr esent For Gor sAr g,
Not eMsPr esent For Gopr sRes,

-- Mbility Managenment types
Not eMt Event Ar g,

Not eMwt Event Res,

Nunber Port abi | i tySt at us

| MPORTS
maxNunr SS,
SS- Subscri pti onOpti on,
SS- Li st
SS- For BS- Code,
Passwor d
FROM MAP- SS- Dat aTypes {
itu-t identified-organization (4) etsi (0) nobileDomain (0)

gsm Network (1) nodul es (3) nap-SS-DataTypes (14) version9 (9)}

SS- Code

FROM MAP- SS- Code {
itu-t identified-organization (4) etsi (0) nobil eDomain (0)
gsm Network (1) nodul es (3) map-SS-Code (15) version9 (9)}

Ext - Bear er Ser vi ceCode

FROM MAP- BS- Code {
itu-t identified-organization (4) etsi (0) nobileDomain (0)
gsm Network (1) nodul es (3) nap-BS-Code (20) version9 (9)}

Ext - Tel eservi ceCode

FROM MAP- TS- Code {
itu-t identified-organization (4) etsi (0) nobil eDomain (0)
gsm Network (1) nodul es (3) map-TS-Code (19) version9 (9)}

Addr essString,

| SDN- Addr essStri ng,

| SDN- Subaddr essStri ng,
FTN- Addr essStri ng,
AccessNet wor kSi gnal | nf o,
I MBI,

I MEI,

TMVSI,

HLR- Li st

LMSI,

I dentity,

d obal Cel I 1 d,

Cel | A obal 1 dOr Ser vi ceAr eal dOr LA,
Ext - Basi cSer vi ceCode,
NAEA- Pr ef erredCl ,
EMLPP- | nf 0,

MC- SS- | nf o,
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Subscri berldentity,
AgeOf Locat i onl nformati on,
LCSd i ent Ext er nal | D,
LCSAientlnternal |l D,
Ext - SS- St at us,
LCSSer vi ceTypel D,
ASCI - Cal | Ref er ence,
TBCD- STRI NG,
LAl Fi xedLengt h
FROM MAP- CormonDat aTypes {
itu-t identified-organization (4) etsi (0) nobileDomain (0)
gsm Network (1) nodul es (3) nap- ConmobnDat aTypes (18) version9 (9)}

Ext ensi onCont ai ner
FROM MAP- Ext ensi onDat aTypes {
itu-t identified-organization (4) etsi (0) nobil eDomain (0)
gsm Network (1) nodul es (3) map- ExtensionDataTypes (21) version9 (9)}

Absent Subscri ber Di agnosti cSM

FROM MAP- ER- Dat aTypes {
itu-t identified-organization (4) etsi (0) nobileDomain (0)
gsm Network (1) nodul es (3) nap-ER-DataTypes (17) version9 (9)}

-- location registration types

CR page 14

Updat eLocati onArg :: = SEQUENCE {
i msi I MBI,
msc- Nunber [1] | SDN- AddressStri ng,
vl r- Nurmber | SDN- Addr essStri ng,
| msi [10] LMSI OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
vlr-Capability [6] VLR-Capability OPTI ONAL,
i nf or nPrevi ousNet wor kEntity [11] NULL OPTI ONAL,
cs- LCS- Not Support edBy UE [12] NuULL OPTI ONAL,
v-gml c- Addr ess [2] GSN Address OPTI ONAL,
add-info [13] ADD-Info OPTI ONAL }
VLR- Capabil ity ::= SEQUENCE{
suppor t edCanel Phases [0] SupportedCanel Phases OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
sol saSupport | ndi cat or [2] NULL OPTI ONAL,
i st Support | ndi cat or [1] | ST-Support | ndi cator OPTI ONAL,
super Char ger Suppor t edl nSer vi ngNet wor KEnt i ty [3] SuperChargerlnfo OPTI ONAL,
| ongFTN- Support ed [4] NuULL OPTI ONAL,
support edLCS- Capabi litySets [5] SupportedLCSs-CapabilitySets OPTI ONAL,
of f er edCanel 4CSl s [6] OferedCanel 4CSl s OPTI ONAL }
Super ChargerlInfo ::= CHO CE {
sendSubscri ber Dat a [0] NULL,
subscri ber Dat aSt or ed [1] Agelndicator }
Agel ndicator ::= OCTET STRING (SI ZE (1..6))
-- The internal structure of this paraneter is inplenentation specific.
| ST- Supportlndicator ::= ENUMERATED {
basi cl STSupport ed (0),
i st ConmandSupport ed 1),

-- ex.c.e.pti on handl i ng:
-- reception of values > 1 shall be napped to ' istComandSupported '
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Support edLCS- Capabi litySets ::= BI T STRING {
| csCapabilitySetl (0),
| csCapabilitySet2 (1),
| csCapabilitySet3 (2),
| csCapabilitySet4 (3) } (SIZE (2..16))
-- Core network signalling capability setl indicates LCS Rel ease98 or Rel ease99 version.
-- Core network signalling capability set2 indicates LCS Rel ease4.
-- Core network signalling capability set3 indicates LCS Rel ease5.
-- Core network signalling capability set4 indicates LCS Rel ease6 or |ater version.
-- A node shall mark in the BIT STRING all LCS capability sets it supports.
-- If no bit is set then the sending node does not support LCS.
-- If the paranmeter is not sent by an VLR then the VLR may support at nost capability set1.
-- If the paranmeter is not sent by an SGSN then no support for LCS is assuned.
-- An SGSN is not allowed to indicate support of capability set1l.
-- Oher bits than listed above shall be discarded.
Updat eLocat i onRes ::= SEQUENCE {
hl r - Nunber | SDN- Addr essStri ng,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
add- Capabi lity NULL OPTI ONAL }
ADD- | nfo ::= SEQUENCE {
i mei sv [0] IMEl,
ski pSubscri ber Dat aUpdat e [1] NULL OPTI ONAL,
o}
Cancel LocationArg ::= [3] SEQUENCE {
identity I dentity,
cancel | ati onType Cancel | ati onType OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
-}
Cancel | ati onType ::= ENUMERATED {
updat ePr ocedure (0),
subscri pti onW t hdr aw (1),
;;.The HLR shal |l not send val ues other than |listed above
Cancel Locati onRes ::= SEQUENCE {
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
-}
PurgeMs-Arg ::= [3] SEQUENCE {
i nBi I MBI,
vl r- Nunber [0] | SDN- AddressString OPTI ONAL,
sgsn- Nunber [1] | SDN- AddressString OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
-}
Pur geMs- Res :: = SEQUENCE {
freezeTVBI [0] NuULL OPTI ONAL,
freezeP- TVSI [1] NULL OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
-}
Sendl dentificationArg ::= SEQUENCE {
t msi TMVSI,
nunber O Request edVect or s Nunmber OF Request edVect or s OPTI ONAL,
-- within a dial ogue nunber O Request edVectors shall be present in
-- the first service request and shall not be present in subsequent service requests.
-- |If received in a subsequent service request it shall be discarded.
segnent at i onPr ohi bi t ed NULL OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
msc Nunber | SDN- Addr essStri ng OPTI ONAL,
previ ous- LAl [0] LAIFi xedLength OPTI ONAL,
hopCount er [1] HopCount er OPTI ONAL }
[HopCounter ::= INTEGER (0. .3)
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Send

IdentificationRes ::= [3] SEQUENCE {

i mei | MBI OPTI ONAL,
-- IMSl shall be present in the first (or only) service response of a dial ogue.
-- If multiple service requests are present in a dialogue then | NSl

-- shall not be present in any service response other than the first one.

aut henti cationSet Li st Aut henti cati onSet Li st OPTI ONAL,

current SecurityCont ext [ 2] Current SecurityCont ext OPTI ONAL,

ext ensi onCont ai ner [3] ExtensionCont ai ner OPTI ONAL,

-}

-- authenticati on managenment types
Aut henti cati onSetList ::= CHO CE {

tripletList [0] TripletlList,

qui ntupl etList [1] QuintupletList }
TripletList ::= SEQUENCE SIZE (1..5) OF

Aut henti cati onTri pl et
Quintupl etlist ::= SEQUENCE S| ZE (1..5) OF
Aut henti cati onQui ntupl et

Aut henti cationTriplet ::= SEQUENCE {

rand RAND,

sres SRES,

kc Kc,

.}
Aut henti cati onQui ntupl et ::= SEQUENCE {

rand RAND,

Xres XRES,

ck CK,

ik I K,

autn AUTN,

-}

Current SecurityContext ::= CHO CE {

gsm Securi t yCont ext Dat a [0] GSM SecurityCont ext Dat a,

unt s- Securi t yCont ext Dat a [1] UMIS- SecurityContextData }
GSM SecurityContext Data ::= SEQUENCE {

kc Kc,

cksn Cksn,

}

UMTS- SecurityContextData ::= SEQUENCE {

ck CK,

ik I K,

ksi KSI,

...}
[RAND :: = OCTET STRING (S| ZE (16)) |
[SRES :: = OCTET STRING (SI ZE (4)) |
[Kc ::= OCTET STRING (SIZE (8)) |
[XRES :: = OCTET STRING (S| ZE (4..16)) |
[CK:: = OCTET STRING (SI ZE (16)) |
[IK::= OCTET STRING (S| ZE (16)) |
[AUTN :: = OCTET STRING (SI ZE (16)) |
[AUTS :: = OCTET STRING (S| ZE (14)) |
Cksn ::= OCTET STRING (SIZE (1))

-- The internal structure is defined in 3GPP TS 24.008
KSI ::= OCTET STRING (SIZE (1))

-- The internal structure is defined in 3GPP TS 24.008

CR page 16



3GPP TS aa.bbb vX.Y.Z (YYYY-MM)

CR page 17

Aut henti cati onFai | ureReport Arg :: = SEQUENCE {

i msi
fail ureCause

1 VSl
Fai | ur eCause,

ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
re-attenpt BOOLEAN OPTI ONAL,
accessType AccessType OPTI ONAL,
rand RAND OPTI ONAL,
vl r- Nurmber [0] | SDN-AddressString OPTIl ONAL,
sgsn- Nunber [1] | SDN- AddressStri ng OPTI ONAL }
AccessType ::= ENUMERATED {
call (0),
enmer gencyCal | (1),
| ocationUpdating (2),
suppl ement aryServi ce (3),
short Message (4),
gprsAttach (5),
routi ngAreaUpdati ng (6),
servi ceRequest (7),
pdpCont ext Acti vation (8),
pdpCont ext Deacti vation (9),
gprsDetach (10)}
-- exception handling:
-- received values greater than 10 shall be ignored.
Aut henti cati onFai | ureReport Res ::= SEQUENCE {
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
-}
Fai | ureCause ::= ENUMERATED ({
wr ongUser Response (0),
wr ongNet wor kSi gnature (1)}
-- gprs location registration types
Updat eCGpr sLocat i onArg :: = SEQUENCE {
i msi I MBI,
sgsn- Nunber | SDN- Addr essStri ng,
sgsn- Addr ess GSN- Addr ess,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
sgsn- Capabi ity [0] SGSN- Capability OPTI ONAL,
i nf or nPrevi ousNet wor kEntity [1] NuLL OPTI ONAL,
ps- LCS- Not Suppor t edBy UE [2] NULL OPTI ONAL,
v-gml c- Addr ess [3] GSN Address OPTI ONAL,
add-info [4] ADD-Info OPTI ONAL }
SGSN- Capabi ity ::= SEQUENCE{
sol saSupport | ndi cat or NULL OPTI ONAL,
ext ensi onCont ai ner [1] ExtensionCont ai ner OPTI ONAL,
.s.LJbeert]argerSupportedl nSer vi ngNet wor kEntity [2] SuperChargerlnfo OPTI ONAL
gpr sEnhancenent sSupport | ndi cat or [3] NuULL OPTI ONAL,
suppor t edCanel Phases [4] SupportedCanel Phases OPTI ONAL,
support edLCS- Capabi litySets [5] SupportedLCS-CapabilitySets OPTI ONAL,
of f er edCanel 4CSl s [6] O feredCanel 4CSl s OPTI ONAL,
smsCal | Bar ri ngSupport | ndi cat or [7] NULL OPTI ONAL }
GSN- Address ::= OCTET STRING (S| ZE (5..17))
-- Cctets are coded according to TS 3GPP TS 23.003 [17]
Updat eGpr sLocat i onRes :: = SEQUENCE {
hl r - Nunber | SDN- Addr essStri ng,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
add- Capabi lity NULL OPTI ONAL }

-- handover types

Forwar dAccessSignal ling-Arg ::=
an- APDU
integrityProtectionlnfo
encryptionlnfo
keySt at us
al | onedGSM Al gorit hns

[3] SEQUENCE {

AccessNet wor kSi gnal | nf o,
[0] IntegrityProtectionlnformation OPTI ONAL,
[1] Encryptionlnformation

[2] KeyStatus

[4] Al owedGSM Al gorithns

OPTIl ONAL,

OPTI ONAL,
OPTI ONAL,
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al | onedUMT'S- Al gori t hns [5] Al owedUMIS- Al gorithns OPTIl ONAL,
radi oResour cel nf ornmati on [ 6] Radi oResourcel nfornation OPTI ONAL,
ext ensi onCont ai ner [3] ExtensionContainer OPTI ONAL,
r adi oResour celLi st [7] Radi oResourceli st OPTI ONAL,
bssmap- Ser vi ceHandover [9] BSSMAP- Servi ceHandover OPTI ONAL,
r anap- Ser vi ceHandover [8] RANAP- Servi ceHandover OPTI ONAL,
bssmap- Ser vi ceHandover Li st [ 10] BSSMAP- Ser vi ceHandover Li st OPTI ONAL,
current| yUsedCodec [11] Codec OPTI ONAL,
i uSupport edCodecsLi st [12] SupportedCodecslLi st OPTI ONAL,
r ab- Confi gur at i onl ndi cat or [13] NuULL OPTI ONAL,
i uSel ect edCodec [14] Codec OPTI ONAL,
al t ernati veChannel Type [ xx] Radi oResour cel nf or mati on OPTI ONAL }

Al | onedGSM Al gorithns ::= OCTET STRING (SI ZE (1))

-- internal structure is coded as Algorithmidentifier octet from
-- Permtted Algorithns defined in 3GPP TS 48. 008
-- A node shall mark all GSMalgorithms that are allowed in MSC- B

Al | owedUMTS- Al gori thns :: = SEQUENCE {
integrityProtectionAl gorithns [0] PermittedlntegrityProtectionAl gorithms
OPTI ONAL,
encryptionAl gorithms [1] PermttedEncryptionA gorithms OPTI ONAL,
ext ensi onCont ai ner [2] ExtensionContainer OPTI ONAL,
...}

PermittedlntegrityProtectionAlgorithns ::=
OCTET STRING (SI ZE (1..maxPermittedl ntegrityProtectionAl gorithnsLength))
-- Cctets contain a conplete PermttedlntegrityProtectionAl gorithms data type
-- as defined in 3GPP TS 25.413, encoded according to the encodi ng schene
-- mandated by 3GPP TS 25. 413.
-- Padding bits are included, if needed, in the least significant bits of the
-- last octet of the octet string.

[maxPerni ttedl ntegrityProtectionAl gorithnsLength INTEGER ::= 9

PermittedEncryptionAl gorithns ::=
OCTET STRING (Sl ZE (1..maxPermnittedEncryptionAl gorithnsLength))
-- Cctets contain a conplete PermttedEncryptionAl gorithms data type
-- as defined in 3GPP TS 25.413, encoded according to the encodi ng schene
-- mandated by 3GPP TS 25. 413
-- Padding bits are included, if needed, in the least significant bits of the
-- last octet of the octet string.

[maxPer i tt edEncrypti onAl gorithnsLength INTEGER ::= 9

KeySt atus ::= ENUMERATED {
old (0),
new (1),
-}
-- exception handling:
-- received values in range 2-31 shall be treated as "ol d"
-- received values greater than 31 shall be treated as "new'
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BSSMAP- Ser vi ceHandover | nf o

PrepareHO Arg ::= [3] SEQUENCE {

targetCellld [0] GobalCellld OPTI ONAL,
ho- Nunber Not Requi r ed NULL OPTI ONAL,
target RNCl d [1] RNCId OPTI ONAL,
an- APDU [2] AccessNetworkSignal | nfo OPTI ONAL,
nmul ti pl eBear er Request ed [3] NuULL OPTI ONAL,

i mei [4] 1 M8l OPTI ONAL,
integrityProtectionlnfo [5] IntegrityProtectionlnformation OPTI ONAL,
encryptionlnfo [6] Encryptionlnformation OPTIl ONAL,
radi oResour cel nf ornmati on [ 7] Radi oResourcel nfornation OPTI ONAL,
al | onedGSM Al gorit hns [9] Al owedGSM Al gorithns OPTIl ONAL,
al | onedUMT'S- Al gorit hrs [10] Al owedUMTS- Al gorithms OPTI ONAL,

r adi oResour celLi st [11] Radi oResourceli st OPTI ONAL,
ext ensi onCont ai ner [ 8] ExtensionCont ai ner OPTI ONAL,
rab-1d [12] RAB-1Id OPTI ONAL,
bssnmap- Ser vi ceHandover [13] BSSMAP- Servi ceHandover OPTI ONAL,
ranap- Servi ceHandover [ 14] RANAP- Ser vi ceHandover OPTI ONAL,
bssmap- Ser vi ceHandover Li st [ 15] BSSMAP- Servi ceHandover Li st OPTI ONAL,
asci Cal | Ref erence [20] ASCI - Cal | Ref erence OPTI ONAL,
ger an- cl assmar k [16] GERAN-Cl assnark OPTI ONAL,

i uCurrentl yUsedCodec [17] Codec OPTI ONAL,

i uSupport edCodecslLi st [ 18] SupportedCodecslLi st OPTI ONAL,

r ab- Confi gur at i onl ndi cat or [19] NuULL OPTI ONAL,
ueshi -lu [21] UESBI-lu OPTI ONAL,

i mei sv [22] I MEI OPTI ONAL,
al t ernati veChannel Type [ xx] Radi oResour cel nf or mati on OPTI ONAL }

BSSMAP- Ser vi ceHandover Li st ::= SEQUENCE SI ZE (1.. nmaxNun®Of Servi ceHandovers) OF

BSSMAP- Ser vi ceHandover I nfo ::= SEQUENCE {
bssmap- Ser vi ceHandover BSSMAP- Ser vi ceHandover ,
rab-1d RAB- | d,

3

RAB ldentity is needed to relate the service handovers with the radi o access bearers.

[maxNunX Ser vi ceHandovers INTEGER ::= 7

BSSMAP- Ser vi ceHandover ::= OCTET STRING (SIZE (1))
-- Cctets are coded according the Service Handover information el ement
3CGPP_TS 48.008.

in

RANAP- Ser vi ceHandover ::= OCTET STRING (SIZE (1))

Cctet contains a conplete Service-Handover data type
as defined in 3GPP TS 25. 413,
mandat ed by 3GPP TS 25. 413
Paddi ng bits are included in the | east significant bits.

encoded according to the encodi ng schene

Radi oResour ceLi st ::= SEQUENCE SIZE (1.. maxNun®f Radi oResources) OF

Radi oResour ce

Radi oResource ::= SEQUENCE {
r adi oResour cel nf or mati on Radi oResour cel nf or nat i on,
rab-1d RAB- | d,
-- RAB Identity is needed to relate the radio resources with the radi o access bearers.
-}

[maxNunX Radi oResources I NTEGER ::= 7

PrepareHO Res ::= [3] SEQUENCE {
handover Nunber

[0] | SDN- AddressString

rel ocati onNunber Li st [1] Rel ocati onNunber Li st

an- APDU [2] AccessNetworkSi gnal I nfo
nmul tical | Bearerlnfo [3] MuilticallBearerlnfo

nmul ti pl eBear er Not Support ed NULL

sel ect edUMI'S- Al gori t hns
chosenRadi oResour cel nf or mati on

[5]
[ 6]

Sel ect edUMI'S- Al gori t hns

ext ensi onCont ai ner [4] ExtensionContainer
i uSeI ect edCodec [7] Codec
i uAvai | abl eCodecsLi st [ 8] Codecli st

OPTI ONAL,
OPTI ONAL,
OPTI ONAL,
OPTI ONAL,
OPTI ONAL,
OPTI ONAL,

ChosenRadi oResour cel nfornmati on OPTI ONAL,

OPTI ONAL,

OPTI ONAL,
OPTI ONAL }
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Sel ect edUMTS- Al gorithns ::= SEQUENCE {
integrityProtectionAlgorithm [0] ChosenlntegrityProtectionA gorithm OPTI ONAL,

encryptionAl gorithm
ext ensi onCont ai ner

[1]
[2]

ChosenEncrypti onAl gorithm
Ext ensi onCont ai ner

OPTI ONAL,
OPTI ONAL,

3

Chosenl ntegrityProtectionAlgorithm::= OCTET STRING (Sl ZE (1))

Cctet contains a conplete IntegrityProtectionAl gorithmdata type

as defined in 3GPP TS 25. 413, encoded according to the encoding schene
mandat ed by 3GPP TS 25. 413

Paddi ng bits are included in the |east significant bits.

ChosenEncryptionAl gorithm::= OCTET STRING (S| ZE (1))
-- Cctet contains a conplete EncryptionAl gorithmdata type
as defined in 3GPP TS 25. 413, encoded according to the encoding schene
mandat ed by 3GPP TS 25. 413
Paddi ng bits are included in the |east significant bits.

ChosenRadi oResour cel nfornation :
chosenChannel | nf o
chosenSpeechVer si on

-}

: = SEQUENCE {
[0] ChosenChannel I nfo
[1] ChosenSpeechVersion

OPTI ONAL,
OPTI ONAL,

ChosenChannel I nfo ::= OCTET STRING (S| ZE (1))

-- COctets are coded according the Chosen Channel information elenent in 3GPP TS 48. 008

ChosenSpeechVersion ::= OCTET STRING (S| ZE (1))

-- Cctets are coded according the Speech Version (chosen) information element in 3GPP TS
-- 48.008
Pr epar eSubsequent HO- Arg ::= [ 3] SEQUENCE {
targetCellld [0] GobalCellld OPTI ONAL,
t ar get MSC- Nurrber [1] 1 SDN- AddressString,
target RNCI d [2] RNCId OPTI ONAL,
an- APDU [3] AccessNetworkSi gnal |l nfo OPTI ONAL,
sel ect edRab- | d [4] RAB-Id OPTI ONAL,
ext ensi onCont ai ner [5] ExtensionContainer OPTI ONAL,
geran-cl assmar k [ 6] GERAN- O assnar k OPTI ONAL,
r ab- Confi gur ati onl ndi cat or [7] NULL OPTI ONAL }
Pr epar eSubsequent HO- Res ::= [ 3] SEQUENCE {
an- APDU AccessNet wor kSi gnal | nf o,
ext ensi onCont ai ner [0] ExtensionContainer OPTI ONAL,
-}
ProcessAccessSignalling-Arg ::= [3] SEQUENCE {
an- APDU AccessNet wor kSi gnal | nf o,
sel ect edUMIS- Al gori t hns [1] Sel ect edUMIS- Al gorithns OPTIl ONAL,
sel ect edGSM Al gorithm [2] Sel ectedGSM Al gorithm OPTI ONAL,

chosenRadi oResour cel nf or mati on

ChosenRadi oResour cel nf or mati on OPTI ONAL,

sel ect edRab-1d [4] RAB-1d OPTI ONAL,
ext ensi onCont ai ner [0] ExtensionContainer OPTI ONAL,
i USel ect edCodec [5] Codec OPTI ONAL,
i UAvai | abl eCodecslLi st [6] Codecli st OPTI ONAL }
Support edCodecsLi st ::= SEQUENCE {
ut ranCodeclLi st [0] Codecli st OPTI ONAL,
ger anCodeclLi st [1] CodeclLi st OPTI ONAL,
ext ensi onCont ai ner [2] ExtensionCont ai ner OPTI ONAL,
-}
CodeclLi st ::= SEQUENCE {
codecl [1] Codec,
codec? [2] Codec OPTI ONAL,
codec3 [3] Codec OPTI ONAL,
codec4 [4] Codec OPTI ONAL,
codec5 [5] Codec OPTI ONAL,
codec6 [6] Codec OPTI ONAL,
codec? [7] Codec OPTI ONAL,
codec8 [8] Codec OPTI ONAL,
ext ensi onCont ai ner [9] ExtensionCont ai ner OPTI ONAL,

-- Codecs are sent in priority order where codecl has highest priority
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Codec ::= OCTET STRING (Sl ZE (1..4))
-- The internal structure is defined as foll ows:
-- octet 1 Coded as Codec ldentification code in 3GPP TS 26.103
-- octets 2,3,4 Paraneters for the Codec as defined in 3GPP TS
- - 26.103, if available, |ength depending on the codec
GERAN- Ol assmark ::= OCTET STRING (SIZE (2..87))
-- Cctets are coded according the GERAN O assmark infornation el ement in 3GPP TS 48. 008
Sel ect edGSM Al gori thm :: = OCTET STRING (S| ZE (1))
-- internal structure is coded as Algorithmidentifier octet from Chosen Encryption
-- Algorithmdefined in 3GPP TS 48. 008
-- A node shall mark only the selected GSM al gorithm
SendEndSi gnal - Arg ::= [3] SEQUENCE {
an- APDU AccessNet wor kSi gnal | nf o,
ext ensi onCont ai ner [0] ExtensionContainer OPTI ONAL
-}
SendEndSi gnal - Res :: = SEQUENCE {
ext ensi onCont ai ner [0] ExtensionContainer OPTI ONAL
-}
RNCId ::= OCTET STRING (Sl ZE (7))
-- The internal structure is defined as foll ows:
-- octet 1 bits 4321 Mobi I e Country Code 1st digit
-- bits 8765 Mobi I e Country Code 2nd digit
-- octet 2 bits 4321 Mobi I e Country Code 3rd digit
-- bits 8765 Mobi I e Network Code 3rd digit
-- or filler (1111) for 2 digit M\Cs
-- octet 3 bits 4321 Mobi I e Network Code 1st digit
-- bits 8765 Mobi | e Network Code 2nd digit
-- octets 4 and 5 Location Area Code according to 3GPP TS 24. 008
-- octets 6 and 7 RNC 1 d val ue according to 3GPP TS 25.413
Rel ocat i onNunber Li st ::= SEQUENCE SI ZE (1..maxNunCf Rel ocati onNunber) OF
Rel ocat i onNunber
[Mul ticallBearerinfo ::= INTEGER (1..nmaxNunCf Rel ocati onNunber)
Rel ocat i onNunber ::= SEQUENCE {
handover Nunber | SDN- Addr essStri ng
rab-1d RAB- | d,
-- RAB Identity is needed to relate the calls with the radi o access bearers
-}
[RAB-1d ::= INTEGER (1..maxNr Of RABs) |
[maxNr OF RABs | NTEGER :: = 255 |
[maxNunX Rel ocat i onNumber I NTEGER ::= 7 |
Radi oResourcel nformation ::= OCTET STRING (SIZE (3..13))

-- COctets are coded according the Channel Type information elenent in 3GPP TS 48. 008

IntegrityProtectionlnformation ::= OCTET STRING (SIZE (18..nmaxNunOf I ntegrityl nfo))
-- Cctets contain a conplete IntegrityProtectionlnformation data type
-- as defined in 3GPP TS 25. 413, encoded according to the encoding schene
-- mandated by 3GPP TS 25.413
-- Padding bits are included, if needed, in the least significant bits of the
-- last octet of the octet string.

[mexNumOF I ntegritylnfo | NTEGER ::= 100

Encryptionlnformation ::= OCTET STRI NG (Sl ZE (18.. maxNun®f Encrypti onl nf o))
-- Cctets contain a conplete Encryptionlnformation data type
-- as defined in 3GPP TS 25. 413, encoded according to the encoding schene
-- mandated by 3GPP TS 25.413
-- Padding bits are included, if needed, in the least significant bits of the
-- last octet of the octet string.

[maxNumOF Encryptionl nfo I NTEGER ::= 100

-- authenticati on managenment types
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4.5.5 Processing in MSC-B, and information transfer on E-interface

The following parameters require processing (e.g. to store the parameter, to internally generate the parameter) in
MSC-B. The relevant BSSMAP procedures are mentioned to ease the comprehension, their detailed description isthe
scope of 3GPP TS 48.008. Each BSSMAP message listed in 3GPP TS 49.008 being transferred on E-interface shall use
the mechanisms given in subclause 4.5.4 and is described in 3GPP TS 48.008.

For intra-M SC-B handover/relocation and security interworking , after inter-M SC handover from GSM to GSM, the
3G_MSC-B needs additional information to be able to perform security mode and integrity protection procedures.
These RANAP informations are transferred between MSC-A and 3G-MSC-B in MAP messages, defined in 3GPP TS
29.002.

For subsequent handover/relocation, after inter-M SC handover from GSM to GSM, the 3G_M SC-B needs additional
information to be able to perform service handover procedures. The relevant information is transferred between MSC-A
and 3G-MSC-B in MAP messages, defined in 3GPP TS 29.002.

For subsequent handover/rel ocation, after inter-M SC handover from GSM to GSM, the 3G_MSC-B needs additional
information to be able to forward access rights information in the context of Shared Network to the RAN. The relevant
information is transferred between MSC-A and 3G-M SC-B in MAP messages, defined in 3GPP TS 29.002.

4551 Encryption Information

A sequence of possible encryption algorithms can be sent to aBSS in Cipher Mode Command or Handover Request.
The BSS chooses one of the listed algorithms and reports this back to the MSC in Cipher Mode Complete or Handover
Request Acknowledge respectively.

The list of agorithms, the ciphering key and the chosen algorithm shall be stored by MSC-B, and the chosen value sent
to MSC-A.

Transfer of Information:

If ciphering has not been performed before Inter-M SC Handover, thiswill be controlled by MSC-A after the
completion of Inter-M SC Handover.

Ciphering control towards M SC-B:
If Ciphering has been performed before Inter-M SC Handover:
- inthe Handover Request BSSMAP message (information included).
The Handover Request Acknowledge should in this case contain the indication of the chosen algorithm.
If Ciphering has NOT been performed before Inter-M SC Handover:
- inthe Cipher Mode Command procedure between M SC-A and MSC-B.

If the encryption algorithm is changed at an intra-BSS handover in BSS-B this must be reported to MSC-A
in:

- the BSSMAP Handover Performed procedure.

If the encryption algorithm is changed at an intra-M SC handover in MSC-B this must be reported to MSC-A
in:

- the BSSMAP Handover Performed procedure which shall be initiated by MSC-B on reception from BSS-
B of the Handover Complete message (the information being previously received in the Handover
Request Acknowledge message).

Note also that the chosen encryption value may be contained in the BSSMAP Assignment Complete
message. This may happen if the encryption value changes e.g. at a second assignment during acall (e.g.
from TCH to SDCCH).
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455.2 Channel Type

Assignment Request and Handover Reguest (BSSMAP) may give the BSS a choice, in the same way as the Encryption
Algorithm above. Depending on the Channel Type Info, the chosen channel may have impact on subsequent handovers,
internal in MSC-B and inter-M SC controlled by MSC-A. Some valuesin channel Type Info indicate that if a particular
channel once has been chosen, the same type must be used for the rest of the call.

The Channel Type, and the characteristics of the chosen channel shall be stored by MSC-B, and the Chosen Channel
and/or Speech Version information elements transferred to MSC-A.

Transfer of Information:

Independently of the type of resource (Signalling only (e.g. SDCCH) or TCH) assigned to the M S, the Channel
Type Information is transferred to MSC-B in:

- the Handover Request BSSM AP message, and the Chosen Channel and/or Speech Version should be
reported back to MSC-A in the Handover Request Acknowledge.

If anew type of resource isto be assigned after Inter-M SC Handover, this can be made with:

- the BSSMAP Assignment procedure between MSC-A and MSC-B (Chosen Channel and/or Speech Version
in Assignment Compl ete).

If the Channel Type (the chosen channel and/or chosen speech version) is changed at an intra-BSS handover in
BSS-B this must be reported to MSC-A in:

- the BSSMAP Handover Performed procedure.

If the Channel Type (the chosen channel or chosen speech version) is changed at an intra-M SC handover in
MSC-B this must be reported to MSC-A in:

- the BSSMAP Handover Performed procedure which shall be initiated by MSC-B on reception from BSS-B
of the Handover Complete message (the information being previously received in the Handover Request
Acknowledge message).

455.3 Classmark

Thisinformation shall be stored by MSC-B and might be received either from MSC-A, or from the MS whenthe MS
initiates a Classmark Update.

Transfer of Information due to Classmark received from MSC-A:
This information shall be stored by MSC-B and is received:
- inthe Handover Request BSSMAP message.
If anew type of resource isto be assigned after Inter-M SC Handover, Classmark Information MAY be included:
- inthe BSSMAP Assignment procedure.
Transfer of Information, due to "Classmark Signalling Procedures’.
Thisinformation shall be stored by MSC-B and can be received:

- Dueto aclassmark update, either requested from MSC-A (Classmark Request, Classmark Update), or an
MS-Initiated Classmark Update.

This can be carried out either with:
- the BSSMAP Classmark procedure(s).

Apart from these cases there is the "odd" case where a Classmark Update can be received during an Inter-M SC
Handover by MSC-B, i.e. before the MS has moved to the new channel controlled by MSC-B. This can be made
with transparent transfer of BSSMAP Classmark Update.
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4554 Downlink DTX-Flag
The parameter shall be stored by MSC-B to be used at internal Handover in MSC-B.
Transfer of Information:

Received by MSC-B from MSC-A in either:

If the MS has already been assigned to a TCH for speech before the Inter-M SC Handover, the DTX-flag
should be sent in:

- the Handover Request BSSM AP message;
(if the type of resource is not TCH for speech, the DTX-flag shall not be included).

If anew assignment to a TCH for speech after an Inter-M SC Handover is to be performed, this can be made
with:

- the BSSMAP Assignment procedure.

4555 Priority
The parameter shall be stored by MSC-B and is received according to below:
Transfer of Information:

Received by MSC-B from MSC-A in:

- the Handover Request BSSM AP message.

If achangeis needed after an Inter-M SC Handover with:

- the BSSMAP Assignment procedure.

455.6 MSC/BSC-Invoke Trace Information Elements
The process to be performed by MSC-B on the information elements of the MSC or BSC Invoke Trace BSSMAP
messages is left for further study.
4557 LSA Identifier List
The parameter shall be stored by MSC-B and is received according to below:
Transfer of Information:
Received by MSC-B from MSC-A in:
- the Handover Request BSSM AP message.
If achangeis needed after an Inter-M SC Handover with:

- the LSA Information BSSMAP message.

455.8 Selected UMTS Algorithm

After inter-M SC handover, the 3G_MSC-B can perform intraaMSC GSM to UMTS handover. A sequence of possible
encryption and integrity protection algorithms, received from the 3G_MSC-A, can be sent to an RNS in Relocation
Request or in Security Mode Command in case of cipher mode setting after intraM SC-B handover from GSM to
UMTS. The RNS chooses one of the listed algorithms and reports this back to the 3G_MSC in Relocation Request
Acknowledge or Security Mode Complete respectively. The MSC-B provides the Selected UMTS algorithm
information to the MSC-A. The Selected UMTS agorithms | E in the MAP Process Access Signalling Request message
refers to the Chosen Integrity Protection Algorithm and Chosen Encryption Algorithm, defined in RANAP
specification 3GPP TS 25.413
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The selected algorithm shall be stored by 3G_MSC-B, and sent to 3G_MSC-A.
Transfer of Information:

If ciphering has not been performed before Inter-M SC Handover, this will be controlled by 3G_MSC-A after the
completion of Inter-M SC Handover and possibly after intra-M SC-B handover from GSM to UMTS. In both
cases Selected UMTS algorithm information is received by 3G_MSC-A from 3G_MSC-B in:

—  The Process Access Signalling Request MAP message.

4559 Allowed UMTS Algorithms

In case of GSM-subscriber, the Integrity Protection Information and UMTS Encryption Information are not transferred
to the MSC-B during inter-M SC handover. Allowed UMTS agorithmsis UMTS information that is required in
RANAP Relocation Request and RANAP Security Mode Command, and shall be provided by 3G_MSC-A. 3G_MSC-B
needs thisinformation in case of an intraM SC GSM to UMTS handover and in subsequent security mode setting, after
an inter-M SC handover. Therefore 3G_MSC-A must provide this information in case of an inter-M SC GSM to GSM
handover. The Allowed UMTS agorithms | E in the MAP Prepare Handover and in the MAP Forward Access
Signalling Request messages refersto the Permitted Integrity Protection Algorithmsin Integrity Protection

Information and Permitted Encryption Algorithmsin Encryption Information, defined in RANAP specification 3GPP
TS 25.413.

Allowed UMTS algorithms shall be stored by 3G_MSC-B.
Transfer of information:

If ciphering has not been performed before Inter-M SC Handover, this will be controlled by 3G_MSC-A after the
completion of Inter-M SC Handover.

Ciphering control towards 3G_M SC-B:
If Ciphering has been performed before Inter-M SC Handover:
—  The Prepare Handover Request MAP message.
If Ciphering has NOT been performed before Inter-M SC Handover:

- TheForward Access Signalling Request MAP message.

455.10 BSSMAP Service Handover

Thisinformation shall be stored by 3G_MSC-B and sent to aBSS in Handover Request, when 3G_MSC-B performs
handover to GSM.

Transfer of information:
The BSSMAP Service Handover information is transferred to 3G_MSC-B in:
— the Handover Request BSSM AP message.

If anew assignment of a TCH after an inter-M SC handover isto be performed, the BSSMAP Service Handover
information istransferred to 3G_MSC-B in:

- the BSSMAP Assignment procedure.

45511 RANAP Service Handover

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in Relocation Request, when 3G_MSC-B performs
relocation or handover to UMTS.

Transfer of information:

The RANAP Service Handover information is transferred to 3G_MSC-B in:
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— the Prepare Handover Request MAP message.

If anew assignment of a Radio Access Bearer after an inter-M SC handover isto be performed, the information
istransferred to 3G_MSC-B in:

— the Forward Access Signalling Request MAP message
and sent by 3G_MSC-B to the RNSin RAB Assignment Request.

455.12 SNA Access Information

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in the Relocation Request message when 3G_M SC-
B performs handover to UMTS.

Transfer of information:
The SNA Access Information is transferred to 3G_MSC-B in:

— the Handover Request BSSM AP message.

4.5.5.13 UESBI

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in Relocation Request, when 3G_MSC-B performs
relocation or handover to UMTS.

Transfer of information:
The UESBI information is transferred to 3G_MSC-B in:

- the Prepare Handover Request MAP message.

4.5.5.xx Alternative Channel Type

This information shall be stored by 3G_MSC-B and from thisinformation 3G_MSC-B shall generate Alternative RAB
Parameters Value | E sent to an RNS in Relocation Request, when 3G M SC-B performs relocation or handover to
UMTS.

Transfer of information:

The Alternative Channel Type information istransferred to 3G MSC-B in:

— the Prepare Handover Request MAP message.

If anew assignment of a Radio Access Bearer after an inter-M SC handover is to be performed, the information
istransferred to 3G MSC-B in:

— the Forward Access Signalling Request MAP message.

**xx  NEXT MODIFIED SECTION  ****

4.7.5 Processing in 3G_MSC-B, and information transfer on E-interface

The following parameters require processing (e.g. to store the parameter, to internally generate the parameter) in
MSC-B. The relevant BSSMAP procedures are mentioned to ease the comprehension, their detailed description isthe
scope of 3GPP TS 48. 008. Each BSSMAP message listed in 3GPP TS 49.008 being transferred on E-interface shall
use the mechanisms given in subclause 4.5.4 and is described in 3GPP TS 48. 008.
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4.75.1 Encryption Information

Thelist of GSM algorithms, the ciphering key and the chosen a gorithm shall be stored by 3G_MSC-B and used for
generating the UMTS parameters Encryption Information and Integrity Protection Information if they are not received
in MAP Prepare Handover Request (the generation of the UMTS parameters from the GSM parametersis described in
TS 33.102).

Transfer of Information:

If ciphering has not been performed before Inter-M SC Handover, thiswill be controlled by MSC-A after the
completion of Inter-M SC Handover.

Ciphering control towards 3G_M SC-B:
If Ciphering has been performed before Inter-M SC Handover:
- inthe Handover Request BSSM AP message (information included).

The Handover Request Acknowledge should in this case NOT contain the indication of the chosen
algorithm.

If Ciphering has NOT been performed before Inter-M SC Handover:
- inthe Cipher Mode Command procedure between MSC-A and 3G_MSC-B.

4.75.2 Channel Type
The Channel Type shall be stored by 3G_MSC-B and used for generating RAB parameters.
Transfer of Information:

Independently of the type of resource (Signalling only or traffic channel) assigned to the MS, the Channel Type
Information istransferred to 3G_MSC-B in:

- the Handover Request BSSM AP message.

Chosen Channel and/or Speech Version shall NOT be reported back to MSC-A in the Handover Request
Acknowledge

If anew type of resource isto be assigned after Inter-M SC Handover, this can be made with:

- the BSSMAP Assignment procedure between MSC-A and 3G_MSC-B.

4.75.3 Classmark
Thisinformation shall be stored by 3G_MSC-B and might be received from MSC-A.
Transfer of Information due to Classmark received from MSC-A:
Thisinformation shall be stored by 3G_MSC-B and is received:
- inthe Handover Request BSSMAP message.
If anew type of resource isto be assigned after Inter-M SC Handover, Classmark Information MAY be included:

- inthe BSSMAP Assignment procedure.

4.7.5.4 Priority
The parameter shall be stored by 3G_MSC-B and used for generating RAB parameters. It is received as detailed below:
Transfer of Information:

Received by 3G_MSC-B from MSC-A in:

- the Handover Request BSSM AP message.
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If achangeis needed after an Inter-M SC Handover with:

- the BSSMAP Assignment procedure.

4755 MSC-Invoke Trace Information Elements

The process to be performed by 3G_MSC-B on the information elements of the M SC Invoke Trace BSSMAP messages
isleft for further study.

Note that MSC-A does not forward BSC Invoke Trace in case of GSM to UMTS handover.

4.7.5.6 Selected UMTS Algorithm

A sequence of possible encryption and integrity protection algorithms, received from the 3G_MSC-A, can be sent to an
RNS in Relocation Request or in Security Mode Command in case of cipher mode setting after inter-M SC handover
from GSM to UMTS. The RNS chooses one of the listed algorithms and reports this back to the 3G_MSC in Relocation
Request Acknowledge or Security Mode Complete respectively. The MSC-B provides the Selected UMTS algorithm
information to the MSC-A. The Selected UMTS agorithms | E in the MAP Process Access Signalling Request and
MAP Prepare Handover Response messages refers to the Chosen Integrity Protection Algorithm and Chosen Encryption
Algorithm, defined in RANAP specification 3GPP TS 25.413

The selected algorithm shall be stored by 3G_MSC-B, and sent to 3G_MSC-A.
Transfer of Information:

If ciphering has not been performed before Inter-M SC Handover, this will be controlled by 3G_MSC-A after the
completion of Inter-M SC Handover.

If Ciphering has been performed before Inter-M SC Handover, Selected UMTS algorithm information is received
by 3G_MSC-A from 3G_MSC-B in:

— The Prepare Handover Response MAP message.

If Ciphering has NOT been performed before Inter-M SC Handover, Selected UMTS agorithm information is
received by 3G_MSC-A from 3G_MSC-B in:

— TheProcess Access Signalling Request MAP message.

4.75.7 Allowed UMTS Algorithms

In case of GSM-subscriber, the Integrity Protection Information and UMTS Encryption Information are not transferred
to the MSC-B during inter-M SC handover from GSM to UMTS. Allowed UMTS agorithmsis UMTS information that
isrequired in RANAP Relocation Request and RANAP Security Mode Command, and shall be provided by 3G_MSC-
A. 3G_MSC-B needsthisinformation in case of an inter-MSC GSM to UMTS handover and in subsequent security
mode setting, after an inter-M SC GSM to UMTS handover. Therefore 3G_MSC-A must provide thisinformation in
case of an inter-MSC GSM to UMTS handover. The Allowed UM TS agorithms | E in the MAP Prepare Handover and
in the MAP Forward Access Signalling Request messages refersto the Permitted Integrity Protection Algorithmsin
Integrity Protection Information and Permitted Encryption Algorithms in Encryption Information, defined in RANAP
specification 3GPP TS 25.413.

Allowed UMTS agorithms shall be stored by 3G_MSC-B.
Transfer of information:

If ciphering has not been performed before Inter-M SC Handover, this will be controlled by 3G_MSC-A after the
completion of Inter-M SC Handover.

Ciphering control towards 3G_MSC-B:
If Ciphering has been performed before Inter-M SC Handover:
—  The Prepare Handover Request MAP message.
If Ciphering has NOT been performed before Inter-M SC Handover:
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- TheForward Access Signalling Request MAP message.

4.75.8 BSSMAP Service Handover

Thisinformation shall be stored by 3G_MSC-B and sent to aBSS in Handover Request, when 3G_MSC-B performs
handover to GSM.

Transfer of information:
The BSSMAP Service Handover information is transferred to 3G_MSC-B in:
— the Handover Request BSSM AP message.

If anew assignment of a TCH after an inter-M SC handover isto be performed, the BSSMAP Service Handover
information is transferred to 3G_MSC-B in:

- the BSSMAP Assignment procedure.

4759 RANAP Service Handover

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in Relocation Request during the basic inter-MSC
handover or when 3G_MSC-B performs a subsequent relocation or handover to UMTS.

Transfer of information:
The RANAP Service Handover information is transferred to 3G_MSC-B in:
— the Prepare Handover Request MAP message.

If anew assignment of a Radio Access Bearer after an inter-M SC handover is to be performed, the information
istransferred to 3G_MSC-B in:

— the Forward Access Signalling Request MAP message
and sent by 3G_MSC-B to the RNSin RAB Assignment Request.

4.75.10 GERAN Classmark

The GERAN Classmark shall be stored by 3G_MSC-B and can be received from MSC-A, from the serving BSS or
serving RNS, or from the target RNS. The GERAN Classmark shall be used together with other parameters, e.g. the
Channel Type, for selecting a service and for generating RAB parameters for handover to GERAN lu-mode, subsequent
relocation or handover to GERAN lu-mode, and RAB (re-)assignment when the MSisin GERAN lu-mode.

Transfer of Information due to GERAN Classmark received from MSC-A:
Received by 3G_MSC-B in:
- the Prepare Handover Request MAP message.
Transfer of Information due to GERAN Classmark received from the serving BSS or serving RNS:

Received by 3G_MSC-B in:

the Handover Required BSSM AP message;
- the Relocation Regquired RANAP message;

the Initial UE RANAP message; or

the RAB Assignment Response RANAP message.
Transfer of Information due to GERAN Classmark received from the target RNS:

Received by 3G_MSC-B in:
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- the Relocation Failure RANAP message.

4.75.11 SNA Access Information

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in the Relocation Request message when 3G_M SC-
B performs handover to UMTS.

Transfer of information:
The SNA Access Information is transferred to 3G_MSC-B in:

— the Handover Request BSSM AP message.

4.7.5.12 UESBI

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in Relocation Request during the basic inter-M SC
handover or when 3G_MSC-B performs a subseguent relocation or handover to UMTS.

Transfer of information:
The UESBI information is transferred to 3G_MSC-B in:

- the Prepare Handover Request MAP message.

4.7.5.xx Alternative Channel Type

This information shall be stored by 3G_MSC-B and from thisinformation 3G_MSC-B shall generate Alternative RAB
Parameters Value | E sent to an RNS in Relocation Request, when 3G M SC-B performs relocation or handover to
UMTS.

Transfer of information:

The Alternative Channel Type information istransferred to 3G MSC-B in:

— the Prepare Handover Request MAP message.

If anew assignment of a Radio Access Bearer after an inter-M SC handover is to be performed, the information
istransferred to 3G MSC-B in:

— the Forward Access Signalling Request MAP message.

**xx  NEXT MODIFIED SECTION  ****

4.8.5 Processing in 3G_MSC-B, and information transfer on E-interface

The following parameters require processing (e.g. to store the parameter, to internally generate the parameter) in
3G_MSC-B. The relevant RANAP procedures are mentioned to ease the comprehension, their detailed descriptionis
the scope of the TS 25.413. Each RANAP message being transferred on E-interface shall use the mechanismsgivenin
subclause 4.8.4 and is described in TS 25.413.

485.1 Integrity Protection Information

A sequence of possible integrity protection algorithms can be sent to an RNS in Security Mode Command or Relocation
Request. The RNS chooses one of the listed algorithms and reports this back to the 3G_MSC in Security Mode
Complete or Relocation Request Acknowledge respectively.

The list of algorithms, the integrity protection key and the chosen algorithm shall be stored by 3G_MSC-B.

Transfer of Information:
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If integrity protection has not been performed before Inter-M SC Relocation, this will be controlled by 3G_MSC-
A after the completion of Inter-M SC Relocation.
Integrity protection control towards 3G_MSC-B:

If Integrity protection has been performed before Inter-M SC Rel ocation:

- inthe Relocation Request RANAP message (information included).

The Relocation Request Acknowledge should in this case contain the indication of the chosen algorithm.
If Integrity protection has NOT been performed before Inter-M SC Relocation:
- inthe Security Mode Command procedure between 3G_MSC-A and 3G_MSC-B.

4.85.2 Encryption Information

A sequence of possible encryption algorithms can be sent to an RNS in Security Mode Command or Relocation
Request. The RNS chooses one of the listed algorithms and reports this back to the 3G_MSC in Security Mode
Complete or Relocation Request Acknowledge respectively.

The list of agorithms, the ciphering key and the chosen algorithm shall be stored by 3G_MSC-B, and the chosen value
sent to 3G_MSC-A.

Transfer of Information:

If ciphering has not been performed before Inter-M SC Relocation, this will be controlled by 3G_MSC-A after
the completion of Inter-M SC Relocation.

Ciphering control towards 3G_M SC-B:
If Ciphering has been performed before Inter-M SC Relocation:
- inthe Relocation Request RANAP message (information included).
The Relocation Request Acknowledge should in this case contain the indication of the chosen algorithm.
If Ciphering has NOT been performed before Inter-M SC Relocation:
- inthe Security Mode Command procedure between 3G_MSC-A and 3G_MSC-B.

4.8.5.3 RAB Parameters
The parameters shall be stored by 3G_MSC-B to be used at internal Relocation in 3G_MSC-B.
Transfer of information:

Received by 3G_MSC-B from 3G_MSC-A in:

— The Relocation Request RANAP message.

If anew type of resource isto be assigned after Inter-M SC Relocation, this can be made with:

— The RAB Assignment Request RANAP message.

4.85.4 Channel Type

Channel Typeis GSM information that isrequired in BSSMAP Handover Request and BSSMAP Assignment Request,
and it shall be provided by 3G_MSC-A. 3G_MSC-B needs thisinformation in case of an intraaMSC UMTS to GSM
handover after an inter-M SC rel ocation and subsequent assignment procedures. The Channel Type derived from the
Bearer Capability that is availablein 3G_MSC-A. This mapping is described in 3GPP TS 27.001. Therefore 3G_MSC-
A must provide thisinformation in case of an inter-M SC rel ocation. The Radio Resource Information IE in the MAP
Prepare Handover message refers to the Channel Type GSM information.
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Channel Type shall be stored by 3G_MSC-B.
Transfer of information:
Received by 3G_MSC-B from 3G_MSC-A in:
— The Prepare Handover Request MAP message.

— The Forward Access Signalling Request message.

4855 Selected GSM Algorithm

After inter-M SC relocation, the 3G_MSC-B can perform intraaMSC UM TS to GSM handover. A sequence of possible
encryption algorithms, received from the 3G_MSC-A, can be sent to an BSS in Handover Reguest or in Cipher Mode
Command in case of cipher mode setting after intra.MSC-B handover from UMTS to GSM. The BSS chooses one of
the listed algorithms and reports this back to the 3G_MSC in Handover Request Acknowledge or Cipher Mode

Compl ete respectively. The MSC-B provides the Selected GSM al gorithm information to the MSC-A. The Selected
GSM dgorithms |E in the MAP Process Access Signalling Request message refers to the Algorithm identifier octet in
the Chosen Encryption Algorithm GSM information.

The chosen agorithm shall be stored by 3G_MSC-B, and sent to 3G_MSC-A.
Transfer of Information:

If ciphering has not been performed before Inter-M SC Relocation, this will be controlled by 3G_MSC-A after
the completion of Inter-M SC Relocation.

If Ciphering has been performed before Inter-M SC Rel ocation, Selected GSM algorithm information is received
by 3G_MSC-A from3G_MSC-B in:

— TheHandover Performed BSSMAP message.

If Ciphering has NOT been performed before Intra-M SC-B handover from UMTS to GSM after Inter-M SC
Relocation, Selected GSM algorithm information is received by 3G_MSC-A from 3G_MSC-B in:

—  The Process Access Signalling Request MAP message.

4.8.5.6 Allowed GSM Algorithms

Allowed GSM algorithmsis GSM information that is required in BSSMAP Handover Request and BSSMAP Cipher
Mode Command, and shall be provided by 3G_MSC-A. 3G_MSC-B needs thisinformation in case of an intra-MSC
UMTSto GSM handover and in subsequent ciphering mode setting, after an inter-M SC relocation. Therefore 3G_MSC-
A must provide thisinformation in case of an inter-M SC relocation. The Allowed GSM algorithms |E in the MAP
Prepare Handover and in the MAP Forward Access Signalling Request messages refers to the Algorithm identifier octet
in the Permitted Algorithms GSM information.

Allowed GSM algorithms shall be stored by 3G_MSC-B.
Transfer of information:

If ciphering has not been performed before Inter-M SC Relocation, this will be controlled by 3G_MSC-A after
the completion of Inter-M SC Relocation.

Ciphering control towards 3G_MSC-B:
If Ciphering has been performed before Inter-M SC Relocation:
—  The Prepare Handover Request MAP message.

If Ciphering has NOT been performed before Inter-M SC Rel ocation:
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- TheForward Access Signalling Request MAP message.

4857 Chosen Channel

BSSMAP Assignment Request may give the BSS some freedom in the selection of radio resource (for instance channel
rate selection, speech version selection etc.). Chosen Channel and/or Speech Version isreported back to 3G_MSC-B in
BSSMAP Assignment Complete. The Chosen Radio Resource Information |E in the MAP Prepare Handover Response
and Process Access Signalling Reguest messages refers to the Chosen Channel and/or Speech Version GSM
information.

The Channel Type and the characteristics of the chosen channel shall be stored by 3G_MSC-B, and the Chosen Channel
and/or Speech Version information elements shall be transferred to MSC-A or 3G_MSC-A.

Transfer of information:
Received by MSC-A or 3G_MSC-A from 3G_MSC-B in:
—  The Prepare Handover Response MAP message

— The Process Access Signalling request MAP message

4.85.8 BSSMAP Service Handover

Thisinformation shall be stored by 3G_MSC-B and sent to aBSS in Handover Request, when 3G_MSC-B performs
handover to GSM.

Transfer of information:
The BSSMAP Service Handover information is transferred to 3G_MSC-B in:
— the Prepare Handover Request MAP message.

If anew assignment of a TCH after an inter-M SC relocation isto be performed, the BSSMAP Service Handover
information is transferred to 3G_MSC-B in:

— the Forward Access Signalling Request MAP message
and sent by 3G_MSC-B to the BSSin the Assignment Request BSSM AP message.

485.9 RANAP Service Handover

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in Relocation Request during the basic inter-M SC
relocation or when 3G_MSC-B performs a subsequent intra-M SC relocation or handover to UMTS.

Transfer of information:
The RANAP Service Handover information is transferred to 3G_MSC-B in:
- the Relocation Request RANAP message.

If anew assignment of a Radio Access Bearer after an inter-M SC relocation isto be performed, the information
istransferred to 3G_MSC-B in:

- the RANAP RAB Assignment procedure.

4.8.5.10 GERAN Classmark

The GERAN Classmark shall be stored by 3G_MSC-B and can be received from MSC-A, from the serving BSS or
serving RNS, or from the target RNS. The GERAN Classmark shall be used together with other parameters, e.g. the
Channel Type, for selecting a service and for generating RAB parameters for relocation to GERAN lu-mode,
subseguent relocation or handover to GERAN lu-mode, and RAB (re-)assignment when the MSisin GERAN lu-mode.

Transfer of Information due to GERAN Classmark received from MSC-A:
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Received by 3G_MSC-B in:
- the Prepare Handover Request MAP message.
Transfer of Information due to GERAN Classmark received from the serving RNS:

Received by 3G_MSC-B in:

the Handover Required BSSM AP message;
- the Relocation Regquired RANAP message;

the Initial UE RANAP message; or
- the RAB Assignment Response RANAP message.

Transfer of Information due to GERAN Classmark received from the target RNS:
Received by 3G_MSC-B in:

- the Relocation Failure RANAP message.

4.85.11 SNA Access Information

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in the Relocation Request message when 3G_M SC-
B performs handover to UMTS.

Transfer of information:
The SNA Access Information is transferred to 3G_MSC-B in:

- the Relocation Request RANAP message encapsulated in the Prepare Handover request MAP message.

4.8.5.12 UESBI

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in Relocation Request during the basic inter-M SC
relocation or when 3G_MSC-B performs a subsequent intra-M SC relocation or handover to UMTS.

Transfer of information:
The UESBI information is transferred to 3G_MSC-B in:

- the Relocation Request RANAP message.

4.8.5.xx Alternative RAB Parameters Value

Thisinformation shall be stored by 3G_MSC-B and sent to an RNS in Relocation Request during the basic inter-M SC
relocation or when 3G MSC-B performs a subsequent intra-M SC relocation or handover to UMTS.

Transfer of information:

The Alternative RAB Parameters Value information is transferred to 3G MSC-B in:

— the Relocation Request RANAP message.

If an assignment of a Radio Access Bearer after an inter-M SC relocation is to be performed, the information is
transferred to 3G MSC-B in:

— the RAB Assignment Request RANAP message.
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