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* * * * Start of changes * * * *
[bookmark: _Toc151549014][bookmark: _Toc129252554][bookmark: _Toc151549161][bookmark: _Toc510696583][bookmark: _Toc35971375][bookmark: _Toc96843324][bookmark: _Toc96844299][bookmark: _Toc100739872][bookmark: _Toc133408794][bookmark: _Toc151548966][bookmark: _Toc129252561][bookmark: _Toc151549178][bookmark: _Toc151992815][bookmark: _Toc151999595][bookmark: _Toc152158167][bookmark: _Toc153791045][bookmark: _Toc122116090][bookmark: _Toc136554423][bookmark: _Toc151992816][bookmark: _Toc151999596][bookmark: _Toc152158168][bookmark: _Toc153791046][bookmark: _Toc104297861][bookmark: _Toc104300172][bookmark: _Toc122098140][bookmark: _Toc136554442][bookmark: _Toc151992835][bookmark: _Toc151999615][bookmark: _Toc152158187][bookmark: _Toc153791065]5.5.1	Service Description
The UAE_DAASupport service exposed by the UAE Server enables a UASS service consumer (e.g. USS/UTM) to:
-	create/update/delete DAA Policies;
-	receive DAA Policy Configuration Completion Status notifications;
-	receive DAA Events notifications; and
-	inform about and request the management of the detected DAA related events.
[bookmark: _Toc151549015]* * * * Next changes * * * *
[bookmark: _Toc151549016]5.5.2.1	Introduction
The service operations defined for the UAE_DAASupport service are shown in table 5.5.2.1-1.
Table 5.5.2.1-1: UAE_DAASupport Service Operations
	Service Operation Name
	Description
	Initiated by

	UAE_DAASupport_Manage
	This service operation enables a service consumerUASS to create/update/delete a DAA Application Policy.
	e.g. UASS

	UAE_DAASupport_InformDAAEvents
	This service operation enables a service consumerUASS to send the detected DAA related events.
	e.g. UASS

	[bookmark: _Hlk134523495]UAE_DAASupport_Notify
	This service operation enables a UAE Server to notify a previously subscribed service consumerUASS either:
-	on DAA Policy Configuration Completion Status; or
-	on detected DAA related events.
	e.g. UASSUAE Server



[bookmark: _Toc151549017]* * * * Next changes * * * *
[bookmark: _Toc151549018]5.5.2.2.1	General
This service operation is used by a service consumerUASS to request the creation/update/deletion of a DAA Policy at the UAE Server.
The following procedures are supported by the "UAE_DAASupport_Manage" service operation:
-	DAA Policy Creation.
-	DAA Policy Update.
-	DAA Policy Deletion.
[bookmark: _Toc151549019]* * * * Next changes * * * *
5.5.2.2.2	DAA Policy Creation
Figure 5.5.2.2.2-1 depicts a scenario where a service consumerUASS sends a request to the UAE Server to create a DAA Policy (see also clause 7.7 of 3GPP°TS°23.255°[6]).


[bookmark: _MON_1767298811]
Figure 5.5.2.2.2-1: Procedure for DAA Policy Creation
1.	In order to request the creation of a DAA Policy, the service consumerUASS shall send an HTTP POST request to the UAE Server targeting the "DAA Policies" collection resource, with the request body including the DAAPolReq data structure.
2a.	Upon success, the UAE Server shall respond with an HTTP "201 Created" status code with the response body containing a representation of the created "Individual DAA Policy" resource and potentially additional information within the DAAPolResp data structure.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.4.7.
[bookmark: _Toc151549020]* * * * Next changes * * * *
5.5.2.2.3	DAA Policy Update
Figure 5.5.2.2.23-1 depicts a scenario where a service consumerUASS sends a request to the UAE Server to update an existing DAA Policy (see also clause 7.7 of 3GPP°TS°23.255°[6]).


[bookmark: _MON_1767298801]
Figure 5.5.2.2.3-1: Procedure for DAA Policy Update
1.	In order to request the update/modification of an existing DAA Policy, the service consumerUASS shall send an HTTP PUT/PATCH request to the UAE Server targeting the corresponding "Individual DAA Policy" resource, with the request body including either:
-	the updated representation of the resource within the DAAPolicy data structure, (in case the HTTP PUT method is used); or
-	the requested modifications to the resource within the DAAPolicyPatch data structure, (in case the HTTP PATCH method is used).
NOTE:	An alternative service consumerUASS (i.e. other than the one that requested the creation of the targeted resource) can initiate this request.
If the UAE Server is not able to handle the request, it may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI of the resource located in an alternative UAE Server, as defined in clause 5.2.10 of 3GPP TS 29.122 [2].
2a.	Upon success, the UAE Server shall respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated/modified "Individual DAA Policy" resource and potentially additional information within the DAAPolicy data structure; or
-	an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP PUT/PATCH response body, as specified in clause 6.4.7.
[bookmark: _Toc151549021]* * * * Next changes * * * *
5.5.2.2.34	DAA Policy Deletion
Figure 5.5.2.2.24-1 depicts a scenario where a service consumerUASS sends a request to the UAE Server to delete an existing DAA Policy (see also clause 7.7 of 3GPP°TS°23.255°[6]).


[bookmark: _MON_1767298792]
Figure 5.5.2.2.34-1: Procedure for DAA Policy Deletion
1.	In order to request the deletion of an existing DAA Policy, the service consumerUASS shall send an HTTP DELETE request to the UAE Server targeting the corresponding "Individual DAA Policy" resource.
NOTE:	An alternative service consumerUASS (i.e. other than the one that requested the creation of the targeted resource) can initiate this request.
2a.	Upon success, the UAE Server shall respond with an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP DELETE response body, as specified in clause 6.4.7.
[bookmark: _Toc151549022]* * * * Next changes * * * *
[bookmark: _Toc151549023]5.5.2.3.1	General
This service operation is used by a service consumerUASS to inform about and request the management of the detected DAA related event(s).
The following procedures are supported by the "UAE_DAASupport_InformDAAEvents" service operation:
-	DAA Events Information Request.
[bookmark: _Toc151549024]* * * * Next changes * * * *
5.5.2.3	UAE_DAASupport_InformDAAEvents
* * * * Next changes * * * *
5.5.2.3.2	DAA Events Information Request
Figure 5.5.2.3.2-1 depicts a scenario where a service consumerUASS sends a request to the UAE Server to inform about and request the management of the detected DAA related event(s) (see also clause 7.7 of 3GPP°TS°23.255°[6]).


[bookmark: _MON_1767298766]
Figure 5.5.2.3.2-1: Procedure for DAA Events Information Request
1.	In order to send DAA related event(s) information, the service consumerUASS shall send an HTTP POST request (custom operation: "InformDAAEvents") to the UAE Server, with the request URI set to "{apiRoot}/uae-daa/<apiVersion>/inform-events" and the request body including the InformDAAEventsReq data structure.
If the UAE Server is not able to handle the request, it may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI of the resource located in an alternative UAE Server, as defined in clause 5.2.10 of 3GPP TS 29.122 [2].
2a.	Upon success, the UAE Server shall respond with an HTTP "204 No Content" status code.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.4.7.
[bookmark: _Toc151549025]* * * * Next changes * * * *
[bookmark: _Toc151549026]5.5.2.4.1	General
This service operation is used by a UAE Server to notify a previously subscribed service consumerUASS either:
-	on DAA Policy Configuration Completion Status; or
-	on DAA related event(s).
The following procedures are supported by the "UAE_DAASupport_Notify" service operation:
-	DAA Policy Configuration Completion Status Notification.
-	DAA Events Notification.
[bookmark: _Toc151549027]* * * * Next changes * * * *
5.5.2.4.2	DAA Policy Configuration Completion Status Notification
Figure 5.5.2.4.2-1 depicts a scenario where the UAE Server sends a request to notify a previously subscribed service consumerUASS on the status of DAA Policy Configuration (see also clause 7.7 of 3GPP°TS°23.255°[6]).


[bookmark: _MON_1767298749]
Figure 5.5.2.4.2-1: DAA Policy Configuration Completion Status Notification procedure
1.	In order to notify a service consumerUASS on the status of DAA Policy Configuration, the UAE Server shall send an HTTP POST request to the service consumerUASS with the request URI set to "{notifUri}/daa-policy", where the "notifUri" variable is set to the value received from the service consumerUASS during the DAA Policy Creation/Update procedure defined in clause 5.5.2.2, and the request body including the DAAPolConfigNotif data structure.
If the service consumerUASS is not able to handle the notification request, it may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative service consumerUASS where the notification should be sent, as defined in clause 5.2.10 of 3GPP TS 29.122 [2].
2a.	Upon success, the service consumerUASS shall respond to the UAE Server with an HTTP "204 No Content" status code to acknowledge the reception of the notification.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.4.7.
[bookmark: _Toc151549028]* * * * Next changes * * * *
5.5.2.4.3	DAA Events Notification
Figure 5.5.2.4.3-1 depicts a scenario where the UAE Server sends a request to notify a previously subscribed service consumerUASS on DAA related event(s) (see also clause 7.7 of 3GPP°TS°23.255°[6]).


[bookmark: _MON_1767298557]
Figure 5.5.2.4.3-1: DAA Events Notification procedure
1.	In order to notify a service consumerUASS on the detected DAA event(s), the UAE Server shall send an HTTP POST request to the service consumerUASS with the request URI set to "{notifUri}/daa-events", where the "notifUri" is set to the value received from the service consumerUASS during the DAA Policy Creation/Update procedure defined in clause 5.5.2.2, and the request body including the DAAEventsInfo data structure.
If the service consumerUASS is not able to handle the notification request, it may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative service consumerUASS where the notification should be sent, as defined in clause 5.2.10 of 3GPP TS 29.122 [2].
2a.	Upon success, the service consumerUASS shall respond to the UAE Server with either:
-	an HTTP "200 OK" status code with the response body containing updated/additional DAA event(s) related information within the DAAEventsInfo data structure, if the service consumerUASS needs to provide information about additional DAA event(s) or updated DAA event(s) related information; or
-	an HTTP "204 No Content" status code, if the service consumerUASS does not need to provide any updated/additional DAA event(s) related information.
2b.	On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the HTTP POST response body, as specified in clause 6.4.7.
* * * * Next changes * * * *
[bookmark: _Toc151549205]6.4.1	Introduction
The UAE_DAASupport service shall use the UAE_DAASupport API.
The API URI of the UAE_DAASupport Service API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests shall have the Resource URI structure defined in clause 5.2.4 of 3GPP TS 29.122 [2], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificSuffixes>
with the following components:
-	The {apiRoot} shall be set as described in clause 5.2.4 of 3GPP TS 29.122 [2].
-	The <apiName> shall be "uae-daa".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificSuffixes> shall be set as described in clause 5.2.4 of 3GPP TS 29.122 [2].
NOTE:	When 3GPP TS 29.122 [2] is referenced for the common protocol and interface aspects for API definition in the clauses under clause 6.4, the UAE Server takes the role of the SCEF and the service consumerUASS takes the role of the SCS/AS.
[bookmark: _Toc151549206]* * * * Next changes * * * *
[bookmark: _Toc151549208]6.4.3.1	Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 6.4.3.1-1 depicts the resource URIs structure for the UAE_DAASupport API.


Figure 6.4.3.1-1: Resource URIs structure of the UAE_DAASupport API
Table 6.4.3.1-1 provides an overview of the resources and applicable HTTP methods for the UAE_DAASupport API.
Table 6.4.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	DAA Policies
	/policies
	GET
	Retrieve all the active DAA Policies managed by the UAE Server.

	
	
	POST
	Request the creation of a DAA Policy.

	Individual DAA Policy
	/policies/{policyId}
	GET
	Retrieve an existing "Individual DAA Policy" resource.

	
	
	PUT
	Request the update of an existing "Individual DAA Policy" resource.

	
	
	PATCH
	Request the modification of an existing "Individual DAA Policy" resource.

	
	
	DELETE
	Request the deletion of an existing "Individual DAA Policy" resource.



[bookmark: _Toc151549209]* * * * Next changes * * * *
[bookmark: _Toc151549211]6.4.3.2.2	Resource Definition
Resource URI: {apiRoot}/uae-daa/<apiVersion>/policies
This resource shall support the resource URI variables defined in table 6.4.3.2.2-1.
Table 6.4.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 5.2.4 of 3GPP TS 29.122 [2]6.4.1.



[bookmark: _Toc151549212]* * * * Next changes * * * *
[bookmark: _Toc151549213]6.4.3.2.3.1	GET
The HTTP GET method allows a service consumerUASS to retrieve all the active DAA Policies managed by the UAE Server.
This method shall support the URI query parameters specified in table 6.4.3.2.3.1-1.
Table 6.4.3.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.2.3.1-2 and the response data structures and response codes specified in table 6.4.3.2.3.1-3.
Table 6.4.3.2.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.4.3.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	array(DAAPolicy)
	M
	1..N
	200 OK
	Successful case. All the active DAA Policies managed by the UAE Server shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.



Table 6.4.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.



[bookmark: _Toc151549214]* * * * Next changes * * * *
6.4.3.2.3.2	POST
The HTTP POST method allows a service consumerUASS to request the creation of a DAA Policy at the UAE Server.
This method shall support the URI query parameters specified in table 6.4.3.2.3.2-1.
Table 6.4.3.2.3.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.2.3.2-2 and the response data structures and response codes specified in table 6.4.3.2.3.2-3.
Table 6.4.3.2.3.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	DAAPolReq
	M
	1
	Represents the parameters to request the creation of a DAA Policy.



Table 6.4.3.2.3.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	DAAPolResp
	M
	1
	201 Created
	Successful case. The DAA Policy is successfully created and a representation of the created "Individual DAA Policy" resource shall be returned.

An HTTP "Location" header that contains the resource URI of the created resource shall also be included.

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.2.3.2-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/uae-daa/<apiVersion>/policies/{policyId}



[bookmark: _Toc151549215]* * * * Next changes * * * *
[bookmark: _Toc151549218]6.4.3.3.2	Resource Definition
Resource URI: {apiRoot}/uae-daa/<apiVersion>/policies/{policyId}
This resource shall support the resource URI variables defined in table 6.4.3.3.2-1.
Table 6.4.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.4.15.2.4 of 3GPP TS 29.122 [2].

	policyId
	string
	Represents the identifier of the "Individual DAA Policy" resource.



[bookmark: _Toc151549219]* * * * Next changes * * * *
[bookmark: _Toc151549220]6.4.3.3.3.1	GET
The HTTP GET method allows a service consumerUASS to retrieve an existing "Individual DAA Policy" resource at the UAE Server.
This method shall support the URI query parameters specified in table 6.4.3.3.3.1-1.
Table 6.4.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.1-2 and the response data structures and response codes specified in table 6.4.3.3.3.1-3.
Table 6.4.3.3.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.4.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	DAAPolicy
	M
	1
	200 OK
	Successful case. The requested "Individual DAA Policy" resource shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.



Table 6.4.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.



[bookmark: _Toc151549221]* * * * Next changes * * * *
6.4.3.3.3.2	PUT
The HTTP PUT method allows a service consumerUASS to request the update of an existing "Individual DAA Policy" resource at the UAE Server.
This method shall support the URI query parameters specified in table 6.4.3.3.3.2-1.
Table 6.4.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.2-2 and the response data structures and response codes specified in table 6.4.3.3.3.2-3.
Table 6.4.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	DAAPolicy
	M
	1
	Represents the updated representation of the "Individual DAA Policy" resource.



Table 6.4.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	DAAPolicy
	M
	1
	200 OK
	Successful case. The "Individual DAA Policy" resource is successfully updated and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual DAA Policy" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.



Table 6.4.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.
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6.4.3.3.3.23	PATCH
The HTTP PATCH method allows a service consumerUASS to request the modification of an existing "Individual DAA Policy" resource at the UAE Server.
This method shall support the URI query parameters specified in table 6.4.3.3.3.23-1.
Table 6.4.3.3.3.23-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.23-2 and the response data structures and response codes specified in table 6.4.3.3.3.23-3.
Table 6.4.3.3.3.23-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	DAAPolicyPatch
	M
	1
	Represents the parameters to request the modification of the "Individual DAA Policy" resource.



Table 6.4.3.3.3.23-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	DAAPolicy
	M
	1
	200 OK
	Successful case. The "Individual DAA Policy" resource is successfully modified and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual DAA Policy" resource is successfully modified and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP PATCH method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.3.3.23-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.



Table 6.4.3.3.3.23-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.
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6.4.3.3.3.4	DELETE
The HTTP DELETE method allows a service consumerUASS to request the deletion of an existing "Individual DAA Policy" resource at the UAE Server.
This method shall support the URI query parameters specified in table 6.4.3.3.3.4-1.
Table 6.4.3.3.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.4-2 and the response data structures and response codes specified in table 6.4.3.3.3.4-3.
Table 6.4.3.3.3.4-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.4.3.3.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The "Individual DAA Policy" resource is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

 The response shall include a Location header field containing an alternative URI of the resource located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.3.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.



Table 6.4.3.3.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI of the resource located in an alternative UAE Server.
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[bookmark: _Toc151549226]6.4.4.1	Overview
The structure of the custom operation URIs of the UAE_DAASupport API is shown in Figure 6.4.4.1-1.


Figure 6.4.4.1-1: Custom operation URI structure of the UAE_DAASupport API
Table 6.4.4.1-1 provides an overview of the custom operations and applicable HTTP methods defined for the UAE_DAASupport API.
Table 6.4.4.1-1: Custom operations without associated resources
	Operation name
	Custom operation URI
	Mapped HTTP method
	Description

	InformDAAEvents
	/inform-events
	POST
	Enables a service consumerUASS to inform about and manage possible DAA related event(s).
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[bookmark: _Toc151549228]6.4.4.2.1	Description
The custom operation enables a service consumerUASS to inform about and request the management of possible DAA related event(s) to the UAE Server.
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6.4.4.2.2	Operation Definition
This operation shall support the request data structures and the response data structures and response codes specified in tables 6.4.4.2.2-1 and 6.4.4.2.2-2.
Table 6.4.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	InformDAAEventsReq
	M
	1
	Contains the parameters to inform about and request the management of possible DAA related event(s).



Table 6.4.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The Inform DAA Events request is successfully received and processed.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

 The response shall include a Location header field containing an alternative target URI located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

 The response shall include a Location header field containing an alternative target URI located in an alternative UAE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2]

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative target URI located in an alternative UAE Server.



Table 6.4.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative target URI located in an alternative UAE Server.
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[bookmark: _Toc151549231]6.4.5.1	General
Notifications shall comply to clause 5.2.5 of 3GPP TS 29.122 [2].
Table 6.4.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	DAA Policy Configuration Completion Status Notification
	{notifUri}/daa-policy
	daa-policy (POST)
	This service operation enables a UAE Server to notify a previously subscribed service consumerUASS on the status of DAA Policy configuration.

	DAA Events Notification
	{notifUri}/daa-events
	daa-events (POST)
	This service operation enables a UAE Server to notify a previously subscribed service consumerUASS of DAA related event(s).
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[bookmark: _Toc151549233]6.4.5.2.1	Description
The DAA Policy Configuration Completion Status Notification is used by a UAE Server to notify a previously subscribed service consumerUASS on the status of DAA Policy configuration.
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6.4.5.2.2	Target URI
The Callback URI "{notifUri}/daa-policy" shall be used with the callback URI variables defined in table 6.4.5.2.2-1.
Table 6.4.5.2.2-1: Callback URI variables
	Name
	Data type
	Definition

	notifUri
	Uri
	Represents the callback URI encoded as a string formatted as a URI.String formatted as a URI containing the Callback URI.

The notification URI is provided as part of the DAA Policy creation/update/modification request as defined in clause 6.4.3.
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[bookmark: _Toc151549236]6.4.5.2.3.1	POST
This method shall support the request data structures specified in table 6.4.5.2.3.1-1 and the response data structures and response codes specified in table 6.4.5.2.3.1-2.
Table 6.4.5.2.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	DAAPolConfigNotif
	M
	1
	Represents a the DAA Policy Configuration Status nNotification.



Table 6.4.5.2.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The DAA Policy Configuration Status notification is successfully received and acknowledged.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

 The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumerUASS where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

 The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumerUASS where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI representing the end point of an alternative service consumerUASS towards which the notification should be redirected.



Table 6.4.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI representing the end point of an alternative service consumerUASS towards which the notification should be redirected.
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6.4.5.3	DAA Events Notification
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6.4.5.3.1	Description
The DAA Events Notification is used by a UAE Server to notify a previously subscribed service consumerUASS of DAA related event(s).
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6.4.5.3.2	Target URI
The Callback URI "{notifUri}/daa-events" shall be used with the callback URI variables defined in table 6.4.5.3.2-1.
Table 6.4.5.3.2-1: Callback URI variables
	Name
	Data type
	Definition

	notifUri
	Uri
	Represents the callback URI encoded as a string formatted as a URI.String formatted as a URI containing the Callback URI.

The notification URI is provided as part of the DAA Policy creation/update/modification request as defined in clause 6.4.3.
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[bookmark: _Toc151549241]6.4.5.3.3.1	POST
This method shall support the request data structures specified in table 6.4.5.3.3.1-1 and the response data structures and response codes specified in table 6.4.5.3.3.1-2.
Table 6.4.5.3.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	DAAEventsInfo
	M
	1
	Represents athe DAA Events nNotification.



Table 6.4.5.3.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	DAAEventsInfo
	M
	1
	200 OK
	Successful case. The DAA eEvents nNotification is successfully received and acknowledged, and the UASS returns updated/additional DAA related event information in the response body.

	n/a
	
	
	204 No Content
	Successful case. The DAA eEvents nNotification is successfully received and acknowledged.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

 The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumerUASS where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

 The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumerUASS where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.5.3.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI representing the end point of an alternative service consumerUASS towards which the notification should be redirected.



Table 6.4.5.3.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains Aan alternative URI representing the end point of an alternative service consumerUASS towards which the notification should be redirected.
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[bookmark: _Toc151549243]6.4.6.1	General
This clause specifies the application data model supported by the API.
Table 6.4.6.1-1 specifies the data types defined for the UAE_DAASupport API.
Table 6.4.6.1-1: UAE_DAASupport API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	DAAAppPolicy
	6.4.6.2.6
	Represents a DAA Application policy.
	

	DAAEvent
	6.4.6.2.10
	Represents a DAA related event related information.
	

	DAAEventsInfo
	6.4.6.2.9
	Represents a DAA Events nNotification.
	

	DAAPolConfigNotif
	6.4.6.2.8
	Represents a DAA Policy Configuration Status nNotification.
	

	DAAPolReq
	6.4.6.2.2
	Represents the parameters to request the creation of a DAA Policy.
	

	DAAPolResp
	6.4.6.2.3
	Represents the response to a DAA Policy creatione request.
	

	DAAPolicy
	6.4.6.2.4
	Represents the content of a DAA Policy.
	

	DAAPolicyPatch
	6.4.6.2.5
	Represents the parameters to request the modification of a DAA Policy.
	

	InformDAAEventsReq
	6.4.6.2.7
	Represents the parameters to report DAA related event(s).
	



Table 6.4.6.1-2 specifies data types re-used by the UAE_DAASupport API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the UAE_DAASupport API.
Table 6.4.6.1-2: UAE_DAASupport API re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Bytes
	3GPP TS 29.122 [2]
	Represents a sequence of bytes.
	

	LocationInfo
	3GPP TS 29.122 [2]
	Represents user location information.
	

	SupportedFeatures
	3GPP TS 29.571 [7]
	Represents the list of supported feature(s) and used to negotiate the applicability of the optional features.Used to negotiate the applicability of the optional features.
	

	UasId
	Clause 6.1.6.2.6
	Represents a UAV identifier.
	

	Uri
	3GPP TS 29.122 [2]
	Represents a URI.
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[bookmark: _Toc151549246]6.4.6.2.2	Type: DAAPolReq
Table 6.4.6.2.2-1: Definition of type DAAPolReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	uassrequestorId
	Uri
	M
	1
	Contains the identity of the service consumerUASS that is sending the request.
	

	daaPol
	DAAPolicy
	M
	1
	Contains the DAA Policy that shall is to be created.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.4.8.

This attribute shall be provided present only ifwhen feature negotiation shall needs to take place.
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6.4.6.2.3	Type: DAAPolResp
Table 6.4.6.2.3-1: Definition of type DAAPolResp
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	daaPol
	DAAPolicy
	M
	1
	Contains the created DAA Policy.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.4.8.

This attribute shall be provided present only ifwhen feature negotiation shall needs to take place and this attribute was present in the corresponding request.
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6.4.6.2.4	Type: DAAPolicy
Table 6.4.6.2.4-1: Definition of type DAAPolicy
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	uasId
	UasId
	M
	1
	Contains the identifier of the UAS (i.e., pair of UAV and UAV-C) to which the provided DAA Policy is related.

This shall be either in form of a UAS identifier (e.g., group ID) or a collection of individual identifiers (e.g., CAA level UAV ID, GPSI) of the UAV and UAV-C composing the UAS.
	

	notifUri
	Uri
	M
	1
	Contains the notification URI via which the UASS desires to receive DAA related notifications from the UAE Servershall be delivered.
	

	daaAppPol
	DAAAppPolicy
	MC
	0..1
	Contains the DAA Application policy consisting of the requirements and policies for DAA management.

This attribute shall be provided when available.
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6.4.6.2.5	Type: DAAPolicyPatch
Table 6.4.6.2.5-1: Definition of type DAAPolicyPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifUri
	Uri
	O
	0..1
	Contains the updated notification URI via which the UASS desires to receive DAA related notifications from the UAE Servershall be delivered.
	

	daaAppPol
	DAAAppPolicy
	O
	0..1
	Contains the updated DAA Application policy.
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[bookmark: _Toc151549250]6.4.6.2.6	Type: DAAAppPolicy
Table 6.4.6.2.6-1: Definition of type DAAAppPolicy
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	polContainer
	Bytes
	C
	0..1
	Represents the content of the DAA Application Policy.

(NOTE)
	

	NOTE:	At least one of these attributes shall be present.



Editor's Note:	The definition of the DAAAppPolicy data structure is FFS.
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[bookmark: _Toc151549251]6.4.6.2.7	Type: InformDAAEventsReq
Table 6.4.6.2.7-1: Definition of type InformDAAEventsReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	uassrequestorId
	Uri
	M
	1
	Contains the identity of the service consumerUASS that is sending the request.
	

	uasId
	UasId
	M
	1
	Contains the identifier of the UAS (i.e., pair of UAV and UAV-C) to which the DAA event information management request is related.

This shall be either in form of a UAS identifier (e.g., group ID) or a collection of individual identifiers (e.g., CAA level UAV ID, GPSI) of the UAV and UAV-C composing the UAS.
	

	daaEventsInfo
	array(DAAEvent)
	M
	1..N
	Contains the detected DAA event information.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.4.8.

This attribute shall be provided present only ifwhen feature negotiation shall needs take place.
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6.4.6.2.8	Type: DAAPolConfigNotif
Table 6.4.6.2.8-1: Definition of type DAAPolConfigNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	status
	DAAPolConfigStatus
	M
	1
	Contains the DAA Policy configuration completion status.
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6.4.6.2.9	Type: DAAEventsInfo
Table 6.4.6.2.9-1: Definition of type DAAEventsInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	uasId
	UasId
	M
	1
	Contains the identifier of the UAS (i.e., pair of UAV and UAV-C) to which the DAA event information management request is related.

This shall be either in form of a UAS identifier (e.g., group ID) or a collection of individual identifiers (e.g., CAA level UAV ID, GPSI) of the UAV and UAV-C composing the UAS.
	

	daaEventsInfo
	array(DAAEvent)
	M
	1..N
	Contains the detected DAA event information.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.4.8.

This attribute shall be provided present only ifwhen feature negotiation shall take place.
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6.4.6.2.10	Type: DAAEvent
Table 6.4.6.2.10-1: Definition of type DAAEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	uasId
	UasId
	M
	1
	Contains the identifier of the UAS (i.e., pair of UAV and UAV-C) for which a potential flight path conflict is detected.

This shall be either in form of a UAS identifier (e.g., group ID) or a collection of individual identifiers (e.g., CAA level UAV ID, GPSI) of the UAV and UAV-C composing the UAS.
	

	uasLocInfo
	LocationInfo
	M
	1
	Contains the location information of the UAS with which a potential flight path conflict is detected.
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[bookmark: _Toc129252522][bookmark: _Toc151549258]6.4.6.3.3	Enumeration: DAAPolConfigStatus
The enumeration DAAPolConfigStatus represents the DAA Policy configuration completion status. It shall comply with the provisions of table 6.4.6.3.3-1.
Table 6.4.6.3.3-1: Enumeration DAAPolConfigStatus
	Enumeration value
	Description
	Applicability

	SUCCESSFUL
	Indicates that the DAA Policy configuration was successful.
	

	NOT_SUCCESSFUL
	Indicates that the DAA Policy configuration was not successful.
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6.4.7.3	Application Errors
The application errors defined for the UAE_DAASupport API are listed in Table 6.4.7.3-1.
Table 6.4.7.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability
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[bookmark: _Toc129252586][bookmark: _Toc151549276]A.5	UAE_DAASupport API
openapi: 3.0.0

info:
  title: UAE Server DAA Support Service
  version: 1.0.0-alpha.2
  description: |
    UAE Server DAA Support Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: >
    3GPP TS 29.257 V18.2.0; Application layer support for Uncrewed Aerial System (UAS);
    UAS Application Enabler (UAE) Server Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.257/

servers:
  - url: '{apiRoot}/uae-daa/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 5.2.4 of 3GPP TS 29.122

security:
  - {}
  - oAuth2ClientCredentials: []

paths:
  /policies:
    get:
      summary: Retrieve all the active DAA Policies managed by the UAE Server.
      operationId: GetDAAPolicies
      tags:
        - DAA Policies (Collection)
      responses:
        '200':
          description: >
            OK. All the active DAA Policies managed by the UAE Server shall be returned.
          content:
            application/json:
              schema:
                type: array
                items:
                  $ref: '#/components/schemas/DAAPolicy'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    post:
      summary: Request the creation of a DAA Policy.
      operationId: CreateDAAPolicy
      tags:
        - DAA Policies (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/DAAPolReq'
      responses:
        '200':
          description: >
            OK. The DAA Policy is successfully created and a representation of the created
            Individual DAA Policy resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/DAAPolResp'
          headers:
            Location:
              description: >
                Contains the URI of the created Individual DAA Policy resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        DAAPolCompStatusNotif:
          '{$request.body#/daaPol/notifUri}/daa-policy':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/DAAPolConfigNotif'
              responses:
                '204':
                  description: >
                    No Content. The DAA Policy Configuration Status notification is successfully
                    received and acknowledged.
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'

        DAAEventsNotif:
          '{$request.body#/daaPol/notifUri}/daa-events':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/DAAEventsInfo'
              responses:
                '200':
                  description: >
                    OK. The DAA eEvents nNotification is successfully received and acknowledged, and
                    the service consumerUASS returns updated/additional DAA related event information in the
                    the response body.
                  content:
                    application/json:
                      schema:
                        $ref: '#/components/schemas/DAAEventsInfo'
                '204':
                  description: >
                    No Content. The DAA eEvents nNotification is successfully received and
                    acknowledged.
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'


  /policies/{policyId}:
    parameters:
      - name: policyId
        in: path
        description: Represents the identifier of the Individual DAA Policy resource.
        required: true
        schema:
          type: string

    get:
      summary: Retrieve an existing Individual DAA Policy resource.
      operationId: GetIndDAAPolicy
      tags:
        - Individual DAA Policy (Document)
      responses:
        '200':
          description: OK. The requested Individual DAA Policy resource shall be returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/DAAPolicy'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    put:
      summary: Request the update of an existing Individual DAA Policy resource.
      operationId: UpdateIndDAAPolicy
      tags:
        - Individual DAA Policy (Document)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/DAAPolicy'
      responses:
        '200':
          description: >
            OK. The Individual DAA Policy resource is successfully updated and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/DAAPolicy'
        '204':
          description: >
            No Content. The Individual DAA Policy resource is successfully updated and no
            content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Request the modification of an existing Individual DAA Policy resource.
      operationId: ModifyIndDAAPolicy
      tags:
        - Individual DAA Policy (Document)
      requestBody:
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/DAAPolicyPatch'
      responses:
        '200':
          description: >
            OK. The Individual DAA Policy resource is successfully modified and a
            representation of the updated resource shall be returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/DAAPolicy'
        '204':
          description: >
            No Content. The Individual DAA Policy resource is successfully modified and no
            content is returned in the response body.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    delete:
      summary: Request the deletion of an existing Individual DAA Policy resource.
      operationId: DeleteIndDAAPolicy
      tags:
        - Individual DAA Policy (Document)
      responses:
        '204':
          description: >
            No Content. The Individual DAA Policy resource is successfully deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /inform-events:
    post:
      summary: Inform about and request the management of possible DAA related events.
      operationId: InformDAAEvents
      tags:
        - InformDAAEvents
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/InformDAAEventsReq'
      responses:
        '204':
          description: >
            No Content. The request is successfully received.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'


components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}

  schemas:
    DAAPolReq:
      description: >
        Represents the parameters to request the creation of a DAA Policy.
      type: object
      properties:
        uassrequestorId:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        daaPol:
          $ref: '#/components/schemas/DAAPolicy'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - uassrequestorId
        - daaPol

    DAAPolResp:
      description: Represents the response to a DAA Policy creation request.
      type: object
      properties:
        daaPol:
          $ref: '#/components/schemas/DAAPolicy'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - daaPol

    DAAPolicy:
      description: Represents the content of a DAA Policy.
      type: object
      properties:
        uasId:
          $ref: 'TS29257_UAE_C2OperationModeManagement.yaml#/components/schemas/UasId'
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        daaAppPol:
          $ref: '#/components/schemas/DAAAppPolicy'
      required:
        - uasId
        - notifUri
        - daaAppPol

    DAAPolicyPatch:
      description: >
        Represents the parameters to request the modification of a DAA Policy.
      type: object
      properties:
        notifUri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        daaAppPol:
          $ref: '#/components/schemas/DAAAppPolicy'

    DAAAppPolicy:
      description: Represents a DAA Application Policy.
      type: object
      properties:
        polContainer:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Bytes'
      anyOf:
        - required: [polContainer]

    InformDAAEventsReq:
      description: Represents the parameters to report DAA related event(s).
      type: object
      properties:
        uassrequestorId:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        uasId:
          $ref: 'TS29257_UAE_C2OperationModeManagement.yaml#/components/schemas/UasId'
        daaEventsInfo:
          type: array
          items:
            $ref: '#/components/schemas/DAAEvent'
          minItems: 1
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - uassrequestorId
        - uasId
        - daaEventsInfo

    DAAPolConfigNotif:
      description: Represents a DAA Policy Configuration Status NotificationRepresents the parameters to request for DAA.
      type: object
      properties:
        status:
          $ref: '#/components/schemas/DAAPolConfigStatus'
      required:
        - status

    DAAEventsInfo:
      description: Represents a DAA Events NotificationRepresents the parameters to request for DAA.
      type: object
      properties:
        uasId:
          $ref: 'TS29257_UAE_C2OperationModeManagement.yaml#/components/schemas/UasId'
        daaEventsInfo:
          type: array
          items:
            $ref: '#/components/schemas/DAAEvent'
          minItems: 1
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - uasId
        - daaEventsInfo

    DAAEvent:
      description: Represents a DAA event related informationRepresents the parameters to request for DAA.
      type: object
      properties:
        uasId:
          $ref: 'TS29257_UAE_C2OperationModeManagement.yaml#/components/schemas/UasId'
        uasLocInfo:
          $ref: 'TS29122_MonitoringEvent.yaml#/components/schemas/LocationInfo'
      required:
        - uasId
        - uasLocInfo

    DAAPolConfigStatus:
      anyOf:
        - type: string
          enum:
          - SUCCESSFUL
          - NOT_SUCCESSFUL
        - type: string
          description: >
            This string provides forward-compatibility with future extensions to the enumeration
            and is not used to encode content defined in the present version of this API.
      description: |
        Represents the DAA Policy configuration completion status.  
        Possible values are:
        - SUCCESSFUL: Indicates that the DAA Policy configuration was successful.
        - NOT_SUCCESSFUL: Indicates that the DAA Policy configuration was not successful.
* * * * End of changes * * * *
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