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[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc28005539][bookmark: _Toc36041414][bookmark: _Toc45134713][bookmark: _Toc51764006][bookmark: _Toc59019923][bookmark: _Toc68170749][bookmark: _Toc74932406][bookmark: _Toc145491891][bookmark: _Toc145491954][bookmark: _Toc74932509][bookmark: _Toc98144892][bookmark: _Toc28012828][bookmark: _Toc36040219][bookmark: _Toc44692836][bookmark: _Toc45134297][bookmark: _Toc49607361][bookmark: _Toc51763333][bookmark: _Toc49763254][bookmark: _Toc49764009][bookmark: _Toc51316323][bookmark: _Toc51746503][bookmark: _Toc28007710][bookmark: _Toc44682786][bookmark: _Toc11247840][bookmark: _Toc27044984][bookmark: _Toc36034026][bookmark: _Toc45132173]3.1	Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MA PDU Session: A PDU Session that provides a PDU connectivity service, which can use one access network at a time, or simultaneously one 3GPP access network and one non-3GPP access network.
*** 2nd Change ***
12.2.5b	DN-AAA initiated re-authentication and re-authorization for MA PDU Session
When the SMF+PGW-C receives a re-authentication request from the DN-AAA server for a MA PDU Session, then the SMF+PGW-C shall inform the DN-AAA server that the re-authentication is not possible with error code 3002 and optionaly the "WLAN" and “EUTRA” within the 3GPP-RAT-Type to indicate that the UE in 5GS and EPS is not reachable for re-authentication.
When the SMF+PGW-C receives a re-authorization request from the DN-AAA server for a MA PDU Session, if the SMF+PGW-C receives failuare indication from the AMF or MME that the UE is unreachable in one access type, the SMF+PGW-C should not initiate the MA PDU Session release. Only when the SMF+PGW-C receives failure indication from both the AMF and MME that the UE is unreachable in both access types, then the SMF+PGW-C should informs the DN-AAA Server that the UE is not reachable.
*** End of Change ***

