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* * * * Start of changes * * * *
[bookmark: _Toc28011091][bookmark: _Toc34137954][bookmark: _Toc36037549][bookmark: _Toc39051651][bookmark: _Toc43363243][bookmark: _Toc45132850][bookmark: _Toc49871581][bookmark: _Toc50023471][bookmark: _Toc51761151][bookmark: _Toc67492634][bookmark: _Toc74838368][bookmark: _Toc104311191][bookmark: _Toc104385871][bookmark: _Toc104407065][bookmark: _Toc104408358][bookmark: _Toc104545952][bookmark: _Toc153785915]4.2.3.3	Encoding of updated policy
[bookmark: _Toc153786736]4.2.3.3.1	General
If no other rule is defined for specific data types within the PolicyUpdate data structure, the encoding of changes of the Access and Mobility policies in the PolicyUpdate data structure shall follow the following principles:
1)	To modify an attribute with a value of type map (e.g. the "pras" attribute, the "snssaiReplInfos" attribute, the "sliceUsgCtrlInfoSets" attribute etc.), this attribute shall be provided with a value containing a map with entries according to the following principles:
-	A new entry of the map shall be added by supplying a new identifier as the key and the corresponding structured data type instance (e.g. PresenceInfo, CandidateForReplacement etc.) with the complete content as the value.
-	An existing entry of the map shall be modified by supplying the existing identifier as the key and the corresponding structured data type instance as the value, with the same existing identifier, which shall describe the modifications following bullets 1 to 6.
-	An existing entry of the map shall be deleted by supplying the existing identifier as the key and "NULL" as the value.
-	For an unmodified entry of the map, no entry needs to be provided within the map.
2)	To modify an attribute with a structured data type instance as the value, the attribute shall be provided with a value containing a structured data type instance with entries according to bullets 1 to 6.
3)	To modify an attribute with another type than map or structured data type as the value, the attribute shall be provided with a complete representation of its value, which shall replace the previous value.
4)	To create an attribute of any type, the attribute shall be provided with a complete representation of its value.
5)	To delete an attribute of any type, the attribute shall be provided with "NULL" as the value.
NOTE:	Attributes that are allowed to be deleted need to be marked as "nullable" within the OpenAPI file in Annex A.
6)	Attributes that are not added, modified or deleted do not need to be provided.
4.2.3.3.2	Encoding of updated Access and Mobility policy
Updated policies shall be encoded within the PolicyUpdate data type that may include:
-	AMF Access and Mobility Policy (see clause 4.2.2.3) Service Area Restriction encoded as "servAreaRes" attribute; 
-	AMF Access and Mobility Policy (see clause 4.2.2.3) RFSP Index encoded as "rfsp" attribute and RFSP Index associated with the Target NSSAI encoded as "targetRfsp" attribute; 
-	if the "UE-AMBR_Authorization" feature is supported, AMF Access and Mobility Policy (see clause 4.2.2.3) UE-AMBR encoded as "ueAmbr" attribute; 
-	if the "UE-Slice-MBR_Authorization" feature is supported, AMF Access and Mobility Policy (see clause 4.2.2.3) UE-Slice-MBR(s) encoded as "ueSliceMbrs" attribute;
NOTE:	PCF can stop applying policies to already provided attributes under PolicyUpdate data type. In that case, PCF will modify those attributes by e.g. providing configured values. How the PCF gets those values is out of specification.
-	if the "DNNReplacementControl" feature is supported, AMF Access and Mobility Policy (see clause 4.2.2.3) SMF selection information encoded as "smfSelInfo" attribute;
-	if the "NetSliceRepl" feature is supported, network slice replacement information within the "snssaiReplInfos" attribute;
-	updated Policy Control Request Trigger(s) (see clause 4.2.3.2) encoded as "triggers" attribute i.e.:
1)	either a new complete list of applicable Policy Control Request Trigger(s) including one or several of the following:
a)	Location change (tracking area);
b)	Change of UE presence in PRA;
c)	if the "SliceSupport" feature, the "DNNReplacementControl" feature and/or the "NetSliceRepl" feature is supported, change of Allowed NSSAI;
d)	if the "DNNReplacementControl" feature is supported, SMF selection information change;
e)	if the "NetSliceRepl" feature is supported, network slice replacement information change;
f)	if the "PartNetSliceSupport" feature and/or "NetSliceRepl" feature is/are supported, Change of the Partially Allowed NSSAI; and/or
g)	if the "PartNetSliceSupport" feature is supported, Change of the S-NSSAI(s) rejected partially in the RA, Change of the Rejected S-NSSAI(s) and/or Change of the Pending NSSAI;
2)	a "NULL" value to request the removal of all previously installed Policy Control Request Trigger(s); and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided or if that trigger was already set but the requested presence reporting areas need to be changed, the presence reporting areas for which reporting is required encoded as "pras" attribute encoded as followsdefined in clause 4.2.3.3.1:.
a)	A new entry shall be added by supplying a new identifier as key and the corresponding PresenceInfo data type instance with complete contents as value as an entry within the map.
b)	An existing entry shall be modified by supplying the existing identifier as key and the PresenceInfo data type instance with complete contents as value as an entry within the map.
c)	An existing entry shall be deleted by supplying the existing identifier as key and "NULL" as value as an entry within the map.
d)	For an unmodified entry, no entry needs to be provided within the map.
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is removed, the presence reporting areas for which reporting was required shall be removed by providing the "pras" attribute with "NULL" as value.;
[bookmark: _Hlk19876961]-	if the Policy Control Request Trigger "SMF selection information change" is provided or if that trigger was already set and the indication of DNN replacement when the requested DNN is unknown needs to be set or changed, the "unsuppDnn" attribute within "smfSelInfo" attribute shall be provided including the appropriate value.
-	if the Policy Control Request Trigger "SMF selection information change" is provided or if that trigger was already set and the list of candidate DNNs for replacement needs to be set or changed, the "candidates" attribute within the "smfSelInfo" attribute is encoded as defined in clause 4.2.3.3.1.follows: 
a)	A new entry shall be added by supplying a new S-NSSAI as key and the corresponding CandidateForReplacement data type instance with complete contents as value as an entry within the map.
b)	An existing entry shall be modified by supplying the existing S-NSSAI as key and the CandidateForReplacement data type instance with complete contents as value as an entry within the map.
c)	An existing entry shall be deleted by supplying the existing S-NSSAI as key and "NULL" as value as an entry within the map.
d)	For an unmodified entry, no entry needs to be provided within the map.
e)	The complete list of candidate DNNs for which reporting is required shall be removed by providing the "candidates" attribute with "NULL" as value.
-	if the Policy Control Request Trigger "SMF selection information change" is removed, the candidate DNNs for which reporting was required shall be removed by providing the "smfSelInfo" attribute with "NULL" as value; and
-	if the "NetSliceUsageCtrl" feature is supported, the PCF may check whether any of the S-NSSAI(s) of the UE's Allowed NSSAI are on-demand S-NSSAI(s) and subject to network slice usage control. If it is the case, the PCF may provision/update/remove in the Npcf_SMPolicyControl_Update response the network slice usage control information (e.g., slice deregistration inactivity timer) within the "sliceUsgCtrlInfoSets" attribute of the PolicyUpdate data structure for one or more of these S-NSSAI(s) as defined in clause 4.2.3.3.1.

* * * * End of changes * * * *
