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* * * First Change * * * *
[bookmark: _Toc151571334][bookmark: _Toc101529283][bookmark: _Toc114864109][bookmark: _Toc136427554]5.7.2.2.2	EEC exchanging EAS information in EES using Eees_EASInformationProvisioning_Declare operation
Editor’s note:	Details of the Eees_EASInformationProvisioning_Declare operation are FFS.
To declare information about selected EAS or ACR scenario selection or both, the EEC shall send an HTTP POST request to the EES, with the request URI set to "{apiRoot}/eees-easinfoprov/<apiVersion>/ declare" and the request body including the "EASInfoProvReq" data strcutre as described in the clause 6.6.3.2.2. The "EASInfoProvReq" shall include EECID and ACID, and may include request type, selected EASID, selected EAS endpoint, list of DNAIs, service area, CAS information, list of EES that are associated with a direct EAS bundle, and EEC security credentials.
If the request type is for:
a)	ACR scenario announcement by the EEC, the request includes "selAcrScenarios" attribute to indicate the ACR scenario list supported by the EEC;
b)	ACR scenario selection by the EES, the request may include the "acProf" attribute for which the selected EAS provides a service, and the "selAcrScenarios" attribute to indicate the ACR scenario list supported by the EEC; or
c)	EAS selection, the request may include the "appGrpId" attribute of a common EAS, and "eesList" attribute to indicate the list of EES that supports announcement of a common EAS.
If the EEC has selected an EAS that is instantiable but not yet instantiated, the EEC includes the"selEasIds" attribute to indicate the selected EASID without including the selected EAS endpoint in the request.
Upon receiving the HTTP POST message from the EEC, the EES shall:
a)	process the EAS information declaration request;
b)	verify if the EEC is authorized to declare EAS information to the EES;
c)	if the EEC is authorized to declare EAS information, then if the request is for:
1)	ACR scenario selection by the EES, the EES selects the ACR scenario list based on the AC/EEC/EES(s)/EAS(s) service continuity support;
2)	ACR scenario announcement by the EEC or selection by the EES, the EES may send the ACR Selection notification to the selected EAS or the selected bundled EAS(s) that have subscribed. Additionally for the EAS bundles scenario, if the "selAcrScenarios" attribute includes the "EAS executed ACR scenario", the EES includes "dnais" and "svcArea" attribute of the selected EAS(s) in the ACR selection notification;
A)	if the request contains the "selEasIds" attribute to indicatethe selected EASID and the "selEasEndPoints" attribute to indicate the selected EAS endpoint is not included, the EES verifies if instantiation of EAS is needed and may trigger the ECSP management system to instantiate the EAS;
B)	if the request contains "selEasIds" attribute to indicate the selected EAS ID and "selEasEndPoints" attribute to indicate the selected EAS Endpoint, the EES may apply the EAS traffic influence with the N6 routing information of the EAS in the 3GPP Core Network, based on application KPIs and if the EAS traffic influence was not done before.
NOTE 1:	EES can also influence the EAS traffic in advance.
NOTE 2:	The common supported ACR scenarios is decided as part of the EAS discovery and selection procedure.
3)	if the request contains " eecSvcContSupp" attribute to indicate service continuity and the EEC context has been established, the EES includes this information into the EEC context.
4)	if "appGrpId" attribute is included in the request, the EES considers the provided EAS as Common EAS for the Application Group; and
5)	for the common EAS scenario, if the request contains the "eesList" attribute" for a certain application group indication in the"appGrpId" attribute, then the application group related information may be used for further common EAS announcement(s) between EES(s). In the case:
A)	 if there is no ECS-ER and the request message does not contain the "eesList" attribute of EESs for a certain Application Group ID, then the EES determines the other EESs to which common EAS announce request needs to be sent as specific in clause 6.3.2.2.2 of 3GPP TS 29.558[4]; and
B)	if there is ECS-ER, the EEC selected EAS is used in interaction between the EES and ECS-ER, and EEC receives common EAS in the EAS information provisioning response. If the common EAS is registered to another EES, then the EES endpoint of the EES where the common EAS is registered is also included in the EAS information provisioning response.
Upon success, the EES shall send response:
a)	with an HTTP "200 OK" status code and the POST response body including the "EasInfoProvResp" data structure as described in the clause 6.6.5.2.3 if the EEC context is established and skip the below procedure; and
b)	with an HTTP "204 No Content" status code.
On failure, the appropriate HTTP status code indicating the error shall be returned with additional error information in the POST response body.
NOTE 3:	The common supported ACR scenarios is decided as part of the EAS discovery and selection procedure.

* * * End of Changes * * * *
