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Abstract of document:
The present document identifies scenarios where excessive data may be exposed over SBI when an NF-Consumer accesses an API exposed by an NF-Producer, and studies potential solutions to limit the same. The document will focus on following aspects: 
-	To study the need and potential solutions for avoiding excessive data exposure over SBI. 
-	To study the need and potential solutions for avoiding indirect access to data via, e.g. subscriptions, even as direct access to the data-set is not allowed. 
NOTE 1:	The study does not preclude API specific solutions or a generic solution applicable to all APIs.
NOTE 2:	The study does not preclude issues not relating to security aspects of excessive data exposure.
Changes since last presentation to TSG CT Meeting #102:
[bookmark: _Hlk151746675]None as this is the first presentation of 3GPP TS 29.586 to CT plenary.
Outstanding Issues:
· Evaluation of Solution #8 (Information Exposure during BSF Discovery)
· A new Key Issue #3 (Access to dis-allowed Resource Segments) was proposed in CT4 #121. CT4 intends to discuss solutions and evaluation/conclusion in CT4 #122 and CT4 #123.
Contentious Issues:
None.
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