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* * * First Change * * * *
[bookmark: _Toc510696583][bookmark: _Toc35971375][bookmark: _Toc70325091][bookmark: _Toc81226649][bookmark: _Toc93868938][bookmark: _Toc148445626][bookmark: _Toc155094087]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AF	Application Function
5GC	5G Core Network
AMF	Access Management Function
DCCF	Data Collection Coordination Function
EAC	Early Admission Control
MCX	Mission Critical Service
MPS	Multimedia Priority Service
NEF	Network Exposure Function
NSAC	Network Slice Admission Control
NSACF	Network Slice Admission Control Function
NSCE	Network Slice Capability Enablement
NWDAF	Network Data Analytics Function
SMF	Session Management Function

* * * Next Change * * * *
[bookmark: _Toc93868940][bookmark: _Toc148445628][bookmark: _Toc155094089]4.1	General
Within the 5GC, the NSACF offers services to the AMF, SMF (or combined SMF+PGW-C), NWDAF, NEF, DCCF, NSCE and NSACF via the Nnsacf service based interface (see 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]).
Figures 4.1 provides the reference model (in service based interface representation and in reference point representation), with focus on the NSACF and the scope of the present specification.



Figure 4-1: Reference model – NSACF
The functionalities supported by the NSACF are listed in clause 6.2.28 of 3GPP TS 23.501 [2].
The services and service operations provided by the Nnsacf interface are listed in clause 5.2.21 of 3GPP TS 23.502 [3].
When the UE connects to EPS and EPS counting is required, it is the combined SMF+PGW-C invokes NSACF services to perform network slice admission control, during PDN connection establishment procedure and PDN connection release procedure, as specified in clause 5.15.11.5 of 3GPP TS 23.501 [2].
NOTE:	A trusted AF can access NSACF services either via NEF to NSACF or directly to NSACF. An untrusted AF shall only be allowed to access NSACF services via NEF. If multiple NSACFs are deployed in the network and the trusted AF is interested in the aggregated report, then the trusted AF collects the report from NEF, instead of contacting multiple NSACFs directly.

* * * Next Change * * * *
[bookmark: _Toc510696586][bookmark: _Toc35971378][bookmark: _Toc70325094][bookmark: _Toc81226652][bookmark: _Toc93868943][bookmark: _Toc148445633][bookmark: _Toc155094094]5.1	Introduction
The NSACF supports the following services.
Table 5.1-1: NF Services provided by NSACF
	Service Name
	Description
	Example Consumer

	Nnsacf_NSAC
	This service allows the NF service consumer to:
- request the NSACF to perform per slice admission control for the number of UEs / PDU sessions, or the number of UEs with at least one PDU session/PDN Connection in case of EPS counting;
- request the NSACF to send or update the local maximum number of UEs / PDU sessions, in hierarchical NSAC architecture scenario;
- retrieve slice roaming quotas (i.e. the maximum number of UEs and/or PDU sessions) from the NSACF in HPLMN, in roaming scenario.
	AMF, SMF, NSACF

	Nnsacf_SliceEventExposure
	This service provide event based notifications to the NF service consumer related to the number of UEs registered to a network slice or the number of PDU Sessions established to a network slice.
	NEF, AF, NWDAF, DCCF, NSACF, NSCE



Table 5.1-2 summarizes the corresponding APIs defined for this specification.
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nnsacf_NSAC
	6.1
	Per slice admission control service to control the number of UEs / PDU sessions or the combination, or configure the local maximum number of UEs / PDU sessions in a distributed NSACF in hierarchical NSAC architecture, or retrieve slice roaming quotas from HPLMN NSACF in roaming scenario.
	TS29536_Nnsacf_NSAC.yaml
	nnsacf-nsac
	A.2

	Nnsacf_SliceEventExposure
	6.2
	Slice related event subscription and notification
	TS29536_Nnsacf_SliceEventExposure.yaml
	nnsacf-slice-ee
	A.3



* * * End of Changes * * * *
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