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Additional discussion(if needed):
Proposed changes:

*** First Change ***
[bookmark: _Toc138747865][bookmark: _Toc138749472][bookmark: _Toc28012392][bookmark: _Toc36038345][bookmark: _Toc45133615][bookmark: _Toc51762369][bookmark: _Toc59016941][bookmark: _Toc129338852][bookmark: _Toc144201916]4.2.6.3	Initial subscription to events without provisioning of service information
The NF service consumer may subscribe with the PCF to events notification without providing service information. 
NOTE 1:	This service operation is intended to create a resource that enables to handle subscription to events without provisioning service information. For the scenarios where it is known the NF service consumer, after creating a subscription without service information, could require an application session context with the PCF with required service information, the NF service consumer needs to create an Individual Application Session context as described in clause 4.2.2.2.
Figure 4.2.6.3-1 illustrates the initial subscription to events without provisioning of service information.



Figure 4.2.6.3-1: Initial Subscription to events without provisioning of service information
When a NF service consumer establishes an application session context with the PCF to subscribe to events and does not require PCC control for the related media, the NF service consumer shall invoke the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP POST request to the resource URI representing the "Application Sessions" collection resource of the PCF, as shown in figure 4.2.6.3-1, step 1.
The NF service consumer shall include in the "ascReqData" attribute of the "AppSessionContext" data type in the payload body of the HTTP POST request:
-	either the "ueMac" attribute containing the UE MAC address, or the "ueIpv4" attribute or "ueIpv6" attribute containing the UE IPv4 or the IPv6 address; 
-	the "notifUri" attribute containing the URI where the PCF shall request to the NF service consumer the deletion of the "Individual Application Session Context" resource"; and
-	the "evSubsc" attribute of "EventsSubscReqData" data type to request the notification of certain user plane events. The NF service consumer shall include:
a.	the events to subscribe to in the "events" attribute; and 
b.	the notification URI where to address the notification of the met events within the "notifUri" attribute.
The NF service consumer may provide in the "AppSessionContext" data type the DNN in the "dnn" attribute, SUPI in the "supi" attribute or other information if available.
If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error in the HTTP POST request, the PCF shall send the HTTP error response as specified in clause 5.7.
Otherwise, when the PCF receives the HTTP POST request from the NF service consumer, the PCF shall apply session binding as described in 3GPP TS 29.513 [7]. The PCF identifies the PDU session for which the HTTP POST request applies as described in clause 4.2.2.2.
The information required for session binding (UE MAC address, or UE Ipv4 or IPv6 address, DNN, SUPI and other available information, such as S-NSSAI and/or IPv4 address domain identifier) is provisioned in the "Individual Application Session Context" resource. The events subscription is provisioned in the "Events Subscription" sub-resource.
Based on the received subscription information from the NF service consumer, the PCF may create a subscription to event notifications for a related PDU session from the SMF, as described in 3GPP TS 29.512 [8].
If the PCF created the "Events Subscription" sub-resource within the "Individual Application Session Context" resource, the PCF shall send to the NF service consumer a "201 Created" response to the HTTP POST request, as shown in figure 4.2.6.3-1, step 2. The PCF shall include in the "201 Created" response:
-	a Location header field; and
-	an "AppSessionContext" data type in the payload body.
The Location header field shall contain the URI of the created events subscription sub-resource i.e. "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/events-subscription".
The "AppSessionContext" data type payload body shall contain the representation of the created "Individual Application Session Context" resource and "Events Subscription" sub-resource.
The PCF shall include in the "evsNotif" attribute:
-	if the NF service consumer subscribed to the event "PLMN_CHG" in the HTTP POST request, the "event" attribute set to "PLMN_CHG" and the "plmnId" attribute including the PLMN Identifier or the SNPN Identifier if the PCF has previously requested to be updated with this information in the SMF;
NOTE 2:	The SNPN Identifier consists of the PLMN Identifier and the NID.
-	if the NF service consumer subscribed to the event "ACCESS_TYPE_CHANGE" in the HTTP POST request, the "event" attribute set to "ACCESS_TYPE_CHANGE" and: 
i.	the "accessType" attribute including the access type, and the "ratType" attribute including the RAT type when applicable for the notified access type; and
ii.	if the "ATSSS" feature is supported, the "addAccessInfo" attribute with the additional access type information if available, where the access type is encoded in the "accessType" attribute, and the RAT type is encoded in the "ratType" attribute when applicable for the notified access type; and
NOTE 3:	For a MA PDU session, if the "ATSSS" feature is not supported by the NF service consumer the PCF includes the "accessType" attribute and the "ratType" attribute with a currently active combination of access type and RAT type (if applicable for the notified access type). When both 3GPP and non-3GPP accesses are available, the PCF includes the information corresponding to the 3GPP access.
iii.	the "anGwAddress" attribute including access network gateway address when available, 
if the PCF has previously requested to be updated with this information in the SMF; and
-	if the "IMS_SBI" feature is supported and if the NF service consumer subscribed to the event "CHARGING_CORRELATION" in the HTTP POST request, the "event" attribute set to "CHARGING_CORRELATION" and may include the "anChargIds" attribute containing the access network charging identifier(s) and the "anChargAddr" attribute containing the access network charging address.
NOTE 4:	Due to the resource structure, as result of the Npcf_PolicyAuthorization_Subscribe service operation using POST methods, the PCF creates an Individual Application Session context resource which can only be deleted via Npcf_PolicyAuthorization_Delete service operation.
*** End of Changes ***
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