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*** First Change ***
[bookmark: _Toc91853252]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: ref22101][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.259: "Service requirements for Personal Network Management (PNM)".
[3]	3GPP TS 24.229: "IP Multimedia Call Control based on SIP and SDP; Stage 3".
[4]	Void.
[5]	3GPP TS 24.109: "Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details".
[6]	IETF RFC 4825 (May 2007): "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)."
[7]	Void.
[bookmark: ref24228][8]	3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic bootstrapping architecture".
[9]	3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message contents".
[10]	3GPP TS 24.228 Release 5: "Signalling flows for the IP multimedia call control based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[11]	3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents".
[12]	3GPP TS 29.329: "Sh interface based on the Diameter protocol; Protocol details".
[13]	3GPP TS 29.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL) Phase 3: CAMEL Application Part (CAP) specification".
[14]	3GPP TS 24.090: "Unstructured Supplementary Service Data (USSD); Stage 3".
[15]	3GPP TS 23.259: "Personal Network Management (PNM); Procedures and Information Flows; Stage 2".
[16]	IETF RFC 4244 (November 2005): "An Extension to the Session Initiation Protocol (SIP) for Request History Information".
[17]	IETF RFC 4458 (April 2006): "Session Initiation Protocol (SIP) URIs for Applications such as Voicemail and Interactive Voice Response (IVR)".
[18]	3GPP TS 24.623: "Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary Services".
[19]	3GPP TS 22.085: "Closed User Group (CUG) Supplementary Services; Stage 1".
[20]	3GPP TS 23.085: "Closed User Group (CUG) supplementary service; Stage 2".
[21]	IETF RFC 3840 (August 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)".
[22]	IETF RFC 7254 (May 2014): "A Uniform Resource Name Namespace for the Global System for Mobile Communications Association (GSMA) and the International Mobile station Equipment Identity (IMEI)".
[23]	IETF RFC 4122 (July 2005): "A Universally Unique IDentifier (UUID) URN Namespace".
[24]	3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
[25]	IETF RFC 91107231 (June 202214): " Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".

*** Next Change ***
[bookmark: clauseDM][bookmark: _Toc91853296]11.2.1	XCAP client
The XCAP client is a logical function as defined in IETF RFC 4825 [6]. The XCAP client provides the means to create, read, write, modify and delete the data used for the PNM services. In doing so, it shall generate an HTTP PUT, or an HTTP GET or an HTTP DELETE request in accordance with IETF RFC 91107231 [25] and 3GPP TS 24.623 [18].

*** Next Change ***
[bookmark: clauseDMS][bookmark: _Toc91853297]11.2.2	XCAP server
The XCAP server is a logical function as defined in IETF RFC 4825 [6]. The XCAP server stores all data relevant for the PNM services.  When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating the data base, the XCAP server shall first authenticate the request in accordance with 3GPP TS 24.109 [5] and then perform authorization. Afterwards the XCAP server shall perform the requested action and generate a response in accordance with IETF RFC 91107231 [25] and 3GPP TS 24.623 [18].

*** End of Changes ***

