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	Reason for change:
	In CR#1789 to TS 33.501 (SP-231202), it is approved that 

1)	SEPP can send error messages to intermediaries over the N32-f so that the error messages become visible to intermediaries. 
2)	intermediaries can send N32-f error messages to SEPP with an empty ReformattedData IE and appropriate error code.
3)	additional error codes are needed accordingly.
It is needed to capture the above change in TS 33.501 into TS 29.573.

CR 22.261 #0727 (approved at SA#101) specifies: 

The 5G system shall allow a roaming services provider to accept or reject registration attempts, on behalf of the involved PLMNs, based on the roaming agreements.



	
	

	Summary of change:
	Describe the N32 call flow for applicative error originated by Roaming Intermediary upon receipt of an N32-f request.
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* * * Next Change * * * *
5.X.C.4	Applicative (i.e. SBI related) error determined upon receipt of an N32-f request
5.X.C.4.1	Applicative error originated by Roaming Intermediary via N32-f

Figure 5.3.X.Y.1-1: Applicative (i.e. SBI related) error originated by Roaming Intermediary via N32-f
1.	The c-SEPP receives a service request (HTTP request) message from cNF.
2.	The c-SEPP sends an N32-f request using PRINS security (i.e. JOSE protected message) to forward the service request message to the p-SEPP.
3.	The Roaming Intermediary detects an applicative error within the service request encapsulated in the N32-f request, e.g. the UE registration needs to be rejected on behalf of the involved PLMNs. The Roaming Intermediary responds back with a successful N32-f response encapsulating a service error response instead of forwarding the N32-f request to the p-SEPP, as defined in clause 5.X.C.2. 
4.	The c-SEPP forwards the service error response towards the cNF. 

5.X.C.4.2	Error message formatting by the Roaming Intermediary
If a Roaming Intermediary needs to generate a service error message upon receiving an N32-f request, the Roaming Intermediary shall construct a service error response (to be sent within a successful N32-f response) as defined in clause 5.3.2.3 for a SEPP with the following modifications:
-	the DataToIntegrityProtectBlock (see Table 6.2.5.2.2-1) shall only contain metadata with N32-f message ID and N32-f context ID;
-	the patch instructions in the modificationBlock (see Table 6.2.5.2.2-1) shall be based on an intermediary originated DataToIntegrityProtectBlock. 
-	the modifications in the "modificationsBlock" shall result in encoding the service error response, i.e. it shall contain patch instructions; 
-	adding the statusLine to form the desired service error response (e.g. 403 Forbidden response); 
-	adding SBI headers, if applicable; and
-	adding the payload that shall be the content of the service error response (e.g. ProblemDetails with the reason why the registration request is rejected)
-	the modificationBlock shall contain the JWS signature of the Roaming Intermediary. 
Editor's note: The definition of the error message and related data types are FFS.
The Roaming Intermediary shall then send its N32-f response towards the c-SEPP, possibly via another intermediate Roaming Intermediary, encapsulating the service error response.
Editor's note: Further details on how to format the service error response are FFS. 
Editor's note: Roaming Intermediary originated error message e.g. to terminate a session is FFS.

* * * End of Changes * * * *
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