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	Reason for change:
	As defined in clause 6.2.7.2 of 3GPP TS 23.288 on supporting of Event Muting Mechanism:

When an Event Consumer NF requests notification muting from an Event Producer NF using the Deactivation notification flag, the Event Consumer can in addition specify requested Event Producer NF actions to be taken when an exception occurs at the Event Producer NF.

The Event Producer NF evaluates the requested action from the Event Consumer NF according to local policy (if configured) and in the response to the Event Consumer NF provides an accept indication if the request can be satisfied.
The response from the Event Producer NF may further indicate the Muting Notifications Settings.

In addition, following table NOTE is included in Table 4.15.1-1 of 3GPP TS 23.502:
The support of this parameter is only required for services where NWDAF and/or DCCF are among the example consumers. It is expected that this parameter is used only if the Event Consumer NF is NWDAF or DCCF.
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The following procedures using the Subscribe service operation are supported:
-	Subscribe to Notification of event occurrence
[bookmark: _Toc145938819][bookmark: _Toc67681473][bookmark: _Toc45028718][bookmark: _Toc45027883][bookmark: _Toc36457000][bookmark: _Toc27585047][bookmark: _Toc11338432]5.5.2.2.2	Subscription to Notification of event occurrence
Figure 5.5.2.2.2-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to notifications of event occurrence (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 1 and 3GPP TS 23.502 [3] Figure 4.15.3.2.3b-1 step 1). The request contains a callback URI, the type of event that is monitored and additional information e.g. event filters and reporting options.


Figure 5.5.2.2.2-1: NF service consumer subscribes to notifications
1.	The NF service consumer sends a POST request to the parent resource (collection of subscriptions) (.../{ueIdentity}/ee-subscriptions), to create a subscription as present in message body. The values ueIdentity shall take are specified in Table 6.4.3.2.2-1. The request may contain an expiry time, suggested by the NF Service Consumer, representing the time upto which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating notifications, the indication on whether the subscription applies also to EPC.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC Provider and/or the AF is allowed to perform this operation for the UE or for the group of UEs or Any UE which is indicated in the Resource URI variable ueIdentity; otherwise, the UDM shall skip the MTC provider and/or AF authorization check.
2a.	On success, the UDM responds with "201 Created" with the message body containing a representation of the created subscription. The Location HTTP header shall contain the URI of the created subscription. 
If the event subscription was for a group of UEs:
-	The "maxNumOfReports" in the "reportingOptions" IE shall be applicable to each UE in the group;
-	The UDM shall return the number of UEs in that group in the "numberOfUes" IE.
[bookmark: _PERM_MCCTEMPBM_CRPT53560024___3]The NF service consumer shall keep track of the maximum number of reports reported for each UE in the event report and when "maxNumOfReports*numberOfUes" limit is reached, the NF service consumer shall initiate the unsubscription of the notification towards the UDM (see clause 5.5.2.3.2).
If the event subscription was for a list events, the "reportingOptions"  attribute (containing, e.g., "reportMode", "maxNumOfReports",…) shall be applicable to each event in the list. The NF service consumer shall keep track of the maximum number of reports reported for each event in the event report and when "maxNumOfReports*number of events" limit is reached, the NF service consumer shall initiate the unsubscription of the notification towards the UDM (see clause 5.5.2.3.2). If the "reportMode" included in "reportingOptions" is not applicable (see clause 6.4.6.3.7) to all events in the list, the request shall be rejected with error "400 Bad Request", and with ProblemDetails containing application error set to cause value "OPTIONAL_IE_INCORRECT".
The response, based on operator policy, may contain the expiry time, as determined by the UDM, after which the subscription becomes invalid. Before the subscription is going to expire, if the NF Service Consumer wants to keep receiving notifications, it shall modify the subscription in the UDM with a new expiry time. The NF Service Producer shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall not associate an expiry time for the subscription.
If the indication on whether the subscription applies also to EPC is included and set to true in the request, the response shall include the indication on whether the subscription was also successful in EPC domain. If the subscription also applies to the EPC domain, the only the Event Types below shall apply to the EPC domain,
-	The event type "LOSS_OF_CONNECTIVITY", it shall be map to event type "LOSS_OF_CONNECTIVITY" on Nhss
-	The event type "UE_REACHABILITY_FOR_DATA" and the reportCfg in reachabilityForDataCfg set to "DIRECT_REPORT", it shall be mapped to event type "UE_REACHABILITY_FOR_DATA" on Nhss
-	The event type "LOCATION_REPORTING", and dddTrafficDes or Dnn is not included in the request, it shall be mapped to event type "LOCATION_REPORTING" on Nhss
-	The event type "COMMUNICATION_FAILURE", it shall be mapped to event type "COMMUNICATION_FAILURE" on Nhss
-	The event type "AVAILABILITY_AFTER_DDN_FAILURE", it shall be mapped to event type "AVAILABILITY_AFTER_DDN_FAILURE" on Nhss
-	The event type "PDN_CONNECTIVITY_STATUS", it shall be mapped to event type "PDN_CONNECTIVITY_STATUS" on Nhss
-	The event type "UE_REACHABILITY_FOR_SMS" and reachabilityForSmsCfg set to "REACHABILITY_FOR_SMS_OVER_NAS", it shall be mapped to event type "UE_REACHABILITY_FOR_SMS" on Nhss
[bookmark: _PERM_MCCTEMPBM_CRPT53560025___3]-	The event type "UE_MEMORY_AVAILABLE_FOR_SMS", it shall be mapped to event type " UE_MEMORY_AVAILABLE_FOR_SMS " on Nhss
If some of the requested monitoring configurations fails, the response may include the failedMonitoringConfigs to indicate the failed cause of the failed monitoring configurations.
If some of the requested monitoring configurations fails in the EPC domain or the EE subscription fails in the EPC domain, the response may include the failedMoniConfigsEPC to indicate the failed cause of the failed monitoring configurations or the failed cause of the EE subscription in the EPC domain.
If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an individual UE and the event requested for immediate reporting is reported by the UDM (e.g. "CHANGE_OF_SUPI_PEI_ASSOCIATION" or "ROAMING_STATUS"), the UDM may include the current status of the event if available in the response.
If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an individual UE and the event requested for immediate reporting is reported by the AMF (e.g. LOCATION_REPORT) and the NF service consumer has indicated supporting of "IERSR" feature (see clause 6.4.8), the UDM shall indicate the support of "IERSR" feature when subscribing to the event on the AMF (see clause 6.2.8 of 3GPP TS 29.518 [36]). UDM shall include the current status of the event if received from the AMF in subscription creation response.
If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an individual UE, the indication on whether the subscription applies also to EPC is included and set to "true" in the request and the NF service consumer has indicated supporting of "IERSR" feature (see clause 6.4.8), the UDM shall indicate the support of "ERIR" feature when subscribing to the event on the HSS (see clause 6.4.8 of 3GPP TS 29.563 [62]). UDM shall include the current status of the event in EPC if received from the HSS in subscription creation response.
NOTE:	IERSR feature is not applicable to events detected by the SMF.
If the UDM supports the EneNA feature (see clause 6.2.8), the event is detected by a remote NF (e.g. AMF) and directly notified to the NF consumer (e.g. NWDAF) and the "notifFlag" attribute is included in the request by e.g. the NWDAF or DCCF, the UDM shall forward the "notifFlag" attribute to the remote NF (e.g. AMF). Additionally, if the UDM also supports the ENAPH3 feature (see clause 6.2.8) and the NF service consumer also included event muting instructions in the request, the UDM shall also forward the event muting instructions to the remote NF, if the subscription creation request is accepted by the remote NF, the UDM may also forward the following information to the NF service consumer in the response if it is received:
-	the maximum number of notifications that the remote NF expects to be able to store for the subscription;
-	an estimate of the duration for which notifications can be buffered.
2b.	If the user does not exist, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
2c.	If there is no valid subscription data for the UE, i.e. based on the UE's subscription information monitoring of the requested EventType is not allowed, or the requested EventType is not supported, or when MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
If the UDM supports the EneNA and ENAPH3 features (see clause 6.2.8), the NF service consumer sets the "notifFlag" attribute to "DEACTIVATE" and event muting instructions in the request, but the remote NF cannot accept the received instructions and reject the request with a 403 Forbidden response and the application error "MUTING_EXC_INSTR_NOT_ACCEPTED", the UDM shall forward the error response to the NF service consumer.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.

* * * Next Change * * * *

[bookmark: _Toc145939460][bookmark: _Toc67682014][bookmark: _Toc45029250][bookmark: _Toc45028415][bookmark: _Toc36457498][bookmark: _Toc27585492][bookmark: _Toc11338788]6.4.6.2.6	Type: ReportingOptions
Table 6.4.6.2.6-1: Definition of type ReportingOptions
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	reportMode
	EventReportMode
	O
	0..1
	Indicates the mode of report (e.g, periodic reporting along with periodicity, reporting based on event detection). See clause 4.15.1 of 3GPP TS23.502 [3].

If this attribute is absent, the default reportMode shall be "ON_EVENT_DETECTION".
	

	maxNumOfReports
	MaxNumOfReports
	C
	0..1
	Maximum number of reports. If the event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group.
(NOTE 2)
	

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy, the UDM needs to include an expiry time, and may be included in an event subscription request. When present, this IE shall represent the time at which monitoring shall cease and the subscription becomes invalid. If the maxNumOfReports included in an event subscription response is 1 and if an event report is included in the subscription response then the value of the expiry included in the response shall be an immediate timestamp.
(NOTE 2)
	

	samplingRatio
	SamplingRatio
	O
	0..1
	Indicates the percentage of sampling among impacted UEs, this parameter is used for group-based monitoring configuration. See clause 4.15.1 of 3GPP TS23.502 [3].
(NOTE 1)
	

	guardTime
	DurationSec
	O
	0..1
	Indicates the time for which the Monitoring Event Reporting(s) detected by the UEs in a group can be aggregated before sending them to the consumer NF, this parameter is used for group-based monitoring configuration. See clause 4.15.1 of 3GPP TS23.502 [3].
	

	reportPeriod
	DurationSec
	C
	0..1
	Indicates the interval time between which the event notification is reported, shall be present if reportMode is "PERIODIC".
(NOTE 4)
	

	notifFlag
	NotificationFlag
	O
	0..1
	Indicates the notification flag, which is used to mute/unmute notifications and to retrieve events stored during a period of muted notifications.
(NOTE 3)
	EneNA

	mutingExcInstructions
	MutingExceptionInstructions
	O
	0..1
	This IE may be included in the event subscription request if the notifFlag IE is present and set to "DEACTIVATE".
When present, it shall indicate the instructions for the subscription and stored events when an exception (e.g. the buffer of stored event reports is full, or the number of stored event reports exceeds a certain number) occurs at remote NF (e.g. AMF) while the events are muted.
See 3GPP TS 23.288 [35], clause 6.2.7.2.
Write-Only: true
(NOTE 3)
	ENAPH3

	mutingNotSettings
	MutingNotificationsSettings
	O
	0..1
	This IE may be included if the event notifications muting is activated. 
This IE Indicates the remote NF (e.g. AMF) muting notification settings.
See 3GPP TS 23.288 [35], clause 6.2.7.2.
Read-Only: true
[bookmark: _GoBack](NOTE 3)
	ENAPH3

	varRepPeriodInfo
	array(VarRepPeriod)
	O
	1..N
	This IE may be present if the trigger is set to "PERIODIC".
This IE Indicates the variable reporting periodicity information.
See 3GPP TS 23.502 [3], clause 4.15.1.
(NOTE 4)
	

	NOTE 1:	Parameter only applicable to certain event IDs reporting metrics (e.g. Number of UEs present in a geographical area) used and used e.g. by the NWDAF for data collection.
NOTE 2	If parameter "maxNumOfReports" and "expiry" are included at the same time, the subscription will expire as soon as one of the conditions is met. If the ReportMode is set to "PERIODIC", at least one of the "maxNumOfReports" and "expiry" attributes shall be included.
NOTE 3	The information is only applicable to the event detected by a remote NF (e.g. AMF) and directly notified to the NF consumer (e.g. NWDAF or DCCF), the UDM shall ignore this attribute in other scenarios.
NOTE 4:	If both reportPeriod and varRepPeriodInfo attributes are present, the repPeriod shall be applied if non of the conditions trigger the variable reporting is met.
	



* * * End of Changes * * * *
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