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* * * First Change * * * *
[bookmark: _Toc24937653][bookmark: _Toc33962468][bookmark: _Toc42883230][bookmark: _Toc49733098][bookmark: _Toc56690723][bookmark: _Toc145945458][bookmark: _Toc25156484][bookmark: _Toc34124788][bookmark: _Toc43207914][bookmark: _Toc49857387][bookmark: _Toc56677228][bookmark: _Toc56691751][bookmark: _Toc56699015][bookmark: _Toc89035265][bookmark: _Toc89065063][bookmark: _Toc89180362][bookmark: _Toc97072041][bookmark: _Toc120051446][bookmark: _Toc145949194]6.1.6.2.2	Type: NFProfile
Table 6.1.6.2.2-1: Definition of type NFProfile
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceId
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance (NOTE 5) (NOTE 16)

	collocatedNfInstances
	array(CollocatedNfInstance)
	O
	1..N
	Information related to collocated NF type(s) and corresponding NF Instances when the NF is collocated with NFs supporting other NF types.
(NOTE 21)

In this release of the specification, following collocation scenarios are supported (see clause 6.1.6.2.99):
- a MB-SMF collocated with a SMF;
- a MB-UPF collocated with a UPF.

	nfInstanceName
	string
	O
	0..1
	Human readable name of the NF Instance

	heartBeatTimer
	integer
	C
	0..1
	Time in seconds expected between 2 consecutive heart-beat messages from an NF Instance to the NRF.
It may be included in the registration request. When present in the request it shall contain the heartbeat time proposed by the NF service consumer.
It shall be included in responses from NRF to registration requests (PUT) or in NF profile updates (PUT or PATCH). If the proposed heartbeat time is acceptable by the NRF based on the local configuration, it shall use the same value as in the registration request; otherwise the NRF shall override the value using a preconfigured value.

	plmnList
	array(PlmnId)
	C
	1..N
	PLMN(s) of the Network Function (NOTE 7).
This IE shall be present if this information is available for the NF.
If neither the plmnList IE nor the snpnList IE are provided, PLMN ID(s) of the PLMN of the NRF are assumed for the NF.

	snpnList
	array(PlmnIdNid)
	C
	1..N
	SNPN(s) of the Network Function.
This IE shall be present if the NF pertains to one or more SNPNs. 

	sNssais
	array(ExtSnssai)
	O
	1..N
	S-NSSAIs of the Network Function.
If not provided, and if the perPlmnSnssaiList attribute is not present, the NF can serve any S-NSSAI.
When present this IE represents the list of S-NSSAIs supported in all the PLMNs listed in the plmnList IE.
If the sNSSAIs attribute is provided in at least one NF Service, the S-NSSAIs supported by the NF Profile shall be the set or a superset of the S-NSSAIs of the NFService(s).

	perPlmnSnssaiList
	array(PlmnSnssai)
	O
	1..N
	This IE may be included when the list of S-NSSAIs supported by the NF for each PLMN it is supporting is different. When present, this IE shall include the S-NSSAIs supported by the Network Function for each PLMN supported by the Network Function. When present, this IE shall override sNssais IE. (NOTE 9)
If the perPlmnSnssaiList attribute is provided in at least one NF Service, the S-NSSAIs supported per PLMN in the NF Profile shall be the set or a superset of the perPlmnSnssaiList of the NFService(s).

	nsiList
	array(string)
	O
	1..N
	NSI identities of the Network Function.
If not provided, the NF can serve any NSI.

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1) (NOTE 2) (NOTE 18). For AMF, the FQDN registered with the NRF shall be that of the AMF Name (see 3GPP TS 23.003 [12] clause 28.3.2.5).

	interPlmnFqdn
	Fqdn
	C
	0..1
	If the NF needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter-PLMN routing as specified in 3GPP TS 23.003 [12] shall be registered with the NRF (NOTE 8).

A change of this attribute shall result in triggering a "NF_PROFILE_CHANGED" notification from NRF towards subscribing NFs located in the same or a different PLMN, but in the latter case the new value shall be notified as a change of the "fqdn" attribute.

The NRF shall not send intra-PLMN notifications containing this attribute to subscribing NFs not supporting the "Inter-Plmn-Fqdn" feature (see clause 6.1.9).

	ipv4Addresses
	array(Ipv4Addr)
	C
	1..N
	IPv4 address(es) of the Network Function (NOTE 1) (NOTE 2) (NOTE 18)

	ipv6Addresses
	array(Ipv6Addr)
	C
	1..N
	IPv6 address(es) of the Network Function (NOTE 1) (NOTE 2) (NOTE 18)

	
[Non-changing rows skipped for clarity]


	selectionConditions
	SelectionConditions
	O
	0..1
	This IE is only applicable if the NFStatus is set to "CANARY_RELEASE".

If present, it includes the conditions under which an NF Instance with an NFStatus value set to "CANARY_RELEASE" shall be selected by an NF Service Consumer (e.g. if the UE belongs to a range of SUPIs)

	NOTE 1:	At least one of the addressing parameters (fqdn, ipv4address or ipv6adress) shall be included in the NF Profile. If the NF supports the NF services with "https" URI scheme (i.e use of TLS is mandatory), then the FQDN shall be provided in the NF Profile or the NF Service profile (see clause 6.1.6.2.3) and it shall be used to construct the target URI (unless overriden by a NFService-specific FQDN). See NOTE 1 of Table 6.1.6.2.3-1 for the use of these parameters. If multiple ipv4 addresses and/or ipv6 addresses are included in the NF Profile, the NF Service Consumer of the discovery service shall select one of these addresses randomly, unless operator defined local policy of IP address selection, in order to avoid overload for a specific ipv4 address and/or ipv6 address.
NOTE 2:	If the type of Network Function is UPF, the addressing information is for the UPF N4 interface and, if the UPF registers service instances supporting the UPF Event Exposure service or the Nupf_GetUEPrivateIPaddrAndIdentifiers Nupf_GetPrivateUEIPaddr service without registering addressing information at these service instances level, also for accessing the UPF Event Exposure service or the Nupf_GetUEPrivateIPaddrAndIdentifiers Nupf_GetPrivateUEIPaddr service at these service instances. If the type of Network Function is MB-UPF, the addressing information is for the MB-UPF N4mb interface. If the type of Network Function is a P-CSCF and if no Gm FQDN or IP addresses are registered in the pcscfInfoList attribute, the addressing information is also used for the P-CSCF Gm interface.
NOTE 3:	A requester NF may use this information to select a NF instance (e.g. a NF instance preferably located in the same data center).
NOTE 4:	The capacity and priority parameters, if present, are used for NF selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].
NOTE 5:	The NRF shall notify NFs subscribed to receiving notifications of changes of the NF profile, if the NF recoveryTime or the nfStatus is changed. See clause 6.2 of 3GPP TS 23.527 [27].
NOTE 6:	A requester NF may consider that all the resources created in the NF before the NF recovery time have been lost. This may be used to detect a restart of a NF and to trigger appropriate actions, e.g. release local resources. See clause 6.2 of 3GPP TS 23.527 [27].
NOTE 7:	A NF may register multiple PLMN IDs in its profile within a PLMN comprising multiple PLMN IDs. If so, all the attributes of the NF Profile shall apply to each PLMN ID registered in the plmnList. As an exception, attributes including a PLMN ID, e.g. IMSI-based SUPI ranges, TAIs and GUAMIs, are specific to one PLMN ID and the NF may register in its profile multiple occurrences of such attributes for different PLMN IDs (e.g. the UDM may register in its profile SUPI ranges for different PLMN IDs).
NOTE 8:	Other NFs are in a different PLMN if they belong to none of the PLMN ID(s) configured for the PLMN of the NRF.
NOTE 9:	This is for the use case where an NF (e.g. AMF) supports multiple PLMNs and the slices supported in each PLMN are different. See clause 9.2.6.2 of 3GPP TS 38.413 [29].
NOTE 10:	For notification types that may be associated with a specifc service of the NF Instance receiving the notification (see clause 6.1.6.3.4), if notification endpoints are present both in the profile of the NF instance (NFProfile) and in some of its NF Services (NFService) for a same notification type, the notification endpoint(s) of the NF Services shall be used for this notification type. The defaultNotificationSubscriptions attribute may contain multiple default subscriptions for a same notification type; in that case, those default subscriptions are used as alternative notification endpoints so, for each notification event that needs to be sent, the NF Service Consumer shall select one of such subscriptions and use it to send the notification.
NOTE 11:	The absence of the pcscfInfoList attribute in a P-CSCF profile indicates that the P-CSCF can be selected for any DNN and Access Type, and that the P-CSCF Gm addressing information is the same as the addressing information registered in the fqdn, ipv4Addresses and ipv4Addresses attributes of the NF profile.
NOTE 12:	The absence of both the smfInfo and smfInfoList attributes in an SMF profile indicates that the SMF can be selected for any S-NSSAI listed in the sNssais and perPlmnSnssaiList IEs, or for any S-NSSAI if neither the sNssais IE nor the perPlmnSnssaiList IE are present, and for any DNN, TAI and access type.
NOTE 13:	The servingScope attribute may indicate geographical areas, It may be used e.g. to discover and select NFs in centralized Data Centers that are expected to serve users located in specific region(s) or province(s). It may also be used to reduce the large configuration of TAIs in the NF instances.
NOTE 14:	An NF (other than a SCP) can register at most one SCP domain in NF profile, i.e. the NF can belong to only one SCP domain. If an NF (other than a SCP) includes this information in its profile, this indicates that the services produced by this NF should be accessed preferably via an SCP from the SCP domain the NF belongs to.
NOTE 15:	If the NF Service Consumer that issues an NF profile retrieval request indicates support for the "Service-Map" feature, the NRF shall return in the NF profile retrieval response the list of NF Service Instances in the "nfServiceList" map attribute. Otherwise, the NRF shall return the list of NF Service Instances in the "nfServices" array attribute.
NOTE 16:	The nfStatus also indicate the Status of the NF instance as NF Service Consumer for notification delivery. When a notification is to be delivered to the NF instance and the NF Service Producer (or SCP) has been aware that the NF instance is not operative from the nfStatus in its NF profile, the NF Service producer (or SCP) shall reselect another NF Service Consumer as target if possible, e.g. using binding indication or discovery factors previously provided for the notification. When selecting or reselecting an NF Service Consumer for notification delivery, not operative NF instances shall not be selected as target.
NOTE 17:	A change of this attribute shall trigger a "NF_PROFILE_CHANGED" notification from NRF, if the change of the NF Profile results in that the NF Instance starts or stops being authorized to be accessed by an NF having subscribed to be notified about NF profile changes.
NOTE 18:	For API URIs constructed with an FQDN, the NF Service Consumer may use the FQDN of the target URI to do a DNS query and obtain the IP address(es) to setup the TCP connection, and ignore the IP addresses that may be present in the NFProfile; alternatively, the NF Service Consumer may use those IP addresses to setup the TCP connection, if no service-specific FQDN or IP address is provided in the NFService data and if the NF Service Consumer supports to indicate specific IP address(es) to establish an HTTP/2 connection with an FQDN in the target URI.
NOTE 19:	When present, this attribute allows an NF requesting NF Discovery (e.g. an NF Service Consumer) to determine which vendor-specific extensions are supported in a given NF (e.g. an NF Service Producer), so as to select an appropriate NF with specific capability, or to include or not the vendor-specific attributes (see 3GPP TS 29.500 [4] clause 6.6.3) required for a given feature in subsequent messages towards a certain NF. One given vendor-specific feature shall not appear in both NF Profile and NF Service Profile. If one vendor-specific feature is service related, it shall only be included in the NF Service Profile.
NOTE 20:	The absence of the easdfInfoList attribute in an EASDF profile indicates that the EASDF can be selected for any S-NSSAI, DNN, DNAI or PSA UPF N6 IP address.
NOTE 21:	The NF service consumer when invoking NF services offered by collocated NF service producers shall follow the respective service API in the same manner as if they were not collocated with any other NF type. The NF service consumer shall not assume any optimization of signaling between the NF service consumer and the collocated NF service producers.
NOTE 22:	The nfSetIdList attribute shall be present only if all NF service instance(s) of the NF instance are redundant at NF Set level. I.e. any NF service instance shall be redundant (i.e. functionally equivalent, inter-changeable and sharing contexts) with equivalent service instance(s) of every other NF instance(s) within the indicated NF Set or, if the NF service instance belongs to an NF service set, it shall be redundant with NF service instance(s) in an equivalent NF service set of every other NF instance(s) within the indicated NF set.
NOTE 23:	The NF Instance shall be removed from an NF set or re-assigned to another NF set ONLY when there is NO ongoing resource/context associated with the NF instance.



* * * Next Change * * * *
[bookmark: _Toc24937723][bookmark: _Toc33962542][bookmark: _Toc42883309][bookmark: _Toc49733177][bookmark: _Toc56690804][bookmark: _Toc145945594]6.1.6.3.11	Enumeration: ServiceName
Table 6.1.6.3.11-1: Enumeration ServiceName
	Enumeration value
	Description

	"nnrf-nfm"
	Nnrf_NFManagement Service offered by the NRF

	"nnrf-disc"
	Nnrf_NFDiscovery Service offered by the NRF

	"nnrf-oauth2"
	Nnrf_AccessToken Service offered by the NRF 

	"nudm-sdm"
	Nudm_SubscriberDataManagement Service offered by the UDM

	"nudm-uecm"
	Nudm_UEContextManagement Service offered by the UDM

	"nudm-ueau"
	Nudm_UEAuthentication Service offered by the UDM

	"nudm-ee"
	Nudm_EventExposure Service offered by the UDM

	"nudm-pp"
	Nudm_ParameterProvision Service offered by the UDM

	"nudm-niddau"
	Nudm_NIDDAuthorization Service offered by the UDM

	"nudm-mt"
	Nudm_MT Service offered by the UDM

	"nudm-ssau"
	Nudm_ServiceSpecificAuthorization Service offered by the UDM

	"nudm-rsds"
	Nudm_ReportSMDeliveryStatus Service offered by the UDM

	"nudm-ueid"
	Nudm_UEIdentifier Service offered by the UDM

	"namf-comm"
	Namf_Communication Service offered by the AMF

	"namf-evts"
	Namf_EventExposure Service offered by the AMF

	"namf-mt"
	Namf_MT Service offered by the AMF

	"namf-loc"
	Namf_Location Service offered by the AMF

	"namf-mbs-comm"
	Namf_MBSCommunication Service offered by AMF

	"namf-mbs-bc"
	Namf_MBSBroadcast Service offered by AMF

	"nsmf-pdusession"
	Nsmf_PDUSession Service offered by the SMF

	"nsmf-event-exposure"
	Nsmf_EventExposure Service offered by the SMF

	"nsmf-nidd"
	Nsmf_NIDD Service offered by the SMF

	"nausf-auth"
	Nausf_UEAuthentication Service offered by the AUSF

	"nausf-sorprotection"
	Nausf_SoRProtection Service offered by the AUSF

	"nausf-upuprotection"
	Nausf_UPUProtection Service offered by the AUSF

	"nnef-pfdmanagement"
	Nnef_PFDManagement offered by the NEF

	"nnef-smcontext"
	Nnef_SMContext Service offered by the NEF

	"nnef-eventexposure"
	Nnef_EventExposure Service offered by the NEF

	"nnef-eas-deployment-info"
	Nnef_EASDeployment InfoService offered by the NEF. This is the southbound part of the API (e.g. the service operations used by the SMF)

	"3gpp-cp-parameter-provisioning"
	Nnef_ParameterProvision Service offered by the NEF

	"3gpp-device-triggering"
	Nnef_Trigger Service offered by the NEF

	"3gpp-bdt"
	Nnef_BDTPNegotiation Service offered by the NEF

	"3gpp-traffic-influence"
	Nnef_TrafficInfluence Service offered by the NEF

	"3gpp-chargeable-party"
	Nnef_ChargeableParty Service offered by the NEF

	"3gpp-as-session-with-qos"
	Nnef_AFsessionWithQoS Service offered by the NEF

	"3gpp-msisdn-less-mo-sms"
	Nnef_MSISDN-less_MO_SMS Service offered by the NEF

	"3gpp-service-parameter"
	Nnef_ServiceParameter Service offered by the NEF

	"3gpp-monitoring-event"
	Nnef_APISupportCapability Service offered by the NEF

	"3gpp-nidd-configuration-trigger"
	Nnef_NIDDConfiguration Service offered by the NEF

	"3gpp-nidd"
	Nnef_NIDD Service offered by the NEF

	"3gpp-analyticsexposure"
	Nnef_AnalyticsExposure Service offered by the NEF

	"3gpp-racs-parameter-provisioning"
	Nnef_UCMFProvisioning Service offered by the NEF

	"3gpp-ecr-control"
	Nnef_ECRestriction Service offered by the NEF

	"3gpp-applying-bdt-policy"
	Nnef_ApplyPolicy Service offered by the NEF

	"3gpp-mo-lcs-notify"
	Nnef_Location Service offered by the NEF

	"3gpp-time-sync"
	Nnef_TimeSynchronization Service offered by the NEF

	"3gpp-am-influence"
	Nnef_AMInfluence Service offered by the NEF

	"3gpp-am-policyauthorization"
	Nnef_AMPolicyAuthorization

	"3gpp-akma"
	Nnef_AKMA Service offered by the NEF

	"3gpp-eas-deployment"
	Nnef_EASDeployment Service offered by the NEF. This is the northbound part (e.g. the service operations used by the AF).

	"3gpp-iptvconfiguration"
	Nnef_IPTV_configuration Service offered by the NEF

	"3gpp-mbs-tmgi"
	Nnef_MBSTMGI Service offered by the NEF

	"3gpp-mbs-session"
	Nnef_MBSSession Service offered by the NEF

	"3gpp-authentication"
	Nnef_Authentication Service offered by the NEF

	"3gpp-asti"
	Nnef_ASTI Service offered by the NEF

	"3gpp-pdtq-policy-negotiation"
	Nnef_PDTQPolicyNegotiation offered by the NEF

	"3gpp-musa"
	Nnef_MemberUESelectionAssistance offered by the NEF

	"npcf-am-policy-control"
	Npcf_AMPolicyControl Service offered by the PCF

	"npcf-smpolicycontrol"
	Npcf_SMPolicyControl Service offered by the PCF

	"npcf-policyauthorization"
	Npcf_PolicyAuthorization Service offered by the PCF

	"npcf-bdtpolicycontrol"
	Npcf_BDTPolicyControl Service offered by the PCF

	"npcf-eventexposure"
	Npcf_EventExposure Service offered by the PCF

	"npcf-ue-policy-control"
	Npcf_UEPolicyControl Service offered by the PCF

	"npcf-am-policyauthorization"
	Npcf_AM_PolicyAuthorization Service offered by the PCF

	"npcf-pdtq-policy-control"
	Npcf_PDTQPolicyControl Service offered by the PCF

	"nsmsf-sms"
	Nsmsf_SMService Service offered by the SMSF

	"nnssf-nsselection"
	Nnssf_NSSelection Service offered by the NSSF

	"nnssf-nssaiavailability"
	Nnssf_NSSAIAvailability Service offered by the NSSF

	"nudr-dr"
	Nudr_DataRepository Service offered by the UDR

	"nudr-group-id-map"
	Nudr_GroupIDmap Service offered by the UDR

	"nlmf-loc"
	Nlmf_Location Service offered by the LMF

	"n5g-eir-eic"
	N5g-eir_EquipmentIdentityCheck Service offered by the 5G-EIR

	"nbsf-management"
	Nbsf_Management Service offered by the BSF

	"nchf-spendinglimitcontrol"
	Nchf_SpendingLimitControl Service offered by the CHF

	"nchf-convergedcharging"
	Nchf_Converged_Charging Service offered by the CHF

	"nchf-offlineonlycharging"
	Nchf_OfflineOnlyCharging Service offered by the CHF

	"nnwdaf-eventssubscription"
	Nnwdaf_EventsSubscription Service offered by the NWDAF

	"nnwdaf-analyticsinfo"
	Nnwdaf_AnalyticsInfo Service offered by the NWDAF

	"nnwdaf-datamanagement"
	Nnwdaf_DataManagement Service offered by the NWDAF

	"nnwdaf-mlmodelprovision"
	Nnwdaf_MLModelProvision Service offered by the NWDAF

	"ngmlc-loc"
	Ngmlc_Location Service offered by GMLC

	"nucmf-provisioning"
	Nucmf_Provisioning Service offered by UCMF

	"nucmf-uecapabilitymanagement"
	Nucmf_UECapabilityManagement Service offered by UCMF

	"nhss-sdm"
	Nhss_SubscriberDataManagement Service offered by the HSS

	"nhss-uecm"
	Nhss_UEContextManagement Service offered by the HSS

	"nhss-ueau"
	Nhss_UEAuthentication Service offered by the HSS

	"nhss-ee"
	Nhss_EventExposure Service offered by the HSS

	"nhss-ims-sdm"
	Nhss_imsSubscriberDataManagement Service offered by the HSS

	"nhss-ims-uecm"
	Nhss_imsUEContextManagement Service offered by the HSS

	"nhss-ims-ueau"
	Nhss_imsUEAuthentication Service offered by the HSS

	"nhss-gba-sdm"
	Nhss_gbaSubscriberDataManagement Service offered by the HSS

	"nhss-gba-ueau"
	Nhss_gbaUEAuthentication Service offered by the HSS

	"nsepp-telescopic"
	Nsepp_Telescopic_FQDN_Mapping Service offered by the SEPP

	"nsoraf-sor"
	Nsoraf_SteeringOfRoaming Service offered by the SOR-AF

	"nspaf-secured-packed"
	Nspaf_SecuredPacket Service offered by the SP-AF

	"nudsf-dr"
	Nudsf Data Repository service offered by the UDSF.

	"nudsf-timer"
	Nudsf Timer service offered by the UDSF

	"nnssaaf-nssaa"
	Nnssaaf_NSSAA service offered by the NSSAAF.

	"nnssaaf-aiw"
	Nnssaaf_AIW service offered by the NSSAAF.

	"naanf-akma"
	Naanf_AKMA service offered by the AAnF.

	"n5gddnmf-discovery"
	N5g-ddnmf_Discovery service offered by 5G DDNMF

	"nmfaf-3dadm"
	Nmfaf 3daDataManagement service offered by the MFAF.

	"nmfaf-3cadm"
	Nmfaf 3caDataManagement service offered by the MFAF.

	"neasdf-dnscontext"
	Neasdf_DNSContext service offered by the EASDF

	"neasdf-baselinednspattern"
	Neasdf_BaselineDNSPattern service offered by the EASDF

	"ndccf-dm"
	Ndccf_DataManagement service offered by the DCCF.

	"ndccf-cm"
	Ndccf_ContextManagement service offered by the DCCF.

	"nnsacf-nsac"
	Nnsacf_NSAC service offered by the NSACF.

	"nnsacf-slice-ee"
	Nnsacf_SliceEventExposure service offered by the NSACF.

	"nmbsmf-tmgi"
	Nmbsmf TMGI service offered by the MB-SMF

	"nmbsmf-mbssession"
	Nmbsmf MBSSession service offered by the MB-SMF

	"nadrf-dm"
	Nadrf_DataManagement service offered by the ADRF.

	"nbsp-gba"
	Nbsp_GBA service offered by the GBA BSF.

	"ntsctsf-time-sync"
	Ntsctsf_TimeSynchronization service offered by the TSCTSF

	"ntsctsf-qos-tscai"
	Ntsctsf_QoSandTSCAssistance service offered by the TSCTSF

	"ntsctsf-asti"
	Ntsctsf_ASTI service offered by the TSCTSF

	"npkmf-keyrequest"
	Npkmf_PKMFKeyRequest service offered by the PKMF

	"npkmf-userid"
	Npkmf_ResolveRemoteUserId service offered by the PKMF

	"nmnpf-npstatus"
	Nmnpf_NPStatus service offered by the MNPF

	"niwmsc-smservice"
	Niwmsc_SMService service offered by the SMS-IWMSC

	"nmbsf-mbsuserserv"
	Nmbsf_MBSUserService service offered by the MBSF

	"nmbsf-mbsuserdataing"
	Nmbsf_MBSUserDataIngestSession service offered by the MBSF

	"nmbstf-distsession"
	Nmbstf_MBSDistributionSession service offered by the MBSTF

	"npanf-prosekey"
	Npanf_ProseKey service offered by the PAnF

	"npanf-userid"
	Npanf_ResolveRemoteUserId service offered by the PAnF

	"nupf-ee"
	Nupf_EventExposure service offered by the UPF

	"nupf-gueip"
	Nupf_GetUEPrivateIPaddrAndIdentifiers Nupf_GetPrivateUEIPaddr Service offered by the UPF

	NOTE:	The services defined in this table are those defined by 3GPP NFs in 5GC; however, in order to support custom services offered by standard and custom NFs, the NRF shall also accept the registration of NF Services with other service names.




* * * End of Changes * * * *


