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* * * First Change * * * *
[bookmark: _Toc20120517][bookmark: _Toc21623395][bookmark: _Toc27587090][bookmark: _Toc36459152][bookmark: _Toc45028399][bookmark: _Toc51870078][bookmark: _Toc51870200][bookmark: _Toc90581954][bookmark: _Toc130816026][bookmark: _Toc145941211]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 29.505: "5G System; Usage of the Unified Data Repository Services for Subscription Data; Stage 3".
[3]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository Service for Policy Data, Structured Data for Exposure and Application Data; Stage 3".
[4]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[5]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[6]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[7]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[8]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[9]	IETF RFC 6901(April 2013): "JavaScript Object Notation (JSON) Pointer".
[10]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[11]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[12]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[13]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[14]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[15]	IETF RFC 72329110: "HTTP SemanticsHypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[16]	IETF RFC 91117234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[17]	IETF RFC 7807: "Problem Details for HTTP APIs".
[18]	IETF RFC 7396: "JSON Merge Patch".
[19]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[20]	3GPP TR 21.900: "Technical Specification Group working methods".
[21]	OpenAPI Initiative, "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0
[xx]	IETF RFC 9113: "HTTP/2".


* * * Next Change * * * *
[bookmark: _Toc20120536][bookmark: _Toc21623414][bookmark: _Toc27587109][bookmark: _Toc36459171][bookmark: _Toc45028418][bookmark: _Toc51870097][bookmark: _Toc51870219][bookmark: _Toc90581973][bookmark: _Toc130816045][bookmark: _Toc145941230]5.2.2.3.2	Data Creation using PUT
Figure 5.2.2.3.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDR to create data. The parent resource of the resource identified by the resource URI shall be of archetype Store (see clause C.3 in 3GPP TS 29.501 [8]).


Figure 5.2.2.3.2-1: Creating Data using PUT
1.	The NF service consumer shall send a PUT request to the resource representing the data. The payload bodycontent of the PUT request shall contain the representation of the new data.
2.	On success, the UDR shall respond with "201 Created" with the contentpayload containing the representation of the created data, and the "Location" header shall be present and contains the URI of the created data.
	On failure, the UDR shall return an appropriated error code with the error cause information.
[bookmark: _Toc20120537][bookmark: _Toc21623415][bookmark: _Toc27587110][bookmark: _Toc36459172][bookmark: _Toc45028419][bookmark: _Toc51870098][bookmark: _Toc51870220][bookmark: _Toc90581974][bookmark: _Toc130816046][bookmark: _Toc145941231]
* * * Next Change * * * *
5.2.2.3.3	Data Creation using POST
Figure 5.2.2.3.3-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDR to create data. The resource identified by the resource URI shall be of archetype Collection (see clause C.2 in 3GPP TS 29.501 [8]).



Figure 5.2.2.3.3-1: Creating Data using POST
1.	The NF service consumer shall send a POST request to create the new data record as the child resource of the parent resource in the UDR. The contentpayload body of the POST request shall contain the representation of the new data.
2.	The UDR generates the data identifier and constructs the URI for the created data record by appending the data identifier to the parent resource URI received as request URI of the POST request.
	On success, the UDR shall respond with "201 Created" with the contentpayload containing the representation of the created data, and the "Location" header shall be present and contains the URI of the created data.
	On failure, the UDR shall return an appropriated error code with the error cause information.

* * * Next Change * * * *
[bookmark: _Toc20120540][bookmark: _Toc21623418][bookmark: _Toc27587113][bookmark: _Toc36459175][bookmark: _Toc45028422][bookmark: _Toc51870101][bookmark: _Toc51870223][bookmark: _Toc90581977][bookmark: _Toc130816049][bookmark: _Toc145941234]5.2.2.4.2	Deleting Data
Figure 5.2.2.4.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDR to delete a data record.


Figure 5.2.2.4.2-1: Deleting Data
1.	The NF service consumer shall send a DELETE request to the resource representing the data. The contentpayload body of the request shall be empty.
2.	On success, the UDR shall respond with "204 No Content", the contentpayload body of the DELETE response shall be empty.
	On failure, the UDR shall return an appropriated error code with the error cause information.

* * * Next Change * * * *
[bookmark: _Toc20120543][bookmark: _Toc21623421][bookmark: _Toc27587116][bookmark: _Toc36459178][bookmark: _Toc45028425][bookmark: _Toc51870104][bookmark: _Toc51870226][bookmark: _Toc90581980][bookmark: _Toc130816052][bookmark: _Toc145941237]5.2.2.5.2	Data Update using PATCH
Figure 5.2.2.5.2-1 shows a scenario where the NF service consumer (e.g. UDM, PCF or NEF) sends a request to the UDR to update some parts of the data record.


Figure 5.2.2.5.2-1: Data Updating using PATCH
1.	The NF service consumer shall send a PATCH request to the resource representing the data record. The contentpayload body contains the modification instruction towards the data record.
2.	On success, the UDR shall respond with "204 No Content".
	On failure, the UDR shall return an appropriated error code with the error cause information.
[bookmark: _Toc20120544][bookmark: _Toc21623422][bookmark: _Toc27587117][bookmark: _Toc36459179][bookmark: _Toc45028426][bookmark: _Toc51870105][bookmark: _Toc51870227][bookmark: _Toc90581981][bookmark: _Toc130816053][bookmark: _Toc145941238]
* * * Next Change * * * *
5.2.2.5.3	Data Update using PUT
Figure 5.2.2.5.3-1 shows a scenario where the NF service consumer (e.g. UDM, PCF or NEF) sends a request to the UDR to update the whole data record.


Figure 5.2.2.5.3-1: Data Updating using PUT
1.	The NF service consumer shall send a PUT request to the resource representing the data record. The contentpayload body contains the new data for the resource.
2.	On success, the UDR shall respond with "204 No Content" or "200 OK".
	On failure, the UDR shall return an appropriated error code with the error cause information.

* * * Next Change * * * *
[bookmark: _Toc20120564][bookmark: _Toc21623442][bookmark: _Toc27587145][bookmark: _Toc36459207][bookmark: _Toc45028454][bookmark: _Toc51870133][bookmark: _Toc51870255][bookmark: _Toc90582009][bookmark: _Toc130816084][bookmark: _Toc145941269]6.1.2.2.3	Cache-Control
As described in IETF RFC 91117234 [16] clause 5.2, a "Cache-Control" header should be included in HTTP responses carrying a representation of cacheable resources (e.g. SessionManagementSubscriptionData). If it is included, it shall contain a "max-age" value, indicating the amount of time in seconds after which the received response is considered stale.
The "max-age" value shall be configurable by operator policy.

* * * Next Change * * * *
[bookmark: _Toc20120565][bookmark: _Toc21623443][bookmark: _Toc27587146][bookmark: _Toc36459208][bookmark: _Toc45028455][bookmark: _Toc51870134][bookmark: _Toc51870256][bookmark: _Toc90582010][bookmark: _Toc130816085][bookmark: _Toc145941270]6.1.2.2.4	ETag
As described in IETF RFC 72329110 [15] clause 8.8.32.3, an "ETag" (entity-tag) header should be included in HTTP responses carrying a representation of cacheable resources (e.g. AccessAndMobilitySubscriptionData) or modifyable resources (e.g. Amf3GppAccessRegistration) to allow an NF Service Consumer performing a conditional GET request with "If-None-Match" header or a conditional POST / PUT / PATCH / DELETE request with "If-Match" header. If it is included, it shall contain a server-generated strong validator, that allows further matching of this value (included in subsequent client requests) with a given resource representation stored in the server or in a cache.

* * * Next Change * * * *
[bookmark: _Toc20120566][bookmark: _Toc21623444][bookmark: _Toc27587147][bookmark: _Toc36459209][bookmark: _Toc45028456][bookmark: _Toc51870135][bookmark: _Toc51870257][bookmark: _Toc90582011][bookmark: _Toc130816086][bookmark: _Toc145941271]6.1.2.2.5	If-None-Match
As described in IETF RFC 72329110 [15] clause 13.1.23.2, an NF Service Consumer may issue conditional GET request towards UDR by including an "If-None-Match" header in HTTP requests containing one or several entity tags received in previous responses for the same resource.

* * * Next Change * * * *
[bookmark: _Toc20120567][bookmark: _Toc21623445][bookmark: _Toc27587148][bookmark: _Toc36459210][bookmark: _Toc45028457][bookmark: _Toc51870136][bookmark: _Toc51870258][bookmark: _Toc90582012][bookmark: _Toc130816087][bookmark: _Toc145941272]6.1.2.2.5a	If-Match
As described in IETF RFC 72329110 [15] clause 13.1.13.1, an NF Service Consumer may issue conditional POST / PUT / PATCH / DELETE request towards UDR by including an "If-Match" header in HTTP requests containing an entity tag received in previous responses for the same resource.

* * * Next Change * * * *
[bookmark: _Toc20120568][bookmark: _Toc21623446][bookmark: _Toc27587149][bookmark: _Toc36459211][bookmark: _Toc45028458][bookmark: _Toc51870137][bookmark: _Toc51870259][bookmark: _Toc90582013][bookmark: _Toc130816088][bookmark: _Toc145941273]6.1.2.2.6	Last-Modified
As described in IETF RFC 72329110 [15] clause 8.8.22.2, a "Last-Modified" header should be included in HTTP responses carrying a representation of cacheable resources (e.g. SmfSelectionSubscriptionData) to allow an NF Service Consumer performing a conditional request with "If-Modified-Since" header.

* * * Next Change * * * *
[bookmark: _Toc20120569][bookmark: _Toc21623447][bookmark: _Toc27587150][bookmark: _Toc36459212][bookmark: _Toc45028459][bookmark: _Toc51870138][bookmark: _Toc51870260][bookmark: _Toc90582014][bookmark: _Toc130816089][bookmark: _Toc145941274]6.1.2.2.7	If-Modified-Since
As described in IETF RFC 72329110 [15] clause 13.1.33.3, an NF Service Consumer may issue conditional GET request towards UDR, by including an "If-Modified-Since" header in HTTP requests.

* * * Next Change * * * *
[bookmark: _Toc20120570][bookmark: _Toc21623448][bookmark: _Toc27587151][bookmark: _Toc36459213][bookmark: _Toc45028460][bookmark: _Toc51870139][bookmark: _Toc51870261][bookmark: _Toc90582015][bookmark: _Toc130816090][bookmark: _Toc145941275]6.1.2.2.8	When to Use Entity-Tags and Last-Modified Dates
Both "ETag" and "Last-Modified" headers should be sent in the same HTTP response as stated in IETF RFC 72329110 [15] clause 15.3.12.4.
NOTE: "ETag" is a stronger validator than "Last-Modified" and is preferred.
If the UDR included an "ETag" header with the resource then a conditional GET request for this resource shall be performed with the "If-None-Match" header, and a POST / PUT / PATCH / DELETE request for this resource shall be performed with the "If-Match" header.

* * * Next Change * * * *
[bookmark: _Toc20130875][bookmark: _Toc36459217][bookmark: _Toc45028464][bookmark: _Toc51870143][bookmark: _Toc51870265][bookmark: _Toc90582019][bookmark: _Toc130816094][bookmark: _Toc145941279]6.1.2.3.3	3gpp-Sbi-Notification-Correlation
The 3gpp-Sbi-Notification-Correlation header field is used by a NF in a UDR resource create/update/delete request to indicate the subscription context(s) whose notification needs to be disabled when triggered as consequence of a request including this header. Subsequent create/update/delete requests that do not include the 3gpp-Sbi-Notification-Correlation header trigger the corresponding notifications as per currently defined procedures.
This header contains subscription identifier(s), as provided by the UDR during the subscribe operation.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12]9110 [15].
Sbi-Notification-Correlation-Header = "3gpp-Sbi-Notification-Correlation:" OWS subscriptionId *(OWS "," OWS subscriptionId ) OWS
subscriptionId = token
See clause 3.2.65.6.2 of IETF RFC 7230 [12]9110 [15] for the "token" definition.
EXAMPLE:	3gpp-Sbi-Notification-Correlation: subsid123, subsid345.

* * * Next Change * * * *
[bookmark: _Toc145941280]6.1.2.3.4	3gpp-Sbi-Etags
The 3gpp-Sbi-Etags header field is used by the UDR in 200 OK responses to GET requests for multiple data set retrieval, allowing to convey one Etag per retrieved data set.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12]9110 [15].
Sbi-Etags-Header = "3gpp-Sbi-Etags:" OWS datasetEtag *(OWS "," OWS datasetEtag) OWS

datasetEtag = dataSetName "=" entity-tag

dataSetName = UeSubscribedDataSetName

UeSubscribedDataSetName = 1*( ALPHA / DIGIT / "_" )

See clause 5.4.3.11 of 3GPP TS 29.505 [2] for the "UeSubscribedDataSetName" definition.
See IETF RFC 72329110 [15] section 8.8.32.3 for the "entity-tag" definition.
EXAMPLE:	3gpp-Sbi-Etags: AM="xxx", SM="yyy"


* * * Next Change * * * *
[bookmark: _Toc27587170][bookmark: _Toc36459233][bookmark: _Toc45028480][bookmark: _Toc51870159][bookmark: _Toc51870281][bookmark: _Toc90582036][bookmark: _Toc130816121][bookmark: _Toc145941307]6.2.2.1	General
HTTP/2, as defined in IETF RFC 91137540 [xx13], shall be used as specified in clause 5 of 3GPP TS 29.500 [7].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [7].
HTTP messages and bodies for the Nudr_GroupIDmap service shall comply with the OpenAPI [21] specification contained in Annex A3.

* * * Next Change * * * *
[bookmark: _Toc27587174][bookmark: _Toc36459237][bookmark: _Toc45028484][bookmark: _Toc51870163][bookmark: _Toc51870285][bookmark: _Toc90582040][bookmark: _Toc130816125][bookmark: _Toc145941311]6.2.2.2.3	Cache-Control
As described in IETF RFC 91117234 [16] clause 5.2, a "Cache-Control" header should be included in HTTP responses carrying a representation of cacheable resources. If it is included, it shall contain a "max-age" value, indicating the amount of time in seconds after which the received response is considered stale.
The "max-age" value shall be configurable by operator policy.

* * * Next Change * * * *
[bookmark: _Toc27587175][bookmark: _Toc36459238][bookmark: _Toc45028485][bookmark: _Toc51870164][bookmark: _Toc51870286][bookmark: _Toc90582041][bookmark: _Toc130816126][bookmark: _Toc145941312]6.2.2.2.4	ETag
As described in IETF RFC 72329110 [15] clause 8.8.32.3, an "ETag" (entity-tag) header should be included in HTTP responses carrying a representation of cacheable resources to allow an NF Service Consumer performing a conditional GET request with "If-None-Match" header. If it is included, it shall contain a server-generated strong validator, that allows further matching of this value (included in subsequent client requests) with a given resource representation stored in the server or in a cache.

* * * Next Change * * * *
[bookmark: _Toc27587176][bookmark: _Toc36459239][bookmark: _Toc45028486][bookmark: _Toc51870165][bookmark: _Toc51870287][bookmark: _Toc90582042][bookmark: _Toc130816127][bookmark: _Toc145941313]6.2.2.2.5	If-None-Match
As described in IETF RFC 72329110 [15] clause 13.1.2.3.2, an NF Service Consumer may issue conditional GET request towards UDR by including an "If-None-Match" header in HTTP requests containing one or several entity tags received in previous responses for the same resource.

* * * Next Change * * * *
[bookmark: _Toc27587177][bookmark: _Toc36459240][bookmark: _Toc45028487][bookmark: _Toc51870166][bookmark: _Toc51870288][bookmark: _Toc90582043][bookmark: _Toc130816128][bookmark: _Toc145941314]6.2.2.2.6	Last-Modified
As described in IETF RFC 72329110 [15] clause 8.8.22.2, a "Last-Modified" header should be included in HTTP responses carrying a representation of cacheable resources (e.g. SmfSelectionSubscriptionData) to allow an NF Service Consumer performing a conditional request with "If-Modified-Since" header.

* * * Next Change * * * *
[bookmark: _Toc27587178][bookmark: _Toc36459241][bookmark: _Toc45028488][bookmark: _Toc51870167][bookmark: _Toc51870289][bookmark: _Toc90582044][bookmark: _Toc130816129][bookmark: _Toc145941315]6.2.2.2.7	If-Modified-Since
As described in IETF RFC 72329110 [15] clause 13.1.33.3, an NF Service Consumer may issue conditional GET request towards UDR, by including an "If-Modified-Since" header in HTTP requests.

* * * Next Change * * * *
[bookmark: _Toc27587179][bookmark: _Toc36459242][bookmark: _Toc45028489][bookmark: _Toc51870168][bookmark: _Toc51870290][bookmark: _Toc90582045][bookmark: _Toc130816130][bookmark: _Toc145941316]6.2.2.2.8	When to Use Entity-Tags and Last-Modified Dates
Both "ETag" and "Last-Modified" headers should be sent in the same HTTP response as stated in IETF RFC 72329110 [15] clause 15.3.12.4.
NOTE: "ETag" is a stronger validator than "Last-Modified" and is preferred.
If the UDR included an "ETag" header with the resource then a conditional GET request for this resource shall be performed with the "If-None-Match" header.

* * * Next Change * * * *
[bookmark: _Toc145941347]B.2	ABNF definitions (Filename: "TS29504_CustomHeaders.abnf")
; ----------------------------------------
;   RFC 5234
; ----------------------------------------

HTAB   = %x09 ; horizontal tab

LF     = %x0A ; linefeed

CR     = %x0D ; carriage return

SP     = %x20

DQUOTE = %x22 ; " (Double Quote)

DIGIT  = %x30-39 ; 0-9

ALPHA  = %x41-5A / %x61-7A ; A-Z / a-z

VCHAR  = %x21-7E ; visible (printing) characters

WSP    = SP / HTAB ; white space

CRLF   = CR LF ; Internet standard newline



; ----------------------------------------
;   RFC 5322
; ----------------------------------------

obs-FWS       = 1*WSP *( CRLF 1*WSP )

FWS           = ( [ *WSP CRLF ] 1*WSP ) / obs-FWS

obs-NO-WS-CTL = %d1-8 / %d11 / %d12 / %d14-31 / %d127

obs-ctext     = obs-NO-WS-CTL

ctext         = %d33-39 / %d42-91 / %d93-126 / obs-ctext

obs-qp        = "\" ( obs-NO-WS-CTL / LF / CR )

quoted-pair   = ( "\" ( VCHAR / WSP ) ) / obs-qp

ccontent      = ctext / quoted-pair / comment

comment       = "(" *( [ FWS ] ccontent ) [ FWS ] ")"



; ----------------------------------------
;   RFC 91107230
; ----------------------------------------

OWS      = *( SP / HTAB )

tchar    = "!" / "#" / "$" / "%" / "&" / "'" / "*" / "+" / "-"
         / "." / "^" / "_" / "`" / "|" / "~" / DIGIT / ALPHA

token    = 1*tchar

obs-text = %x80-FF



; ----------------------------------------
;   RFC 91107232
; ----------------------------------------

entity-tag = [ weak ] opaque-tag

weak       = %x57.2F ; "W/", case-sensitive

opaque-tag = DQUOTE *etagc DQUOTE

etagc      = %x21 / %x23-7E / obs-text ; VCHAR except double quotes, plus obs-text



; ----------------------------------------
;   3GPP TS 29.504
;
;   Version: 18.3.0 (September 2023)
;
;   (c) 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
; ----------------------------------------

;
; Header: 3gpp-Sbi-Notification-Correlation
;

Sbi-Notification-Correlation-Header = "3gpp-Sbi-Notification-Correlation:" OWS subscriptionId 
                                    *( OWS "," OWS subscriptionId ) OWS

subscriptionId                      = token



;
; Header: 3gpp-Sbi-Etags
;

Sbi-Etags-Header        = "3gpp-Sbi-Etags:" OWS datasetEtag *( OWS "," OWS datasetEtag ) OWS

datasetEtag             = dataSetName "=" entity-tag

dataSetName             = UeSubscribedDataSetName

UeSubscribedDataSetName = 1*( ALPHA / DIGIT / "_" )

 * * End of Changes * * * *
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