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* * * First Change * * * *
[bookmark: _Toc20150327][bookmark: _Toc25168566][bookmark: _Toc27592985][bookmark: _Toc34147854][bookmark: _Toc36463238][bookmark: _Toc43215078][bookmark: _Toc45032326][bookmark: _Toc49849815][bookmark: _Toc51873329][bookmark: _Toc56517457][bookmark: _Toc58594358][bookmark: _Toc67685868][bookmark: _Toc74993689][bookmark: _Toc82716277][bookmark: _Toc88818564][bookmark: _Toc90650486][bookmark: _Toc98506157][bookmark: _Toc106639442][bookmark: _Toc114778952][bookmark: _Toc122096869][bookmark: _Toc130844089][bookmark: _Toc138411795][bookmark: _Toc145955963]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	IETF RFC 4776: "Dynamic Host Configuration Protocol (DHCPv4 and DHCPv6) Option for Civic Addresses Configuration Information".
[7]	IETF RFC 5139: "Revised Civic Location Format for Presence Information Data Format Location Object (PIDF-LO)".
[8]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[9]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[10]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[11]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[12]	IETF RFC 75409113: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[13]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[bookmark: _PERM_MCCTEMPBM_CRPT90020000___5][14]	OpenAPI Initiative, "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[15]	IETF RFC 7807: "Problem Details for HTTP APIs".
[16]	3GPP TR 21.900: "Technical Specification Group working methods".
[17]	3GPP TS 22.071: "Location Services (LCS); Service description; Stage 1".
[18]	3GPP TS 29.002: "Mobile Application Part (MAP) specification".
[19]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[20]	3GPP TS 24.080: "Mobile radio interface layer 3 Supplementary services specification; Formats and coding".
[21]	3GPP TS 37.355: " LTE Positioning Protocol (LPP)".
[22]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]	3GPP TS 29.518: "Access and Mobility Management Services".
[24]	3GPP TS 29.171: "Location Services (LCS); LCS Application Protocol (LCS-AP) between the Mobile Management Entity (MME) and Evolved Serving Mobile Location Centre (E-SMLC); SLs interface".
[25]	IETF RFC 4119: "A Presence-based GEOPRIV Location Object Format".
[26]	3GPP TS 33.256: "Security aspects of Uncrewed Aerial Systems (UAS)".
[27]	3GPP TS 29.515: "5G System; Gateway Mobile Location Services Stage 3".

* * * Next Change * * * *
[bookmark: _Toc34147867][bookmark: _Toc36463251][bookmark: _Toc43215091][bookmark: _Toc45032339][bookmark: _Toc49849828][bookmark: _Toc51873342][bookmark: _Toc56517470][bookmark: _Toc58594371][bookmark: _Toc67685881][bookmark: _Toc74993702][bookmark: _Toc82716290][bookmark: _Toc88818577][bookmark: _Toc90650499][bookmark: _Toc98506170][bookmark: _Toc106639455][bookmark: _Toc114778965][bookmark: _Toc122096882][bookmark: _Toc130844102][bookmark: _Toc138411808][bookmark: _Toc145955976]5.2.2.2.2	Retrieve UE Location
This procedure allows a consumer NF to request the location information (geodetic location and, optionally, local and/or civic location) for a target UE or to activate periodic or triggered deferred location for a target UE.



Figure 5.2.2.2.2-1: DetermineLocation Request
1.	The NF Service Consumer shall send an HTTP POST request to the resource URI associated with the "determine-location" custom operation. The input parameters for the request (external client type, LCS correlation identifier, serving cell identifier, location QoS, supported GAD shapes, LDR Type, H-GMLC address, LDR Reference, UE connectivity state per access type, TNAP identifier, TWAP identifier, scheduled location time, LpHapType, UE User Plane Positioning Capability, reporting indication, MBSR Info, integrity requirements, requested ranging_SL location results, related UEs ….) may be included in the HTTP POST request body;
	If UE geographical area identified by the country, area within a country or international area needs to be determined, the NF Service Consumer shall include UE geographical area determination indication for PLMN selection verification in the request;
	If UE Unaware Positioning is required, the NF Service Consumer shall include UE unaware indication in the request;
	If UE LCS Capability is received in the request indicating LPP is not supported by the UE, the LMF shall not send LPP messages to the UE in subsequent positioning procedures.
	During 5GC-MT-LR multiple location procedure for regulatory location service, the AMF shall also include the indication of acceptance for intermediate response and the maximum response time, the GMLC callback address and the LIR reference number, if received from the GMLC. The AMF may overwrite the received maximum response time (e.g. to avoid HTTP service request timeout) when passing it to the LMF.
	During deferred periodic or triggered 5GC-MT-LR procedures, if the LCS QoS class in location request is "MULTIPLE_QOS" and if the access type allowed for the UE for event reporting includes "E-UTRAN connected to EPC", the LMF may perform mapping to obtain the location QoS that can be applicable to EPS based on the original multiple QoS. The mapping may be performed by choosing the most or least stringent values from the "LocationQoS" and set the "LcsQoSClass" in "LocationQoS" as the "BEST_EFFORT" or "ASSURED". The mapping strategy performed by LMF is operator dependent. (see clause 5.14 and 6.3.1 of 3GPP TS 23.273 [19]).
Editor's note:	It is FFS how the LMF identify that the access type allowed for the UE for event reporting includes "E-UTRAN connected to EPC".
2a.	On success, "200 OK" shall be returned. The response body shall contain the parameters related to the determined position of the UE if any (geodetic position, local location, civic location, positioning methods, LOS/NLOS measurement indication, …);
	If the NF service consumer has requested to determine UE country, area within a country or international area, the LMF shall also include ueAreaInd.
	If the indication of acceptance for intermediate response was received in the request, the LMF shall perform positioning procedures and determines multiple location estimates within the maximum response time. The LMF shall include the FINAL location in the payload bodycontent of this response message. If any intermediate location(s) are determined, the LMF shall send intermediate location reporting event notification(s) to the GMLC (see clause 5.2.2.3.3).
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.4.2.2-2 shall be returned. For a 4xx/5xx response, the message body should contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.4.2.2-2.

* * * Next Change * * * *
[bookmark: _Toc20150354][bookmark: _Toc25168601][bookmark: _Toc27593020][bookmark: _Toc34147890][bookmark: _Toc36463274][bookmark: _Toc43215114][bookmark: _Toc45032362][bookmark: _Toc49849851][bookmark: _Toc51873365][bookmark: _Toc56517493][bookmark: _Toc58594394][bookmark: _Toc67685904][bookmark: _Toc74993725][bookmark: _Toc82716313][bookmark: _Toc88818600][bookmark: _Toc90650522][bookmark: _Toc98506193][bookmark: _Toc106639478][bookmark: _Toc114778988][bookmark: _Toc122096905][bookmark: _Toc130844126][bookmark: _Toc138411832][bookmark: _Toc145956009]6.1.2.1	General
HTTP/2, as defined in IETF RFC 7540 9113 [12], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
HTTP messages and bodies for the Nlmf_Location service shall comply with the OpenAPI [14] specification contained in Annex A.

* * * Next Change * * * *
[bookmark: _Toc25168693][bookmark: _Toc27593112][bookmark: _Toc34147988][bookmark: _Toc36463372][bookmark: _Toc43215212][bookmark: _Toc45032460][bookmark: _Toc49849949][bookmark: _Toc51873463][bookmark: _Toc56517591][bookmark: _Toc58594492][bookmark: _Toc67686004][bookmark: _Toc74993831][bookmark: _Toc82716421][bookmark: _Toc88818708][bookmark: _Toc90650630][bookmark: _Toc98506300][bookmark: _Toc106639585][bookmark: _Toc114779095][bookmark: _Toc122097012][bookmark: _Toc130844233][bookmark: _Toc138411941][bookmark: _Toc145956139]6.2.2.1	General
HTTP/2, as defined in IETF RFC 7540 9113 [12], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
HTTP messages and bodies for the Nlmf_Location service shall comply with the OpenAPI [14] specification contained in Annex A.

* * * End of Changes * * * *
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