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* * * First Change * * * *
[bookmark: _Toc25227215][bookmark: _Toc34039558][bookmark: _Toc39046757][bookmark: _Toc42934339][bookmark: _Toc49844555][bookmark: _Toc56519192][bookmark: _Toc104279729][bookmark: _Toc138348832]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[7]	IETF RFC 91137540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[8]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[9]	IETF RFC 2387: "The MIME Multipart/Related Content-type".
[10]	IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies".
[11]	3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
[12]	3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface".
[13]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[14]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[15]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[16]	3GPP TR 21.900: "Technical Specification Group working methods".
[17]	IETF RFC 7807: "Problem Details for HTTP APIs".
[18]	Void.IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[bookmark: _PERM_MCCTEMPBM_CRPT35160000___5][19]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[20]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[21]	3GPP TS 23.540: "5G System; Technical realization of Service Based Short Message Service Stage 2".
[22]	3GPP TS 29.577: "5G System; IP Short Message Gateway and SMS Router For Short Message Services Stage 3".
[xx]	IETF RFC 9110: "HTTP Semantics".

* * * Next Change * * * *
[bookmark: _Toc25227226][bookmark: _Toc34039569][bookmark: _Toc39046768][bookmark: _Toc42934350][bookmark: _Toc49844566][bookmark: _Toc56519203][bookmark: _Toc104279740][bookmark: _Toc138348843][bookmark: _Toc25227239][bookmark: _Toc34039582][bookmark: _Toc39046781][bookmark: _Toc42934363][bookmark: _Toc49844579][bookmark: _Toc56519217][bookmark: _Toc104279758][bookmark: _Toc138348861]5.2.2.2	Activate
[bookmark: _Toc25227227][bookmark: _Toc34039570][bookmark: _Toc39046769][bookmark: _Toc42934351][bookmark: _Toc49844567][bookmark: _Toc56519204][bookmark: _Toc104279741][bookmark: _Toc138348844]5.2.2.2.1	General
The Activate service operation shall be used by the NF Service Consumer (e.g. AMF) to activate SMS service for a given service user, which results in creating or updating an individual UE Context for SMS in the SMSF, in the following procedures:
-	Registration Procedure for SMS over NAS (see clause 4.13.3.1 of 3GPP TS 23.502 [3]);
-	Registration Update Procedure for SMS over NAS due to AMF change (see clause 4.13.3.1 of 3GPP TS 23.502 [3]);
-	Registration Update Procedure for SMS over NAS to add authorization for SMS over a new additional Access Type;
-	AMF initiated modification to UE Context in SMSF, e.g. modify the backup AMF information.
There shall be only one individual UE Context for SMS per service user.
[bookmark: _Toc25227228][bookmark: _Toc34039571][bookmark: _Toc39046770][bookmark: _Toc42934352][bookmark: _Toc49844568][bookmark: _Toc56519205][bookmark: _Toc104279742][bookmark: _Toc138348845]5.2.2.2.2	Registration procedure using Activate service operation
The NF Service Consumer (e.g. AMF) shall activate SMS service for a given service user by using the HTTP PUT method as shown in Figure 5.2.2.2.2-1.


Figure 5.2.2.2.2-1: Activation of SMS service
1.	The NF Service Consumer (e.g. AMF) shall send a PUT request to the resource representing the UE Context for SMS (i.e. …/ue-contexts/{supi}) in the SMSF to activate SMS service for a given service user. The contentpayload body of the PUT request shall contain a representation of the individual UE Context resource to be created or updated.
Depending on whether the target UE Context for SMS has already been created, the SMSF performs 2a or 2b:
2a.	If the target UE Context for SMS is not created in SMSF, the SMSF registers itself in UDM for the Access Type(s) provided, retrieves subscription data from the UDM, performs service authorization for the given UE, and create UE Context for SMS for this UE.
[bookmark: _PERM_MCCTEMPBM_CRPT35160003___3]If successful, "201 Created" shall be returned, the contentpayload body of the PUT response shall contain the representation of the created resource and the "Location" header shall contain the URI of the created resource.
2b.	If the target UE Context for SMS has already been created, the SMSF updates the UE Context for SMS with the NF Service Consumer (e.g. AMF) provided parameters.
[bookmark: _PERM_MCCTEMPBM_CRPT35160004___3]If successful, "204 No Content" shall be returned.
2c.	If the target UE Context for SMS has already been created and the NF Service Consumer (e.g. AMF) provided parameters contains 2 access types (i.e. an additional Access Type), the SMSF registers itself in UDM for the new Access Type for the given UE, performs service authorization for the given UE for the new Access Type and updates the UE context for SMS for this UE with the new additional Access Type.
[bookmark: _PERM_MCCTEMPBM_CRPT35160005___3]If successful, "204 No Content" shall be returned.
2d.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of PUT response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
[bookmark: _Toc25227229][bookmark: _Toc34039572][bookmark: _Toc39046771][bookmark: _Toc42934353][bookmark: _Toc49844569][bookmark: _Toc56519206]2e.	On redirection, the appropriate HTTP status code (e.g. "307 Temporary Redirect") shall be returned.
A RedirectResponse IE may be included in the contentpayload body of PUT response, as specified in table 6.1.3.3.3.1-3.
[bookmark: _Toc104279743][bookmark: _Toc138348846]5.2.2.2.3	Modify UE Context in SMSF using HTTP PATCH Method
The NF Service Consumer (e.g. AMF) may update UE context in SMSF for a given service user by using the HTTP PATCH method as shown in Figure 5.2.2.2.3-1.


Figure 5.2.2.2.3-1: Modify UE Context in SMSF using HTTP PATCH Method
1.	The NF Service Consumer (e.g. AMF) shall send a PATCH request to the resource representing the UE Context for SMS (i.e. …/ue-contexts/{supi}) in the SMSF to modify the UE Context in SMSF for a given service user. The request body shall contain a list of PatchItem for each the JSON pointer is set to the attribute to be modified.
[bookmark: _Toc11338442][bookmark: _Toc27585057][bookmark: _Toc36457010][bookmark: _Toc45027893][bookmark: _Toc45028728][bookmark: _Toc67681484][bookmark: _Toc90561883]2a.	On success, the request is accepted, and all the modification instructions in the PATCH request have been implemented, the SMSF shall respond with "204 No Content".
2b.	On partial success, the request is accepted, but some of the modification instructions in the PATCH request have been discarded:
-	the SMSF shall respond with "200 OK" including PatchResult to indicate the failed modifications, if the NF service consumer has included in the supported-feature query parameter the "PatchReport" feature; or
-the SMSF shall respond with "200 OK" with the response body containing UeSmsContextData, if the NF service consumer does not support the "PatchReport" feature.
2c.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned. A ProblemDetails IE shall be included in the contentpayload body of PATCH response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
If the modification is not allowed, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in the "ProblemDetails" element).
If the resource does not exist, e.g. the attribute to be modified cannot be found, HTTP status code "404 Not Found" should be returned including additional error information in the response body (in the "ProblemDetails" element).
2d.	On redirection, the appropriate HTTP status code (e.g. "307 Temporary Redirect") shall be returned. A RedirectResponse IE may be included in the contentpayload body of PATCH response, as specified in table 6.1.3.3.3.1-3.
[bookmark: _Toc104279744][bookmark: _Toc138348847]* * * Next Change * * * *
5.2.2.3	Deactivate
[bookmark: _Toc25227230][bookmark: _Toc34039573][bookmark: _Toc39046772][bookmark: _Toc42934354][bookmark: _Toc49844570][bookmark: _Toc56519207][bookmark: _Toc104279745][bookmark: _Toc138348848]5.2.2.3.1	General
The Deactivate service operation shall be used by the NF Service Consumer (e.g. AMF) to deactivate SMS service for a given service user, which results in deleting or updating an individual UE Context for SMS in the SMSF, in the following procedures:
-	De-Registration Procedure to remove SMS service authorization from SMSF for SMS over NAS (see clause 4.13.3.2 of 3GPP TS 23.502 [3]);
[bookmark: _Toc25227231][bookmark: _Toc34039574][bookmark: _Toc39046773][bookmark: _Toc42934355][bookmark: _Toc49844571]-	De-Registration procedure to remove SMS service authorization from SMSF for one of the registered Access Type (see clause 4.13.3.2 of 3GPP TS 23.502 [3]);
[bookmark: _Toc56519208][bookmark: _Toc104279746][bookmark: _Toc138348849]5.2.2.3.2	De-Registration procedure to remove SMS service authorization from SMSF
The NF Service Consumer (e.g. AMF) shall deactivate SMS service for a given service user by using the HTTP DELETE method as shown in Figure 5.2.2.3.2-1.


Figure 5.2.2.3.2-1: Deactivation of SMS service
1.	The NF Service Consumer (e.g. AMF) shall send a DELETE request to the resource representing the UE Context for SMS (i.e. …/ue-contexts/{supi}) in the SMSF.
2a.	The SMSF deactivates the SMS service for the service user, and deletes the UE context for SMS from the SMSF.
[bookmark: _PERM_MCCTEMPBM_CRPT35160006___3]On success, "204 No Content" shall be returned.
2b.	On failure, the appropriate HTTP status code (e.g. "404 Not Found") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of DELETE response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
[bookmark: _Toc56519209][bookmark: _Toc25227232][bookmark: _Toc34039575][bookmark: _Toc39046774][bookmark: _Toc42934356][bookmark: _Toc49844572]2c.	On redirection, the appropriate HTTP status code (e.g. "307 Temporary Redirect") shall be returned.
A RedirectResponse IE may be included in the contentpayload body of DELETE response, as specified in table 6.1.3.3.3.2-3.
[bookmark: _Toc104279747][bookmark: _Toc138348850]5.2.2.3.3	De-Registration procedure to remove SMS service authorization from SMSF for one of the registered Access Type
When the UE has SMS service activated on both of the Access Types and the NF Service Consumer (e.g. AMF) wants to deactivate SMS service for the given UE for one of the affected Access Type, the  NF Service Consumer (e.g. AMF) shall use HTTP PUT method as shown in Figure 5.2.2.3.3-1.


Figure 5.2.2.3.3-1: Removal of SMS service authorization over one of the access types
1.	The NF Service Consumer (e.g. AMF) shall send a PUT request to the resource representing the UE Context for SMS (i.e. …/ue-contexts/{supi}) in the SMSF. The contentpayload body of the PUT request shall contain a representation of the individual UE Context resource to be updated. Only one Access Type that is allowed for SMS service shall be included in the content of PUT request payload body.
2a.	Since the target UE Context for SMS was already created at the SMSF with both 3GPP and non-3GPP Access Types for the same NF Service Consumer (e.g. AMF) and the NF Service Consumer provided parameters contains only one Access Type, the SMSF deregisters itself in the UDM for the affected Access Type (i.e. the access type not included in the PUT request) for the given UE and updates the UE context for SMS by removing the affected Access Type.
[bookmark: _PERM_MCCTEMPBM_CRPT35160007___3]On success, "204 No Content" shall be returned.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
[bookmark: _PERM_MCCTEMPBM_CRPT35160008___3]A ProblemDetails IE shall be included in the contentpayload body of PUT response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
[bookmark: _Toc56519210]2c.	On redirection, the appropriate HTTP status code (e.g. "307 Temporary Redirect") shall be returned.
A RedirectResponse IE may be included in the contentpayload body of PUT response, as specified in table 6.1.3.3.3.1-3.
[bookmark: _Toc104279748][bookmark: _Toc138348851]* * * Next Change * * * *
5.2.2.4	UplinkSMS
[bookmark: _Toc25227233][bookmark: _Toc34039576][bookmark: _Toc39046775][bookmark: _Toc42934357][bookmark: _Toc49844573][bookmark: _Toc56519211][bookmark: _Toc104279749][bookmark: _Toc138348852]5.2.2.4.1	General
The UplinkSMS service operation shall be used by NF Service Consumer (e.g. AMF) to send SMS payload (e.g. SMS message or Ack) in the uplink direction to SMSF, in the following procedures:
-	MO SMS delivery procedure (see clause 4.13.3.3-4.13.3.5 of 3GPP TS 23.502 [3]);
-	MT SMS delivery procedure (see clause 4.13.3.6-4.13.3.8 of 3GPP TS 23.502 [3]);
[bookmark: _Toc25227234][bookmark: _Toc34039577][bookmark: _Toc39046776][bookmark: _Toc42934358][bookmark: _Toc49844574][bookmark: _Toc56519212][bookmark: _Toc104279750][bookmark: _Toc138348853]5.2.2.4.2	Procedures of sending SMS payload in uplink direction using UplinkSMS service operation
The NF Service Consumer (e.g. AMF) shall send SMS payload in uplink direction by using the "sendsms" custom operation as shown in Figure 5.2.2.4.2-1.


Figure 5.2.2.4.2-1: Send SMS payload in uplink direction
1.	The NF Service Consumer (e.g. AMF) shall send a POST request to the resource representing the UEContext (i.e. …/ue-contexts/{supi}/sendsms) of the SMSF. The contentpayload body of the POST request shall contain the SMS record to be sent.
2a.	On success, "200 OK" shall be returned with "SmsRecordDeliveryData" object in the response body.
	The SMSF may immediately respond to the NF service consumer, after successful inspection of the SMS payload, and set the "deliveryStatus" attribute to "SMS_DELIVERY_SMSF_ACCEPTED"; the SMSF may also attempt to forward the SMS payload to SMS-GMSC/IWMSC/IP-SM-GW/SMS Router.
[bookmark: _PERM_MCCTEMPBM_CRPT35160009___3]If successful, "200 OK" shall be returned. If needed, the payload body of the POST response shall contain the status of SMS record delivery attempts at the SMSF.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
2c.	On redirection, the appropriate HTTP status code (e.g. "307 Temporary Redirect") shall be returned.
A RedirectResponse IE may be included in the contentpayload body of POST response, as specified in table 6.1.3.3.4.2.2-2.
[bookmark: _Toc11338370][bookmark: _Toc27584975][bookmark: _Toc36456918][bookmark: _Toc45027797][bookmark: _Toc45028632][bookmark: _Toc67681387][bookmark: _Toc98487196][bookmark: _Toc104279751][bookmark: _Toc138348854]* * * Next Change * * * *
5.2.2.5	MtForwardSm
[bookmark: _Toc11338371][bookmark: _Toc27584976][bookmark: _Toc36456919][bookmark: _Toc45027798][bookmark: _Toc45028633][bookmark: _Toc67681388][bookmark: _Toc98487197][bookmark: _Toc104279752][bookmark: _Toc138348855]5.2.2.5.1	General
The MtForwardSm service operation shall be used by NF Service Consumer (e.g. SMS GMSC, SMS Router and IP-SM-GW) to send SMS payload (e.g. SMS message) in the downlink direction to SMSF, in the following procedures:
-	Successful Mobile Terminated short message transfer as defined in 3GPP TS 23.540 [21] clause 5.1.2, clause 5.1.3 and clause 5.1.4.
-	Unsuccessful Mobile Terminated short message transfer as defined in 3GPP TS 23.540 [21] clause 5.1.5, clause 5.1.6 and clause 5.1.9.
[bookmark: _Toc11338372][bookmark: _Toc27584977][bookmark: _Toc36456920][bookmark: _Toc45027799][bookmark: _Toc45028634][bookmark: _Toc67681389][bookmark: _Toc98487198][bookmark: _Toc104279753][bookmark: _Toc138348856]5.2.2.5.2	Procedures of sending SMS payload in downlink direction using MtForwardSm service operation
The NF Service Consumer (e.g. SMS GMSC, SMS Router and IP-SM-GW) shall send SMS payload in downlink direction by using the "send-mt-sms" custom operation as shown in Figure 5.2.2.5.2-1.


Figure 5.2.2.5.2-1: Send SMS payload in downlink direction
1.	The NF Service Consumer (e.g. SMS GMSC, SMS Router and IP-SM-GW) shall send a POST request to the resource representing the UEContext (i.e. …/ue-contexts/{supi}/send-mt-sms) of the SMSF. The contentpayload body of the POST request shall contain the MT SMS record to be sent.
2a.	On success, "200 OK" shall be returned with "SmsDeliveryData" object contains the MT SMS Delivery Report in the response body.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
2c.	On redirection, the appropriate HTTP status code (e.g. "307 Temporary Redirect") shall be returned.
A RedirectResponse IE may be included in the contentpayload body of POST response, as specified in table 6.1.3.3.4.3x.2-2.

* * * Next Change * * * *
6.1.2.1	General
HTTP/2, as defined in IETF RFC 91137540 [7], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
HTTP messages and bodies for the Nsmsf_SMService service shall comply with the OpenAPI [19] specification contained in Annex A.
* * * Next Change * * * *
[bookmark: _Toc56519221][bookmark: _Toc104279762][bookmark: _Toc138348865]6.1.2.2.3	ETag
As described in IETF RFC 91107232 [xx18] clause 8.8.32.32, an "ETag" (entity-tag) header should be included in HTTP responses except for non-cacheable resources to allow an NF Service Consumer performing a conditional request with "If-Match" header. If it is included, it shall contain a server-generated strong validator, that allows further matching of this value (included in subsequent client requests) with a given resource representation stored in the server or in a cache.
* * * Next Change * * * *
[bookmark: _Toc11338467][bookmark: _Toc27585099][bookmark: _Toc36457055][bookmark: _Toc45027939][bookmark: _Toc45028774][bookmark: _Toc56519222][bookmark: _Toc104279763][bookmark: _Toc138348866]6.1.2.2.4	If-Match
As described in IETF RFC 91107232 [xx18] clause 13.1.13.1, an NF Service Consumer may issue conditional DELETE request towards SMSF by including an "If-Match" header in HTTP requests containing an entity tags received in previous response for the same resource.
* * * Next Change * * * *
[bookmark: _Toc25227256][bookmark: _Toc34039599][bookmark: _Toc39046798][bookmark: _Toc42934380][bookmark: _Toc49844596][bookmark: _Toc56519236]6.1.3.3.3.1	PUT
This method creates an individual resource of UE Context for SMS in the SMSF, or updates the indicated resource of UE Context for SMS in the SMSF.
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.
Table 6.1.3.3.3.1-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	UeSmsContextData
	M
	1
	Representation of the UE Context for SMS to be created in the SMSF, or to be updated in the SMSF.



Table 6.1.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	UeSmsContextData
	M
	1
	201 Created
	This case represents the successful creation of an UE Context for SMS.
The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	n/a
	
	
	204 No Content
	This case represents the successful update of an UE Context for SMS.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. 
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. 
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of creation / update of an UE Context for SMS, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
[bookmark: _PERM_MCCTEMPBM_CRPT35160012___2]-	SERVICE_NOT_ALLOWED, if SMS service is not allowed for the given service user;

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent the failure of creation / update of an UE Context for SMS, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
[bookmark: _PERM_MCCTEMPBM_CRPT35160013___2]-	USER_NOT_FOUND, if the provided subscriber identifier is invalid or the service user is not found from UDM;

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nsmsf-sms/<apiVersion>/ue-contexts/{supi}

	ETag
	string
	O
	0..1
	Entity Tag, containing a strong validator, as described in IETF RFC 91107232 [xx18], clause 8.8.32.3.



Table 6.1.3.3.3.1-5: Headers supported by the 204 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	ETag
	string
	O
	0..1
	Entity Tag, containing a strong validator, as described in IETF RFC 91107232 [xx18], clause 8.8.32.3.



Table 6.1.3.3.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc25227288][bookmark: _Toc34039631][bookmark: _Toc39046830][bookmark: _Toc42934412][bookmark: _Toc49844628][bookmark: _Toc56519269][bookmark: _Toc104279811][bookmark: _Toc138348914]A.2	Nsmsf_SMService API

********TEXT SKIPPED********
paths:
  /ue-contexts/{supi}:
    put:
      summary: Activate SMS Service for a given UE
      operationId: SMServiceActivation
      tags:
        - Activation of SMS service
      parameters:
        - name: supi
          in: path
          required: true
          description: Subscriber Permanent Identifier (SUPI)
          schema:
            type: string
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/UeSmsContextData'
        required: true
      responses:
        '201':
          description: UE Context for SMS is created in SMSF
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/UeSmsContextData'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nsmsf-sms/<apiVersion>/ue-contexts/{supi}'
              required: true
              schema:
                type: string
            ETag:
              description: Entity Tag, containing a strong validator, as described in IETF RFC 91107232, 2.3
              schema:
                type: string
        '204':
          description: UE Context for SMS is updated in SMSF
          headers:
            ETag:
              description: Entity Tag, containing a strong validator, as described in IETF RFC 91107232, 2.3
              schema:
                type: string
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          description: Invalid Service Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          description: Unable to create/update UE Context for SMS in SMSF
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '404':
          description: Unable to found subscription for service user or UE Context for SMS in SMSF
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          description: Service Unavailable
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        default:
          description: Unexpected error
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
    patch:
      summary: Update a parameter in the UE SMS Context in SMSF
      operationId: SMSServiceParameterUpdate
      tags:
        - Parameter update in the UE SMS Context in SMSF
      parameters:
        - name: supi
          in: path
          required: true
          description: Subscriber Permanent Identifier (SUPI)
          schema:
            type: string
        - name: supported-features
          in: query
          description: Features required to be supported by the target NF
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      requestBody:
        content:
          application/json-patch+json:
            schema:
              type: array
              items:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchItem'
              minItems: 1
        required: true
      responses:
        '200':
          description: Expected response to a valid request
          content:
            application/json:
              schema:
                oneOf:
                  - $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchResult'
                  - $ref: '#/components/schemas/UeSmsContextData'
        '204':
          description: Successful response
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '422':
          description: Unprocessable Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
    delete:
      summary: Deactivate SMS Service for a given UE
      operationId: SMServiceDeactivation
      tags:
        - Deactivation of SMS service
      parameters:
        - name: supi
          in: path
          required: true
          description: Subscriber Permanent Identifier (SUPI)
          schema:
            type: string
        - name: If-Match
          in: header
          description: Validator for conditional requests, as described in IETF RFC 91107232, 3.1
          schema:
            type: string
      responses:
        '204':
          description: UE Context for SMS is deleted from SMSF
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          description: Invalid Service Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          description: Unable to found UE Context for SMS in SMSF
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          description: Service Unavailable
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
********TEXT SKIPPED********


* * * End of Changes * * * *
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