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	Reason for change:
	CRs 29.510 CR# 570 and 29.503 CR #0706 enable the registration of the PGW IP address in UDM for the selection of a combo PGW-C/SMF. The IP address added in both CRs cannot be an ipv6Prefix, i.e. it shall be an IPv4 or an IPv6 address.

Note that TS 29.273 specifies (for the encoding of the PDN-GW address registered by the PGW -> 3GPP AAA Server -> HSS) – the use case of the aforementioned CRs was ePDG to 5GS mobility:

[bookmark: _Toc20213561][bookmark: _Toc36044042][bookmark: _Toc44872418][bookmark: _Toc130910291]9.2.3.6.2              MIP6-Agent-Info
The MIP6-Agent-Info AVP contains the PDN GW identity. This AVP is defined in IETF RFC 5447 [6]. The identity of PDN GW is either an IP address transported in MIP-Home-Agent-Address or an FQDN transported in MIP-Home-Agent-Host. The PDN GW may use its IP address if a single IP address can be used for all Access Networks and protocols towards the PDN GW. In all other cases the PDN GW shall use its FQDN. The FA/3GPP AAA Server/HSS shall use FQDN if known. The grouped AVP has the following grammar:
[bookmark: _PERM_MCCTEMPBM_CRPT92000436___2]MIP6-Agent-Info ::=        < AVP Header: 486 >
[bookmark: _PERM_MCCTEMPBM_CRPT92000437___2]*2[ MIP-Home-Agent-Address ]
[ MIP-Home-Agent-Host ]
[ MIP6-Home-Link-Prefix ]
*[ AVP ]
NOTE:      The AVP MIP6-Home-Link-Prefix is not used in S6b, but it is included here to reflect the complete IETF definition of the grouped AVP.
The same IP address needs to be registered in the SMF profile for the discovery/selection of the combined PGW-C/SMF.

Note also that the AAAA record of a PGW from the DNS shall also be an IPv6 address, not an IPv6 prefix.


	
	

	Summary of change:
	It is clarified that the pgwIpAddrListin SmfInfo encodes IPv4 and/or IPv6 addresses, not IPv6 prefixes. 


	
	

	Consequences if not approved:
	Interoperability issues and failures to select the correct PGW-C/SMF during EPS to 5GS mobility
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* * * First Change * * * *
[bookmark: _Toc24937663][bookmark: _Toc33962478][bookmark: _Toc42883240][bookmark: _Toc49733108][bookmark: _Toc56690733][bookmark: _Toc145945468][bookmark: _Toc24937650][bookmark: _Toc33962465][bookmark: _Toc42883227][bookmark: _Toc49733095][bookmark: _Toc56690720][bookmark: _Toc145945455][bookmark: _Toc24937654][bookmark: _Toc33962469][bookmark: _Toc42883231][bookmark: _Toc49733099][bookmark: _Toc56690724][bookmark: _Toc145945459]6.1.6.2.12	Type: SmfInfo
Table 6.1.6.2.12-1: Definition of type SmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	sNssaiSmfInfoList
	array(SnssaiSmfInfoItem)
	M
	1..N
	List of parameters supported by the SMF per S-NSSAI (NOTE 1).

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the SMF can serve. It may contain one or more non-3GPP access TAIs. The absence of this attribute and the taiRangeList attribute indicate that the SMF can be selected for any TAI in the serving network.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the SMF can serve. It may contain non-3GPP access TAIs. The absence of this attribute and the taiList attribute indicate that the SMF can be selected for any TAI in the serving network.

	pgwFqdn
	Fqdn
	O
	0..1
	The FQDN of the PGW if the SMF is a combined SMF/PGW-C.

	pgwIpAddrList
	array(IpAddr)
	O
	1..N
	When present, this IE shall contain Tthe PGW IP addresses of the combined SMF/PGW-C. Each PGW IP address shall be encoded as an IPv4 or an IPv6 address (i.e. not as an IPv6 prefix).

This IE allows the NF Service consumer to find the target combined SMF/PGW-C by PGW IP Address, e.g. when only PGW IP Address is available.

	accessType
	array(AccessType)
	C
	1..2
	If included, this IE shall contain the access type (3GPP_ACCESS and/or NON_3GPP_ACCESS) supported by the SMF.
If not included, it shall be assumed the both access types are supported.

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection for a service request matching the attributes of the SmfInfo; lower values indicate a higher priority.

The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.

Absence of this attribute equals to having the same smfInfo priority as the priority defined at NFProfile/NFService level.

(NOTE 2)

	vsmfSupportInd
	boolean
	O
	0..1
	This IE may be used by an SMF to explicitly indicate the support of V-SMF capability and its preference to be selected as V-SMF.

When present, this IE shall indicate whether the V-SMF capability are supported by the SMF:
- true: V-SMF capability supported by the SMF
- false: V-SMF capability not supported by the SMF.

Absence of this IE indicates the V-SMF capability support of the SMF is not specified.
(NOTE 3)

	ismfSupportInd
	boolean
	O
	0..1
	This IE may be used by an SMF to explicitly indicate the support of I-SMF capability and its preference to be selected as I-SMF.

When present, this IE shall indicate whether the I-SMF capability are supported by the SMF:
- true: I-SMF capability supported by the SMF
- false: I-SMF capability not supported by the SMF.

Absence of this IE indicates the I-SMF capability support of the SMF is not specified.
(NOTE 3)

	pgwFqdnList
	array(Fqdn)
	O
	1..N
	When present, this attribute provides additional FQDNs to the FQDN indicated in the pgwFqdn attribute. The pgwFqdnList attribute may be present if the pgwFqdn attribute is present.

	smfOnboardingCapability
	boolean
	O
	0..1
	When present, this IE indicates the SMF supports SNPN Onboarding capability and User Plane Remote Provisioning. This is used for the case of Onboarding of UEs for SNPNs (see 3GPP TS 23.501 [2], clauses 5.30.2.10 and 6.2.6.2).

-	false (default): SMF does not support SNPN Onboarding;
-	true: SMF supports SNPN Onboarding.
(NOTE 4)

	smfUPRPCapability
	boolean
	O
	0..1
	When present, this IE indicates the SMF supports User Plane Remote Provisioning (UPRP) capability. This is used for the case of Onboarding of UEs for SNPNs (see 3GPP TS 23.501 [2], clauses 5.30.2.10 and 6.2.6.2).

-	false (default): SMF does not support UPRP;
- 	true: SMF supports UPRP.

	NOTE 1:	If this S-NSSAIs is present in the SmfInfo and in the NFprofile, the S-NSSAIs from the SmfInfo shall prevail.
NOTE 2:	An SMF profile may e.g. contain multiple SmfInfo entries, with each entry containing a different list of TAIs and a different priority, to differentiate the priority to select the SMF based on the user location. The priority in SmfInfo applies between SMFs or SMF Services with the same priority.
NOTE 3:	The IE should only be registered when the SMF is configured to be preferably selected as V-SMF/I-SMF.
NOTE 4:	The IE is deprecated and replaced by smfUPRPCapability attribute.





* * * End of Changes * * * *

