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Figure 4.2.4.2-1 illustrates the notification about subscribed events.


Figure 4.2.4.2-1: Notification about subscribed events
If the PCF observes policy control related event(s) for which an NF service consumer has subscribed explicitly as defined in clause 4.2.2 or implicitly when the subscription information is obtained from the UDR for application data, the PCF shall send an HTTP POST request as shown in figure 4.2.4.2-1, step 1, with the "{notifUri}" as request URI containing the value previously provided by the NF service consumer within the corresponding subscription or containing the callback URI provided by the AF to the UDR, and the "PcEventExposureNotif" data structure.
The "PcEventExposureNotif" data structure shall include:
-	The notification correlation ID provided by the NF service consumer during the subscription as "notifId" attribute or obtained from the UDR as specified in 3GPP TS 29.519 [24]; and
-	information about the observed event(s) within the "eventNotifs" attribute that shall contain for each observed event an "PcEventNotification" data structure that shall include:
1.	the Policy Control event as "event" attribute;
2.	for an access type change:
a)	new access type as "accType" attribute;
b)	the new RAT type as "ratType" attribute, if applicable for the notified access type; and
c)	if the "ATSSS" feature is supported:
i.	if it is the first access type report for a PDU session, and both, 3GPP and non-3GPP access information is available, the "addAccessInfo" attribute. The "addAccessInfo" attribute contains the additional access type information, where the access type is encoded in the "accessType" attribute, and the RAT type is encoded in the "ratType" attribute when applicable for the notified access type;
ii.	if it is a subsequent access type change report:
-	if a new access type is added to the MA PDU session, the "addAccessInfo" attribute with the added access type encoded in the "accessType" attribute, and the RAT type encoded in the "ratType" attribute when applicable for the notified access type;
-	if an access type is released in the MA PDU session, the "relAccessInfo" attribute with the released access type encoded in the "accessType" attribute, and the RAT type encoded in the "ratType" attribute when applicable for the notified access type; and
NOTE 1:	For a MA PDU session, if the "ATSSS" feature is not supported by the AF, the PCF includes the "accessType" attribute and the "ratType" attribute with a currently active combination of access type and RAT type (if applicable for the notified access type). When both 3GPP and non-3GPP accesses are available, the PCF includes the information corresponding to the 3GPP access.
d)	for EPC interworking scenarios, the ePDG address as "anGwAddr" attribute, if applicable for the notified access type;
3.	for a PLMN change:
a)	new network identity containing the PLMN Identifier or the SNPN Identifier in the "plmnId" attribute;
NOTE 2:	The SNPN Identifier consists of the PLMN Identifier and the NID.
NOTE 3:	Mobility between non-equivalent SNPNs, and between SNPN and PLMN is not supported. When the UE is operating in SNPN access mode, the trigger reports changes of equivalent SNPNs.
[bookmark: _Hlk93941427]4.	when the feature "AMPoliciesEvents" is supported, for a service area coverage change, the new service area coverage in the "appliedCov" attribute, encoded as specified in 3GPP TS 29.534 [23], clause 4.2.7.4;
NOTE 4:	The service area coverage change event is met and the notification is triggered when the PCF determines the tracking areas where the service is allowed in relation to the NF consumer requested service area coverage. The actual service area coverage for the UE might be larger than the one reported with the service area coverage change event.
5.	when the feature "SatelliteBackhaul" is supported, for a satellite backhaul category change:
a)	when the "SatelliteBackhaul" feature is supported:
ia)	the satellite backhaul category (i.e., "GEO", "MEO", "LEO", or "OTHER_SAT"other satellite) or the indication of non-satellite backhaul category (i.e., "NON_SATELLITE") in the "satBackhaulCategory" attribute; or
b)	when dynamic satellite backhaul is used by the NG-RAN and the feature "EnSatBackhaulCatChg" is supported:
i)	the dynamic satellite backhaul category (i.e., "DYNAMIC_GEO", "DYNAMIC_MEO", "DYNAMIC_LEO", or "DYNAMIC_OTHER_SAT") in the "satBackhaulCategory" attribute;
6.	when the feature "DeliveryOutcome" is supported, to report the unsuccessful outcome of the UE Policy Delivery related to the invocation of AF provisioned service parameters, the reason of failure within the "delivFailure" attribute;
7.	the identity of the affected UE in the "supi" attribute and, if available, in the "gpsi" attribute;
8.	the time at which the event was observed encoded as "timeStamp" attribute;
9.	if available, and if the feature "ExtendedSessionInformation" is supported, information about the PDU session involved in the reported event in the "pduSessInfo" attribute, that shall include:
a)	the S-NSSAI of the PDU session in the "snssai" attribute;
b)	the DNN of the PDU session in the "dnn" attribute; and
c)	the IPv4 address in the "ueIpv4" attribute and/or the IPv6 prefix in the "ueIpv6" attribute, or the Ethernet MAC address in the "ueMac" attribute; and
if the IPv4 address is included in the "ueIpv4" attribute, may include the IP domain in the "ipDomain" attribute;
10.	if available, and if the feature "ExtendedSessionInformation" is supported, information about the services involved in the reported event in the indicated PDU session in the "repServices" attribute, which may include per identified service:
[bookmark: _Hlk528673911]a)	a list of Ethernet flows in the "servEthFlows" attribute which contains an impacted Ethernet flow number within the "flowNumber" attribute in each EthernetFlowInfo data structure; or
b)	a list of IP flows in the "servIpFlows" attribute which contains an impacted IP flow number within the "flowNumber" attribute in each IpFlowInfo data structure; and/or
c)	an AF application identifier in the "afAppId" attribute.
11.	for an application detection event and if the feature "AppDetection" is supported:
a)	the IPv4 address in the "ueIpv4" attribute and/or the IPv6 prefix in the "ueIpv6" attribute within the "pduSessInfo" attribute; and
b)	the application identifier for which the notification applies in the "appId" attribute.
If the NF service consumer cannot successfully fulfil the received HTTP POST request due to an internal error or an error in the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 5.7.
If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].
Upon successful reception of the HTTP POST request with "{notifUri}" as request URI and a "PcEventExposureNotif" data structure as request body, the NF service consumer shall send a "204 No Content" HTTP response, as shown in figure 4.2.4.2-1, step 2, for a successful processing.
* * * * Next change * * * *
[bookmark: _Toc20407610][bookmark: _Toc36040419][bookmark: _Toc45134310][bookmark: _Toc51763508][bookmark: _Toc59018769][bookmark: _Toc138689652]5.8	Feature negotiation
The optional features in table 5.8-1 are defined for the Npcf_EventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [5].
Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	ExtendedSessionInformation
	Indicates the support of additional session information in the subscription and report of policy control event.

	2
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.

	3
	ATSSS
	Indicates the support of the report of the multiple access types of a MA PDU session.

	4
	ES3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection for any service operation, according to Stateless NF procedures as specified in clauses 6.5.3.2 and 6.5.3.3 of 3GPP TS 29.500 [5] and according to HTTP redirection principles for indirect communication, as specified in clause 6.10.9 of 3GPP TS 29.500 [5]. 

	5
	AMPoliciesEvents
	Indicates the support of the report of changes of service area coverage for a UE.

	6
	EneNA
	This feature indicates support for the enhancements of network data analytics requirements.

	7
	SatelliteBackhaul
	Indicates the support of the report of the satellite or non-satellite backhaul category of the PDU session.

	8
	DeliveryOutcome
	Indicates the support of notifications about the outcome of the UE Policy delivery related to the invocation of AF provisioned service parameters.

	9
	ERIR
	Indicates the support of immediate report within the subscription response.

	10
	EnhDataMgmt
	Indicates the support of enhanced data management mechanisms. Supporting this feature also requires the support of feature EneNA.

	11
	AppDetection
	Indicates the support of Application Traffic Detection Event Exposure.

	12
	EnSatBackhaulCatChg
	This feature indicates the support of the report of the dynamic
satellite backhaul category of the PDU session. This feature requires the support of SatelliteBackhaul feature.
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