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	Reason for change:
	According to TS 23.015, the SMF shall reject the PDU session establishment when the ODB configuration retrieve from UDM stating that the PDU session shall be barred. Currently there are two issues not clarified in TS 29.502:

1/ When the AMF Create SM Context and the SMF reject the PDU session due to ODB, there is no corresponding application error for the scenario. Also, when the (H-)SMF reject the PDU session creation due to ODB, the corresponding application error should also be specified. It is suggest to use N1 SM Error for the scenario.

2/ For HR PDU session, the create SM context response is sent earlier before PDU session create towards the H-SMF. If the PDU session creation was rejected by the H-SMF, the V-SMF needs to send SM Context Status Notify to AMF with a right cause. Currently the only cause related to ODB is REL_DUE_TO_SUBSCRIPTION_CHANGE, which is not really suitable.

	"REL_DUE_TO_SUBSCRIPTION_CHANGE"
	PDU session release due to UE subscription changes, triggered by the SMF e.g. due to the removal of subscribed DNNs, or by the AMF e.g. due to ODB changes.



It is suggested to define a new cause for the scenario.


	
	

	Summary of change:
	1/ Specified N1 SM Error will be used for PDU session establishment rejection due to ODB

2/ Define new cause for PDU session establishment rejection due to ODB

3/ Update OpenAPI accordingly.


	
	

	Consequences if not approved:
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* * * First Change * * * *
[bookmark: _Toc25073985][bookmark: _Toc34063175][bookmark: _Toc43120158][bookmark: _Toc49768215][bookmark: _Toc56434390][bookmark: _Toc145927545]6.1.6.3.8	Enumeration: Cause
The enumeration Cause indicates a cause information. It shall comply with the provisions defined in table 6.1.6.3.8-1.
Table 6.1.6.3.8-1: Enumeration Cause
	Enumeration value
	Description

	"REL_DUE_TO_HO"
	Release due to Handover

	"EPS_FALLBACK"
	Mobility due to EPS fallback for IMS voice is on-going.

	"REL_DUE_TO_UP_SEC"
	Release due to user plane Security requirements that cannot be fulfilled.

	"DNN_CONGESTION"
	Release due to the DNN based congestion control.

	"S_NSSAI_CONGESTION"
	Release due to the S-NSSAI based congestion control.

	"REL_DUE_TO_REACTIVATION"
	Release due to PDU session reactivation.

	"5G_AN_NOT_RESPONDING"
	The 5G AN did not respond to the request initiated by the network.

	"REL_DUE_TO_SLICE_NOT_AVAILABLE"
	Release due to the associated S-NSSAI becomes no longer available (e.g. the validity time of the S-NSSAI expires, or the S-NSSAI is decommissioned, etc.).

	1"REL_DUE_TO_DUPLICATE_SESSION_ID"
	Release due to a UE request to establish a new PDU session with an identical PDU session Id.

	"PDU_SESSION_STATUS_MISMATCH"
	Release due to mismatch of PDU Session status between UE and AMF.

	"HO_FAILURE"
	Handover preparation failure 

	"INSUFFICIENT_UP_RESOURCES"
	Failure to activate the User Plane connection of a PDU session due to insufficient user plane resources.  

	"PDU_SESSION_HANDED_OVER"
	The PDU session is handed over to another system or access.

	"PDU_SESSION_RESUMED"
	Resume the user plane connection of the PDU session.

	"CN_ASSISTED_RAN_PARAMETER_TUNING"
	SMF derived CN assisted RAN parameters tuning.

	"ISMF_ CONTEXT_TRANSFER"
	The PDU session shall be transferred from old I-SMF to new I-SMF.

	"SMF_ CONTEXT_TRANSFER"
	The PDU session shall be transferred from old SMF to new SMF.

	"REL_DUE_TO_PS_TO_CS_HO"
	Release due to 5G SRVCC from NG-RAN to 3GPP UTRAN, as specified in clause 6.5.4 of 3GPP TS 23.216 [35].

	"REL_DUE_TO_SUBSCRIPTION_CHANGE"
	PDU session release due to UE subscription changes, triggered by the SMF e.g. due to the removal of subscribed DNNs, or by the AMF e.g. due to ODB changes.

	"HO_CANCEL"
	Handover cancellation

	"REL_DUE_TO_SLICE_NOT_AUTHORIZED"

	Release due to Network Slice-Specific Authentication and Authorization failure or revocation.

	"PDU_SESSION_HAND_OVER_FAILURE"
	Failure to handover PDU session to another access

	"DDN_FAILURE_STATUS"
	DDN failure status reporting

	"REL_DUE_TO_CP_ONLY_NOT_APPLICABLE"
	Release due to Control Plane Only indication associated with PDU Session is not applicable any longer

	"NOT_SUPPORTED_WITH_ISMF"
	PDU session release due to a requested functionality that is not supported for a PDU session with an I-SMF/V-SMF.

	"CHANGED_ANCHOR_SMF"
	The anchor SMF of the PDU session is changed.

	"CHANGED_INTERMEDIATE_SMF"
	The intermediate SMF (e.g. I-SMF or V-SMF) is changed.

	"TARGET_DNAI_NOTIFICATION"
	Notify the target DNAI for I-SMF selection for the current PDU Session, or SMF selection during PDU Session re-establishment for SSC mode 2/3.

	"REL_DUE_TO_VPLMN_QOS_FAILURE"
	Release due to QoS not complying with VPLMN QoS constraints, i.e. VPLMN QoS constraints are required for the PDU session and the H-SMF provides QoS parameters not complying with VPLMN QoS required by the V-SMF.

	"REL_DUE_TO_SMF_NOT_SUPPORT_PSETR"
	Release the PDU session due to the (H-)SMF does not support the PSETR feature when the V/I-SMF has failed.

	"REL_DUE_TO_SNPN_SNPN_MOBILITY"
	Release due to the PDU session is rejected by the new AMF during registration procedure as the continuity of the PDU Session cannot be supported between networks with SNPN-SNPN mobility.

	"REL_DUE_TO_NO_HR_AGREEMENT"
	Release due to the PDU session is rejected by the new AMF during registration procedure as the continuity of the PDU Session cannot be supported between networks with inter-PLMN mobility where no HR agreement exists.

	"REL_DUE_TO_SNSSAI_DENIED”
	Release due to the subscriber does not have the necessary subscription to access the SNSSAI.

	"REL_DUE_TO_DNN_DENIED”
	Release due to the subscriber does not have the necessary subscription to access the DNN.

	"REL_DUE_TO_PDUTYPE_DENIED”
	Release due to the subscriber does not have the necessary subscription for the requested PDU session type.

	"REL_DUE_TO_SSC_DENIED”
	Release due to the subscriber does not have the necessary subscription for the requested SSC mode.

	"REL_DUE_TO_SUBSCRIPTION_DENIED”
	Release due to an error, other than those listed in this table, due to lack of necessary subscription to serve the UE request.

	"REL_DUE_TO_DNN_NOT_SUPPORTED”
	Release due to the DNN is not supported by the SMF.

	"REL_DUE_TO_PDUTYPE_NOT_SUPPORTED”
	Release due to the requested PDU session type is not supported by the SMF for the PDN corresponding to the DNN.

	"REL_DUE_TO_SSC_NOT_SUPPORTED”
	Release due to the requested SSC mode is not supported by the SMF for the PDN corresponding to the DNN.

	"REL_DUE_TO_INSUFFICIENT_RESOURCES_SLICE”
	Release due to insufficient resources for the specific slice.

	"REL_DUE_TO_INSUFFICIENT_RESOURCES_SLICE_DNN”
	Release due to insufficient resources for the specific slice and DNN.

	"REL_DUE_TO_DNN_CONGESTION”
	The SMF has detected congestion for the requested DNN and performs overload control for that DNN which does not allow the PDU session to be established.

	"REL_DUE_TO_S_NSSAI_CONGESTION”
	The SMF has detected congestion for the requested S-NSSAI and performs overload control for that S-NSSAI which does not allow the PDU session to be established.

	"REL_DUE_TO_PEER_NOT_RESPONDING”
	No response is received from a remote peer, or the remote peer is known to be not reachable, e.g. to indicate that no response has been received from the H-SMF for a HR PDU session or the SMF for a PDU session with I-SMF.

	"REL_DUE_TO_NETWORK_FAILURE”
	The request is rejected due to a network problem.

	"REL_DUE_TO_UPF_NOT_RESPONDING”
	The request is rejected due to no response received from the UPF.

	“REL_DUE_TO_NO_EPS_5GS_CONTINUITY”
	It is used during an EPS to 5GS Idle mode mobility or handover, if the PDU session does not support seamless session continuity to 5GS.

	“REL_DUE_TO_NOT_SUPPORTED_WITH_ISMF”
	The request is rejected due to a requested functionality that is not supported for a PDU session with an I-SMF/V-SMF.

	“REL_DUE_TO_EXCEEDED_UE_SLICE_DATA_RATE”
	The request is rejected due to the maximum bit rate per S-NSSAI per UE is exceeded, when the SMF receives the same application error from the PCF.

	“REL_DUE_TO_EXCEEDED_SLICE_DATA_RATE”
	The request is rejected due to the maximum bit rate per S-NSSAI is exceeded, when the SMF receives the same application error from the PCF.

	“REL_DUE_TO_CONTEXT_NOT_FOUND”
	It is used when no context corresponding to the request exists in the SMF.

	"REL_DUE_TO_UNSPECIFIED_REASON"
	Release due to unspecified reasons.

	"REL_DUE_TO_MOB_ACCESS_RESTRICTIONS"
	Release due to Mobility Restrictions or Access Restrictions (e.g. CAG restrictions).

	[bookmark: _Hlk131665184]"REL_DUE_TO_SLICE_INACTIVITY"
	Release due to slice inactivity

	"REL_DUE_TO_NSI_NOT_AVAILABLE"
	Release due to the associated Network Slice Instance is congested or not available, as specified in clause 5.2.16.3.3 of 3GPP TS 23.502 [3].

	“REL_DUE_TO_MBSR_NOT_AUTHORIZED”
	Release due to the MBSR authorization status is changed from "authorized" to "not authorized".

	"DEACT_DUE_TO_UE_OUT_OF_SLICE_SUPPORT_AREA"
	User Plane deactivation due to the UE moving out of the network slice area of support or availability, as specified in clause 4.3.7 of 3GPP TS 23.502 [3].

	"REJECT_DUE_TO_N1_SM_ERROR"
	The PDU Session is rejected due to N1 SM Error, e.g. PDU session establishment rejected due to Operator Determined Barring.




* * * Next Change * * * *
[bookmark: _Toc25074006][bookmark: _Toc34063198][bookmark: _Toc43120183][bookmark: _Toc49768240][bookmark: _Toc56434415][bookmark: _Toc145927574]6.1.7.3	Application Errors
The common application errors defined in Table 5.2.7.2-1 of 3GPP TS 29.500 [4] may be used for the Nsmf_PDUSession service.
The following application errors listed in Table 6.1.7.3-1 are specific to the Nsmf_PDUSession service.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	N1_SM_ERROR
	403 Forbidden
	This indicates that an error, other than those listed in this table, was detected when processing the N1 SM information received in the request, e.g. N1 SM protocol error, or a PDU session establishment is rejected due to Operator Determined Barring.

	N2_SM_ERROR
	403 Forbidden
	This indicates that an error, other than those listed in this table, was detected when processing the N2 SM information received in the request, e.g. N2 SM protocol error.

	SNSSAI_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription to access the SNSSAI.

	DNN_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription to access the DNN.

	PDUTYPE_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription for the requested PDU session type.

	SSC_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription for the requested SSC mode.

	SUBSCRIPTION_DENIED
	403 Forbidden
	This indicates an error, other than those listed in this table, due to lack of necessary subscription to serve the UE request.

	DNN_NOT_SUPPORTED
	403 Forbidden
	The DNN is not supported by the SMF.

	PDUTYPE_NOT_SUPPORTED
	403 Forbidden
	The requested PDU session type is not supported by the SMF for the PDN corresponding to the DNN.

	SSC_NOT_SUPPORTED
	403 Forbidden
	The requested SSC mode is not supported by the SMF for the PDN corresponding to the DNN.

	HOME_ROUTED_ROAMING_REQUIRED
	403 Forbidden
	It is used in LBO roaming, if the V-SMF is not able to process some part of the N1 SM information that requires Home Routed Roaming. 

	OUT_OF_LADN_SERVICE_AREA
	403 Forbidden
	The PDU session corresponds to a LADN and the UE is outside of the LADN Service Area.

	N2_SM_ERROR
	403 Forbidden
	This indicates that an error, other than those listed in this table, was detected when processing the N2 SM information received in the request, e.g. N2 SM protocol error.

	PRIORITIZED_SERVICES_ONLY
	403 Forbidden
	The SMF was notified that the UE is reachable only for regulatory prioritized service and the PDU Session to be activated is not for a regulatory prioritized service.

	PDU_SESSION_ANCHOR_CHANGE
	403 Forbidden
	The SMF decided to change the PDU Session Anchor for the PDU Session.

	TARGET_MME_CAPABILITY
	403 Forbidden
	A request to retrieve an SM context is rejected due to the target MME not capable to support the PDU session. 

	NO_EPS_5GS_CONTINUITY
	403 Forbidden
	It is used during an EPS to 5GS Idle mode mobility or handover, if the PDU session does not support seamless session continuity to 5GS.

	UNABLE_TO_PAGE_UE
	403 Forbidden
	The request is rejected due to a temporarily inability to page the UE. 

	UE_NOT_RESPONDING
	403 Forbidden
	The UE did not respond to the request initiated by the network, e.g. paging. 

	REJECTED_BY_UE
	403 Forbidden
	The request is rejected by the UE.

	REJECTED_DUE_VPLMN_POLICY
	403 Forbidden
	The request is rejected due to VPLMN operator policy. 

	HO_TAU_IN_PROGRESS
	403 Forbidden
	The request is rejected temporarily due to a mobilty procedure in progress.

	INTEGRITY_PROTECTED_MDR_NOT_ACCEPTABLE
	403 Forbidden
	The integrity protected maximum data rate value provided by the UE is not acceptable for the PDU session based on local policy at the SMF. This error is applicable when the UP Security Policy for the PDU Session is determined to have Integrity Protection set to "Required".

An NF service consumer that receives this error cause may use it for maintaining KPIs.

	EBI_EXHAUSTED
	403 Forbidden
	The allocation of EPS Bearer ID failed due to exhaustion of EBI as the maximum number of EBIs has already been allocated to the UE.

	EBI_REJECTED_LOCAL_POLICY
	403 Forbidden
	The allocation of EPS Bearer ID was rejected due to local policy in the Serving PLMN.

	EBI_REJECTED_NO_N26
	403 Forbidden
	The allocation of EPS Bearer ID was rejected when the AMF is in a serving PLMN that does not support 5GS-EPS interworking procedures with N26 interface.

	DEFAULT_EPS_BEARER_INACTIVE
	403 Forbidden
	It is used during EPS to 5GS mobility if the default EPS bearer context of the PDU session is reported as inactive by the UE in the epsBearerCtxStatus attribute. 

	HANDOVER_RESOURCE_ALLOCATION_FAILURE
	403 Forbidden
	It is used during a N2 handover preparation or an EPS to 5GS handover preparation, if no resource is allocated by the target NG-RAN for the PDU session. 

	LATE_OVERLAPPING_REQUEST
	403 Forbidden
	The request is rejected because it collides with an existing SM context or PDU session context with a more recent origination timestamp (see clause 5.2.3.3).

	DEFAULT_EBI_NOT_TRANSFERRED
	403 Forbidden
	It is used during 5GS to EPS mobility if the EBI of the default EPS bearer is included in the notToTransferEbiList attribute.

	NOT_SUPPORTED_WITH_ISMF
	403 Forbidden
	The request is rejected due to a requested functionality that is not supported for a PDU session with an I-SMF/V-SMF.

	SERVICE_NOT_AUTHORIZED_BY_NEXT_HOP
	403 Forbidden
	The SMF is not authorized to access service provided by next hop NF producer, e.g. H-SMF or SMF or old I-SMF or old V-SMF.

	NO_DATA_FORWARDING
	403 Forbidden
	The request to setup data forwarding tunnels is rejected because none of the EPS bearer contexts received in the request body contains an F-TEID for DL data forwarding. 

	S_NSSAI_UNAVAILABLE_DUE_TO_NSAC
	403 Forbidden
	The NSACF has returned error for the requested S-NSSAI and hence the PDU Session cannot be transferred from non-3gpp to 3gpp.

	EXCEEDED_UE_SLICE_DATA_RATE
	403 Forbidden
	The request is rejected due to the maximum bit rate per S-NSSAI per UE is exceeded, when the SMF receives the same application error from the PCF.

	EXCEEDED_SLICE_DATA_RATE
	403 Forbidden
	The request is rejected due to the maximum bit rate per S-NSSAI is exceeded, when the SMF receives the same application error from the PCF.

	CONTEXT_NOT_FOUND
	404 Not Found
	It is used when no context corresponding to the request exists in the SMF.

	HIGHER_PRIORITY_REQUEST_ONGOING
	409 Conflict
	The request is rejected temporarily due to procedure for higher priority session in progress.

	UE_IN_CM_IDLE_STATE
	409 Conflict
	The request is rejected due to the UE being in CM-IDLE state for the PDU session associated to non-3GPP access.

	INSUFFICIENT_RESOURCES_SLICE
	500 Internal Server Error
	The request cannot be provided due to insufficient resources for the specific slice.

	INSUFFICIENT_RESOURCES_SLICE_DNN
	500 Internal Server Error
	The request cannot be provided due to insufficient resources for the specific slice and DNN.

	DNN_CONGESTION
	503 Service Unavailable
	The SMF has detected congestion for the requested DNN and performs overload control for that DNN which does not allow the PDU session to be established.

	S_NSSAI_CONGESTION
	503 Service Unavailable
	During PDU session establishment, the SMF has detected congestion for the requested S-NSSAI (including the congestion due to NSAC failure) and performs overload control for that S-NSSAI which does not allow the PDU session to be established.
During handover between 3GPP access and non-3GPP access, the SMF has detected congestion for the requested S-NSSAI on the target access (e.g., due to NSAC) and performs overload control for that S-NSSAI on the target access which does not allow the PDU session to be handover to the target access.

	PEER_NOT_RESPONDING
	504 Gateway Timeout
	No response is received from a remote peer, or the remote peer is known to be not reachable, e.g. to indicate that no response has been received from the H-SMF for a HR PDU session or the SMF for a PDU session with I-SMF.

	NETWORK_FAILURE
	504 Gateway Timeout
	The request is rejected due to a network problem.

	UPF_NOT_RESPONDING
	504 Gateway Timeout
	The request is rejected due to no response received from the UPF.

	UE_NOT_REACHABLE
	504 Gateway Timeout
	The UE is not reachable for service.



* * * Next Change * * * *
[bookmark: _Toc25074011][bookmark: _Toc34063203][bookmark: _Toc43120188][bookmark: _Toc49768245][bookmark: _Toc56434421][bookmark: _Toc145927580]A.2	Nsmf_PDUSession API
********************** Text Skipped for Clarity *****************************
    Cause:
      anyOf:
      - type: string
        enum:
          - REL_DUE_TO_HO
          - EPS_FALLBACK
          - REL_DUE_TO_UP_SEC
          - DNN_CONGESTION
          - S_NSSAI_CONGESTION
          - REL_DUE_TO_REACTIVATION
          - 5G_AN_NOT_RESPONDING
          - REL_DUE_TO_SLICE_NOT_AVAILABLE
          - REL_DUE_TO_DUPLICATE_SESSION_ID
          - PDU_SESSION_STATUS_MISMATCH
          - HO_FAILURE
          - INSUFFICIENT_UP_RESOURCES
          - PDU_SESSION_HANDED_OVER
          - PDU_SESSION_RESUMED
          - CN_ASSISTED_RAN_PARAMETER_TUNING
          - ISMF_CONTEXT_TRANSFER
          - SMF_CONTEXT_TRANSFER
          - REL_DUE_TO_PS_TO_CS_HO
          - REL_DUE_TO_SUBSCRIPTION_CHANGE
          - HO_CANCEL
          - REL_DUE_TO_SLICE_NOT_AUTHORIZED
          - PDU_SESSION_HAND_OVER_FAILURE
          - DDN_FAILURE_STATUS
          - REL_DUE_TO_CP_ONLY_NOT_APPLICABLE
          - NOT_SUPPORTED_WITH_ISMF
          - CHANGED_ANCHOR_SMF
          - CHANGED_INTERMEDIATE_SMF
          - TARGET_DNAI_NOTIFICATION
          - REL_DUE_TO_VPLMN_QOS_FAILURE
          - REL_DUE_TO_SMF_NOT_SUPPORT_PSETR
          - REL_DUE_TO_SNPN_SNPN_MOBILITY
          - REL_DUE_TO_NO_HR_AGREEMENT
          - REL_DUE_TO_UNSPECIFIED_REASON
          - REL_DUE_TO_MOB_ACCESS_RESTRICTIONS
          - REL_DUE_TO_SLICE_INACTIVITY
          - REL_DUE_TO_NSI_NOT_AVAILABLE
          - REL_DUE_TO_DNN_DENIED
          - REL_DUE_TO_PDUTYPE_DENIED
          - REL_DUE_TO_SSC_DENIED
          - REL_DUE_TO_SUBSCRIPTION_DENIED
          - REL_DUE_TO_DNN_NOT_SUPPORTED
          - REL_DUE_TO_PDUTYPE_NOT_SUPPORTED
          - REL_DUE_TO_SSC_NOT_SUPPORTED
          - REL_DUE_TO_INSUFFICIENT_RESOURCES_SLICE
          - REL_DUE_TO_INSUFFICIENT_RESOURCES_SLICE_DNN
          - REL_DUE_TO_DNN_CONGESTION
          - REL_DUE_TO_S_NSSAI_CONGESTION
          - REL_DUE_TO_PEER_NOT_RESPONDING
          - REL_DUE_TO_NETWORK_FAILURE
          - REL_DUE_TO_UPF_NOT_RESPONDING
          - REL_DUE_TO_NO_EPS_5GS_CONTINUITY
          - REL_DUE_TO_NOT_SUPPORTED_WITH_ISMF
          - REL_DUE_TO_EXCEEDED_UE_SLICE_DATA_RATE
          - REL_DUE_TO_EXCEEDED_SLICE_DATA_RATE
          - REL_DUE_TO_CONTEXT_NOT_FOUND
          - REL_DUE_TO_MBSR_NOT_AUTHORIZED
          - DEACT_DUE_TO_UE_OUT_OF_SLICE_SUPPORT_AREA
          - REJECT_DUE_TO_N1_SM_ERROR
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: |
        Cause information. Possible values are
        - REL_DUE_TO_HO
        - EPS_FALLBACK
        - REL_DUE_TO_UP_SEC
        - DNN_CONGESTION
        - S_NSSAI_CONGESTION
        - REL_DUE_TO_REACTIVATION
        - 5G_AN_NOT_RESPONDING
        - REL_DUE_TO_SLICE_NOT_AVAILABLE
        - REL_DUE_TO_DUPLICATE_SESSION_ID
        - PDU_SESSION_STATUS_MISMATCH
        - HO_FAILURE
        - INSUFFICIENT_UP_RESOURCES
        - PDU_SESSION_HANDED_OVER
        - PDU_SESSION_RESUMED
        - CN_ASSISTED_RAN_PARAMETER_TUNING
        - ISMF_CONTEXT_TRANSFER
        - SMF_CONTEXT_TRANSFER
        - REL_DUE_TO_PS_TO_CS_HO
        - REL_DUE_TO_SUBSCRIPTION_CHANGE
        - HO_CANCEL
        - REL_DUE_TO_SLICE_NOT_AUTHORIZED
        - PDU_SESSION_HAND_OVER_FAILURE
        - DDN_FAILURE_STATUS
        - REL_DUE_TO_CP_ONLY_NOT_APPLICABLE
        - NOT_SUPPORTED_WITH_ISMF
        - CHANGED_ANCHOR_SMF
        - CHANGED_INTERMEDIATE_SMF
        - TARGET_DNAI_NOTIFICATION
        - REL_DUE_TO_VPLMN_QOS_FAILURE
        - REL_DUE_TO_SMF_NOT_SUPPORT_PSETR
        - REL_DUE_TO_SNPN_SNPN_MOBILITY
        - REL_DUE_TO_NO_HR_AGREEMENT
        - REL_DUE_TO_UNSPECIFIED_REASON
        - REL_DUE_TO_MOB_ACCESS_RESTRICTIONS
        - REL_DUE_TO_SLICE_INACTIVITY
        - REL_DUE_TO_NSI_NOT_AVAILABLE
        - REL_DUE_TO_DNN_DENIED
        - REL_DUE_TO_PDUTYPE_DENIED
        - REL_DUE_TO_SSC_DENIED
        - REL_DUE_TO_SUBSCRIPTION_DENIED
        - REL_DUE_TO_DNN_NOT_SUPPORTED
        - REL_DUE_TO_PDUTYPE_NOT_SUPPORTED
        - REL_DUE_TO_SSC_NOT_SUPPORTED
        - REL_DUE_TO_INSUFFICIENT_RESOURCES_SLICE
        - REL_DUE_TO_INSUFFICIENT_RESOURCES_SLICE_DNN
        - REL_DUE_TO_DNN_CONGESTION
        - REL_DUE_TO_S_NSSAI_CONGESTION
        - REL_DUE_TO_PEER_NOT_RESPONDING
        - REL_DUE_TO_NETWORK_FAILURE
        - REL_DUE_TO_UPF_NOT_RESPONDING
        - REL_DUE_TO_NO_EPS_5GS_CONTINUITY
        - REL_DUE_TO_NOT_SUPPORTED_WITH_ISMF
        - REL_DUE_TO_EXCEEDED_UE_SLICE_DATA_RATE
        - REL_DUE_TO_EXCEEDED_SLICE_DATA_RATE
        - REL_DUE_TO_CONTEXT_NOT_FOUND
        - REL_DUE_TO_MBSR_NOT_AUTHORIZED
        - DEACT_DUE_TO_UE_OUT_OF_SLICE_SUPPORT_AREA
        - REJECT_DUE_TO_N1_SM_ERROR

********************** Text Skipped for Clarity *****************************

* * * End of Changes * * * *


