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* * * First Change * * * *
[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc70325088][bookmark: _Toc81226646][bookmark: _Toc93868935][bookmark: _Toc145951423]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _PERM_MCCTEMPBM_CRPT75500000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 91137540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[15]	3GPP TS 29.518: "5G System; Access and Mobility Management Service; Stage 3".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[17]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".

* * * Next Change * * * *
[bookmark: _Toc70325099][bookmark: _Toc81226657][bookmark: _Toc93868948][bookmark: _Toc145951438][bookmark: _Toc510696601][bookmark: _Toc35971393][bookmark: _Toc70325110][bookmark: _Toc81226670][bookmark: _Toc93868961][bookmark: _Toc145951474]5.2.2.2	NumOfUEsUpdate
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc70325100][bookmark: _Toc81226658][bookmark: _Toc93868949][bookmark: _Toc145951439]5.2.2.2.1	General
[bookmark: _Toc510696593][bookmark: _Toc35971385]The NumOfUEsUpdate service operation shall be used by the NF Service Consumer (e.g. AMF, combined SMF+PGW-C, or NSACF) to request the NSACF to control the number of UEs registered to a specific network slice, e.g. perform availability check and update the number of UEs registered to a network slice. It is used in the following procedures:
-	AMF initiated network slice admission control procedure related to control the number of UEs registered to a network slice (see clause 4.2.11.2 of 3GPP TS 23.502 [3]).
[bookmark: _Toc70325101][bookmark: _Toc81226659]-	Combined SMF+PGW-C initiated network slice admission control procedure related to control the number of UEs registered to a network slice, in the case of EPS interworking (see clause 5.15.11.5 of 3GPP TS 23.501 [2]).
-	Combined SMF+PGW-C initiated network slice admission control procedure related to control the number of UEs with at least one PDU session/PDN connection (see clause 5.15.11.5a of 3GPP TS 23.501 [2]).
-	Hierarchical NSACF-based network slice admission control procedure related to control the number of UEs registered to a network slice (see clause 4.2.11.2a of 3GPP TS 23.502 [3]).
The operation may also be used to update the number of existing registered UEs in the NSACF when NSAC is enabled or disabled for a slice which is already live in the network.
[bookmark: _Toc93868950][bookmark: _Toc145951440]5.2.2.2.2	NSAC for controlling the number of UEs
[bookmark: _Toc510696594][bookmark: _Toc35971386]The NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall invoke the NumOfUEsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs, by using the HTTP POST method as shown in Figure 5.2.2.2.2-1.


Figure 5.2.2.2.2-1: NSAC procedure for controlling the number of UEs
1.	The NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ues) in the NSACF.
	The contentpayload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI(s) of the UE(s);
-	the access type, over which the UE registers to the network or deregisters from the network;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
-	the NF Instance ID, identifying the requester NF.
-	the NSAC Service Area of the NF consumer, if it is configured in the NF consumer.
-	the NSAC admission mode of each S-NSSAI for inbound roamer, i.e. VPLMN NSAC admission mode or VPLMN with HPLMN assistance NSAC admission mode;
-	the serving PLMN ID of the inbound roamer.
	In addition, the POST request may also contain:
-	the EAC notification callback URI. The AMF may provide the EAC notification callback URI at the first interaction with the NSACF, or may provide an updated one in later interactions when it changes. If the EAC notification callback URI is set to null value by the AMF in later interactions, it means the AMF unsubscribes the EAC notification from the NSACF;
-	the additional access type, if the UE deregisters from the network over both 3GPP access and Non-3GPP access.
	The update flag shall be set to "INCREASE" for a UE to be registered to a specific slice, and shall be set to "DECREASE" for a UE to be deregistered from a specific slice.
	For NSAC of roaming UEs with VPLMN NSAC admission with or without HPLMN assistance, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN. For NSAC of roaming UEs with HPLMN NSAC admission, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in home PLMN to the NSACF in home PLMN (corresponding to the S-NSSAI in the VPLMN).
NOTE 1:	When multiple S-NSSAIs are supported by a NSACF and multiple S-NSSAIs are required for NSAC for a given UE where EAC mode is active for at least one S-NSSAI, how the AMF triggers NSAC procedure to this NSACF is implementation specific, e.g. the AMF triggers NSAC procedure for all these supported S-NSSAIs before the Registration Accept message or the UE Configuration Update message.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "INCREASE", the NSACF shall check whether the UE is already in the UE registration list stored in the NSACF and whether the total number of UEs to this slice will exceed the maximum number of UEs allowed to be registered to this slice:
-	if the UE ID is already recorded in the UE registration list but the requester NF is not recorded in the UE registration list, the NSACF shall create a new entry for the UE registration associated with the requester NF and shall also maintain the existing UE registration entries. The total number of UEs registered to this slice is not updated;
-	if the UE ID is not recorded in the UE registration list and the total number of UEs (including the UEs indicated in the request and the UEs already stored in the NSACF) does not exceed the maximum number of UEs allowed to be registered to this slice, the NSACF records the indicated UEs to the UE registration list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly;
-	if the UE ID is not recorded in the UE registration list and if the total number of UEs will exceed the maximum number of UEs allowed to be registered to this slice, the NSACF shall not record the UE into the UE registration list stored in the NSACF, and shall not update the total number of UEs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5);
-	if the update flag is set to "DECREASE" and if the UE is recorded in the UE registration list, the NSACF shall remove the indicated UEs from the UE registration list stored in the NSACF. If there are two or more UE registration entries associated with the UE ID, the NSACF shall only remove the entry associated with the requester NF. After removal, if a UE is no longer recorded in the UE registration list, the NSACF shall decrease the total number of UEs registered to this slice.
-	If the update flag is set to "DECREASE" and if the UE is not recorded in the UE registration list, the NSACF shall not decrease the total number of UEs registered to this slice and shall return successful handling for this UE registration.
	The NSACF may be configured to perform per access type network slice admission control. In this case, the NSACF shall check whether the access type provided by the NF Service Consumer is configured for NSAC for the indicated S-NSSAI to control the number of UEs. If the access type is not configured for NSAC for the indicated S-NSSAI, the NSACF shall skip the above handling for increasing/decreasing the number of UEs and return successful for this S-NSSAI. If the access type is configured for NSAC for the indicated S-NSSAI, the NSACF shall perform the above handling taking the access type into account and record/remove the UE registration associated with the access type. If the total number of UEs will exceed the maximum number of UEs allowed to be registered to this slice, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5).
	If the NSACF is not configured to perform per access type network slice admission control, the NSACF may perform network slice admission control without taking access type into account. For example, the NSACF is configured with a total quota for the PLMN, but the network slice admission control is not specific to one access type. The NSACF shall record the access type(s) associated with the UE registration. The NSACF shall remove the corresponding UE registration entry when the UE deregisters from all access types.
NOTE 2:	For each S-NSSAI that is applicable for NSAC, the NSACF is configured with a total quota for the PLMN. However, the network slice admission control may be configured to apply for one specific access type or both access types.
	If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data indicating the failed S-NSSAI and the failure reason, e.g. "EXCEED_MAX_UE_NUM".
	If in above NSACF handling all S-NSSAIs are successful, "204 No Content" shall be returned which could represent the maximum number of UEs for the S-NSSAI not reached.
	If the NSACF is configured with multiple NSAC Service Areas is configured to perform NSAC admission on a per NSAC service area granularity, the NSACF shall perform the NSAC admission against the received NSAC service area in the request.
NOTE 3:	If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of UEs of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation. Whether and how to guarantee session continuity when a UE moves to new service area with a different NSACF are left to implementation.
NOTE 4:	If the NF Service Consumer is AMF, the NSACF may subscribe to AMF Status Change Notifications (e.g. AMF unavailability) via the NRF and update the NF ID accordingly, as described in clause 4.2.11.2 of 3GPP TS 23.502 [3].
	When the NF Service Consumer subscribes to the EAC Notification for the first time, the NSACF shall immediately send an EAC notification (see clause 5.2.2.3.2) towards the NF consumer including the most recent EAC Modes for the subscribed S-NSSAIs.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.2.3.1-1.
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc70325102]NOTE 5:	If the NF Service Consumer provided the EAC notification callback URI, the NSACF can handle the EAC notification implicit subscription independently of the result of the UE NSAC activities, i.e. even the NSAC actions for all the S-NSSAIs are failed for the UE(s) and negative response is sent to the AMF, the NSACF can still store the EAC notification subscription and send EAC notification(s) to the AMF.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the contentpayload body of POST response.
[bookmark: _Toc81226660]	When the procedure is used to perform admission control for a number of UEs, when e.g. NSAC is enabled or disabled for an already live slice, then based on operator policy AMF may allow or disallow sessions for which NSACF returned a reject.
[bookmark: _Toc145951441][bookmark: _Toc93868951]5.2.2.2.3	NSAC for controlling the number of UEs in hierarchical NSACF architecture
When hierarchical NSACF architecture is deployed in the network, the NF Service Consumer (e.g. AMF, combined SMF+PGW-C) shall invoke the NumOfUEsUpdate service operation to request the NSACF to perform network slice admission control procedure based on UE admission quota or UE admission threshold to control the number of UEs. In this procedure, the NSACF shall delegate the request to the primary NSACF for further processing in specific cases.


Figure 5.2.2.2.3-1: NSAC procedure for controlling the number of UEs in hierarchical NSACF architecture
1.	Same as step 1 of Figure 5.2.2.2.2-1, with the following modifications.
The POST request may contain:
-	the UE already registered indication, if the registered S-NSSAI has already been registered in another service area before.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the actions to control the number of UEs.
-	if the update flag is set to "INCREASE" or "DECREASE", the NSACF shall behave as described in clause 4.2.11.2a of 3GPP TS 23.502 [3].
2b and 2c.	Same as step 2b and 2c of Figure 5.2.2.2.2-1.
3.	If the NSAC processing involves the primary NSACF, the NF Service Consumer (e.g. NSACF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ues) in the primary NSACF.
The contentpayload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the information received in step 1. The UE already registered indication may be included if it is received in step 1 and the UE admission type is quota-based.
4a.	For each S-NSSAI included in UeACRequestData, the primary NSACF shall check the global maximum number of UEs and determines whether to accept or reject the request to update the local maximum number of UEs  and/or the UE admission threshold configurations of NSACF.
-	if the update flag is set to "INCREASE" or "DECREASE", the primary NSACF shall behave as described in clause 4.2.11.2a of 3GPP TS 23.502 [3].If in above primary NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data indicating the failed S-NSSAI and the failure reason, e.g. "EXCEED_MAX_UE_NUM".
If in above primay NSACF handling all S-NSSAIs are successful, "204 No Content" shall be returned which could represent the maximum number of UEs for the S-NSSAI not reached.
4b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.2.3.1-1.
4c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the contentpayload body of POST response.
5a.	If the response message includes the updated local maximum number of UEs and/or the updated UE admission threshold, the NSACF shall replaces the local maximum number of UEs and/or the local UE admission threshold with the received updated values respectively. The NSACF shall execute the same action as step 2a of Figure 5.2.2.2.2-1 based on the updated values;
If the response does not include the updated local maximum number of UEs, the NSACF shall returns the response to NF service consumer based on the received NSAC response from Primary NSACF.
5b and 5c.	Same as step 2b and 2c of Figure 5.2.2.2.2-1.
[bookmark: _Toc145951442]5.2.2.2.4	NSAC for controlling the number of UEs with at least one PDU session/PDN connection
The NumOfUEsUpdate service operation may be invoked to control the number of UEs with at least one PDU session/PDN connection, by a combined SMF+PGW-C under the following conditions:
-	EPS interworking is supported;
-	EPS counting is required for the network slice identified by an S-NSSAI;
-	the network (i.e., combined SMF+PGW-C, NSACF) is configured to perform NSAC for the number of UEs with at least one PDU session/PDN Connection.
The combined SMF+PGW-C shall only invoke the NumOfUEsUpdate in the following cases:
-	when the UE establishes the first PDU session/PDN connection associated with the network slice in the combined SMF+PGW-C;
-	when the last PDU session/PDN connection associated with the network slice is released.
The procedure specified in clause 5.2.2.2.2 is applied, with the following difference:
- Step 2a:
-	for each S-NSSAI, the NSACF checks if the S-NSSAI is subject to counting the number of UEs with at least one PDU session/PDN connection. If no, the NSACF shall perform the existing NSAC handling as per clause 5.2.2.2.2. Otherwise, the NSACF shall perform the following steps:
-	perform "INCREASE"/"DECREASE"/"UPDATE" operation similarly as clause 5.2.2.2.2, by replacing the number of UEs to the number of UEs with at least one PDU session/PDN connection.
-	if the update flag is set to "INCREASE" and the counted UE number exceeds the configured maximum number of UEs with at least one PDU session/PDN connection, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM " as specified in clause 6.1.6.3.5).
[bookmark: _Toc145951443]* * * Next Change * * * *
5.2.2.3	EACNotify
[bookmark: _Toc70325103][bookmark: _Toc81226661][bookmark: _Toc93868952][bookmark: _Toc145951444][bookmark: _Toc510696596][bookmark: _Toc35971388]5.2.2.3.1	General
The EACNotify service operation shall be used by the NSACF to inform the NF Service Consumer (e.g. AMF) of the activation/deactivation of EAC mode. It is used in the following procedures:
-	NSACF initiated configuration on EAC mode procedure (see clause 4.2.11.3 of 3GPP TS 23.502 [3]).
[bookmark: _Toc70325104][bookmark: _Toc81226662][bookmark: _Toc93868953][bookmark: _Toc145951445]5.2.2.3.2	NSACF initiated EAC mode configuration
The EACNotify service operation shall be used by the NSACF to configure the EAC mode(s) for S-NSSAI(s) to the NF Service Consumer (e.g. AMF). The EACNotify service operation shall be triggered when the NSACF decides to set the EAC mode for an S-NSSAI to "ACTIVE" if the number of UEs registered to an S-NSSAI is above certain threshold, or set the EAC mode for an S-NSSAI to "DEACTIVE" if the number of UEs registered to an S-NSSAI is below certain threshold. The activation threshold and the deactivation threshold may be same or different.
If NF Service Consumer has implicitly subscribed to receive EAC notification, the NSACF shall notify the NF Service Consumer (e.g. AMF) to configure the EAC mode by using the HTTP POST method as shown in Figure 5.2.2.2.3-1.


Figure 5.2.2.3.2-1: NSACF initiated EAC mode configuration procedure
1.	The NSACF shall send a POST request to the EAC Notification callback URI provided by the NF Service Consumer (e.g. AMF).
	The contentpayload body of the POST request shall contain the notification contentpayload (i.e. EACNotification), which shall contain the following information:
-	S-NSSAI(s);
-	the EAC mode for each S-NSSAI.
	The callback URI may be provided by the AMF in the first interaction with the NSACF, or in later interactions when the callback URI is changed.
2a.	On success, "204 No Content" shall be returned and the contentpayload body of the POST response shall be empty.
2b.	On failure, one of the HTTP status code listed in Table 6.1.5.2.3.1-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.7.3-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the contentpayload body of POST response.
[bookmark: _Toc73369634][bookmark: _Toc81226663]The NSACF may try several times to send EAC notification to the AMF, if no response is received from the AMF e.g. AMF is out of service. If the subsequent try still fails, the NSACF should stop sending EAC notification, unless the AMF becomes available.
[bookmark: _Toc93868954][bookmark: _Toc145951446]* * * Next Change * * * *
5.2.2.4	NumOfPDUsUpdate
[bookmark: _Toc73369635][bookmark: _Toc81226664][bookmark: _Toc93868955][bookmark: _Toc145951447]5.2.2.4.1	General
The NumOfPDUsUpdate service operation shall be used by the NF Service Consumer (e.g. SMF or NSACF) to request the NSACF to control the number of PDU sessions registered to a specific slice, e.g. perform availability check and update the number of PDU sessions registered to a slice. It is used in the following procedures:
-	SMF initiated network slice admission control procedure for controlling the number of PDU sessions registered to a network slice (see clause 4.2.11.4 of 3GPP TS 23.502 [3]).
[bookmark: _Toc73369636][bookmark: _Toc81226665]-	Combined SMF+PGW-C initiated network slice admission control procedure for controlling the number of PDU sessions registered to a network slice, in the case of EPS interworking (see clause 5.15.11.5 of 3GPP TS 23.501 [2], and clause 4.2.11.4 of 3GPP TS 23.502 [3]).
-	Combined SMF+PGW-C initiated network slice admission control procedure related to control the number of UEs with at least one PDU session/PDN connection (see clause 5.15.11.5a of 3GPP TS 23.501 [2]).
-	Hierarchical NSAC-based network slice admission control procedure for controlling the number of PDU sessions registered to a network slice (see clause 4.2.11.4a of 3GPP TS 23.502 [3]).
The operation may also be used to update the number of existing PDU Sessions in the NSACF when NSAC is enabled or disabled for a slice which is already live in the network.
[bookmark: _Toc93868956][bookmark: _Toc145951448]5.2.2.4.2	NSAC for controlling the number of PDU sessions
The NF Service Consumer (e.g. SMF, combined SMF+PGW-C) shall invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.2.2.4.2-1.


Figure 5.2.2.4.2-1: NSAC procedure for controlling the number of PDU sessions
1.	The NF Service Consumer (e.g. SMF) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices/pdus) in the NSACF.
	The contentpayload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI of the UE;
-	the access type, over which the PDU session is to be established or released;
-	the PDU session ID(s);
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI.
-	the NSAC Service Area of the NF consumer, if it is configured in the NF consumer.
-	the NSAC admission mode of each S-NSSAI for inbound roamer, i.e. VPLMN NSAC admission mode or VPLMN with HPLMN assistance NSAC admission mode;
-	the serving PLMN ID of the inbound roamer.
	In addition, the POST request may also contain:
-	the NF Instance ID of the requester NF (i.e. SMF);
-	the PGW-C FQDN, if the request is sent by a combined SMF+PGW-C in EPS interworking case.
-	the additional access type, for an Multi-Access PDU session, if the PDU session is to be established over both 3GPP access and Non-3GPP access, or if the PDU session is to be released from both 3GPP access and Non-3GPP access.
	The update flag within the PduACRequestData shall be set to the value as following:
-	"INCREASE" for a Single-Access PDU session which is to be established, or for an Multi-Access PDU session when new access leg(s) is to be established;
-	"DECREASE" for a Single-Access PDU session which is to be released, or for an Multi-Access PDU session when existing access leg(s) is to be removed;
-	"UPDATE" for a Single-Access PDU session when the access type is to be replaced with a new access type during inter access mobility.
	For LBO cases with VPLMN NSAC admission with or without HPLMN assistance, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN. For LBO cases with HPLMN NSAC admission, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in home PLMN (corresponding to the S-NSSAI in the VPLMN) to the NSACF in home PLMN. For PDU sessions in the home-routed roaming case, the NF Service Consumer in home PLMN (e.g. hSMF) shall provide S-NSSAI(s) in home PLMN to the NSACF in the home PLMN.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "INCREASE", the NSACF shall check whether the PDU session is already recorded in the PDU registration list in the NSACF and whether the total number of PDU sessions to this slice will exceed the maximum number of PDU sessions allowed to be registered to this slice:
-	if the PDU session (identified by the UE ID and the PDU session ID) is already recorded in the PDU registration list, the NSACF shall skip recording this PDU session and shall not increase the total number of PDU sessions established to this network slice;
-	if the PDU session is not recorded in the PDU registration list and the total number of PDU sessions (including the PDU session indicated in the request and the PDU sessions already stored in the NSACF) does not exceed the maximum number of PDU sessions allowed to be registered to this slice, the NSACF records the PDU session to the PDU registration list stored in the NSACF, and updates the total number of PDU sessions registered to this slice accordingly;
-	if the PDU session is not recorded in the PDU registration list and if the total number of PDU sessions will exceed the maximum number of PDU sessions allowed to be registered to this slice, the NSACF shall not record the PDU session into the PDU registration list stored in the NSACF, and shall not update the total number of PDU sessions. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_PDU_NUM" as specified in clause 6.1.6.3.5);
-	if the update flag is set to "DECREASE" and if the PDU session is recorded in the PDU registration list, the NSACF decreases the total number of PDU sessions registered to this slice, and removes the indicated PDU session from the PDU registration list stored in the NSACF.
-	If the update flag is set to "DECREASE" and if the PDU session is not recorded in the PDU registration list, the NSACF shall not decrease the total number of PDU sessions registered to this slice and shall return successful handling for this PDU registration.
-	If the update flag is set to "UPDATE", the NSACF shall locate the existing entry in the PDU registration list and update the access type associated to the PDU session to which indicated in the request message.
	The NSACF may be configured to perform per access type network slice admission control. In this case, the NSACF shall check whether the access type provided by the NF Service Consumer is configured for NSAC for the indicated S-NSSAI to control the number of PDU sessions. If the access type is not configured for NSAC for the indicated S-NSSAI, the NSACF shall skip the above handling for increasing/decreasing the number of PDU sessions and shall return successful for this S-NSSAI. If the access type is configured for NSAC for the indicated S-NSSAI, the NSACF shall perform the above handling taking the access type into account. If the update flag is set to "UPDATE", the NSACF shall first increase the number of PDU sessions for the new access type, and if successful then decrease the number of PDU sessions for the old access type. If the total number of PDU sessions will exceed the maximum number of PDU sessions allowed to be registered to this slice, the AcuFailureReason shall indicate the applied access type (e.g. "EXCEED_MAX_PDU_NUM_3GPP" or "EXCEED_MAX_PDU_NUM_N3GPP" as specified in clause 6.1.6.3.5).
	If the NSACF is not configured to perform per access type network slice admission control, the NSACF may perform network slice admission control without taking access type into account. For example, the NSACF is configured with a total quota for the PLMN, but the network slice admission control is not specific to one access type. The NSACF shall record the access type(s) associated with the PDU registration. The NSACF shall remove the PDU registration entry when the PDU session is released from all access types.
NOTE 1:	For each S-NSSAI that is applicable for NSAC, the NSACF is configured with a total quota for the PLMN. However, the network slice admission control may be configured to apply for one specific access type or both access types.
	If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI(s).
	If in above NSACF handling all S-NSSAIS are successful, "204 No Content" shall be returned.
	If the NSACF is configured with multiple NSAC Service Areas and is configured to perform NSAC admission on a per NSAC service area granularity, the NSACF shall perform the NSAC admission against the received NSAC service area in the request.
NOTE 2:	If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of PDU Sessions of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation. Whether and how to guarantee session continuity when a UE moves to new service area with a different NSACF are left to implementation.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.3.3.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the contentpayload body of POST response.
	When the procedure is used to perform admission control for a number of UEs, when e.g. NSAC is enabled or disabled for an already live slice, then based on operator policy, SMF may allow or disallow sessions for which NSACF returned a reject.
[bookmark: _Toc145951449]5.2.2.4.3	NSAC for controlling the number of PDU sessions in hierarchical NSACF architecture
When hierarchical NSACF architecture is deployed in the network, the NF Service Consumer (e.g. SMF, combined SMF+PGW-C) shall invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions. In this procedure, the NSACF may forward the request to the primary NSACF for further processing.


Figure 5.2.2.4.3-1: NSAC procedure for controlling the number of PDU sessions in hierarchical NSACF architecture
1.	Same as step 1 of Figure 5.2.2.4.2-1.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform action to control the number of PDU session.
If the local maximum number of PDU sessions is reached, the NSACF may interact with the Primary NSACF to request an update of the local maximum number of PDU sessions before it returns a response to the NF Service Consumer.
2b and 2c.	Same as step 2b and 2c of Figure 5.2.2.4.2-1.
3.	If the NSAC processing involves the primary NSACF, the NF Service Consumer (e.g. NSACF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/pdus) in the primary NSACF.
The contentpayload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the information received in step 1.
4a.	For each S-NSSAI included in PduACRequestData, the primary NSACF shall check the global maximum PDU session number and determines whether to accept or reject the request to update the local maximum PDU session number from NSACF.
The primary NSACF shall include the S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_PDU_NUM" as specified in clause 6.1.6.3.5), if the request to update the local maximum PDU session number is rejected.
The primary NSACF shall include a new allocated local maximum PDU sessions number in the response message, if the request to update the local maximum PDU session number is accepted.
4b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.3.3.1-3.
4c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the contentpayload body of POST response.
5a.	If the response message includes the updated the local maximum number, the NSACF shall replaces the existing local maximum number with the received updated value, and the NSACF shall execute the same action as step 2a of Figure 5.2.2.4.2-1 based on the updated value;
If the response does not include the updated local maximum number, the NSACF shall returns the response to NF service consumer based on the received NSAC response from Primary NSACF.
5b and 5c.	Same as step 2b and 2c of Figure 5.2.2.4.2-1.
[bookmark: _Toc145951450]5.2.4.2.4	NSAC for controlling the number of UEs with at least one PDU session/PDN connection per network slice
The NumOfPDUsUpdate service operation may be invoked to control the number of UEs with at least one PDU session/PDN connection, by the combined SMF+PGW-C under the following conditions:
-	EPS interworking is supported;
-	EPS counting is required for the network slice identified by an S-NSSAI;
-	the network (e.g. combined SMF+PGW-C, NSACF) is configured to perform NSAC for the number of UEs with at least one PDU Session/PDN Connection.
The combined SMF+PGW-C shall invoke the NumOfPDUsUpdate in the following cases:
-	when the UE establishes PDU session/PDN connection associated with the network slice in the combined SMF+PGW-C;
-	when the PDU session/PDN connection associated with the network slice is released.
When invoking NumOfPDUsUpdate, the procedure specified in clause 5.2.2.4.2 is applied, with the following differences:
Editor's Note:	How to set the "pduSessionId" IE in step 1 needs to be fixed from release-17.
- Step 2a:
-	for each S-NSSAI, the NSACF checks if the S-NSSAI is subject to counting the number of UEs with at least one PDU session/PDN connection. If no, the NSACF shall perform the existing NSAC handling as per clause 5.2.2.4.2. Otherwise, the NSACF shall perform the following steps:
-	if the update flag is set to "INCREASE", the NSACF, shall behave as specified in clause 5.15.11.5a of 3GPP TS 23.501 [2] and clause 4.11.5.9a of 3GPP TS 23.502  [3].
-	if the counted UE number exceeds the configured maximum number of UEs with at least one PDU session/PDN connection, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM" as specified in clause 6.1.6.3.5).
-	if the update flag is set to "UPDATE", the NSACF performs necessary check and updates the stored information in the UE entry (e.g. access type), as specified in clause 4.11.5.9a of 3GPP TS 23.502 [3].
-	if the update flag is set to "DECREASE", the NSACF shall behave as specified in clause 5.15.11.5a of 3GPP TS 23.501 [2] and clause 4.11.5.9a of 3GPP TS 23.502  [3].
[bookmark: _Toc145951451]* * * Next Change * * * *
5.2.2.5	LocalNumberUpdate
[bookmark: _Toc145951452]5.2.2.5.1	General
The LocalNumberUpdate service operation shall be used by the NF service consumer (e.g., primary NSACF) to update the local maximum number of registered UEs and/or PDU sessions of a network slice at the NSACF. It is used in the following procedures:
-	Update of local maximum number in Hierarchical NSAC Architecture (see clause 4.2.11.6 of 3GPP TS 23.502 [3]).
[bookmark: _Toc145951453]5.2.2.5.2	Update of local maximum number of UEs or PDU sessions
The LocalNumberUpdate service operation shall be used by the NF service consumer to update the local maximum number of registered UEs and/or PDU sessions of the network slice at the NSACF by using the HTTP POST method as shown in Figure 5.2.2.5.2-1.


Figure 5.2.2.5.2-1: NSAC procedure for updating the numbers of UEs and/or PDU sessions
1.	The NF Service Consumer (i.e., Primary NSACF) shall send a POST request to the resource representing the network slice admission control configurations (i.e., …/slices/configs) in the NSACF.
	The contentpayload body of the POST request shall contain the input data structure (i.e., ACUpdateData), which shall contain the following information:
-	the S-NSSAIs subject to NSAC for which an updated number of maximum number of UEs or PDU sessions needs to be provided;
-	the updated local maximum number of registered UEs, if this information is changed; and
-	the updated local maximum number of PDU sessions if this information is changed.
2a.	On success, "204 No Content" shall be returned and the contentpayload body of the POST response shall be empty.
2b.	On failure, one of the HTTP status codes listed in Table 6.1.3.4.3.1-3 shall be returned.

[bookmark: _Toc145951454][bookmark: _Hlk141110694]* * * Next Change * * * *
5.2.2.6	QuotaUpdate
[bookmark: _Toc145951455]5.2.2.6.1	General
The QuotaUpdate service operation shall be used to request the primary or central NSACF at HPLMN to return the maximum number of registered UEs and/or the maximum number of PDU sessions of a network slice to the primary or central NSACF of VPLMN for inbound roamers when the VPLMN NSAC admission mode is determined.
It is used in the following procedures:
-	Network Slice Admission Control Support for Roaming by VPLMN (see clause 4.2.11.5.1 of 3GPP TS 23.502 [3]).
[bookmark: _Toc145951456]5.2.2.6.2	Update of maximum number of UEs and/or PDU sessions
The QuotaUpdate service operation shall be used by the NF service consumer to fetch the maximum number of registered UEs and/or the maximum number of PDU sessions of a network slice at the primary or central NSACF at HPLMN for inbound roamers by using the HTTP POST method as shown in Figure 5.2.2.6.2-1.


Figure 5.2.2.6.2-1: NSAC procedure for fetching the quota of the number of UEs and/or PDU sessions at the HPLMN NSACF for inbound roamers
1.	The NF Service Consumer (i.e., primary or central NSACF at VPLMN) shall send a POST request to the resource representing the network slice admission control related to the quota update (i.e., …/slice/roaming-quotas/query) in the primary or central HPLMN NSACF.
	The contentpayload body of the POST request shall contain the input data structure (i.e., QuotaUpdateRequestData), which shall contain the following information:
-	the S-NSSAI subject to NSAC for which the available quota for the maximum number of UEs and/or PDU sessions needs to be provided;
-	the serving PLMN ID of the UE for which quotas are requested; and
-	the requested quota type indicating if the requested quota is for the maximum number of registered UEs and/or the maximum number of PDU sessions.
2a.	On success, "200 OK" shall be returned and the contentpayload body of the POST response shall contain input data structure (i.e., QuotaUpdateResponseData), which shall contain the following information:
-	The updated maximum number of registered UEs and/or the maximum number of PDU sessions.
2b.	On failure, one of the HTTP status codes listed in Table 6.1.3.x.3.1-3 shall be returned.
* * * Next Change * * * *
[bookmark: _Toc145951461]5.3.2.2	Subscribe
[bookmark: _Toc145951462]5.3.2.2.1	General
This service operation is used by the consumer NF (e.g. NEF, AF, DCCF, NSACF or NWDAF) to subscribe or modify a subscription with the NSACF for event based notifications for: the number of UEs registered to a network slice, or the number of PDU Sessions established to a network slice.
NOTE:	In notifications reporting the number of UEs registered to a network slice, the NSACF can indicate whether the reported number of UEs correspond to UEs with at least one PDU session/PDN connection. See clause 5.3.2.4.1.
[bookmark: _Toc145951463]5.3.2.2.2	Creation of a subscription
The Subscribe service operation is invoked by a NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) towards the NSACF, when it needs to create a subscription to monitor the event relevant to the NSACF.
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see clause 6.2.3.1.
The NF Service Consumer shall include the following information in the HTTP message body:
-	NF ID, indicates the identity of the network function instance initiating the subscription;
-	Notification URI, indicates the address to deliver the event notifications generated by the subscription;
-	Notification Correlation ID, indicates the correlation identity to be carried in the event notifications, the value of this IE shall be unique per subscription for a given NF service consumer receiving the notification;
-	SAC Event Type, defines which type of events to notify (e.g. the number of UEs registered to a network slice, or the number of PDU Sessions established on a network slice);
-	Event Filter, indicate the S-NSSAI(s) in serving PLMN and/or mapped S-NSSAI(s) in home PLMN to be monitored and reported.
-	SAC Event Report Triggers, defines whether the notification is threshold triggered (e.g. the notification is triggered when the current number of UEs or PDU Sessions with a network slice reaches a defined threshold value) or the notification is periodic triggered (e.g. the notification is triggered at expiry of a periodic timer).
-	Notification threshold if the SAC Event Report Triggers is threshold triggered, defines a numeric value or a percentage of the maximum number of the UEs or PDU Sessions per network slice;
-	Notification periodicity if the SAC Event Report Triggers is periodic triggered, defines the time between the notification periodicity.


Figure 5.4.2.2.2-1 Subscribe for Creation
[bookmark: _GoBack]1.	The NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) shall send a POST request to create a subscription resource in the NSACF. The contentpayload body of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain an expiry time, suggested by the NF Service Consumer, representing the time up to which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report.
2a.	On success, the request is accepted, the NSACF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message.
	The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the NSACF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the NSACF. The NSACF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
	If the immediateFlag attribute is set to "true" in the request message, the NSACF shall include the current number of UEs or PDU Sessions per network slice in the response immediately.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.2.3.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the contentpayload body of POST response.
[bookmark: _Toc145951464]5.3.2.2.3	Modification of a subscription
The Subscribe service operation is invoked by a NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) towards the NSACF, when it needs to modify an existing subscription previously created by itself at the NSACF.
When the subscription is to be expired, the NF service consumer may request the NSACF to update the subscription by indicating a new expiry time. The NSACF may return a new expiry time based on local policy, taking into account of the NF service consumer provided expiry time.
To perform a partial update of the subscription of a given subscription Id, the NF Service Consumer shall issue an HTTP PATCH request, as shown in Figure 5.3.2.2.3-1. This partial update shall be used to add, delete and/or replace individual parameters of the subscription.

Figure 5.3.2.2.3-1 Subscription partial modification
1.	The NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) shall send a PATCH request to the resource URI representing the individual subscription, identified by the {subscriptionId}. The contentpayload body of the PATCH request shall contain the list of operations (add/delete/replace) to be applied to parameters in the individual subscription.
2a.	On success, the request is accepted, the NSACF shall return the representation of the updated subscription resource with the status code "200 OK", or "204 No Content" shall be returned.
[bookmark: _PERM_MCCTEMPBM_CRPT92130004___3]"204 No Content" may be returned, if the NF Service Producer accepts entirely the resource representation provided by the NF Service Consumer in the request. For example, the request contained a proposed expiry time and it is accepted by the NF Service Producer as the expiration time for the subscription, or the request did not contain a proposed expiry time and no expiration time is set by the NF Service Producer for the subscription.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of PATCH response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.3.3.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the contentpayload body of PATCH response.
To perform a complete replacement of the subscription of a given subscription Id, the NF Service Consumer shall issue an HTTP PUT request, as shown in Figure 5.3.2.2.3-2:


Figure 5.3.2.2.3-2 Subscription Complete Replacement
1.	The NF service consumer (e.g. NEF, AF, DCCF or NWDAF) shall send a PUT request to the resource URI representing the individual subscription, identified by the {subscriptionId}. The contentpayload body of the PUT request shall contain a representation of the individual subscription to be completely replaced in the NSACF.
2a.	On success, the request is accepted, the NSACF shall include the resource (subscription) after replacement together with the status code "200 OK" indicating the requested resource is updated in the response message.
	The response, based on operator policy and taking into account the expiry time included in the request if any, may contain the expiry time as defined in 5.3.2.2.2.
	If the immediateFlag attribute is set to "true" in the request message, the NSACF shall include the current number of UEs or PDU sessions per network slice in the response immediately.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of PUT response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.3.3.2-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the contentpayload body of PUT response.
[bookmark: _Toc145951465]5.3.2.2.4	Creation of a one time and immediate reporting subscription
The NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) may request the NSACF to immediately provide the current network slice status information (e.g. the number of UEs registered to a network slice, the current number of PDU Sessions established to a network slice). In this case, the NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) shall request the NSACF to create a temporary subscription and response with immediate report, as follows.
1.	The NF Service Consumer shall send a POST request as specified in step 1 of clause 5.3.2.2.2, with the following additional information:
-	the maxReports attribute set to 1 and the immediateFlag attribute set to "true".
2a.	The NSACF shall send a POST response as specified in step 2a of clause 5.3.2.2.2, with the following additional information:
-	the NSACF shall include the current number of UEs or PDU Sessions per network slice in the response immediately and shall terminate the subscription of the event.
The NSACF shall terminate the subscription of the event after sending response to the NF Service Consumer.
2b.	Same as step 2b of figure 5.3.2.2.2-1.
2c.	Same as step 2c of figure 5.3.2.2.2-1.
[bookmark: _Toc145951466]* * * Next Change * * * *
5.3.2.3	Unsubscribe
[bookmark: _Toc145951467]5.3.2.3.1	General
This service operation is used by the consumer NF (e.g. NEF, AF, DCCF or NWDAF) to unsubscribe from the event notification.
The NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) shall unsubscribe to the subscription by using HTTP method DELETE.


Figure 5.3.2.3.1-1: Unsubscribe a subscription
1.	The NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF) shall send a DELETE request to delete an existing subscription resource in the NSACF.
2a.	On success, the request is accepted, the NSACF shall reply with the status code 204 indicating the resource identified by subscription ID is successfully deleted in the response message.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") shall be returned.
	A ProblemDetails IE shall be included in the contentpayload body of DELETE response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.3.3.3-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the contentpayload body of DELETE response.
[bookmark: _Toc145951468]* * * Next Change * * * *
5.3.2.4	Notify
[bookmark: _Toc145951469]5.3.2.4.1	General
This service operation is used by the NSACF to report the current status of certain network slice (e.g. the number of UEs registered to a network slice, or the current number of PDU Sessions established on a network slice in numbers or in percentage from the maximum allowed numbers).
While counting the number of UEs registered to a network slice, or counting the number of UEs registered to a network slice with at least one PDU session/PDN connection, the NSACF shall not count twice the UE Ids stored temporarily due to the AMF mobility scenario.
When reporting the number of UEs registered to a network slice, the NSACF may indicate whether the reported number of UEs correspond to UEs with at least one PDU session/PDN connection.


Figure 5.3.2.4.1-1: Notify
1.	The NSACF shall send a POST request to send a notification.
	If the notification is threshold triggered, the NSACF shall send the notification every time if there is a change from being below the threshold to reach the threshold, or from reaching the threshold to coming down below the threshold (see clause 4.15.3.2.10 of 3GPP TS 23.502 [3]). When a subscription is created and the current number of UEs or number of PDU sessions reaches the threshold, the NSACF shall send the notification immediately.
EXAMPLE:
	If the threshold for the reporting of the number of registered UEs is 100, the behaviour of the NSACF as below:
-	the current number of registered UEs is 100 when the subscription is created, the NSACF shall send a notification to the NF service consumer, then
-	the current number of registered UEs is changed to 99, the NSACF shall send a notification to the NF service consumer, then
-	the current number of registered UEs is changed to 90, the NSACF shall not send notification, then
-	the current number of registered UEs is changed to 100, the NSACF shall send a notification to the NF service consumer, then
-	the current number of registered UEs is changed to 110, the NSACF shall not send notification.
	For periodic reporting, the NSACF shall contain the current number of registered UEs in the concerned network slice or the current number of established PDU sessions in the concerned network slice expressed in percentage and in numerical to the NF Service Consumer.
2a.	On success, "204 No content" shall be returned by the NF Service Consumer (e.g. NEF, AF, DCCF or NWDAF).
2b.	On failure, the appropriate HTTP status code (e.g. "404 Not Found") shall be returned and appropriate additional information should be returned.
	A ProblemDetails IE shall be included in the contentpayload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.5.2.2.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the contentpayload body of POST response.

6.1.2.1	General
HTTP/2, IETF RFC 91137540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnsacf_NSAC API is contained in Annex A.
* * * Next Change * * * *
[bookmark: _Toc70928044][bookmark: _Toc81226725][bookmark: _Toc93869018][bookmark: _Toc145951548]6.2.2.1	General
HTTP/2, IETF RFC 91137540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nnsacf_SliceEventExposure API is contained in Annex A.
* * * End of Changes * * * *
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