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* * * * First change * * * *
[bookmark: _Toc28012337][bookmark: _Toc34123200][bookmark: _Toc36038150][bookmark: _Toc38875534][bookmark: _Toc43192017][bookmark: _Toc45133412][bookmark: _Toc51316918][bookmark: _Toc51762098][bookmark: _Toc56675085][bookmark: _Toc56675476][bookmark: _Toc59016462][bookmark: _Toc63168062][bookmark: _Toc66262572][bookmark: _Toc68167078][bookmark: _Toc73538204][bookmark: _Toc75352080][bookmark: _Toc83231890][bookmark: _Toc85535197][bookmark: _Toc88559660][bookmark: _Toc114210293][bookmark: _Toc129246651][bookmark: _Toc138747430]C.3.6.3	Location Dependent Policies for trusted non-3GPP access
To support location dependent policies when a UE connects using trusted non-3GPP access procedures via TNAP collocated with a 5G-RG, the PCF may retrieve/be notified by the UDR of the AF provided list of TNAP(s) in Service Parameter Data and/or the list of TNAP(s) provided within Session Management Policy Data as defined in 3GPP TS 29.519 [15]. In this case, the PCF may compare the TNAP ID(s) received from the UDR with the TNAP ID received in the user location information (if available) and may apply different policies depending on whether the UE is at a TNAP ID obtained from UDR or not. In case the PCF receives from the UDR TNAP ID(s) both in the Policy Data and in the Service Parameter Data, the PCF decides based on configuration whether to apply both or one of them.
* * * * End of changes * * * *
