

	
3GPP TSG-CT WG3 Meeting #129	C3-233457
Goteborg, Sweden, 21 - 25 August, 2023									(Revision of C3-233223)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	29.222
	CR
	 0308
	rev
	1
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Clarify CCF role in service publish

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT3

	
	

	Work item code:
	NBI18
	
	Date:
	2023-06-30

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	For inter-CCF service publish, there are two CCFs (one is requesting CCF and another is peer CCF) but the CCF role is not clearly expressed when “the CCF” is mentioned.

	
	

	Summary of change:
	Clarify CCF role (i.e. requesting CCF and peer CCF) in cl.5.3.2.2.3.

	
	

	Consequences if not approved:
	Unclear role of different CCFs leads to mis-interpretation and possible CCF interworking issue.

	
	

	Clauses affected:
	5.3.2.2.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI file.

	
	

	This CR's revision history:
	




Page 1






[bookmark: _Toc42003890][bookmark: _Toc50584203][bookmark: _Toc50584547][bookmark: _Toc57673390][bookmark: _Toc105714739][bookmark: _Toc34061785][bookmark: _Toc36036541][bookmark: _Toc43284780][bookmark: _Toc45132559][bookmark: _Toc51193253][bookmark: _Toc51760452][bookmark: _Toc59014902][bookmark: _Toc59015418][bookmark: _Toc68165460][bookmark: _Toc83229556][bookmark: _Toc90648755][bookmark: _Toc105593647][bookmark: _Toc114209361][bookmark: _Toc136430844][bookmark: _Toc131200604][bookmark: _Toc131200605]	* * * First Change * * * *	
5.3.2.2.3	CAPIF core function publishing service APIs on other CAPIF core function using Publish_Service_API service operation
To publish service APIs at other CAPIF core function, the requesting CAPIF core function shall send an HTTP POST message to the peer CAPIF core function. The body of the HTTP POST message shall include API Information as specified in clause 8.2.2.2.3.1. For service API publishing on CAPIF-6 reference point, Tthe requesting CAPIF core function shall also include the published API path "pubApiPath" as specified in clause 8.2.4.2.2. The "pubApiPath" includes a list of CAPIF core function Identifiers within the same CAPIF provider domain, such list includes own CAPIF core function identifier of the requesting CAPIF core function and received CAPIF core function identifier(s) from other CAPIF core function.
If the requesting CAPIF core function knows the peer CAPIF core function identifier, it shall not send the HTTP POST message to the peer CAPIF core function if the peer CAPIF core function identifier is included in the published API path.
Upon receiving the above described HTTP POST message, the peer CAPIF core function shall:
1.	verify the identity of the requesting CAPIF core function in the URI and check if the requesting CAPIF core function is authorized to publish service APIs;
2.	if the requesting CAPIF core function is authorized to publish service APIs, the peer CAPIF core function shall check if own CAPIF core function identifier is within the published API path (if received). If it is not within the path, the peer CAPIF core function shall add its own identifier in the path; otherwise reject the HTTP POST request and skip step 3.
3.	Then the peer CAPIF core function shall:
a.	verify the rest API Information present in the HTTP POST message and add the service APIs in the peer CAPIF core function (API registry);
b.	create a new resource as specified in clause 8.2.2.1;
c.	send a notification message with the updated service API, to all API Invokers that subscribed to the Service API Update event; and
d.	return the CAPIF Resource URI in the response message.
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