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	Reason for change:
	Add MPS priority for WLAN EPC transport priority.

In 3GPP TS 23.402 § 4.3.4, for ePDG (untrusted):
Transport level packet marking for downlink packets, e.g., based on DiffServ Code Points on S2b, and for uplink packets, e.g. by setting a DiffServ Code Point based on the receipt of the MPS subscription notification from the UE, per clause 7.2.4, or based on QCI, and optionally the ARP priority level;
In 3GPP TS 23.402 § 16.1.6.2, for trusted:
The TWAG routes uplink packets to the different bearers based on the incoming WLCP bearer and the corresponding S2a bearer. The TWAG may set a DiffServ Code Point for uplink packets based on the receipt of the MPS subscription notification from the UE, as per clause 7.2.4, or based on QCI, and optionally the ARP priority level.

	
	

	Summary of change:
	First change:
The ePDG or TWAN to consider the indication of an MPS subscription from the UE’s USIM or MPS information from the 3GPP AAA server/HSS to determine uplink DSCP.
Note that the CR is describing how to determine the eMPS priority for setting the GTP-C message priority signalled in the GTP-C header on which the DSCP setting in clause 10.3 is based. 


	
	

	Consequences if not approved:
	MPS UEs will not have GTP-C uplink priority on EPC connected WLANs.
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***** First change *****
[bookmark: _Toc19777829][bookmark: _Toc27741126][bookmark: _Toc36054510][bookmark: _Toc44874386][bookmark: _Toc51863365][bookmark: _Toc57980794][bookmark: _Toc137707787][bookmark: _Hlk143499350]12.3.9.3.1	Description
When performing message throttling:
-	GTP requests related to priority traffic (i.e. eMPS as described in 3GPP TS 22.153 [62]) and emergency have the highest priority. Depending on regional/national requirements and network operator policy, these GTP requests shall be the last to be throttled, when applying traffic reduction, and the priority traffic shall be exempted from throttling due to GTP overload control up to the point where the requested traffic reduction cannot be achieved without throttling the priority traffic;
NOTE 1:	For non-3GPP access, eMPS traffic is determined based on the MPS subscription from the UE USIM as specified in 3GPP TS 24.302 [63] clause 7.2.2.1 and clause 7.4.1.1 or the MPS subscription for the UE from the HSS as specified in 3GPP TS 29.273 [68] clause 5.1.2.1.2 and clause 7.1.2.1.2.
-	for other types of sessions, messages throttling should consider the relative priority of the messages so that the messages which are considered as low priority are considered for throttling before the other messages. The relative priority of the messages may be derived from the relative priority of the procedure for which the message is being sent (as specified in clause 12.3.9.3.2) or may be derived from the session parameters (as specified in clause 12.3.9.3.3).
NOTE 2:	A random throttling mechanism, i.e. discarding the messages without any special consideration, could result in an overall poor congestion mitigation mechanism and bad user experience.
An overloaded node may also apply these message prioritization schemes when handling incoming initial messages during an overloaded condition, as part of the self-protection mechanism (see clause 12.3.10.2.3).
***** End of changes *****
