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* * * First Change * * * *
[bookmark: _Toc510696586][bookmark: _Toc35971378][bookmark: _Toc70325094][bookmark: _Toc81226652][bookmark: _Toc93868943][bookmark: _Toc138348663]5.1	Introduction
The NSACF supports the following services.	
Table 5.1-1: NF Services provided by NSACF
	Service Name
	Description
	Example Consumer

	Nnsacf_NSAC
	This service allows NF service consumer to request NSACF to perform per slice admission control for the number of UEs / PDU sessions.
This service allows NF service consumer to request NSACF to send or update the maximum number of UEs / PDU sessions.
	AMF, SMF, NSACF

	Nnsacf_SliceEventExposure
	This service provide event based notifications to the NF service consumer related to the number of UEs registered to a network slice or the number of PDU Sessions established to a network slice.
	NEF, AF, NWDAF, DCCF, NSACF



Table 5.1-2 summarizes the corresponding APIs defined for this specification.
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nnsacf_NSAC
	6.1
	Pper slice admission control service to control the number of UEs / PDU sessions, or update the local maximum number of UEs / PDU sessions.
	TS29536_Nnsacf_NSAC.yaml
	nnsacf-nsac
	A.2

	Nnsacf_SliceEventExposure
	6.2
	Slice related event subscription and notification
	TS29536_Nnsacf_SliceEventExposure.yaml
	nnsacf-slice-ee
	A.3



* * * Next Change * * * *
[bookmark: _Toc510696588][bookmark: _Toc35971380][bookmark: _Toc70325096][bookmark: _Toc81226654][bookmark: _Toc93868945][bookmark: _Toc138348665]5.2.1	Service Description
The Nnsacf_NSAC service provides the service capability for the NF Service Consumer (e.g. AMF, SMF or primary NSACF) to request admission control for UEs accessing a specific network slice, or for PDU sessions to be established to a specific network slice. The following are the key functionalities of this NF service:
-	Request the NSACF to control the number of UEs registered to a specific network slice, e.g. perform availability check and update the number of UEs registered to a specific network slice;
-	Request the NSACF to control the number of PDU session established to a specific network slice, e.g. perform availability check and update the number of PDU sessions established to a specific network slice;
-	Request the NSACF to update the local maximum number of registered UEs and/or number of PDU sessions of the network slice at an NSACF.
-	Notify the NF Service Consumer (e.g. AMF) of the activation/deactivation of EAC (Early Admission Control) mode for NSAC procedure;
The Nnsacf_NSAC service supports the following service operations.
Table 5.2.1-1: Service operations supported by the Nnsacf_NSAC service
	Service Operations
	Description
	Operation
Semantics
	Example Consumer(s)

	NumOfUEsUpdate
	Request the NSACF to perform admission control to control the number of UEs registered to a network slice.
	Request/Response
	AMF, combined SMF+PGW-C, NSACF

	NumOfPDUsUpdate
	Request the NSACF to perform admission control to control the number of PDU sessions established to a network slice.
	Request/Response
	SMF, combined SMF+PGW-C, NSACF

	EACNotify
	Notify the NF Service Consumer of the activation/deactivation of EAC mode.
	Subscribe/Notify
	AMF

	LocalNumberUpdate
	Request the NSACF to update its local maximum number of registered UEs and/or number of PDU sessions of the network slice.
	Request/Response
	primary NSACF



When the UE connects to EPS and EPS counting is required for the S-NSSAI, the combined SMF+PGW-C shall invoke the NumOfUEsUpdate and NumOfPDUsUpdate service operations in sequence. If the NumOfUEsUpdate returns failure, the combined SMF+PGW-C shall not continue invoking the NumOfPDUsUpdate. If the NumOfPDUsUpate returns failure then the combined SMF+PGW-C shall invoke the NumOfUE

* * * Next Change * * * *
[bookmark: _Toc138348680]5.2.2.5.1	General
The LocalNumberUpdate service operation shall be used by the NF service consumer (e.g., primary NSACF) to update the local maximum number of registered UEs and/or number of PDU sessions of a network slice at the NSACF. It is used in the following procedures:
-	Update of local maximum number in Hierarchical NSAC Architecture (see clause 4.2.11.3 of 3GPP TS 23.502 [3]).

* * * Next Change * * * *
[bookmark: _Toc138348681]5.2.2.5.2	Update of local maximum number of UEs or PDU sessions
The LocalNumberUpdate service operation shall be used by the NF service consumer to update the local maximum number of registered UEs and/or number of PDU sessions of the network slice at the NSACF by using the HTTP POST method as shown in Figure 5.2.2.5.2-1.


Figure 5.2.2.5.2-1: NSAC procedure for updating the numbers of UEs and/or PDU sessions
1.	The NF Service Consumer (i.e., Primary NSACF) shall send a POST request to the resource representing the network slice admission control configurations (i.e., …/slices/configs) in the NSACF.
	The payload body of the POST request shall contain the input data structure (i.e., ACUpdateData), which shall contain the following information:
-	the S-NSSAIs subject to NSAC for which an updated number of maximum number of UEs or PDU sessions needs to be provided;
-	the updated local maximum number of registered UEs, if this information is changed; and
-	the updated local maximum number of PDU sessions if this information is changed.
2a.	On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty.
2b.	On failure, one of the HTTP status codes listed in Table 6.1.3.4.3.1-3 shall be returned.

* * * Next Change * * * *
6.1.3.4.3.1	POST
This method shall support the URI query parameters specified in table 6.1.3.w.3.1-1.
Table 6.1.3.4.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.w.3.1-2 and the response data structures and response codes specified in table 6.1.3.w.3.1-3.
Table 6.1.3.4.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	ACUpdateData
	M
	1
	Provide the configuration data for NSAC procedure related to update the local maximum number of registered UEs and/or number of PDU sessions of the network slice at NSACF.



Table 6.1.3.4.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Indicates successful processing of the request to update local configuration for NSAC procedure, i.e., the local maximum number of registered UEs and/or the local maximum number of PDU sessions per network slice.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, 
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.4.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.4.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc93869052][bookmark: _Toc138348811]A.2	Nnsacf_NSAC API

********TEXT SKIPPED********
  /slices/configs:
    post:
      summary: >
        Network Slice Admission Control update of the local maximum number of registered UEs and/or 
        number of PDU sessions of the network slice at NSACF.
      operationId: LocalNumberUpdate
      tags:
        - slice collection
      security:
        - {}
        - oAuth2ClientCredentials:
          - nnsacf-nsac
        - oAuth2ClientCredentials:
          - nnsacf-nsac
          - nnsacf-nsac:ac-info-update
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/ACUpdateData'
        required: true
      responses:
        '204':
          description: Successful ACU operation
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '502':
          $ref: 'TS29571_CommonData.yaml#/components/responses/502'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        '504':
          $ref: 'TS29571_CommonData.yaml#/components/responses/504'

components:

  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnsacf-nsac: Access to the Nnsacf_NSAC API
            nnsacf-nsac:slice-ues: >
              Access to service operations applying to the collection of slice subject to NSAC for
              UEs
            nnsacf-nsac:slice-pdus: >
              Access to service operations applying to the collection of slice subject to NSAC for
              PDU sessions
            nnsacf-nsac:ac-info-update: >
              Access to the NSAC update of the local maximum number of registered UEs and/or number
              of PDU sessions of the network slice at NSACF

********TEXT SKIPPED********


* * * End of Changes * * * *
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