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XX.1	General
This clause defines AT commands that a TE may use to control MT supporting the edge enabling layer and EDGE-5 interface as specified in 3GPP TS 23.558 [187].
A comprehensive set of edge enabling layer-specific commands is defined to provide the flexibility needed by the more complex MT. The commands are designed to be expandable to accommodate new edge enabling layer feature options and interface protocols, merely by defining new values for many of the parameters. The commands use the extended information and error message capabilities described in the present specification.
The +CE5EASD command provides the edge enabling layer with an application client profile and optionally EAS discovery filter(s) to be used for performing EAS discovery by the MT as specified in 3GPP TS 24.558 [ts24558]. The +CE5ACRREQ command requests the edge enabling layer to initiate an ACR procedure by the MT as specified in 3GPP TS 24.558 [ts24558]. The +CE5EECSRV command enables or disables the edge enabling layer to notify a list of EEC service(s) available at the edge enabling layer in the MT as specified in 3GPP TS 23.558 [187]. The +CE5UEIDREQ command requests the edge enabling layer to perform a UE identifier API procedure by the MT as specified in 3GPP TS 23.558 [187].
XX.2	Commands specific to edge enabling layer
XX.2.1	Edge-5 EAS discovery +CE5EASD
Table XX.2.1-1: +CE5EASD parameter command syntax
	Command
	Possible response(s)

	+CE5EASD=<AC-profile>,<AC-security-credential>[,<EAS-characteristics>]
	+CME ERROR: <err>
+CE5EASD: <discovered-EAS>

	+CE5EASD?
	

	+CE5EASD=?
	



Description
Set command provides an application client profile and the security credential associated with the application client profile, and optionally EAS discovery filter. If the security credential associated with the application client is valid, then the edge enabling layer performs an EAS discovery procedure and returns the EAS profile as defined in 3GPP TS 23.558 [187] clause 8.14.2.3.
If the edge enabling layer fails to check the validity of the set command based on the security credential of the application client, then +CME ERROR: 3 (Operation not allowed) is returned. For other reason for failure of processing the request, refer to clause 9.2.1 for possible <err> values.
Defined values
<AC-profile>: string type; indicate the application client profile to be used for performing EAS discovery procedure by the edge enabling layer in the MT. The <AC-profile> is encoded as ACProfile data type defined in 3GPP TS 24.558 [ts24558] clause 6.2.5.2.3.
<AC-security-credential>: string type; indicates the security credential associated with the application client profile to be used for checking validity of the request by the edge enabling layer in the MT. Encoding of the <AC-security-credential> is out of scope of this specification.
<EAS-characteristics>: string type; indicates the list of the EAS characteristics that the TE is interested in. The <EAS-characteristics> is encoded as EasCharacteristics data type defined in 3GPP TS 24.558 [ts24558] clause 6.3.5.2.7.
<discovered-EAS>: string type; indicates the result of EAS discovery procedure performed by the edge enabling layer in the MT for the request of the TE, as specified in 3GPP TS 24.558 [ts24558] clause 5.3. the <discovered-EAS> is encoded as DiscoveredEas data type defined in 3GPP TS 24.558 [ts24558] clause 6.3.5.2.8.
Implementation
Optional. This command is only applicable to UEs supporting edge enabling layer.
XX.2.2	Edge-5 ACR trigger request +CE5ACRREQ
Table XX.2.2-1: +CE5ACRREQ parameter command syntax
	Command
	Possible response(s)

	+CE5ACRREQ=<AC-profile>,<AC-security-credential>,<Requested-ACR-action>,<S-EAS-info>[,<T-EAS-endpoint>]
	+CME ERROR: <err>
+CE5ACRREQ: <result>

	+CE5ACRREQ?
	

	+CE5ACRREQ=?
	



Description
Set command provides an application client profile, the security credential associated with the application client profile, the indication of ACR action (i.e., whether ACR detection or ACR initiation is requested), the EAS identifier to which the ACR request is related, and optionally the selected target EAS endpoint address. If the security credential associated with the application client is valid, then the edge enabling layer in the MT performs ACR procedure according to the indication of ACR action in the request as defined in 3GPP TS 23.558 [187] clause 8.14.2.4.
If the edge enabling layer fails to check the validity of the set command based on the security credential of the application client, then +CME ERROR: 3 (Operation not allowed) is returned. For other reason for failure of processing the request, refer to clause 9.2.1 for possible <err> values.
Defined values
<AC-profile>: string type; indicate the application client profile to be used for performing EAS discovery procedure by the edge enabling layer in the MT. The <AC-profile> is encoded as ACProfile data type defined in 3GPP TS 24.558 [ts24558] clause 6.2.5.2.3.
<AC-security-credential>: string type; indicates the security credential associated with the application client profile to be used for checking validity of the request by the edge enabling layer in the MT. Encoding of the <AC-security-credential> is out of scope of this specification.
<Requested-ACR-action>: integer type; indicates whether the request is for ACR detection or for ACR initiation. The edge enabling layer in the MT determines takes this indication into account for perfoming ACR procedure as specified in 3GPP TS 23.558 [187] clause 8.14.2.4.
0	ACR detection is requested
1	ACR initiation is requested
<S-EAS-info>: string type; indicates the identifier of EAS to which the ACR request is related.
<T-EAS-endpoint>: string type; indicates the endpoint address of the selected EAS by the TE. <T-EAS-endpoint> is encoded as tEASEndpoint of the AcrInitReq data type defined in 3GPP TS 24.558 [ts24558] clause 6.5.5.2.3.
<result>: integer type; indicates the result of ACR request for the requested ACR action.
0	the ACR request was successful and the edge enabling layer in the MT is processing the requested ACR operation
1	the ACR request failed
Implementation
Optional. This command is only applicable to UEs supporting edge enabling layer.
XX.2.3	Edge-5 EEC services subscription +CE5EECSRV
Table XX.2.3-1: +CE5EECSRVparameter command syntax
	Command
	Possible response(s)

	+CE5EECSRV=<subscribe>,<AC-profile>,<AC-security-credential>,<required-EEC-services>[,<ACR-operation-type>,<CAS-info>]
	+CE5EECSRV: <response>[,<subs-id>,<expiry-time>,<EAS-discovery-ind>,<EAS-dynamic-info-ind>,<ACR-ind>[,<EAS-info-list>]]
+CME ERROR: <err>

	+CE5EECSRV?
	+CE5EECSRV: <subscribe>

	+CE5EECSRV=?
	+CE5EECSRV: (list of supported <subscribe> values),<EAS-discovery-ind>,<EAS-dynamic-info-ind>,<ACR-ind>



Description
Set command enables the edge enabling layer in the MT to send notifications to the TE. The parameter <subscribe> enables or disables notification by an unsolicited result code. Relevant parameters for the EEC services subscription are provided in the unsolicited result code +CE5EECSRV: <subs-id>[,<EAS-discovery-info>,<EAS-dynamic-info>,<EAS-info-list>[,<ACR-status>[,<target-EAS-info>]]].
Refer to clause 9.2.1 for possible <err> values.
Read command returns the current value.
Test command returns the supported values as a compound value.
Defined values

<subscribe>: integer type. Enables and disables the subscription for EEC services.
0	Disables the subscription request.
1	Subscribe for notifications of EAS discovery.
2	Subscribe for notifications of ACR.
<AC-profile>: string type; indicate the application client profile to be used for performing EAS discovery procedure by the edge enabling layer in the MT. The <AC-profile> is encoded as ACProfile data type defined in 3GPP TS 24.558 [ts24558] clause 6.2.5.2.3.
<AC-security-credential>: string type; indicates the security credential associated with the application client profile to be used for checking validity of the request by the edge enabling layer in the MT. Encoding of the <AC-security-credential> is out of scope of this specification.
<required-EEC-services>: string type. If the value of <subscribe> is set to 1, <required-EEC-services> contains either or both:
-	the list of EAS characteristics which is encoded as EasCharaceteristics data type defined in 3GPP TS 24.558 [ts24558] clause 6.3.5.2.7; and
-	the list of EAS dynamic information filter which is encoded as EasDynamicInfoFilter data type defined in 3GPP TS 24.558 [ts24558] clause 6.3.5.2.9
If the value of <subscribe> is set to 2, <required-EEC-services> contains:
-	the list of EAS information including the identifier of the EAS encoded as a easId of the AcrInitReq data type defined in 3GPP TS 24.558 [ts24558] clause 6.5.5.2.3 and the endpoint address of the EAS encoded as a sEASEndpoint of the AcrInitReq data type defined in 3GPP TS 24.558 [ts24558] clause 6.5.5.2.3; and
-	optionally <ACR-operation-type> or <CAS-info>, or both.
<ACR-operation-type>: integer type; indicates the requested ACR operation as specified in 3GPP TS 23.558 [187] clause 8.14.2.5.2.
0	ACR notification
1	ACR monitoring
2	the edge enabling layer managed ACR
<CAS-info>: string type; indicates the addess of cloud application server encoded as URI.
<response>: integer type; indicates the successful subscription or the failure of subscription.
0	the subscription request was successful
1	the subscription request fails
<subs-id>: integer type; indicates the subscription identifier corresponding to the subscription request
<expiry-time>: integer type; indicates the time for subscription expiration with unit of seconds. The default value is implementation specific.
<EAS-discovery-ind>: integer type; indicates that the edge enabling layer supports handling of EAS discovery to the TE.
0	no support of EAS discovery handling
1	support of EAS discovery handling
<EAS-dynamic-info-ind>: integer type; indicates that the edge enabling layer supports handling of EAS dynamic information subscription to the TE.
0	no support of EAS dynamic information subscription handling
1	support of EAS dynamic information subscription handling
<ACR-ind>: integer type; indicates that the edge enabling layer supports handling of ACR operation to the TE
0	no support of ACR operation handling
1	support of ACR operation handling
<EAS-info-list>: string type; contains the list of EAS information for ACR operation including the identifier of the EAS encoded as a easId of the AcrInitReq data type defined in 3GPP TS 24.558 [ts24558] clause 6.5.5.2.3 and the endpoint address of the EAS encoded as a sEASEndpoint of the AcrInitReq data type defined in 3GPP TS 24.558 [ts24558] clause 6.5.5.2.3.
<EAS-discovery-info>: string type; contains a list of a discoveredEas data type as defined in 3GPP TS 24.558 [ts24558] clause 6.3.5.2.8.
<EAS-dynamic-info>: string type; contains a list of a discoveredEas data type as defined in 3GPP TS 24.558 [ts24558] clause 6.3.5.2.8.
<ACR-status>: integer type; indicates the status of ACR operation.
0	the edge enabling layer in the MT detects a need for ACR
1	the edge enabling layer in the MT decides to perform ACR
2	the ACR is initiated
3	the ACR is in-progress
4	the ACR is completed
<target-EAS-info>: string type. If the value of <ACR-status> is set to 4, it contains the information of target EAS as a result of ACR operation, which is encoded as a discoveredEas data type defined in 3GPP TS 24.558 [ts24558] clause 6.3.5.2.8.

Implementation
Optional. This command is only applicable to UEs supporting edge enabling layer.

XX.2.4	Edge-5 UE ID request +CE5UEIDREQ
Table XX.2.4-1: +CE5UEIDREQparameter command syntax
	Command
	Possible response(s)

	+CE5UEIDREQ=<security-credential>,<EAS-id1>[,<EAS-id2>[...]]
	+CE5UEIDREQ: <response>[,list of <CR><LF><UE-ID>,<UE-ID-type>,<EAS-id>]
+CME ERROR: <err>

	+CE5UEIDREQ?
	

	+CE5UEIDREQ=?
	



Description
Set command provides the security credential of the TE for requesting +CE5UEIDREQ, and the list of EAS identifier(s) to retrieve the associated application specific UE identifier. If the security credential is valid, then the edge enabling layer in the MT performs UE identifier API procedure for the EAS indicated in the request as defined in 3GPP TS 23.558 [187] clause 8.14.2.6.
If the edge enabling layer fails to check the validity of the set command based on the security credential in the request, then +CME ERROR: 3 (Operation not allowed) is returned. For other reason for failure of processing the request, refer to clause 9.2.1 for possible <err> values.
Defined values
<security-credential>: string type; indicates the security credential of the TE for requesting +CE5UEIDREQ to be used for checking validity of the request by the edge enabling layer in the MT. Encoding of the <security-credential> is out of scope of this specification.
<EAS-id>: string type; indicates application identifier of the EAS.
<response>: integer type; indicates the result of the request.
0	the UE identifier API procedure performed by the edge enabling layer in the MT was successful
1	the UE identifier API procedure performed by the edge enabling layer in the MT failed
<UE-ID>: string type; indicates the UE identifier corresponding to the <EAS-id>.
<UE-ID-type>: integer type; indicates whether <UE-ID> is a 3GPP Core Network assigned UE ID (see 3GPP TS 23.501 clause 5.20) or Edge UE ID (see 3GPP TS 23.558 [187] clause 7.2.9)
Implementation
Optional. This command is only applicable to UEs supporting edge enabling layer.
*****Next changes *****
[bookmark: _Toc20207776][bookmark: _Toc27579659][bookmark: _Toc36116239][bookmark: _Toc45215124][bookmark: _Toc51866894][bookmark: _Toc138362122]Annex B (normative):
Summary of result codes
ITU‑T Recommendation V.250 [14] result codes which can be used in the present document and result codes defined in the present document:
Table B.1: Result codes
	Verbose result code
(V.250 command V1 set)
	Numeric
(V0 set)
	Type
	Description

	[bookmark: _MCCTEMPBM_CRPT80113135___7]+C5GPDUAUTHU
	as verbose
	unsolicited
	refer clause 10.1.73

	+C5GREG
	as verbose
	unsolicited
	refer clause 10.1.47

	+C5GREGN3GPP
	as verbose
	unsolicited
	refer clause 10.1.85

	[bookmark: _MCCTEMPBM_CRPT80113136___7]+C5GUSMS
	as verbose
	unsolicited
	refer clause 10.1.59

	[bookmark: _MCCTEMPBM_CRPT80113137___7]+CABTSRI
	as verbose
	unsolicited
	refer clause 10.1.41

	[bookmark: _MCCTEMPBM_CRPT80113138___7]+CACSP
	as verbose
	unsolicited
	refer clause 11.1.7

	[bookmark: _MCCTEMPBM_CRPT80113139___7]+CALV
	as verbose
	unsolicited
	refer clause 8.16

	[bookmark: _MCCTEMPBM_CRPT80113140___7]+CANCHEV
	as verbose
	unsolicited
	refer clause 11.1.8

	[bookmark: _MCCTEMPBM_CRPT80113141___7]+CAPPLEVMC
	as verbose
	unsolicited
	refer clause 8.78

	[bookmark: _MCCTEMPBM_CRPT80113142___7]+CAPTT
	as verbose
	unsolicited
	refer clause 11.1.4

	[bookmark: _MCCTEMPBM_CRPT80113143___7]+CAULEV
	as verbose
	unsolicited
	refer clause 11.1.5

	[bookmark: _MCCTEMPBM_CRPT80113144___7]+CBCAP
	as verbose
	unsolicited
	refer clause 8.59

	[bookmark: _MCCTEMPBM_CRPT80113145___7]+CBCHG
	as verbose
	unsolicited
	refer clause 8.61

	[bookmark: _MCCTEMPBM_CRPT80113146___7]+CBCON
	as verbose
	unsolicited
	refer clause 8.60

	+CC2APT
	as verbose
	unsolicited
	refer clause 18.2.2

	[bookmark: _MCCTEMPBM_CRPT80113147___7]+CCCM
	as verbose
	unsolicited
	refer clause 7.16 

	[bookmark: _MCCTEMPBM_CRPT80113148___7]+CCSFBU
	as verbose
	unsolicited
	refer clause 8.76

	[bookmark: _MCCTEMPBM_CRPT80113149___7]+CCSTATEREQU
	as verbose
	unsolicited
	refer clause 10.1.72

	[bookmark: _MCCTEMPBM_CRPT80113150___7]+CCWA
	as verbose
	unsolicited
	refer clause 7.12

	[bookmark: _MCCTEMPBM_CRPT80113151___7]+CCWV
	as verbose
	unsolicited
	refer clause 8.28

	[bookmark: _MCCTEMPBM_CRPT80113152___7]+CDEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113153___7]+CDIP
	as verbose
	unsolicited
	refer clause 7.9

	+CDNSADD
	as verbose
	unsolicited
	refer clause 10.1.80

	[bookmark: _MCCTEMPBM_CRPT80113154___7]+CDUT
	as verbose
	intermediate
	refer clause 13.2.1

	[bookmark: _MCCTEMPBM_CRPT80113155___7]+CDUU
	as verbose
	unsolicited
	refer clause 13.2.1

	[bookmark: _MCCTEMPBM_CRPT80113156___7]+CECN
	as verbose
	unsolicited
	refer clause 6.28

	+CECSCONFU
	as verbose
	unsolicited
	refer clause 10.1.84

	[bookmark: _MCCTEMPBM_CRPT80113157___7]+CEDRXSP
	as verbose
	unsolicited
	refer clause 7.40

	[bookmark: _MCCTEMPBM_CRPT80113158___7]+CEMBMSRI
	as verbose
	unsolicited
	refer clause 14.2.2

	[bookmark: _MCCTEMPBM_CRPT80113159___7]+CEMBMSSAII
	as verbose
	unsolicited
	refer clause 14.2.6

	[bookmark: _MCCTEMPBM_CRPT80113160___7]+CEMBMSSRVI
	as verbose
	unsolicited
	refer clause 14.2.3

	[bookmark: _MCCTEMPBM_CRPT80113161___7]+CEN1
	as verbose
	intermediate
unsolicited
	refer clause 8.67

	[bookmark: _MCCTEMPBM_CRPT80113162___7]+CEN2
	as verbose
	intermediate
unsolicited
	refer clause 8.67

	[bookmark: _MCCTEMPBM_CRPT80113163___7]+CEN3
	as verbose
	intermediate
unsolicited
	refer clause 8.67

	[bookmark: _MCCTEMPBM_CRPT80113164___7]+CEN4
	as verbose
	intermediate
unsolicited
	refer clause 8.67

	[bookmark: _MCCTEMPBM_CRPT80113165___7]+CEPTT
	as verbose
	unsolicited
	refer clause 11.1.10 

	[bookmark: _MCCTEMPBM_CRPT80113166___7]+CEPSFBS
	as verbose
	unsolicited
	refer clause 8.81

	[bookmark: _MCCTEMPBM_CRPT80113167___7]+CEREG
	as verbose
	unsolicited
	refer clause 10.1.22

	[bookmark: _MCCTEMPBM_CRPT80113168___7]+CPBW
	as verbose
	intermediate
	refer clause 8.14

	[bookmark: _MCCTEMPBM_CRPT80113169___7]+CPNERU
	as verbose
	unsolicited
	refer clause 8.70

	[bookmark: _MCCTEMPBM_CRPT80113170___7]+CGBRRREP
	as verbose
	unsolicited
	refer clause 10.1.69

	[bookmark: _MCCTEMPBM_CRPT80113171___7]+CGDEL
	as verbose
	intermediate
	refer clause 10.1.29

	[bookmark: _MCCTEMPBM_CRPT80113172___7]+CGEV
	as verbose
	unsolicited
	refer clause 10.1.19

	[bookmark: _MCCTEMPBM_CRPT80113173___7]+CGREG
	as verbose
	unsolicited
	refer clause 10.1.20

	[bookmark: _MCCTEMPBM_CRPT80113174___7]+CHSR
	as verbose
	intermediate
	refer clause 6.16

	[bookmark: _MCCTEMPBM_CRPT80113175___7]+CIEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113176___7]+CCIOTOPTI
	as verbose
	unsolicited
	refer clause 7.42

	[bookmark: _MCCTEMPBM_CRPT80113177___7]+CIREGU
	as verbose
	unsolicited
	refer clause 8.71

	[bookmark: _MCCTEMPBM_CRPT80113178___7]+CIREPH
	as verbose
	unsolicited
	refer clause 8.64

	[bookmark: _MCCTEMPBM_CRPT80113179___7]+CIREPI
	as verbose
	unsolicited
	refer clause 8.64

	[bookmark: _MCCTEMPBM_CRPT80113180___7]+CKEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113181___7]+CLADNU
	as verbose
	unsolicited
	refer clause 10.1.61

	+CELADNU
	as verbose
	unsolicited
	refer clause 10.1.61a

	[bookmark: _MCCTEMPBM_CRPT80113182___7]+CLAV
	as verbose
	unsolicited
	refer clause 8.31

	[bookmark: _MCCTEMPBM_CRPT80113183___7]+CLIP
	as verbose
	unsolicited
	refer clause 7.6

	[bookmark: _MCCTEMPBM_CRPT80113184___7]+CMCCSI
	as verbose
	unsolicited
	refer clause 8.73

	[bookmark: _MCCTEMPBM_CRPT80113185___7]+CMCCSS<x>
	as verbose
	unsolicited
	refer clause 8.73

	[bookmark: _MCCTEMPBM_CRPT80113186___7]+CMCCSSEND
	as verbose
	unsolicited
	refer clause 8.73

	[bookmark: _MCCTEMPBM_CRPT80113187___7]+CME ERROR
	as verbose
	final
	refer clause 9.2.0

	[bookmark: _MCCTEMPBM_CRPT80113188___7]+CMICO
	as verbose
	unsolicited
	refer clause 10.1.55

	[bookmark: _MCCTEMPBM_CRPT80113189___7]+CMOLRE
	as verbose
	unsolicited
	refer clause 9.3.1

	[bookmark: _MCCTEMPBM_CRPT80113190___7]+CMOLRG
	as verbose
	unsolicited
	refer clause 8.50

	[bookmark: _MCCTEMPBM_CRPT80113191___7]+CMOLRN
	as verbose
	unsolicited
	refer clause 8.50

	+CMSSRI
	as verbose
	unsolicited
	refer clause 10.1.z

	[bookmark: _MCCTEMPBM_CRPT80113192___7]+CMTLR
	as verbose
	unsolicited
	refer clause 8.57

	[bookmark: _MCCTEMPBM_CRPT80113193___7]+CRTDCP
	as verbose
	unsolicited
	refer clause 10.1.44

	[bookmark: _MCCTEMPBM_CRPT80113194___7]+CMWN
	as verbose
	unsolicited
	refer clause 7.36

	[bookmark: _MCCTEMPBM_CRPT80113195___7]+CNAP
	as verbose
	intermediate
unsolicited
	refer clause 7.30

	[bookmark: _MCCTEMPBM_CRPT80113196___7]+CNEC_MM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113197___7]+CNEC_GMM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113198___7]+CNEC_GSM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113199___7]+CNEC_EMM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113200___7]+CNEC_ESM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113201___7]+CNEMIU
	as verbose
	unsolicited
	refer clause 7.33

	[bookmark: _MCCTEMPBM_CRPT80113202___7]+CNEMS1
	as verbose
	unsolicited
	refer clause 7.33

	[bookmark: _MCCTEMPBM_CRPT80113203___7]+CNEM5G
	as verbose
	unsolicited
	refer clause 7.33

	[bookmark: _MCCTEMPBM_CRPT80113204___7]+CNRREG
	as verbose
	unsolicited
	refer clause 10.1.47

	[bookmark: _MCCTEMPBM_CRPT80113205___7]+COEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113206___7]+COLP
	as verbose
	intermediate
unsolicited
	refer clause 7.8

	+CPAGTCC
	as verbose
	unsolicited
	refer clause 10.1.79

	[bookmark: _MCCTEMPBM_CRPT80113207___7][bookmark: _MCCTEMPBM_CRPT80113208___7]+CPAGERES
	as verbose
	unsolicited
	refer clause 10.1.78

	+CPINR
	as verbose
	intermediate
	refer clause 8.65

	[bookmark: _MCCTEMPBM_CRPT80113209___7]+CPINRE
	as verbose
	intermediate
	refer clause 8.65

	[bookmark: _MCCTEMPBM_CRPT80113210___7]+CPOSR
	as verbose
	unsolicited
	refer clause 8.56

	[bookmark: _MCCTEMPBM_CRPT80113211___7]+CPNERU
	as verbose
	unsolicited
	refer clause 8.70

	[bookmark: _MCCTEMPBM_CRPT80113212___7]+CPNSTAT
	as verbose
	unsolicited
	refer clause 7.28

	[bookmark: _MCCTEMPBM_CRPT80113213___7]+CPSB
	as verbose
	unsolicited
	refer clause 7.29

	[bookmark: _MCCTEMPBM_CRPT80113214___7]+CR
	as verbose
	intermediate
	refer clause 6.9

	[bookmark: _MCCTEMPBM_CRPT80113215___7]+CREG
	as verbose
	unsolicited
	refer clause 7.2

	[bookmark: _MCCTEMPBM_CRPT80113216___7]+CREJPAG
	as verbose
	unsolicited
	refer clause 10.1.77

	[bookmark: _MCCTEMPBM_CRPT80113217___7]+CRING
	as verbose
	unsolicited
	refer clause 6.11

	[bookmark: _MCCTEMPBM_CRPT80113218___7]+CRLOSPU
	as verbose
	unsolicited
	refer clause 10.1.65

	[bookmark: _MCCTEMPBM_CRPT80113219___7]+CRTDCP
	as verbose
	unsolicited
	refer clause 10.1.44

	[bookmark: _MCCTEMPBM_CRPT80113220___7]+CRUEPOLICYU
	as verbose
	unsolicited
	refer clause 10.1.51

	[bookmark: _MCCTEMPBM_CRPT80113221___7]+CSBTSRI
	as verbose
	unsolicited
	refer clause 10.1.56

	[bookmark: _MCCTEMPBM_CRPT80113222___7]+CSCON
	as verbose
	unsolicited
	refer clause 10.1.30

	[bookmark: _MCCTEMPBM_CRPT80113223___7]+CSDBTSRI
	as verbose
	unsolicited
	refer clause 10.1.58

	[bookmark: _MCCTEMPBM_CRPT80113224___7]+CSSI
	as verbose
	intermediate
	refer clause 7.17

	[bookmark: _MCCTEMPBM_CRPT80113225___7]+CSSU
	as verbose
	unsolicited
	refer clause 7.17

	[bookmark: _MCCTEMPBM_CRPT80113226___7]+CTEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113227___7]+CTZE
	as verbose
	unsolicited
	refer clause 8.41

	[bookmark: _MCCTEMPBM_CRPT80113228___7]+CTZEU
	as verbose
	unsolicited
	refer clause 8.41

	[bookmark: _MCCTEMPBM_CRPT80113229___7]+CTZV
	as verbose
	unsolicited
	refer clause 8.41

	+CUNPER
	as verbose
	unsolicited
	refer clause 8.86

	[bookmark: _MCCTEMPBM_CRPT80113230___7]+CUSATEND
	as verbose
	unsolicited
	refer clause 12.2.4

	[bookmark: _MCCTEMPBM_CRPT80113231___7]+CUSATP
	as verbose
	unsolicited
	refer clause 12.2.4

	[bookmark: _MCCTEMPBM_CRPT80113232___7]+CUSATS
	as verbose
	unsolicited
	refer clause 12.2.3

	[bookmark: _MCCTEMPBM_CRPT80113233___7]+CUSD
	as verbose
	unsolicited
	refer clause 7.15

	+CUUAAPT
	as verbose
	unsolicited
	refer clause 18.2.1

	[bookmark: _MCCTEMPBM_CRPT80113234___7]+CUUS1I
	as verbose
	intermediate
	refer clause 7.26

	[bookmark: _MCCTEMPBM_CRPT80113235___7]+CUUS1U
	as verbose
	unsolicited
	refer clause 7.26

	+CE5EECSRV
	as verbose
	unsolicited
	refer clause XX.2.3

	[bookmark: _MCCTEMPBM_CRPT80113236___7]+CWLANOLADI
	as verbose
	unsolicited
	refer clause 10.1.39

	[bookmark: _MCCTEMPBM_CRPT80113237___7]+CWLANOLCMI
	as verbose
	unsolicited
	refer clause 10.1.40

	[bookmark: _MCCTEMPBM_CRPT80113238___7]+DR
	as verbose
	intermediate
	refer clause 6.26

	[bookmark: _MCCTEMPBM_CRPT80113239___7]+ILRR
	as verbose
	intermediate
	refer clause 4.3

	[bookmark: _MCCTEMPBM_CRPT80113240___7]BUSY
	7
	final
	busy signal detected

	[bookmark: _MCCTEMPBM_CRPT80113241___7]CONNECT
	1
	intermediate
	connection has been established

	[bookmark: _MCCTEMPBM_CRPT80113242___7]CONNECT <text>
	manufacturer specific
	intermediate
	[bookmark: _MCCTEMPBM_CRPT80113243___7]as CONNECT but manufacturer specific <text> gives additional information (e.g. connection data rate)

	[bookmark: _MCCTEMPBM_CRPT80113244___7]ERROR
	4
	final
	command not accepted

	[bookmark: _MCCTEMPBM_CRPT80113245___7]NO ANSWER
	8
	final
	connection completion timeout

	[bookmark: _MCCTEMPBM_CRPT80113246___7]NO CARRIER
	3
	final
	connection terminated

	[bookmark: _MCCTEMPBM_CRPT80113247___7]NO DIALTONE
	6
	final
	no dialtone detected

	[bookmark: _MCCTEMPBM_CRPT80113248___7]OK
	0
	final
	acknowledges execution of a command line

	[bookmark: _MCCTEMPBM_CRPT80113249___7]RING
	2
	unsolicited
	incoming call signal from network

	[bookmark: _MCCTEMPBM_CRPT80113250___7]NOTE:	From v6.2.0 onwards, ATV0 numeric result codes 5, 6, 7 for NO DIALTONE, BUSY and NO ANSWER respectively, have been replaced by numeric result codes 6, 7, 8 respectively, to be aligned with the values listed in ITU-T Recommendation V.250 [14] (previously V.25ter).



NOTE:	The table B.1 is as an overview of the result codes, hence the complete syntax of the result codes is not shown.

*****End of changes *****
