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	3GPP TS 23.256 has specified that the NEF/UAS-AF shall subscribe to AMF event and receive UE mobility event when the UE is moving to a new AMF. The motivation is to get the update to date serving AMF and possibly invoke the UUAA-MM re-authorization / revocation by deliver a notification to the serving AMF towards a callback URI previously received form the AMF.

However, there is no way for the NEF/UAS-AF to get the corresponding notification callback URI on the new AMF. One possibility is that the callback URI path wil be identical on both AMFs thus the NEF/UAS-AF may only swap the the authority part of the callback URI. This may work when two AMFs are within the same AMF Set, but the old AMF and new AMF are quite likely not belong to the same AMF set, and even from different vendors.

A reliable solution should be the AMFs register default notification subscriptions for the UUAA-MM re-authorization/revocation in the NRF profile, and the NEF/UAS-AF can discover the corresponding callback URIs when needed.
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* * * First Change * * * *
[bookmark: _Toc18837097][bookmark: _Toc22039907][bookmark: _Toc22625361][bookmark: _Toc25075689][bookmark: _Toc26198908][bookmark: _Toc34167785][bookmark: _Toc34737248][bookmark: _Toc34737345][bookmark: _Toc34737528][bookmark: _Toc34738497][bookmark: _Toc34748801][bookmark: _Toc36462360][bookmark: _Toc43206571][bookmark: _Toc45030939][bookmark: _Toc56516068][bookmark: _Toc58594193][bookmark: _Toc67685415][bookmark: _Toc94083859][bookmark: _Toc119934283][bookmark: _Toc138320452][bookmark: _Toc130805065]5.2.2.3.1	General
The AuthNotify service operation is used during the following procedure:
-	USS Initiated reauthentication (see 3GPP TS 23.256 [6], clause 5.2.4)
-	USS Initiated update authorization data or revoke authorization of the UAV
The AuthNotify service operation is invoked by the NEF (UAS-NF) to inform a NF Service Consumer (e.g. AMF, SMF, SMF+PGW-C), when USS triggers reauthentication, update authorization data or revoke authorization of the UAV. NEF (UAS-NF) shall determine the NF service consumer based on the previously stored UUAA context during the successful UUAA procedure as defined in clause 5.2.2.2.
The NEF (UAS-NF) shall send the AuthNotify request by sending the HTTP POST method towards the Notification URI as shown in Figure 5.2.2.3.1-1.


Figure 5.2.2.3.1-1: AuthNotify Service Operation
1.	The NEF (UAS-NF) shall send a POST request towards the Notification URI received in the Authenticate service operation request (See clause 5.2.2.2.1).  If the AMF for UUAA-MM has changed, the NEF (UAS-NF) should discover the Notification URI of the new AMF via NRF (in the default notification subscription with the "UUAA_MM_AUTH_NOTIFICATION" notification type). The NEF (UAS-NF) shall be able to determine the NF type of the NF service consumer by nfType IE received in the Authenticate service operation request. The request body shall contain an "AuthNotification" object containing the reauthentication information or update authorization information or revoke authorization indication.
When the procedure is used for reauthentication or reauthorization/update authorization information, the AuthNotification object includes:
- the gpsi IE set to the GPSI (in the format of External Identifier) of the given UAV required to be reauthenticated;
- serviceLevelId IE set to the Service Level Device Identity of the UAV;
- authMsg IE contains the service-level AA message. This IE is deprecated; the "authContainer" IE should be used instead.
- "authContainer" IE that contains AA related data provided by the UE (see 3GPP TS 23.256 [6]). This IE deprecates the "authMsg" IE.
- notifType IE set to REAUTH used for reauthentication and/or notifType IE set to UPDATEAUTH used for update authorization data; and
- notifyCorrId IE set to the notification correlation ID;
When the procedure is used for authorization revocation, the AuthNotification object includes:
- the gpsi IE set to the GPSI (in the format of External Identifier) of the given UAV;
- serviceLevelId IE set to the Service Level Device Identity of the UAV;
- notifType IE set to REVOKE; and
- notifyCorrId IE set to the notification correlation ID;
2a.	On success, "204 No content" shall be returned without response body. If the NF Service consumer remove the successful UUAA result during UUAA Revocation procedure, the NEF (UAS-NF) shall remove the UUAA context (see clause 5.2.7 of 3GPP TS 23.256 [6]).
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.5.2.3.1-3 shall be returned. For a 4xx/5xx response, the response body should contain a "ProblemDetails" object.
If the NF service consumer cannot successfully fulfil the received HTTP POST request due to an internal error or an error in the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 6.1.7.

* * * End of Changes * * * *
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