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	Reason for change:
	3GPP TS 23.256 has specified that the NEF/UAS-AF shall subscribe to AMF event and receive UE mobility event when the UE is moving to a new AMF. The motivation is to get the update to date serving AMF and possibly invoke the UUAA-MM re-authorization / revocation by deliver a notification to the serving AMF towards a callback URI previously received form the AMF.

However, there is no way for the NEF/UAS-AF to get the corresponding notification callback URI on the new AMF. One possibility is that the callback URI path wil be identical on both AMFs thus the NEF/UAS-AF may only swap the the authority part of the callback URI. This may work when two AMFs are within the same AMF Set, but the old AMF and new AMF are quite likely not belong to the same AMF set, and even from different vendors.

A reliable solution should be the AMFs register default notification subscriptions for the UUAA-MM re-authorization/revocation in the NRF profile, and the NEF/UAS-AF can discover the corresponding callback URIs when needed.


	
	

	Summary of change:
	
1/ Define new notification type for UUAA-MM Auth Notifications.

2/ Update OpenAPI accordingly.


	
	

	Consequences if not approved:
	UUAA-MM reauthorization, update authorization data or revocation operation may fail after UE moves to a new AMF.
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	Other comments:
	This CR introduce backward compatible corrections of Nnrf_NFManagement and Nnrf_NFDiscovery APIs.
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* * * First Change * * * *
[bookmark: _Toc24937715][bookmark: _Toc33962534][bookmark: _Toc42883301][bookmark: _Toc49733169][bookmark: _Toc56690796][bookmark: _Toc136201222]6.1.6.3.4	Enumeration: NotificationType
Table 6.1.6.3.4-1: Enumeration NotificationType
	Enumeration value
	Description

	"N1_MESSAGES"
	Notification of N1 messages.

This notification type may be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2) or as part of a specific service instance.

If the AMF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "namf-comm" or with a custom service.

If the LMF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "nlmf-loc" or with a custom service.

	"N2_INFORMATION"
	Notification of N2 information.

This notification type may be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2) or as part of a specific service instance.

If the AMF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "namf-comm" or with a custom service.

If the LMF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "nlmf-loc" or with a custom service.

	"LOCATION_NOTIFICATION"
	Notification of Location Information sent by AMF/LMF towards NF Service Consumers (e.g GMLC).

This notification type may be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2) or as part of a specific service instance.

If the the GMLC registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "ngmlc-loc" or with a custom service.

	"DATA_REMOVAL_NOTIFICATION"
	Notification of Data Removal sent by UDR (e.g., removal of UE registration data upon subscription withdrawal).

This notification type shall be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2).

	"DATA_CHANGE_NOTIFICATION"
	Notification of Data Changes sent by UDR.

This notification type shall be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2).

	"LOCATION_UPDATE_NOTIFICATION"
	Notification of UE Location Information Update sent by GMLC towards NF Service Consumers (e.g. H-GMLC, NEF), during MO_LR procedure.

This notification type may be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2) or as part of a specific service instance.

If the the GMLC registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "ngmlc-loc" or with a custom service.

If the the NEF registers a default notification subscription with this notification type in an NF Service Instance, it may be associated with the service "nnef-eventexposure" or with a custom service.

	"NSSAA_REAUTH_NOTIFICATION"
	Re-authentication notification for slice-specific authentication and authorization sent by NSSAAF towards NF Service Consumers (e.g. AMF).

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.

	"NSSAA_REVOC_NOTIFICATION"
	Revocation notification for slice-specific authentication and authorization sent by NSSAAF towards NF Service Consumers (e.g. AMF).

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.

	"MATCH_INFO_NOTIFICATION"
	Notification of a matching result, and the information that can be used for charging purpose by 5G DDNMF towards NF Service Consumers (e.g. 5G DDNMF), during Discovery Reporting procedures.

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.

	"DATA_RESTORATION_NOTIFICATION"
	Notification by UDR to its NF Service Consumers (e.g. UDM, PCF, NEF…) or by UDM to its NF Service Consumers (e.g. AMF, SMF, SMSF…) of a potential data-loss event originated at UDR. The content of the notification shall be as described in 3GPP TS 29.503 [36], clause 5.3.2.12.2 and 6.2.5.4.

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.

	"TSCTS_NOTIFICATION"
	Notification sent by PCF to TSCTSF of TSC user-plane node information. The content of the notification is described in 3GPP TS 29.514 [47], clause 4.2.5.16.

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.

	"LCS_KEY_DELIVERY_NOTIFICATION"
	Notification sent by LMF to AMF to deliver cipering key information.

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.

	"UUAA_MM_AUTH_NOTIFICATION"
	Authentication notification sent by UAS-NF towards NF Service Consumers (i.e. AMF), during USS Initiated reauthorization, update authorization data or revoke authorization with UUAA-MM procedures.

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.



* * * Next Change * * * *
[bookmark: _Toc24937836][bookmark: _Toc33962656][bookmark: _Toc42883425][bookmark: _Toc49733293][bookmark: _Toc56690943][bookmark: _Toc136201380]A.2	Nnrf_NFManagement API
openapi: 3.0.0

********************** Text Skipped for Clarity *************************
    NotificationType:
      description: >
        Types of notifications used in Default Notification URIs in the NF Profile of an NF Instance
      anyOf:
        - type: string
          enum:
            - N1_MESSAGES
            - N2_INFORMATION
            - LOCATION_NOTIFICATION
            - DATA_REMOVAL_NOTIFICATION
            - DATA_CHANGE_NOTIFICATION
            - LOCATION_UPDATE_NOTIFICATION
            - NSSAA_REAUTH_NOTIFICATION
            - NSSAA_REVOC_NOTIFICATION
            - MATCH_INFO_NOTIFICATION
            - DATA_RESTORATION_NOTIFICATION
            - TSCTS_NOTIFICATION
            - LCS_KEY_DELIVERY_NOTIFICATION
            - UUAA_MM_AUTH_NOTIFICATION
        - type: string

********************** Text Skipped for Clarity *************************

* * * End of Changes * * * *


