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	Reason for change:
	The specification provides the following normative requirements in the
clause 5.1, quote:
support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [4];

Similarly, in the clause 5.2, quote: 
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[bookmark: _Toc24947831][bookmark: _Toc34041496][bookmark: _Toc45281690][bookmark: _Toc51944562]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[4]	OMA OMA-TS-XDM_Group-V1_1_1-20170124-A: "Group XDM Specification".void
[5]	IETF RFC 2616: "Hypertext Transfer Protocol -- HTTP/1.1".
[6]	W3C.REC-html401-19991224: "HTML 4.01 Specification".
[7]	3GPP TS 33.434: "Service Enabler Architecture Layer (SEAL); Security aspects for Verticals".
[8]	IETF RFC 8693: "OAuth 2.0 Token Exchange".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".
[11]	"OpenID Connect Core 1.0 incorporating errata set 1".
[12]	IETF RFC 2818: "HTTP Over TLS".
[13]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[14]	3GPP TS 24.109: "Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details".
[rOMAXDMCore1]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
[bookmark: _Toc24947837][bookmark: _Toc34041502][bookmark: _Toc45281696][bookmark: _Toc51944568]* * * Next Change * * * *
5.1	SEAL identity management client (SIM-C)
The SIM-C is a functional entity that acts as the application client for VAL user identity related transactions. To be compliant with the procedures in the present document the SIM-C shall:
-	support the role of XCAP client as specified in IETF RFC 4825 [3];
-	support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [OMAXDMCore4]; 
-	support the user authentication procedure specified in clause 6.2.2; and
-	support the token exchange procedure specified in clause 6.2.3.
[bookmark: _Toc24947838][bookmark: _Toc34041503][bookmark: _Toc45281697][bookmark: _Toc51944569]* * * Next Change * * * *
5.2	SEAL identity management server (SIM-S)
The SIM-S is a functional entity that authenticates the VAL user’s identity by verifying the credentials provided by the VAL user. To be compliant with the procedures in the present document the SIM-S shall:
-	support the role of XCAP server as specified in IETF RFC 4825 [3];
-	support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [OMAXDMCore4]; 
-	support the user authentication procedure specified in clause 6.2.2; and
-	support the token exchange procedure specified in clause 6.2.3.
* * * End of Changes * * * *

