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	Reason for change:
	For the coding description of the Service-level-AA server address IE, it states in clause 9.11.2.12 for the Service-level-AA server address type parameter, quote “All other values are spare”.

However, from binary coding perspective, it is impossible to encode “all other values are spare” as spare value normally was set to ‘0’ but in fact, all other values are not full ‘0’. Hence, here the “spare” value actually is a treatment not a coding value. This treatment is in fact not defined at the receiver side.

It is proposed to describe the handling of “spare” values at the receiver side so implementations can be developed.

	
	

	Summary of change:
	The handling of “spare” values is described at the receiver.

Backwards compatibility analysis
Current specification does not specify the handling at the receiver side so different handling is possible; ignore any received spare value of the IE or interpret any spare value as one of the defined ones. Regardless of the present handling at the receiver side, the message containing the IE is still decoded so the CR is backwards compatible as the system works.

	
	

	Consequences if not approved:
	Handling of “spare” values is undefined in the specification at the receiver side. Different implementations are possible which leads to interoperability issues when the feature is deployed.
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The purpose of the Service-level-AA server address information element is to carry the address of the service level authentication and authorization server.
The Service-level-AA server address information element is coded as shown in figure 9.11.2.12.1 and table 9.11.2.12.1.
The Service-level-AA server address information element is a type 4 information element with minimum length of 4 octets and maximum length of 258 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Service-level-AA server address IEI
	octet 1

	Service-level-AA server address length
	octet 2

	Service-level-AA server address type
	octet 3

	Service-level-AA server address
	octets 4-z


Figure 9.11.2.12.1: Service-level-AA server address information element
Table 9.11.2.12.1: Service-level-AA server address information element
	Service-level-AA server address type (octet 3):
Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	IPv4

	0
	0
	0
	0
	0
	0
	1
	0
	
	IPv6

	0
	0
	0
	0
	0
	0
	1
	1
	
	IPv4v6

	0
	0
	0
	0
	0
	1
	0
	0
	
	FQDN

	[bookmark: _GoBack]All other values are spare. If received they shall be ignored.

	

	If the service-level-AA server address type indicates IPv4, then the service-level-AA server address field contains an IPv4 address in octet 4 to octet 7.

	

	If the service-level-AA server address type indicates IPv6, then the service-level-AA server address field contains an IPv6 address in octet 4 to octet 19.

	

	If the service-level-AA server address type indicates IPv4v6, then the service-level-AA server address field contains two IP addresses. The first IP address is an IPv4 address in octet 4 to octet 7. The second IP address is an IPv6 address in octet 8 to octet 23.

	

	If the service-level-AA server address type indicates FQDN, octet 4 to octet z is encoded as defined in subclause 19.4.2.1in 3GPP TS 23.003 [4].
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