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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Hlk8735028][bookmark: _Toc20212044][bookmark: _Toc27744926][bookmark: _Toc36114726][bookmark: _Toc45271320][bookmark: _Toc51936578][bookmark: _Toc58230248][bookmark: _Toc131293687]5.3A.4.1	General
The purpose of this procedure is for a UE not operating in SNPN access operation mode to:
-	select a PLMN over WLAN; and
-	construct a NAI for use with authentication signalling with the selected PLMN in order for the UE to be authorised to use the WLAN.
[bookmark: _Hlk8811993]Until the highest priority PLMN is found, the UE shall verify if a PLMN available over a WLAN of the selected WLAN(s) is the highest priority PLMN:
1)	using the PLMNs which are available for WLAN as described in clause 5.3A.2, the UE uses the realms of the PLMN in the remaining steps of this clause;
2)	if the UE is registered over 3GPP access, the realm of the RPLMN of the 3GPP access is included in the list of realms created in clause 5.3A.2 and the realm of the RPLMN of the 3GPP access does not match a realm converted from any PLMN ID in the list of "forbidden PLMNs for non-3GPP access to 5GCN", the UE shall select the RPLMN of the 3GPP access;
3)	if the UE is registered over 3GPP access, the realm of the RPLMN of the 3GPP access is not included in the list of realms created in clause 5.3A.2, the PLMN is in the "N3AN node selection information" (see 3GPP TS 24.526 [17]) and the PLMN is not in the list of "forbidden PLMNs for non-3GPP access to 5GCN" then the UE shall select the RPLMN of the 3GPP access and performs N3AN node selection with the RPLMN as defined in clause 7.2;
4)	if the condition in steps 2) and 3) are not satisfied, the UE shall select a PLMN in the following order:
i)	if the UE used the procedures in IETF RFC 4284 [31] (see clause 5.3A.2) to obtain a list of realms, then the UE is only required to select the realm of the HPLMN (if available);
ii)	if the UE can determine the country it is located in (see clause 7.2.3) and the UE determines it is located in the home country, the UE follows the procedures in clause 5.3A.4.2;
iii)	if the UE can determine the country it is located in (see clause 7.2.3) and the UE determines it is located in a visited country, the UE determines whether it is mandatory to select a PLMN in the visited country.
	If the UE determines that it is not mandatory to select a PLMN in the visited country, the UE shall follow the procedures in clause 5.3A.4.2;
	If the UE determines that it is mandatory to select a PLMN in the visited country, the UE shall select, in priority order, a PLMN from the list of realms created in clause 5.3A.2, if:
I)	the PLMN is in the User Controlled PLMN Selector list (see 3GPP TS 31.102 [35]); or
II)	the PLMN is in the Operator Controlled PLMN Selector list (see 3GPP TS 31.102 [35]).
	If no match is found in either of the lists, the UE may perform N3AN node selection as defined in clause 7.2.
The UE shall construct a NAI for authentication with the highest priority PLMN as follows:
1)	if the PLMN selected was selected from:
i)	a list of realms obtained using IETF RFC 4284 [31]; or
ii)	a list of PLMNs obtained from the PLMN List IE (see annex H of 3GPP TS 24.302 [7]), and the PLMN was neither present in the PLMN List with S2a Connectivity IE, in the PLMN List with trusted 5G Connectivity IE nor the PLMN List with trusted 5G connectivity-without-NAS IE;
	then the UE constructs a NAI as specified in clause 5.2.3.2.3 of 3GPP TS 24.302 [7] for the case when the NAI is used for access via non-3GPP access to EPC and in accordance to the rules of 3GPP TS 23.003 [8] and the UE proceeds processing as defined in 3GPP TS 24.302 [7];
2)	if the PLMN selected was selected from a list of PLMNs obtained from the PLMN List with trusted 5G Connectivity IE or the PLMN List with trusted 5G connectivity-without-NAS IE (see annex H of 3GPP TS 24.302 [7]) then the UE constructs a NAI as specified in:
i)	clause 28.7.6 (when TNGF ID is not used for constructing the NAI) or clause xxy (when TNGF ID is used for constructing the NAI) of 3GPP TS 23.003 [8] if the selected type of trusted connectivity is 5G connectivity using trusted non-3GPP access; or
Editor’s note (CR#0232, 5WWC_Ph2): The format of the NAI based on the TNGF ID and the format of TNGF ID used in NAI are FFS and waiting for the updates in 3GPP TS 23.003 [8].
ii)	clause 28.7.7 of 3GPP TS 23.003 [8] if the selected type of trusted connectivity is 5G connectivity without NAS using trusted non-3GPP access; or
3)	if the PLMN selected was selected from a list of PLMNs obtained from the PLMN List with S2a Connectivity IE (see annex H of 3GPP TS 24.302 [7]) for the case when the NAI is used for access via trusted non-3GPP access to EPC, then the UE constructs a NAI as specified in clause 5.2.3.2.3 of 3GPP TS 24.302 [7] and the UE proceeds processing as defined in 3GPP TS 24.302 [7].
NOTE 1:	UE implementations can optimize the steps described above, e.g. by combining the ANQP procedures described in clause 5.3A.2 with the ANQP procedures in clause 5.3.2.3.
NOTE 2:	Selecting a WLAN from multiple WLANs advertising support for the selected PLMN is UE implementation specific. 
NOTE 3:	The N5CW device which is not registered or cannot register via NG-RAN only uses the PLMN List with trusted 5G connectivity-without-NAS IE, and the PLMN List with trusted 5G connectivity-without-NAS IE is only used by the N5CW devices.
***** Next change *****
[bookmark: _Toc20212093][bookmark: _Toc27744976][bookmark: _Toc36114777][bookmark: _Toc45271371][bookmark: _Toc51936630][bookmark: _Toc58230300][bookmark: _Toc131293757]7.3A.2.2	Identity transaction
Upon reception of EAP-Request/Identity message (as described in IETF RFC 3748 [9]), encapsulated in the link layer protocol packets from the TNAP, the UE shall:
a) construct an EAP-Response/Identity message as described in IETF RFC 3748 [9] containing an NAI as specified in clause 28.7.6 (when TNGF ID is not used for constructing the NAI) or clause xxy (when TNGF ID is used for constructing the NAI) of 3GPP TS 23.003 [8] to request a PLMN or SNPN when the trusted connectivity is 5G connectivity using trusted non-3GPP access; and
Editor’s note (CR#0231, 5WWC_Ph2): The format of the NAI based on the TNGF ID and the format of TNGF ID used in NAI are FFS and waiting for the updates in 3GPP TS 23.003 [8].
b)	transmit the EAP-Response of identity type encapsulated in the link layer protocol packets towards the TNAP.
***** Next change *****
7.3A.x	Procedures for UE behind the 5G-RG accessing 5GC via trusted non-3GPP access network
In a wireline access, the UE behind the 5G-RG can access 5GC via trusted non-3GPP access network, where the 5G-RG provides the connectivity to the TNGF. The 5G-RG acts as TNAP with respect to the TNGF.
For the 5G-RG to provide connectivity to the UE behind it to access the 5GC via trusted non-3GPP access network, the 5G-RG registers to the 5GC and establishes a PDU session as described in 3GPP TS 23.316 [40]. In order to achieve that:
a)	if the 5G-RG is connected to the 5GC through W-AGF, the 5G-RG shall first establish signalling connection using the W-CP protocol as described in clause 6.3.1, before proceeding with the registration procedure and the PDU session establishment procedure using the procedures specified in 3GPP TS 24.501 [4]; or
b)	if the 5G-RG is connected to the 5GC through NG-RAN, the 5G-RG proceeds directly with the registration procedure and the PDU session establishment procedure using the procedures specified in 3GPP TS 24.501 [4].
The EAP messages, control and user plane packets of the UE behind the 5G-RG are transported using the 5G-RG established PDU session as user data packets as described in 3GPP TS 23.316 [40].
The exchange of EAP messages between the UE behind the 5G-RG and the TNGF is handled as specified in clause 7.3A.1, clause 7.3A.2 and clause 7.3A.3.


***** End of changes *****

