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Figure 5.5.12.2-1: 5GS DetNet node information reporting
1.	During SM Policy Association establishment, the PCF based on local configuration determines that the SM Policy Association enables Deterministic Networking and provides to the SMF the "TSN_BRIDGE_INFO" policy control request trigger as described in figure 5.2.1-1, step 11.
	When the trigger is met, the PCF receives TSC User Plane information (for DetNet it represents 5GS Router information): port number, User Plane node ID and, if available, MTU size for IPv4 and MTU size for IPv6 as described in figure 5.2.2.3-1, step 2. The PCF may also receive NW-TT PMIC (with network side interface configuration information),
	During SM Policy Association establishment (clause 5.2.1), and when Framed Routes applies, the PCF receives Framed Route information from the SMF during SM Policy Association creation. During SM Policy Association update (figure 5.2.2.3), and when prefix delegation applies, the SMF reports to the PCF the prefix delegated to the UE by IPv6 prefix delegation. 
The PCF invokes the Npcf_PolicyAuthorization_Notify service operation to notify to the TSCTSF the received TSC User Plane information, and if available, NW-TT PMIC, as described in figure 5.2.2.3-1, step 5 and includes the UE IP address to identify the PDU session.
2.	The TSCTSF then invokes the Npcf_PolicyAuthorization_Create request message to the PCF as described in clause 5.2.2.2.2.1 to create an AF-session. The TSCTSF shall subscribe with the PCF to the "TSN_BRIDGE_INFO" event, to get notifications abut NW-TT PMIC/UMIC updates as specified in 3GPP TS 29.514 [10]. and i
	If the "ExtraUEaddrReportAdditionalAddresses" feature is supported, the TSCTSF shall subscribe to the "EXTRA_UE_ADDRADDITIONAL_ADDR" event to receive information about the one or more Framed Routes available for the PDU session or about the IPv6 prefixes delegated to the UE by IPv6 Prefix Delegation.
3.	If the information is available in the PCF, the PCF returns the event related information in the Npcf_PolicyAuthorization_Create response (e.g. TSC User Plane information (5GS Router information), framed route informationadditional addresses, if the TSCTSF subscribed to notifications on reporting of extra addresses, and frame routes are available, and PMIC(s) if available).
	The TSCTSF stores the DNN, S-NSSAI and IP address(es) as received from PCF and associates them with the AF-session, as described in 3GPP TS 29.565 [60].
	If the TSCTSF determines the interface configuration information for the created AF-session is complete, the TSCTSF may report to the DetNet controller the collected interface(s) information as described in step 10.
4.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request message as specified in 3GPP TS 29.514 [10], to retrieve PMIC information, if not available in the TSCTSF, from the NW-TT to read network interface configuration, as specified in 3GPP TS 23.501 [2].
5.	The PCF responds with a "200 OK" or "204 No Content" status code to the received PATCH request.
6.	The PCF provides to the SMF the PMIC information received from the TSCTSF as described in clause 5.2.2.2.2.2, which sends the received PMIC to the NW-TT/UPF.
7.	When the SMF detects PMIC changes for the NW-TT, the SMF provides the received PMIC information to the PCF as described in clause 5.2.2.3.
8.	The TSCTSF receives the PMIC information from NW-TT ports from the PCF with the notification of BRIDGE_INFO event, as specified in 3GPP TS 29.514 [10]. The PCF invokes the Npcf_PolicyAuthorization_Notify service operation by sending an HTTP POST request to the callback URI as specified in clause 5.2.2.3.
9.	The TSCTSF responds to the PCF with a "204 No Content" status code.
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