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Additional discussion(if needed):
Proposed changes:

[bookmark: _Toc98182983][bookmark: _Toc11247460][bookmark: _Toc27044584][bookmark: _Toc36033626][bookmark: _Toc45131763][bookmark: _Toc49776048][bookmark: _Toc51746968][bookmark: _Toc66360523][bookmark: _Toc68105028][bookmark: _Toc74755658][bookmark: _Toc75351369][bookmark: _Toc11247463][bookmark: _Toc27044587][bookmark: _Toc36033629][bookmark: _Toc45131766][bookmark: _Toc49776051][bookmark: _Toc51746971][bookmark: _Toc66360526][bookmark: _Toc68105031][bookmark: _Toc74755661][bookmark: _Toc75351372]*** 1st Change ***
[bookmark: _Toc85734118][bookmark: _Toc89431417][bookmark: _Toc97042209][bookmark: _Toc97045353][bookmark: _Toc97155098][bookmark: _Toc101521248][bookmark: _Toc129169446][bookmark: _Toc65839254][bookmark: _Toc85734388][bookmark: _Toc89431687][bookmark: _Toc97042499][bookmark: _Toc97045643][bookmark: _Toc97155388][bookmark: _Toc101521528][bookmark: _Toc129169739][bookmark: _Toc65839257][bookmark: _Toc85734391][bookmark: _Toc89431690][bookmark: _Toc97042502][bookmark: _Toc97045646][bookmark: _Toc97155391][bookmark: _Toc101521531][bookmark: _Toc129169742][bookmark: _Hlk130559617]5.6.2.2.2	EAS requesting reservation of resources for a data session between AC and EAS with specific QoS using Eees_SessionWithQoS operation
[bookmark: _Toc65839156]To request establishment of a data session between AC and EAS with a specific QoS, the EAS shall send a HTTP POST message to the Edge Enabler Server on the "Sessions with QoS" resource as specified in clause 8.5.2.2.3.1. The body of POST message shall include the EAS identifier, only one of the UE's IP address or the Identifier of the UE or the identifier of the group uniquely identifying a group of UEs, IP flow description, and at least one of requested QoS reference. The body of POST message may include a list of associated events which the EAS subscribes, and if the event list is included, a Notification Destination URI shall also be provided.
Upon receiving the HTTP POST message from the EAS, the EES shall:
1.	the EES shall pProcess the EAS Session with QoS Create request;
2.	the EES shall verify the identity of the EAS and check if the EAS is authorized to request reservation of resources for a data session between AC and EAS with a specific QoS;
3.	if the EAS is authorized, then the EES shall;
a.	create a new resource "Individual Session with QoS";
b.	if the request is for a group of UEs identified by group ID (i.e., via the "intGrpId" or "extGrpId") or for a single UE identified via the "ueId" attribute, interact with the SCEF (as specified in 3GPP TS 29.122 [6]) or the NEF (as specified in 3GPP TS 29.522 [10]) by invoking the MonitroingEvent API with the monitoring type sets to "PDN_CONNECTIVITY_STATUS" to request to be notified when the 3GPP network detects the UE's PDN connection or PDU session is set up or torn down. If the IP address for the single UE or, the IP address(es) for one or more UEs within the group are received from the 3GPP network, then execute step 3c; and
c.	if the request is for a single UE identified by the IP address or the IP address is obtained in step 3b, interact directly with the PCRF (as specified in 3GPP TS 29.214 [15]) or the PCF (as specified in 3GPP TS 29.514 [16]), or via the SCEF (as specified in 3GPP TS 29.122 [6]) or the NEF (as specified in 3GPP TS 29.522 [10]) by invoking the AsSessionWithQoS API, to provide the specific QoS information to the PCF.
4.	if the EAS is authorized, then if one of the subscribed event(s) is "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION" event:
a)	if the "EdgeApp_2" feature is supported, the EAS may provide the traffic filter information in the "trafFilterInfo" attribute in the request body:
i)	the EES may invoke the Nnef_PfdManagement API as described in clause 4.4.6 of 3GPP TS 29.522 [10] and clause 4.4.10 of 3GPP TS 29.122 [18] with the same Application Identifier that is used for requesting user plane path management events monitoring as defined further below;
ii)	 if the Application Identifier is not provided by the EAS, the EES may map the EASID into the Application Identifier that is used to invoke the Nnef_PfdManagement API; and
iii)	if the invocation of the PFD management procedures towards the 3GPP network fails (e.g. the PFD Management service is not supported by the 3GPP Core Network), the EES shall reject the request in step 6 with an appropriate error response;
54.	upon receipt of successful response from 3GPP network, respond to the EAS with "201 Created" and include the session with QoS context information. The new created resource URI shall also be included in the Location header field of the HTTP response message.in the response message. 
On failure, the EES shall take proper error handling actions, as specified in clause 8.5.6, and respond to the EAS with an appropriate error status code.
*** 2nd Change ***
[bookmark: _Toc85734121][bookmark: _Toc89431420][bookmark: _Toc97042212][bookmark: _Toc97045356][bookmark: _Toc97155101][bookmark: _Toc101521251][bookmark: _Toc129169449]5.6.2.3.2	EAS updating QoS of a data session between AC and EAS using Eees_SessionWithQoS_Update operation
To request modification of the QoS of the data session between AC and EAS, the EAS shall send a HTTP PATCH or PUT message to the EES on resource URI "Individual Session with QoS" resource as specified in clause 8.5.2.3.3.1 for HTTP PATCH message and in clause 8.5.2.3.3.2 for HTTP PUT message.
The PUT message shall replace all the QoS settings of the data session in the existing context. The request shall not change the values of the "easId", "ueId", "ueIpv4Addr", "ueIpv6Addr", "ipDomain", "intGrpId", "extGrpId", "dnn" and/or "snssai" attributes.
Upon receiving the HTTP PATCH or PUT message from the EAS, the EES shall:
1.	the EES shall check the update of the existing Individual Session with QoS from the EAS is authorized or not;
2.	if the EAS is authorized, then if one of the subscribed event(s) is "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION" event:
a)	if the "EdgeApp_2" the EAS may provide the traffic filter information in the "trafFilterInfo" attribute in the request body:
i)	the EES may invoke the Nnef_PfdManagement API as described in clause 4.4.6 of 3GPP TS 29.522 [10] and clause 4.4.10 of 3GPP TS 29.122 [18] with the same Application Identifier that is used for requesting user plane path management events monitoring as defined further below;
ii)	 if the Application Identifier is not provided by the EAS, the EES may map the EASID into the Application Identifier that is used to invoke the Nnef_PfdManagement API; and
iii)	if the invocation of the PFD management procedures towards the 3GPP network fails (e.g. the PFD Management service is not supported by the 3GPP Core Network), the EES shall reject the request in step 6 with an appropriate error response;
32.	if the EAS is authorized, and to update the QoS setting, then the EES shall:
a.	interact with the 3GPP network to update the associated data session; and
b.	upon receipt of successful response from 3GPP network, respond to the EAS with "204 No Content", or "200 OK" with the updated Individual session with QoS context in the response message.
	On failure, the EES shall take proper error handling actions, as specified in clause 8.5.6, and respond to the EAS with an appropriate error status code.
	If the EES determines that the received HTTP PATCH or PUT message needs to be redirected, the EES may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative EES where the message should be sent. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].
*** 3rd Change ***
8.5.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.5.5.1-1 specifies the data types defined specifically for the Eees_SessionWithQoS API service.
Table 8.5.5.1-1: Eees_SessionWithQoS API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	SessionWithQoS
	8.5.5.2.2
	
	

	SessionWIthQoSPatch
	8.5.5.2.3
	
	

	UserPlaneEventNotification
	8.5.5.2.4
	
	



Table 8.5.5.1-2 specifies data types re-used by the Eees_SessionWithQoS API service. 
Table 8.5.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Gpsi
	3GPP TS 29.571 [8]
	Used to identify the UE, for which the related session with QoS is requested to. 
	

	Ipv4Addr
	3GPP TS 29.122 [6]
	Identifying the IPv4 address of the UE.
	

	Ipv6Addr
	3GPP TS 29.122 [6]
	Identifying the IPv6 address of the UE.
	

	UserPlaneEvent
	3GPP TS 29.122 [6]
	Indicates the event reported by the EES.
	

	SponsorInformation
	3GPP TS 29.122 [6]
	Indicates a sponsor information
	

	QosMonitoringInformation
	3GPP TS 29.122 [6]
	Indicates the Qos Monitoring information
	

	DurationSecRm
	3GPP TS 29.571 [8]
	This data type is defined in the same way as the "DurationSec" data type, but with the OpenAPI "nullable: true" property.
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features.
	

	TestNotification
	3GPP TS 29.122 [6]
	This type represents a notification that can be sent to test whether a chosen notification mechanism works
	

	Uri
	3GPP TS 29.122 [6]
	
	

	WebsockNotifConfig
	3GPP TS 29.122 [6]
	This type represents configuration for the delivery of notifications over Websockets.
	

	Dnn
	3GPP TS 29.571 [8]
	Identifies a DNN.
	

	GroupId
	3GPP TS 29.571 [8]
	Used to present the internal group identifier in the AS session with QoS subscription/request.
	

	ExternalGroupId
	3GPP TS 29.571 [8]
	Used to present the external group identifier in the AS session with QoS subscription/request.
	

	Snssai
	3GPP TS 29.571 [8]
	Identifies a S-NSSAI
	

	FlowDescription
	3GPP TS 29.514 [16]
	Identifies an IP flow description.
	

	BitRateRm
	3GPP TS 29.571 [8]
	This data type is defined in the same way as the "BitRate" data type, but with the OpenAPI "nullable: true" property.
	

	UserPlaneEventReport
	3GPP TS 29.122 [6]
	Represents an event report for user plane.
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features.
	

	TrafficFilterInfo
	8.6.5.2.12
	Represents the traffic filter information.
	EdgeApp_2



*** 4th Change ***
8.5.5.2.2	Type: SessionWithQoS
Table 8.5.5.2.2-1: Definition of type SessionWIthQoS
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	self
	Uri
	C
	0..1
	Link to the "Individual Session with QoS" resource. 
Shall only be present in the HTTP GET response on the "Sessions with QoS" resource.
	

	easId
	string
	M
	1
	The application identifier of the EAS, e.g. URI, FQDN.
	

	ueIpv4Addr
	Ipv4Addr
	O
	0..1
	IPv4 address of the UE. (NOTE 1)
	

	ueIpv6Addr
	Ipv6Addr
	O
	0..1
	IPv6 address of the UE. (NOTE 1)
	

	ipDomain
	string
	O
	0..1
	Identifies the IP domain.
The attribute may only be provided if the ueIpv4Addr attribute is present.
	

	ueId
	Gpsi
	O
	0..1
	Identifier of the UE for which related session with QoS is requested to. (NOTE 1)
	

	intGrpId
	GroupId
	O
	0..1
	The internal group identifier, identifying the group of UEs for which related session with QoS is requested to. (NOTE 1)
	

	extGrpId
	ExternalGroupId
	O
	0..1
	The external group identifier, identifying the group of UEs for which the related session with QoS is requested to. (NOTE 1)
	

	ipFlows
	array(FlowDescription)
	M
	1..N
	Contains the flow description for the Uplink and/or Downlink IP flows. (NOTE 3)
	

	trafFilterInfo
	TrafficFilterInfo
	O
	0..1
	Represents the traffic filter information.

This attribute may be present only if the "event" attribute is set to "UP_PATH_CHG","ACR_MONITORING" and/or"ACR_FACILITATION".
(NOTE 3)
	EdgeApp_2

	qosReference
	string
	O
	0..1
	Identifies a pre-defined QoS information (NOTE 2)
	

	altQosReference
	array(string)
	O
	1..N
	Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
	

	events
	array(UserPlaneEvent)
	O
	1..N
	Indicates the events subscribed by the EAS.
	

	sponsorInformation
	SponsorInformation
	O
	0..1
	Describes the sponsor information.
	

	qosMonInfo
	QosMonitoringInformation
	O
	0..1
	Qos Monitoring information. It may be present when the event "QOS_MONITORING" is subscribed.
	

	notificationDestination
	Uri
	C
	0..1
	URI where the event notification shall be delivered to. 
This attribute shall be present if the "events" attribute is included.
	

	dnn
	Dnn
	O
	0..1
	Dnn of the PDU session, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	O
	0..1
	S-NSSAI of the PDU session.
	

	maxbrUl
	BitRate
	O
	0..1
	Indicates the (requested) maximum bandwidth in uplink. (NOTE 2)
	

	maxbrDl
	BitRate
	O
	0..1
	Indicates the (requested) maximum bandwidth in downlink. (NOTE 2)
	

	disUeNotif
	boolean
	O
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by Subscriber to request the EES to send a test notification as defined in 3GPP TS 29.122 [6]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in 3GPP TS 29.122 [6].
	Notification_websocket

	suppFeat
	SupportedFeatures
	O
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8.
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
	

	NOTE 1:	Only one of UE IP address (ipv4Addr or ipv6Addr), UE Identifier (ueId), Internal group identifier (intGrpId), or External group identifier (extGrpId) shall be included.
NOTE 2:	Only one of requested QoS (qosReference) or Requested bandwidth (maxbuUl and/or maxbtDl) shall be included.
NOTE 3:	If the "EdgeApp_2” feature is supported, the "ipFlows" attribute within the "trafFilterInfo” attribute take the precedence over the "ipFlows" attribute when both are provided.



*** 5th Change ***
[bookmark: _Toc85734392][bookmark: _Toc89431691][bookmark: _Toc97042503][bookmark: _Toc97045647][bookmark: _Toc97155392][bookmark: _Toc101521532][bookmark: _Toc129169743]8.5.5.2.3	Type: SessionWithQoSPatch
Table 8.5.5.2.3-1: Definition of type SessionWIthQoSPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipFlows
	array(FlowDescription)
	O
	1..N
	Contains the flow description for the Uplink and/or Downlink IP flows. 
(NOTE)
	

	trafFilterInfo
	TrafficFilterInfo
	O
	0..1
	Represents the traffic filter information.

This attribute may be present only if the "event" attribute is set to "UP_PATH_CHG","ACR_MONITORING" and/or"ACR_FACILITATION".
(NOTE)
	EdgeApp_2

	qosReference
	string
	O
	0..1
	Identifies a pre-defined QoS information.
	

	altQosReference
	array(string)
	O
	1..N
	Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
	

	Events
	array(UserPlaneEvent)
	O
	1..N
	Indicates the event subscribed by the EAS.
	

	sponsorInformation
	SponsorInformation
	O
	0..1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	qosMonInfo
	QosMonitoringInformationRm
	O
	0..1
	Qos Monitoring information. It can be present when the event "QOS_MONITORING" is subscribed.
	

	notificationDestination
	Uri
	O
	0..1
	URI where the monitoring event notification should be delivered to.
	

	maxbrUl
	BitRateRm
	O
	0..1
	Indicates the (requested) maximum bandwidth in uplink.
	

	maxbrDl
	BitRateRm
	O
	0..1
	Indicates the (requested) maximum bandwidth in downlink.
	

	disUeNotif
	boolean
	O
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	

	NOTE: 	If the "EdgeApp_2” feature is supported, the "ipFlows" attribute within the "trafFilterInfo” attribute take the precedence over the "ipFlows" attribute when both are provided.



*** 6th Change ***
[bookmark: _Toc85734369][bookmark: _Toc89431668][bookmark: _Toc97042480][bookmark: _Toc97045624][bookmark: _Toc97155369][bookmark: _Toc101521509][bookmark: _Toc129169718][bookmark: _Toc65839262][bookmark: _Toc85734395][bookmark: _Toc89431694][bookmark: _Toc97042506][bookmark: _Toc97045650][bookmark: _Toc97155395][bookmark: _Toc101521535][bookmark: _Toc129169746][bookmark: _Toc85734396][bookmark: _Toc89431695][bookmark: _Toc97042507][bookmark: _Toc97045651][bookmark: _Toc97155396][bookmark: _Toc101521536][bookmark: _Toc129169747]8.5.2.2.3.1	POST
This method requests resources for a data session between AC and EAS with a specific QoS and may create the session information subscription at the Edge Enabler Server for receiving the user plane event notification of the session information. This method shall support the URI query parameters specified in table 8.5.2.2.3.1-1.
Table 8.5.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.5.2.2.3.1-2 and the response data structures and response codes specified in table 8.5.2.2.3.1-3.
Table 8.5.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoS
	M
	1
	Parameters to create a subscription for a session with required QoS for the service requirement.



Table 8.5.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	201 Created
	The session is successfully set up with requested QoS, and the session information is provided in the response body.
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE:	The mandatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Editor's Note:	The response codes for ProblemDetails data type is FFS.


Table 8.5.2.2.3.1-4: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/ eees-session-with-qos/<apiVersion>/sessions/{sessionId}



*** 7th Change ***
[bookmark: _Toc85734376][bookmark: _Toc89431675][bookmark: _Toc97042487][bookmark: _Toc97045631][bookmark: _Toc97155376][bookmark: _Toc101521516][bookmark: _Toc129169725]8.5.2.3.3.1	PATCH
This method partially updates the QoS of the data session between AC and EAS. This method shall support the URI query parameters specified in the table 8.5.2.3.3.1-1.
Table 8.5.2.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.5.2.3.3.1-2 and the response data structures and response codes specified in table 8.5.2.3.3.1-3.
Table 8.5.2.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoSPatch
	M
	1
	Request to partially update the data session between AC and EAS with a specific QoS



Table 8.5.2.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	200 OK
	The individual Session with QoS is successfully modified and the updated session with QoS context information is returned in the response

	n/a
	
	
	204 No Content
	The individual Session with QoS is successfully modified.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.

Redirection handling is described in clause 5.2.10 of TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.

Redirection handling is described in clause 5.2.10 of TS 29.122 [6].

	NOTE:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.



Editor's Note:	The response codes for ProblemDetails data type is FFS.

Table 8.5.2.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.5.2.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



*** 8th Change ***
[bookmark: _Toc85734377][bookmark: _Toc89431676][bookmark: _Toc97042488][bookmark: _Toc97045632][bookmark: _Toc97155377][bookmark: _Toc101521517][bookmark: _Toc129169726]8.5.2.3.3.2	PUT
This method requests modification of QoS of the data session between AC and EAS and may modify the subscription of the event monitoring by subscribing to new events or removing subscriptions to existing events at the Edge Enabler Server for receiving the user plane event notification of the session information. This method shall support the URI query parameters specified in the table 8.5.2.3.3.2-1.
Table 8.5.2.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.5.2.3.3.2-2 and the response data structures and response codes specified in table 8.5.2.3.3.2-3.
Table 8.5.2.3.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoS
	M
	1
	Parameters to create a subscription for a session with required QoS for the service requirement.



Table 8.5.2.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	200 OK
	The individual Session with QoS is successfully modified and the updated session with QoS context information is returned in the response.

	n/a
	
	
	204 No Content
	The individual Session with QoS is successfully modified.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.

Redirection handling is described in clause 5.2.10 of TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.

Redirection handling is described in clause 5.2.10 of TS 29.122 [6].

	NOTE:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply..



Editor's Note:	The response codes for ProblemDetails data type is FFS.

Table 8.5.2.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.5.2.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



*** 9th Change ***
8.5.6	Error Handling
General error responses are defined in clause 7.7.
[bookmark: _Toc100767822][bookmark: _Toc129169647]8.5.6.1	General
For the Eees_SessionWithQoS API, HTTP error handling shall be supported as specified in clause 7.7. In addition, the requirements in the following clauses are applicable for the Eees_SessionWithQoS API.
[bookmark: _Toc100767823][bookmark: _Toc129169648]8.5.6.2	Protocol Errors
No specific protocol errors for the Eees_SessionWithQoS API are specified.
[bookmark: _Toc100767824][bookmark: _Toc129169649]8.5.6.3	Application Errors
The application errors defined for the Eees_SessionWithQoS API are listed in Table 8.5.6.3-1.
Table 8.5.6.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



Editor's Note:	The HTTP status code is FFS.

*** 10th Change ***
[bookmark: _Toc85734611][bookmark: _Toc89431910][bookmark: _Toc97042828][bookmark: _Toc97045972][bookmark: _Toc97155717][bookmark: _Toc101521773][bookmark: _Toc129169974]A.6	Eees_SessionWithQoS API
openapi: 3.0.0
info:
  title: EES Session with QoS API
  description: |
    API for EES Session with Qos service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
  version: 1.1.0-alpha.1
externalDocs:
  description: >
    3GPP TS 29.558 V18.0.0 Enabling Edge Applications;
    Application Programming Interface (API) specification; Stage 3
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.558/
security:
  - {}
  - oAuth2ClientCredentials: []
servers:
  - url: '{apiRoot}/eees-session-with-qos/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 7.5 of 3GPP TS 29.558.

paths:
  /sessions:
    post:
      summary: Create a new Individual Session with QoS resource
      operationId: CreateIndSessionWithQoS
      tags:
        - Sessions with QoS (Collection)
      description: >
        Request reservation of resources for a data session between AC and EAS with a specific QoS.
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/SessionWithQoS'
      responses:
        '201':
          description: Created (Successful creation)
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SessionWithQoS'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        notificationDestination:
          '{request.body#/notificationDestination}':
            post:
              requestBody:  # contents of the callback message
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/UserPlaneEventNotification'
              responses:
                '204':
                  description: No Content (successful notification)
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    get:
      summary: Read all Sessions with QoS resource
      operationId: ReadAllSessionsWithQoS
      tags:
        - Sessions with QoS (Collection)
      description: Retrieve all the Session With QoS information.
      parameters:
        - name: eas-id
          in: query
          description: Identifier of the EAS which querying the status of subscriptions.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK (Successful get all of the active subscriptions)
          content:
            application/json:
              schema:
                type: array
                items:
                  $ref: '#/components/schemas/SessionWithQoS'
                minItems: 1
                description: >
                  All the subscription information related to the request URI is returned
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /sessions/{sessionId}:
    put:
      summary: Update an Individual Session with QoS resource
      operationId: UpdateIndSessionWithQoS
      tags:
        - Individual Session with QoS (Document)
      description: >
        Fully replace an existing Individual Session with QoS resource identified by a sessionId.
      parameters:
        - name: sessionId
          in: path
          description: Session Id.
          required: true
          schema:
            type: string
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/SessionWithQoS'
      responses:
        '200':
          description: >
            The individual Session with QoS is successfully modified and the updated
            session with QoS context information is returned in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SessionWithQoS'
        '204':
          description: No Content
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Modify an Individual Session with QoS resource
      operationId: ModifyIndSessionWithQoS
      tags:
        - Individual Session with QoS (Document)
      parameters:
        - name: sessionId
          in: path
          description: session Id.
          required: true
          schema:
            type: string
      requestBody:
        description: >
          Partial update an existing Individual Session with QoS resource identified by a sessionId.
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/SessionWithQoSPatch'
      responses:
        '200':
          description: >
            The individual Session with QoS is successfully modified and the updated
            session with QoS context information is returned in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SessionWithQoS'
        '204':
          description: No Content.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    delete:
      summary: Delete an Individual Session with QoS resource
      operationId: DeleteIndSessionWithQoS
      tags:
        - Individual Session with QoS (Document)
      description: Remove an Individual Session with QoS resource identified by a sessionId.
      parameters:
        - name: sessionId
          in: path
          description: session Id.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: >
            The individual Session with QoS resource matching the sessionId is successfully deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    get:
      summary: Read Individual Session with QoS resource
      operationId: ReadIndSessionWithQoS
      tags:
        - Individual Session with QoS (Document)
      description: Read a subscription resource for a sessionId.
      parameters:
        - name: sessionId
          in: path
          description: Session Id.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: The subscription information related to the request URI is returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/SessionWithQoS'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'


# Components

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}

  schemas:
    SessionWithQoS:
      type: object
      description: Represents an Individual Session with QoS Subscription.
      properties:
        self:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        easId:
          type: string
          description: Identifier of an EAS.
        ueIpv4Addr:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'
        ueIpv6Addr:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'
        ipDomain:
          type: string
        ueId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        intGrpId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        extGrpId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ExternalGroupId'
        ipFlows:
          type: array
          items:
            $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/FlowDescription'
          minItems: 1
          description: Contains the flow description for the Uplink and/or Downlink IP flows.
        trafFilterInfo:
          $ref: 'TS29558_Eees_ACRManagementEvent.yaml#/components/schemas/TrafficFilterInfo'
        qosReference:
          type: string
          description: Identifies a pre-defined QoS information.
        altQosReference:
          type: array
          items:
            type: string
          description: >
            Identifies an ordered list of pre-defined QoS information.
            The lower the index of the array for a given entry, the higher the priority.
        events:
          type: array
          items:
            $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/UserPlaneEvent'
          description: Indicates the events subscribed by the EAS.
        sponsorInformation:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/SponsorInformation'
        qosMonInfo:
          $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/QosMonitoringInformation'
        notificationDestination:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        maxbrUl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        maxbrDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        disUeNotif:
          type: boolean
          description: >
            Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified
            by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to
            "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile.
            The default value "false" shall apply, if the attribute is not present and has not been
            supplied previously.
        requestTestNotification:
          type: boolean
          description: >
            Set to true by Subscriber to request the EES to send a test notification
            as defined in 3GPP TS 29.122. Set to false or omitted otherwise.
        websockNotifConfig:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - easId
        - ipFlows

    SessionWithQoSPatch:
      type: object
      description: Represents a modification request of Individual Session with QoS Subscription.
      properties:
        ipFlows:
          type: array
          items:
            $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/FlowDescription'
          minItems: 1
          description: Contains the flow description for the Uplink and/or Downlink IP flows.
        trafFilterInfo:
          $ref: 'TS29558_Eees_ACRManagementEvent.yaml#/components/schemas/TrafficFilterInfo'
        qosReference:
          type: string
          description: Identifies a pre-defined QoS information.
        altQosReference:
          type: array
          items:
            type: string
          description: >
            Identifies an ordered list of pre-defined QoS information.
            The lower the index of the array for a given entry, the higher the priority.
        events:
          type: array
          items:
            $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/UserPlaneEvent'
          description: Indicates the events subscribed by the EAS.
        sponsorInformation:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/SponsorInformation'
        qosMonInfo:
          $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/QosMonitoringInformationRm'
        notificationDestination:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
        maxbrUl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRateRm'
        maxbrDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRateRm'
        disUeNotif:
          type: boolean

    UserPlaneEventNotification:
      type: object
      description: Represents the user plane event notification.
      properties:
        sessionId:
          type: string
          description: >
            String identifying the individual data session information for which
            the QoS event notification is delivered.
        eventReports:
          type: array
          items:
            $ref: 'TS29122_AsSessionWithQoS.yaml#/components/schemas/UserPlaneEventReport'
          minItems: 1
          description: >
            Contains the flow description for the Uplink and/or Downlink IP flows.
      required:
        - sessionId
        - eventReports
*** End of Changes ***

