

	
3GPP TSG-CT WG3 Meeting #127e	C3-231490
[bookmark: _GoBack]E-meeting, 17th – 21st, April, 2023													 (revision of C3-231416)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	29.549
	CR
	0156
	rev
	1
	Current version:
	18.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Support of Network slice capability management

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT3

	
	

	Work item code:
	NBI18
	
	Date:
	2023-03-20

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	The SEAL supports Network slice capability enablement, but the description is missing in clause 4.

	
	

	Summary of change:
	Introduce the support of Network slice capability enablement to SEAL architecture in clause 4

	
	

	Consequences if not approved:
	Incomplete spec for support of the Network slice capability enablement to SEAL architecture

	
	

	Clauses affected:
	4

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	The CR does not impact any OpenAPI file.

To Rapporteur and MCC: this CR should be implemented before CR#0158 under ADAES WI

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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3GPP has considered in 3GPP TS 23.434 [2] the development of Service enabler architecture layer for verticals (SEAL) over 3GPP networks to support vertical applications (e.g. V2X applications). It specifies the functional architecture for SEAL and the procedures, information flows and APIs for each service within SEAL in order to support vertical applications over the 3GPP systems. To ensure efficient use and deployment of vertical applications over 3GPP systems, SEAL services includes, group management, configuration management, location management, identity management, key management and network resource management, network slice capability enablement.
3GPP TS 23.434 [2], clause 6 specifies the functional entities and domains of the functional model, reference points descriptions and SEAL APIs for SEAL services.
The present document specifies the APIs needed to support SEAL.


*** End of Changes ***
