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Additional discussion(if needed):
Proposed changes:

[bookmark: _Toc98182983][bookmark: _Toc11247460][bookmark: _Toc27044584][bookmark: _Toc36033626][bookmark: _Toc45131763][bookmark: _Toc49776048][bookmark: _Toc51746968][bookmark: _Toc66360523][bookmark: _Toc68105028][bookmark: _Toc74755658][bookmark: _Toc75351369][bookmark: _Toc11247463][bookmark: _Toc27044587][bookmark: _Toc36033629][bookmark: _Toc45131766][bookmark: _Toc49776051][bookmark: _Toc51746971][bookmark: _Toc66360526][bookmark: _Toc68105031][bookmark: _Toc74755661][bookmark: _Toc75351372]*** 1st Change ***
[bookmark: _Toc28012777][bookmark: _Toc34266247][bookmark: _Toc36102418][bookmark: _Toc43563460][bookmark: _Toc45134003][bookmark: _Toc50031933][bookmark: _Toc51762853][bookmark: _Toc56640920][bookmark: _Toc59017888][bookmark: _Toc66231756][bookmark: _Toc68168917][bookmark: _Toc70550563][bookmark: _Toc83233000][bookmark: _Toc85552894][bookmark: _Toc85556993][bookmark: _Toc88667495][bookmark: _Toc90655780][bookmark: _Toc94064161][bookmark: _Toc98233541][bookmark: _Toc101244317][bookmark: _Toc104538906][bookmark: _Toc112951028][bookmark: _Toc113031568][bookmark: _Toc114133707][bookmark: _Toc120702207][bookmark: _Toc129332846][bookmark: _Toc11247932][bookmark: _Toc27045114][bookmark: _Toc36034165][bookmark: _Toc45132313][bookmark: _Toc49776598][bookmark: _Toc51747518][bookmark: _Toc66361100][bookmark: _Toc68105605][bookmark: _Toc74756237][bookmark: _Toc105675114][bookmark: _Toc112943379]4.3.1.3.2	NF Service Consumers
The Policy Control Function (PCF):
-	supports taking analytics information for slice load level information from the NWDAF;
-	supports taking analytics information for service experience related network data from the NWDAF;
-	supports taking analytics information for network performance from the NWDAF;
-	supports taking analytics information for abnormal UE behaviour from the NWDAF;
-	supports taking analytics information for user data congestion from the NWDAF.
-	supports taking analytics information for dispersion from the NWDAF;
-	supports taking analytics information for WLAN performance from the NWDAF; and
-	supports taking one or more above input from NWDAF into consideration for policies on assignment of network resources and/or for traffic steering policies.
NOTE:	How this information is used by the PCF is not standardized in this specification.
The Network Slice Selection Function (NSSF):
-	supports taking slice load level information or network slice instance load level information from the NWDAF into consideration for slice selection;
-	supports taking analytics information for service experience related network data from the NWDAF; and
-	supports taking analytics information for dispersion at the slice from the NWDAF.
The Access and Mobility Management Function (AMF):
-	supports taking SMF load information from the NWDAF into consideration for SMF selection;
-	supports taking expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF into consideration for monitoring UE behaviour;
-	supports taking abnormal UE behaviour information from the NWDAF into consideration for adjustment of UE mobility related network parameters to solve the abnormal risk;
-	supports taking slice load level information or network slice instance load level information from NWDAF into consideration for slice selection;
-	supports taking analytics information for service experience related network data from the NWDAF; and
-	supports taking analytics information for dispersion at the slice from the NWDAF.
The Session Management Function (SMF):
-	supports taking UPF load information from the NWDAF into consideration for UPF selection;
-	supports taking expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF into consideration for monitoring UE behaviour;
-	supports taking UE mobility information from the NWDAF into consideration for UPF selection;
-	supports taking abnormal UE behaviour information from the NWDAF into consideration for adjustment of UE mobility related network parameters to solve the abnormal risk;
-	supports taking analytics information for SM congestion control experience from the NWDAF into consideration for determining back-off timer provided to UE;
-	supports taking analytics information for slice load level or network slice instance load level from the NWDAF into consideration to determine slice selection;
-	supports taking analytics information for service experience from the NWDAF into consideration to (re)select UP paths;
-	supports taking analytics information for redundant transmission experience from the NWDAF to consider whether redundant transmission shall be performed, or (if it had been activated) shall be stopped; and
-	supports taking analytics information for DN performance from the NWDAF into consideration for user plane performance.
The Network Exposure Function (NEF):
-	supports forwarding UE mobility information from the NWDAF to the AF when it is untrusted;
-	supports forwarding UE communication information from the NWDAF to the AF when it is untrusted;
-	supports forwarding expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF to the AF when it is untrusted;
-	supports forwarding abnormal behaviour information from the NWDAF to the AF when it is untrusted;
-	supports forwarding user data congestion information from the NWDAF to the AF when it is untrusted;
-	supports forwarding network performance information from the NWDAF to the AF when it is untrusted;
-	supports forwarding QoS Sustainability information from the NWDAF to the AF when it is untrusted;
-	supports forwarding Dispersion information from the NWDAF to the AF when it is untrusted;
-	supports forwarding DN performance information from the NWDAF to the AF when it is untrusted; and
-	supports forwarding Observed Service Experience information from NWDAF to the AF when it is untrusted.
-	supports taking the analytics information for NWDAF assisted PFD Determination from the NWDAF when support PFDF function as the Network Exposure Function (Packet Flow Description Function) (NEF (PFDF)).
The Application Function (AF):
-	supports receiving UE mobility information from the NWDAF or via the NEF;
-	supports receiving UE communication information from the NWDAF or via the NEF;
-	supports receiving expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF or via the NEF;
-	supports receiving abnormal behaviour information from the NWDAF or via the NEF;
-	supports receiving user data congestion information from the NWDAF or via the NEF;
-	supports receiving network performance information from the NWDAF or via the NEF;
-	supports receiving QoS Sustainability information from the NWDAF or via the NEF;
-	supports receiving Dispersion information from the NWDAF or via the NEF;
-	supports receiving DN performance information from NWDAF or via the NEF; and
-	supports receiving Observed Service Experience information from NWDAF or via the NEF.
The Operation, Administration, and Maintenance (OAM):
-	supports receiving slice load level information from the NWDAF;
-	supports receiving observed service experience from the NWDAF;
-	supports receiving NF load information from the NWDAF;
-	supports receiving network performance information from the NWDAF;
-	supports receiving UE mobility information from the NWDAF;
-	supports receiving UE communication information from the NWDAF;
-	supports receiving expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF; and
-	supports receiving abnormal UE behaviour information from the NWDAF. 
The Network Data Analytics Function (NWDAF):
-	supports receiving information for all types of network data analytics from the NWDAF; and
-	supports receiving context information related to analytics subscriptions from the NWDAF.
The Data Collection Coordination Function (DCCF):
-	supports receiving information for all types of network data analytics from the NWDAF.
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