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Additional discussion(if needed):
Proposed changes:
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Table 5.6.2.10-1: Definition of type TrafficControlData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tcId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
	

	flowStatus
	FlowStatus
	O
	0..1
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink]. The default value "ENABLED" shall apply, if the attribute is not present and has not been supplied previously.
	

	redirectInfo
	RedirectInformation
	O
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address.
	ADC

	addRedirectInfo
	array(RedirectInformation)
	O
	1..N
	Additional redirection information.
Each element indicates whether the detected application traffic should be redirected to another controlled address.
	ADCmultiRedirection

	muteNotif
	boolean
	O
	0..1
	Indicates whether application's start or stop notifications are to be muted. 
It shall be set to true to indicate application’s start or stop notifications are muted. When it is set to false, it indicates application’s start or stop notifications are not muted. The default value false shall apply, if the attribute is not present and has not been supplied previously.
	ADC

	trafficSteeringPolIdDl
(NOTE 1)
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	TSC

	trafficSteeringPolIdUl
(NOTE 1)
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	TSC

	metadata
	Metadata
	C
	0..1
	This datatype contains opaque information for the service functions in the N6-LAN that is provided by AF and transparently sent to UPF. May be only provided when "trafficSteeringPolIdDl" and/or "trafficSteeringPolIdUl" are provided for the first time.
	SFC

	routeToLocs
(NOTE 1)
	array(RouteToLocation)
	O
	1..N
	A list of location(s) to which the traffic shall be routed for the AF request.
	TSC

	maxAllowedUpLat
	UintegerRm
	O
	0..1
	Indicates the target user plane latency in units of milliseconds. The SMF may use this value to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value.
	AF_latency

	easIpReplaceInfos
	array(EasIpReplacementInfo)
	O
	1..N
	Contains EAS IP replacement information.
	EASIPreplacement

	traffCorreInd
	boolean
	O
	0..1
	Indication of traffic correlation. If it is included and set to "true", traffic should be correlated; The default value "false" applies, if the attribute is not present and has not been supplied previously. (NOTE 2)
	

	tfcCorreInfo
	TrafficCorrelationInfo
	O
	0..1
	Contains the information for traffic correlation.
	CommonEASDNAI

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA. If it is included and set to "true", temporary simultaneous connectivity should be kept. The default value "false" applies, if the attribute is not present and has not been supplied previously.
	SimultConnectivity

	simConnTerm
	DurationSec
	C
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure. 
It may be included when the "simConnInd" attribute is set to true. 
	SimultConnectivity

	upPathChgEvent
	UpPathChgEvent
	O
	0..1
	Contains the information about the AF subscription to UP path change events.
	TSC

	steerFun
	SteeringFunctionality
	O
	0..1
	Indicates the applicable traffic steering functionality.
	ATSSS

	steerModeDl
	SteeringMode
	O
	0..1
	Determines the traffic distribution rule across 3GPP and Non-3GPP accesses to apply for downlink traffic.
	ATSSS

	steerModeUl
	SteeringMode
	O
	0..1
	Determines the traffic distribution rule across 3GPP and Non-3GPP accesses to apply for uplink traffic.
	ATSSS

	mulAccCtrl
	MulticastAccessControl
	O
	0..1
	Indicates whether the service data flow, corresponding to the service data flow template, is allowed or not allowed. The default value "NOT_ALLOWED" applies, if the attribute is not present and has not been supplied previously.
	WWC

	candDnaiInd
	boolean
	O
	0..1
	Indication of reporting candidate DNAI(s). If it is included and set to "true", the candidate DNAI(s) for the PDU session need to be reported. Otherwise set to "false" or omitted.
	CommonEASDNAI

	NOTE 1:	If SFC feature is not supported, traffic steering policy identifier(s) (i.e. "trafficSteeringPolIdDl" attribute and/or "trafficSteeringPolIdUl" attribute) and N6 traffic routing requirements (i.e. "routeToLocs" attribute) are mutually exclusive; otherwise, they can be provided simultaneously.
NOTE 2:	The TSC feature shall be supported in order to support this attribute. The Indication of traffic correlation shall be provided only when all the PDU sessions related to the 5G VN group member UEs should be correlated by a common DNAI in the user plane for the traffic as described in 3GPP TS 23.501 [2], clause 5.6.7.1 and clause 5.29.



*** 2nd Change ***
5.6.2.11	Type ChargingData
Table 5.6.2.11-1: Definition of type ChargingData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	chgId
	string
	M
	1
	Univocally identifies the charging control policy data within a PDU session.
	

	meteringMethod
	MeteringMethod
	O
	0..1
	Defines what parameters shall be metered for offline charging. If the attribute is not present but it has been supplied previously, the previous information remains valid. If the attribute is not present and it has not been supplied previously or the attribute has been supplied previously but the attribute is set to NULL, the metering method pre-configured at the SMF is applicable as default metering method.
	

	offline
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PCC rule when it is included and set ot true. (NOTE 1)
	

	online
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PCC rule when it is included and set ot true. (NOTE 1, NOTE 5)
	

	sdfHandl
	boolean
	O
	0..1
	Indicates whether the service data flow is allowed to start while the SMF is waiting for the response to the credit request. The default value "FALSE" (blocking) shall apply, if the attribute is not present. (NOTE 2)
	

	ratingGroup
	RatingGroup
	C
	0..1
	The charging key for the PCC rule used for rating purposes.
It shall be included when the ChargingData policy decision is initially provisioned.
	

	reportingLevel
	ReportingLevel
	O
	0..1
	Defines on what level the SMF reports the usage for the related PCC rule. If the attribute is not present but it has been supplied previously, the previous information remains valid. If the attribute is not present and it has not been supplied previously or the attribute has been supplied previously but it is set to NULL, the reporting level pre-configured at the SMF is applicable as default reporting level.
	

	serviceId
	ServiceId
	O
	0..1
	Indicates the identifier of the service or service component the service data flow in a PCC rule relates to.
	

	sponsorId
	string
	O
	0..1
	Indicates the sponsor identity.
	SponsoredConnectivity

	appSvcProvId
	string
	O
	0..1
	Indicates the application service provider identity.
	SponsoredConnectivity

	afChargingIdentifier
	ChargingId
	C
	0..1
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
(NOTE 4)
	

	afChargId
	ApplicationChargingId
	O
	0..1
	A character string identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
(NOTE 3)
	AF_Charging_Identifier

	candDnaiInd
	boolean
	O
	0..1
	Indication of reporting candidate DNAI(s). If it is included and set to "true", the candidate DNAI(s) for the PDU session need to be reported. Otherwise set to "false" or omitted.
	CommonEASDNAI

	NOTE 1:	The absence of both the "offline" attribute and "online" attribute or only one attribute is present and set to false within a Charging Data decision instance indicates that the default charging method of the PDU session is applicable to the PCC rule referring to the Charging Data decision. Either "offline" attribute or "online" attribute set to true shall be provisioned initially if there is no default charging method applied to the PDU session. The "offline" attribute and the "online" attribute shall not be simultaneously present with the same value, i.e. both set to "true" or both set to "false".
NOTE 2:	The "sdfHandl" attribute shall not be present when the online charging method does not apply for the PCC rule referring to the Charging Data decision (i.e., when the "online" attribute is present and set to false, or is absent and the online default charging method does not apply for the PDU session, or is absent and there is no online default charging method defined).
NOTE 3:	The "afChargId" attribute shall be used instead of the "afChargingIdentifier" attribute when the "AF_Charging_Identifier" feature is supported.
NOTE 4:	The "afChargingIdentifier" attribute shall not be present when the "AF_Charging_Identifier" feature is supported. When the "AF_Charging_Identifier" feature is not supported it is out of the scope of the specification what the behaviour of the PCF is when the AF provides charging identifier values that are out of ChargingId data type value range.
NOTE 5: 	When the "OfflineChOnly" feature is supported and the "offlineChOnly" attribute is present and set to "true" within the SmPolicyDecision data structure, then the "online" attribute shall not be present.



*** End of Changes ***
