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*** First Change ***
[bookmark: _Toc129030813][bookmark: _Toc24937667][bookmark: _Toc33962482][bookmark: _Toc42883244][bookmark: _Toc49733112][bookmark: _Toc56690737][bookmark: _Toc129002148]6.1.6.2.16	Type: SubscriptionData
Table 6.1.6.2.16-1: Definition of type SubscriptionData
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfStatusNotificationUri
	Uri
	M
	1
	Callback URI where the NF Service Consumer will receive the notifications from NRF.

	reqNfInstanceId
	NfInstanceId
	O
	0..1
	If present, this IE shall contain the NF instance id of the NF service consumer.

	subscrCond
	SubscrCond
	O
	0..1
	If present, this attributed shall contain the conditions identifying the set of NF Instances whose status is requested to be monitored. If this attribute is not present, it means that the NF Service Consumer requests a subscription to all NFs in the NRF (NOTE 1).

	subscriptionId
	string
	C
	0..1
	Subscription ID for the newly created resource. This parameter shall be absent in the request to the NRF and shall be included by NRF in the response to the subscription creation request.
Read-Only: true
Pattern: "^([0-9]{5,6}-)?[^-]+$"

	validityTime
	DateTime
	C
	0..1
	Time instant after which the subscription becomes invalid. This parameter may be sent by the client, as a hint to the server, but it shall be always sent back by the server (regardless of the presence of the attribute in the request) in the response to the subscription creation request.

	reqNotifEvents
	array(NotificationEventType)
	O
	1..N
	If present, this attribute shall contain the list of event types that the NF Service Consumer is interested in receiving.

If this attribute is not present, it means that notifications for all event types are requested.

	reqNfType
	NFType
	C
	0..1
	An NF Service Consumer complying with this version of the specification shall include this IE.
If included, this IE shall contain the NF type of the NF Service Consumer that is requesting the creation of the subscription. The NRF shall use it for authorizing the request, in the same way as the "requester-nf-type" is used in the NF Discovery service (see Table 6.2.3.2.3.1-1).

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services (NOTE 2).

	reqNfFqdn
	Fqdn
	O
	0..1
	This IE may be present for a subscription request within the same PLMN as the NRF.
If included, this IE shall contain the FQDN of the NF Service Consumer that is requesting the creation of the subscription. The NRF shall use it for authorizing the request, in the same way as the "requester-nf-instance-fqdn" is used in the NF Discovery service (see Table 6.2.3.2.3.1-1).
This IE shall be ignored by the NRF if it is received from a requester NF belonging to a different PLMN.

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services (NOTE 2).

	reqSnssais
	array(ExtSnssai)
	O
	0..1
	If included, this IE shall contain the list of S-NSSAIs of the NF Service Consumer that is requesting the creation of the subscription. If this IE is included in a subscription request in a different PLMN, the requester NF shall provide S-NSSAI values of the target PLMN, that correspond to the S-NSSAI values of the requester NF. The NRF shall use it for authorizing the request, in the same way as the "requester-snssais" is used in the NF Discovery service (see Table 6.2.3.2.3.1-1).

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services (NOTE 2).

	reqPerPlmnSnssais
	array(PlmnSnssai)
	O
	1..N
	If included, this IE shall indicate the list of S-NSSAIs supported by the NF Service Consumer in each of the PLMNs it supports. The NRF shall use it for authorizing the request, in the same way as the "per-plmn-requester-snssais" is used in the NF Discovery service (see Table 6.2.3.2.3.1-1).

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services (NOTE 2).

	plmnId
	PlmnId
	O
	0..1
	If present, this attribute contains the target PLMN ID of the NF Instance(s) whose status is requested to be monitored.
(NOTE 7)

	nid
	Nid
	O
	0..1
	If present, this attribute contains the target NID that, together with the plmnId attribute, identifies the SNPN of the NF Instance(s) whose status is requested to be monitored. 

	onboardingCapability
	boolean
	O
	0..1
	If present, this attribute indicates the NF Instance(s) whose status is requested to be monitored support SNPN Onboarding capability.

	notifCondition
	NotifCondition
	O
	0..1
	If present, this attribute contains the conditions that trigger a notification from NRF; this attribute shall only be present if the NF Service Consumer has subscribed to changes on the NF Profile (i.e., reqNotifEvents contains the value "NF_PROFILE_CHANGED", or reqNotifEvents attribute is absent) (NOTE 3).
If this attribute is absent, it means that the NF Service Consumer does not indicate any restriction, or condition, on which attributes of the NF Profile shall trigger a notification from NRF.
(NOTE 5).

	reqPlmnList
	array(PlmnId)
	C
	1..N
	This IE shall be included when subscribing to NF services in a different PLMN. It may be present when subscribing to NF services in the same PLMN.
When included, this IE shall contain the PLMN ID(s) of the requester NF.
(NOTE 2)

	reqSnpnList
	array(PlmnIdNid)
	C
	1..N
	This IE shall be included when the subscribing NF belongs to one or several SNPNs and it subscribes to NF services of a specific SNPN. When included, this IE shall contain the SNPN ID(s) of the requester NF.

When the subscription is for a set of NF Instances, the subscription may be accepted by NRF, but it shall only generate notifications from NF Instances whose authorization parameters allow the NF Service Consumer to access their services.
(NOTE 2)

	servingScope
	array(string)
	O
	1..N
	If present, this attribute indicates the target served area(s) of the NF instance(s) whose status is required to be monitored. (NOTE 4)

	requesterFeatures
	SupportedFeatures
	C
	0..1
	Nnrf_NFManagement features supported by the NF Service Consumer that is invoking the Nnrf_NFManagement service. See clause 6.1.9.

This IE shall be included if at least one feature is supported by the NF Service Consumer.

Write-Only: true

(NOTE 6)

	nrfSupportedFeatures
	SupportedFeatures
	C
	0..1
	Features supported by the NRF in the Nnrf_NFManagement service. See clause 6.1.9.

This IE shall be included if at least one feature is supported by the NRF.

Read-Only: true

	hnrfUri
	Uri
	C
	0..1
	If included, this IE shall contain the API URI of the NFManagement Service (see clause 6.1.1) of the home NRF.

It shall be included if the NF Service Consumer has previously received such API URI from the NSSF in the home PLMN (see clause 6.1.6.2.11 of 3GPP TS 29.531 [42]).

	targetHni
	Fqdn
	O
	0..1
	If present, this attribute shall contain the identification of the Default Credentials Server or the identification of the Credentials Hoder.

	preferredLocality
	string
	O
	0..1
	Preferred target NF location (e.g. geographic location, data center).

When present, the NRF should set a priority for the monitored NF instance in the notification as specified in the description of the preferred-locality in Table 6.2.3.2.3.1-1.

	extPreferredLocality
	map(array(LocalityDescription))
	O
	1..N(1..M)
	Preferred target NF location (e.g. geographic location, data center).

The key of the map shall represent the relative priority, for the requester, of each locality description among the list of locality descriptions in this attribute, encoded as "1" (highest priority"), "2", "3",… ,"n" (lowest priority). See examples in the description of the ext-preferred-locality in Table 6.2.3.2.3.1-1.

When present, the NRF should set a priority for the monitored NF instance in the notification as specified in the description of the ext-preferred-locality in Table 6.2.3.2.3.1-1.

	completeProfileSubscription
	boolean
	O
	0..1
	This IE may be included by an SCP with the value true to request to monitor, and to be notified of, changes on the complete profile of the NF Instance (including authorization attributes such as the "allowedXXX" attributes of NFProfile and NFService data types). See clause 5.2.2.5.2.

Write-Only: true


	NOTE 1:	The "subscription to all NFs" may be quite demanding in terms of resources in NRF and also in terms of network traffic of the resulting notifications, so it should be authorized by NRF under very strict policies (e.g. only to a specific requesting NF, as indicated by reqNfType and reqNfFqdn attributes).
NOTE 2:	The authorization parameters in NF Profile are those used by NRF to determine whether a given NF Instance / NF Service Instance can be discovered by an NF Service Consumer in order to consume its offered services (e.g. "allowedNfTypes", "allowedNfDomains", etc.). Based on operator's policies, a subscription request not including the requester's information necessary to validate the authorization parameters in NF Profiles may be rejected or may be accepted but with only generating notifications from NF Instances whose authorization parameters allow any NF Service Consumer to access their services.
NOTE 3:	The subscription to load changes may be quite demanding in terms of network traffic of the resulting notifications, thus it may be limited by the NRF via appropriate configuration (e.g. granularity threshold)
NOTE 4:	An NF instance may explicitly indicate the served areas in the NF profile when registered to NRF. When this IE is present, the NRF shall only monitor the NF instance(s) indicating at least one of the served areas in the list. If an NF instance has not indicated any served area in its NF profile, it shall not be monitored.
NOTE 5:	If the attributes to be monitored or excluded from monitoring, included as part of the "notifCondition" attribute, refer to a specific element of an array (e.g. they refer to a specifc array index of the "nfServices" attribute of the NFProfile), the NRF shall apply the same condition to all elements of the same array.
NOTE 6:	If the NF Service Consumer that issued the subscription request indicated support for the "Service-Map" feature, the NRF shall send notifications of profile changes (see clause 6.1.6.2.17) affecting the list of NF Service Instances, as modifications of specific attributes of the "nfServiceList" map. Otherwise, the NRF shall send those notifications as a complete replacement of the "nfServices" array attribute.
NOTE 7:	The PLMN ID should be used by the NRF as an additional subscription condition to monitor the change of target NF profile, unless the subscription is specific to one or a list of NF(s) explicitly indicated by their NF Instance ID(s), e.g. using the NfInstanceIdCond or NfInstanceIdListCond, in which case the NRF shall not use the PLMN ID provided in the subscription (if any) as an additional subscription condition to monitor the change of target NF profile.



*** Next Change ***
[bookmark: _Toc129031025][bookmark: _Toc24937797][bookmark: _Toc33962617][bookmark: _Toc42883386][bookmark: _Toc49733254][bookmark: _Toc56690904][bookmark: _Toc129002356][bookmark: _Toc19709034][bookmark: _Toc27745120][bookmark: _Toc29803268][bookmark: _Toc35970059][bookmark: _Toc36050853][bookmark: _Toc44847577][bookmark: _Toc51845232][bookmark: _Toc51845563][bookmark: _Toc51847083][bookmark: _Toc57022716][bookmark: _Toc120269614]6.3.5.2.2	Type: AccessTokenReq
Table 6.3.5.2.2-1: Definition of type AccessTokenReq
	Attribute name
	Data type
	P
	Cardinality
	Description

	grant_type
	string
	M
	1
	This IE shall contain the grant type as "client_credentials".
Enum: "client_credentials"

	nfInstanceId
	NfInstanceId
	M
	1
	This IE shall contain the NF instance id of the NF service consumer.

	nfType
	NFType
	C
	0..1
	This IE shall be included when the access token request is for an NF type and not for a specific NF / NF service instance. When present, this IE shall contain the NF type of the NF service consumer.
(NOTE 3)

	targetNfType
	NFType
	C
	0..1
	This IE shall be included when the access token request is for an NF type and not for a specific NF / NF service instance. When present, this IE shall contain the NF type of the NF service producer.

	scope
	string
	M
	1
	This IE shall contain the scopes requested by the NF service consumer.

The scopes shall consist of a list of NF service name(s) of the NF service producer(s) or resource/operation-level scopes defined by each service API, separated by whitespaces, as described in IETF RFC 6749 [16], clause 3.3.

The service name(s) included in this attribute shall be any of the services defined in the ServiceName enumerated type (see clause 6.1.6.3.11).

The resource/operation-level scopes shall be any of those defined in the "securitySchemes" clause of each service API.

pattern: '^([a-zA-Z0-9_:-]+)( [a-zA-Z0-9_:-]+)*$'

See NOTE 2.

	targetNfInstanceId
	NfInstanceId
	C
	0..1
	This IE shall be included, if available and if it is an access token request for a specific NF Service Producer. When present this IE shall contain the NF Instance ID of the specific NF Service Producer for which the access token is requested.

	requesterPlmn
	PlmnId
	C
	0..1
	This IE shall be included when the NF service consumer in one PLMN requests a service access authorization for an NF service producer from a different PLMN. It may be present when a service access authorization in the same PLMN need to be requested.
When present, this IE shall contain the PLMN ID of the requester NF service consumer.
(NOTE 3) (NOTE 4)

	requesterPlmnList
	array(PlmnId)
	C
	2..N
	This IE shall be included when the NF service consumer serving a PLMN, with more than one PLMN ID, requests a service access authorization for an NF service producer from a different PLMN. It may be present when a service access authorization in the same PLMN, with more than one PLMN ID, need to be requested.
When present, this IE shall contain the PLMN IDs of the requester NF service consumer.
(NOTE 4)

	requesterSnssaiList
	array(Snssai)
	O
	1..N
	When present, this IE shall contain the list of S-NSSAIs of the requester NF service consumer. If this IE is included in an Access Token Request sent towards a different PLMN, the requester NF shall provide S-NSSAI values of the target PLMN, that correspond to the S-NSSAI values of the requester NF.
This may be used by the NRF to validate that the requester NF service consumer is allowed to access the target NF Service Producer. (NOTE 3)

	requesterFqdn
	Fqdn
	O
	0..1
	When present, this IE shall contain the FQDN of the requester NF Service Consumer.
This may be used by the NRF to validate that the requester NF service consumer is allowed to access the target NF Service Producer. (NOTE 3)

	requesterSnpnList
	array(PlmnIdNid)
	O
	1..N
	When present, this IE shall contain the list of SNPNs the requester NF service consumer belongs to.
This may be used by the NRF to validate that the requester NF service consumer is allowed to access the target NF Service Producer. (NOTE 3)

	targetPlmn
	PlmnId
	C
	0..1
	This IE shall be included when the NF service consumer in one PLMN or SNPN requests a service access authorization for an NF service producer from a different PLMN.
When present, this IE shall contain the PLMN ID of the target PLMN (i.e., PLMN ID of the NF service producer).

	targetSnpn
	PlmnIdNid
	C
	0..1
	This IE shall be included when the NF service consumer in one PLMN or SNPN requests a service access authorization for an NF service producer from a different SNPN.
When present, this IE shall contain the SNPN ID of the target SNPN (i.e., SNPN ID of the NF service producer).

	targetSnssaiList
	array(Snssai)
	O
	1..N
	This IE may be included during an access token request for an NF type and not for a specific NF / NF service instance. When present, this IE shall contain the list of S-NSSAIs of the NF Service Producer.

	targetNsiList
	array(string)
	O
	1..N
	This IE may be included during an access token request for an NF type and not for a specific NF / NF service instance. When present, this IE shall contain the list of NSIs of the NF Service Producer.

	targetNfSetId
	NfSetId
	O
	0..1
	This IE may be included during an access token request for an NF type and not for a specific NF / NF service instance. When present, this IE shall contain the NF Set ID of the NF Service Producer.

	targetNfServiceSetId
	NfServiceSetId
	O
	0..1
	This IE may be included during an access token request for a specific NF / NF service instance. When present, this IE shall contain the NF Service Set ID of the NF Service Producer.
This may be used by the NRF to validate that the requester NF service consumer is allowed to access the target NF service instance. (NOTE 3)

	hnrfAccessTokenUri
	Uri
	C
	0..1
	If included, this IE shall contain the API URI of the Access Token Service (see clause 6.3.2) of the NRF in home PLMN.

It shall be included during an access token request for an hSMF in the home routed roaming scenario, if it is returned from the NSSF in the home PLMN (see clause 6.1.6.2.11 of 3GPP TS 29.531 [42]).

	sourceNfInstanceId
	NfInstanceId
	C
	0..1
	This IE shall be included, if available and if it is an access token request from the DCCF as NF Service Consumer request data from NF Service Producers on behalf of the source NF.
When present this IE shall contain the NF Instance ID of the source NF which intend to collects data from NF Service Producer.

	NOTE 1:	This data structure shall not be treated as a JSON object. It shall be treated as a key, value pair data structure to be encoded using x-www-form-urlencoded format as specified in clause 17.13.4 of W3C HTML 4.01 Specification [26].
NOTE 2:	Though scope attribute is optional as per IETF RFC 6749 [16], it is mandatory for 3GPP as per 3GPP TS 33.501 [15].
NOTE 3:	An access token request should be rejected if the requester NF is not allowed to access the target NF based on the authorization parameters in the NF profile of the target NF. The authorization parameters in NF Profile are those used by NRF to determine whether a given NF Instance / NF Service Instance can be discovered by an NF Service Consumer in order to consume its offered services (e.g. "allowedNfTypes", "allowedNfDomains", etc.). Based on operator's policies, an access token request not including the requester's information necessary to validate the authorization parameters in the target NF Profile may be rejected.
NOTE 4:	When the NF service consumer is serving a PLMN consisting of one PLMN ID, the attribute "requesterPlmn" shall be used; otherwise, if the NF service consumer is serving a PLMN consisting of more than one PLMN ID, the attribute "requesterPlmnList" shall be used.



*** End of Changes ***
[bookmark: _Toc24937748][bookmark: _Toc33962568][bookmark: _Toc42883337][bookmark: _Toc49733205][bookmark: _Toc56690832]6.2.3.2.3.1	GET
This operation retrieves a list of NF Instances, and their offered services, currently registered in the NRF, satisfying a number of filter criteria, such as those NF Instances offering a certain service name, or those NF Instances of a given NF type (e.g., AMF).
Table 6.2.3.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	target-nf-type
	NFType
	M
	1
	This IE shall contain the NF type of the target NF being discovered.
	

	requester-nf-type
	NFType
	M
	1
	This IE shall contain the NF type of the Requester NF that is invoking the Nnrf_NFDiscovery service.
	

	preferred-collocated-nf-types
	array(CollocatedNfType)
	O
	1..N
	The IE may be present to indicate desired collocated NF type(s) when the NF service consumer wants to discover candidate NFs matching the target NF Type that are preferentially collocated with other NF types. (NOTE 19)
	Collocated-NF-Selection

	requester-nf-instance-id
	NfInstanceId
	O 
	0..1
	If included, this IE shall contain the NF instance id of the Requester NF. 
	Query-Params-Ext2

	[bookmark: _PERM_MCCTEMPBM_CRPT88420195___2]service-names
	array(ServiceName)
	O
	1..N
	If included, this IE shall contain an array of service names for which the NRF is queried to provide the list of NF profiles.

The NRF shall return the NF profiles that have at least one NF service matching the NF service names in this list.

The NF services returned by the NRF (inside the nfServices or nfServiceList attributes) in each matching NFProfile shall be those services whose service name matches one of the service names included in this list.

If not included, the NRF shall not filter based on service name.

This array shall contain unique items.

Example:

NF1 supports services: A, B, C
NF2 supports services:       C, D, E
NF3 supports services: A,    C,    E
NF4 supports services:    B, C, D

Consumer asks for service-names = [A, E]

NRF returns:

NF1 containing service A
NF2 containing service E
NF3 containing services A, E
NF4 is not returned
	

	requester-nf-instance-fqdn
	Fqdn
	O
	0..1
	This IE may be present for an NF discovery request within the same PLMN as the NRF.
If included, this IE shall contain the FQDN of the Requester NF that is invoking the Nnrf_NFDiscovery service.
The NRF shall use this to return only those NF profiles that include at least one NF service containing an entry in the "allowedNfDomains" list (see clause 6.1.6.2.3) that matches the domain of the requester NF.
This IE shall be ignored by the NRF if it is received from a requester NF belonging to a different PLMN.
(NOTE 12)
	

	target-plmn-list
	array(PlmnId)
	C
	1..N
	This IE shall be included when NF services in a different PLMN, or NF services of specific PLMN ID(s) in a same PLMN comprising multiple PLMN IDs, need to be discovered. When included, this IE shall contain the PLMN ID of the target NF. If more than one PLMN ID is included, NFs from any PLMN ID present in the list matches the query parameter.
This IE shall also be included in SNPN scenarios, when the entity owning the subscription, the Credentials Holder (see clause 5.30.2.9 in 3GPP TS 23.501 [2]) is a PLMN.

For inter-PLMN service discovery, at most 1 PLMN ID shall be included in the list; it shall be included in the service discovery from the NF in the source PLMN sent to the NRF in the same PLMN, while it may be absent in the service discovery request sent from the source NRF to the target NRF. In such case, if the NRF receives more than 1 PLMN ID, it shall only consider the first element of the array, and ignore the rest.
	

	requester-plmn-list
	array(PlmnId)
	C
	1..N
	This IE shall be included when NF services in a different PLMN need to be discovered. It may be present when NF services in the same PLMN need to be discovered. When included, this IE shall contain the PLMN ID(s) of the requester NF. (NOTE 12)
	

	requester-snpn-list
	array(PlmnIdNid)
	C
	1..N
	This IE shall be included when the Requester NF belongs to one or several SNPNs, and NF services of a specific SNPN need to be discovered. The SNPN scenarios include use cases when CH/DCS is using AAA-S or when CH/DCS is using AUSF/UDM, see clauses 5.30.2.9.2, 5.30.2.9.3 and 5.30.2.10.2.2 in 3GPP TS 23.501 [2]).
When present, this IE shall contain the SNPN ID(s) of the requester NF.
The NRF shall use this to return only those NF profiles of NF Instances allowing to be discovered from the SNPNs identified by this IE, according to the "allowedSnpns" list in the NF Profile and NF Service (see clauses 6.1.6.2.2 and 6.1.6.2.3).
	Query-Params-Ext2

	…
	
	
	
	
	



*** Information ***
