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	Reason for change:
	The following statement in clause 6.3.1:
In a trusted non-3GPP access, a UE shall first connect to a TNAN using a link layer protocol and shall initiate EAP authentication. During EAP authentication, authentication and authorization for access to 5GCN is performed by exchange of EAP-5G message the link layer protocol between the UE and the TNAN, see clause 7.3A.2.1. Upon completion of EAP authentication, the UE shall be assigned an IP address by that TNAN. Once the UE is configured with an IP address, it shall initiate the IKEv2 SA establishment procedure as described in clause 7.3A.
doesn't describe how the EAP-5G message is exchanged using the link layer protocol. Actually the statement is broken and doesn't read well.
Actually this missing relation is clarified in clause 7.3A.2.1 which states the following:
In the trusted non-3GPP access network:
a)	the TNAP and the UE exchange EAP-request/Identity message and EAP-response/Identity message; and
b)	the TNGF and the UE exchange EAP messages of EAP-5G method,
encapsulated in the link layer protocol packets such as IEEE 802.11/802.1x packets or PPP packets until successful authentication of the UE by the AMF. The link layer protocol packets are transmitted between the UE and the TNAN.
Hence the statement in YELLOW can be clarified/corrected to be aligned with the statement in GREEN.


	
	

	Summary of change:
	Clarifying that the EAP-5G message is encapsulated in the link layer protocol.

	
	

	Consequences if not approved:
	Relationship between EAP-5G message and link layer protocol stays unclear.
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[bookmark: _Toc20212054][bookmark: _Toc27744937][bookmark: _Toc36114737][bookmark: _Toc45271331][bookmark: _Toc51936589][bookmark: _Toc58230259][bookmark: _Toc131293708]6.3.1	General
In order to register to the 5G core network (5GCN) via untrusted non-3GPP IP access, the UE first needs to be configured with a local IP address from the untrusted non-3GPP access network (N3AN).
Once the UE is configured with a local IP address, the UE shall select the Non-3GPP InterWorking Function (N3IWF) as described in clause 7.2 and shall initiate the IKEv2 SA establishment procedure as described in clause 7.3. During the IKEv2 SA establishment procedure, authentication and authorization for access to 5GCN is performed.
NOTE 1:	The trust relationship indicator (see 3GPP TS 24.302 [7]), which can be received during EAP extension authentication during IKEv2 SA, does not indicate the WLAN is a trusted non-3GPP access network connected to the 5GCN.
In a trusted non-3GPP access, a UE shall first connect to a TNAN using a link layer protocol and shall initiate EAP authentication. During EAP authentication, authentication and authorization for access to 5GCN is performed by exchange of EAP-5G message encapsulated in the link layer protocol between the UE and the TNAN, see clause 7.3A.2.1. Upon completion of EAP authentication, the UE shall be assigned an IP address by that TNAN. Once the UE is configured with an IP address, it shall initiate the IKEv2 SA establishment procedure as described in clause 7.3A.
In a wireline access, the 5G-RG shall first establish connection using W-CP protocol stack with a W-AGF serving the 5G-RG using means out of scope of the present document
NOTE 2:	For establishment of connection using W-CP protocol stack, see BBF TR-456 issue 2 [42] and CableLabs WR-TR-5WWC-ARCH [36].
In wireline access, authentication and authorization of an N5GC device behind a CRG for access to 5GCN is performed as described in clause 6.3.2.
***** End of changes *****

