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	Reason for change:
	The response message to a Data Restoration notification is not uniformly defined across the different UDM APIs.

Nudm_UECM and Nudm_EE has defined the possibility for the receiver of the notification to respond with a "CONTEXT_NOT_FOUND" application error. However, such application error is not present in Nudm_SDM and Nudm_UEAU APIs.

It is proposed to remove such application error from the UECM and EE APIs, for the following reasons:

This error does not really seem to be applicable to this type of notification, since the UDM simply send information of sets of UEs that might have been affected by a potential data-loss event at the UDR. In that sense, the meaning of "CONTEXT_NOT_FOUND" is not clear.

Should it be interpreted as if there were no UEs maching any of the set of UEs indicated by UDM in the notification?

In that case, it is irrelevant for the sender of the notification (i.e. UDM) whether there are actually matching UEs, or not, on the receiver of the notification.

If there are matching UEs, the receiver of the notification will send further messages to UDM to attempt to restore the data that was lost in UDR. If there are no matching UEs, no further messages will be received.

Therefore, it is enough to let the receiver of the notification to answer with 204 No Content, to indicate that the data restoration notification was successfully received.


	
	

	Summary of change:
	Remove the "CONTEXT_NOT_FOUND" application error in the responses of Data Restoration notifications.


	
	

	Consequences if not approved:
	The definition of the Data Restoration notifications is confusing (or incorrect), causing implementation issues on both sender and receiver of those notifications. 
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* * * First Change * * * *
[bookmark: _Toc130809964]6.2.5.4	Data Restoration Notification
The POST method shall be used to inform the NF Service Consumer about a potential data-loss event occurred at the UDR, and the callback URI may be provided during the registration procedure, or dynamically discovered by UDM by querying NRF for a default notification URI.
Resource URI: {dataRestorationCallbackUri}
Support of URI query parameters is specified in table 6.2.5.4-1.
Table 6.2.5.4-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.2.5.4-2 and of response data structures and response codes is specified in table 6.2.5.4-3.
Table 6.2.5.4-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	DataRestorationNotification
	M
	1
	Contains identifiers representing those UEs potentially affected by a data-loss event at the UDR.



Table 6.2.5.4-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

	NOTE:	In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.2.5.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the Callback URI of the target NF Service Consumer to which the request is redirected

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.5.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the Callback URI of the target NF Service Consumer to which the request is redirected

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected




* * * Next Change * * * *
[bookmark: _Toc130810125]6.4.5.4	Data Restoration Notification
The POST method shall be used to inform the NF Service Consumer about a potential data-loss event occurred at the UDR, and the callback URI may be provided during the subscription procedure, or dynamically discovered by UDM by querying NRF for a default notification URI.
Resource URI: {dataRestorationCallbackUri}
Support of URI query parameters is specified in table 6.4.5.4-1.
Table 6.4.5.4-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.4.5.4-2 and of response data structures and response codes is specified in table 6.4.5.4-3.
Table 6.4.5.4-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	DataRestorationNotification
	M
	1
	Contains identifiers representing those UEs potentially affected by a data-loss event at the UDR.



Table 6.4.5.4-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

	NOTE:	In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.4.5.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the Callback URI of the target NF Service Consumer to which the request is redirected

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.4.5.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the Callback URI of the target NF Service Consumer to which the request is redirected

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected




* * * End of Changes * * * *
