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Table 6.1.6.2.11-1: Definition of type HsmfUpdateData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	requestIndication
	RequestIndication
	M
	1
	This IE shall indicate the request type.
	

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the H-SMF or SMF.
When present, this IE shall contain the permanent equipment identifier.
	

	vcnTunnelInfo
	TunnelInfo
	C
	1
	This IE shall be present if the N9 tunnel information on the visited CN side provided earlier to the H-SMF has changed.
When present, this IE shall contain the new N9 tunnel information on the visited CN side.
	

	icnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present if the N9 tunnel information of the I-UPF for DL traffic provided earlier by the I-SMF to the SMF has changed.
When present, this IE shall contain the new N9 tunnel information of the I-UPF.
	DTSSA

	additionalCnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present if additional N9 tunnel information provided earlier has changed, or if the UE requests to establish resources for a MA PDU session over the other access.
When present, it shall contain additional N9 tunnel information of the UPF controlled by the V-SMF or I-SMF. 
	MAPDU

	servingNetwork
	PlmnIdNid
	C
	0..1
	This IE shall contain the serving core network operator PLMN ID, and, for an SNPN, the NID that together with the PLMN ID identifies the SNPN, if the serving network has changed.
	

	anType
	AccessType
	C
	0..1
	This IE shall be present if the Access Network Type provided earlier to the H-SMF or SMF has changed, e.g. during a handover of the PDU session between 3GPP access and untrusted non-3GPP access (see clause 5.2.2.8.2.5).
When present, this IE shall indicate the new Access Network Type to which the PDU session is to be associated.
	

	additionalAnType
	AccessType
	C
	0..1
	This IE shall indicate the additional Access Network Type to which the PDU session is to be associated.
This IE shall be present when the UE requests to establish resources for MA PDU session over the other access.
	MAPDU

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available, upon a change of RAT Type.
	

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the H-SMF or SMF.
When present, this IE shall contain:
-	the new UE location information (see clause 5.2.3.4); and
-	the timestamp, if available, indicating the UTC time when the UeLocation information was acquired.
(NOTE 1)
	

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the H-SMF or SMF.
When present, this IE shall contain the new UE Time Zone.
	

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location.
This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available.
When present, it shall contain:
-	the last known 3GPP access user location (see clause 5.2.3.4); and
-	the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
(NOTE 1)
	

	pauseCharging
	boolean
	C
	0..1
	This IE shall be present if the H-SMF or SMF enabled the use of Pause Pause of Charging for the PDU session during the PDU session establishment and
Pause of Charging needs to be started or stopped (see clause 4.4.4 of 3GPP TS 23.502 [3]).
When present, it shall be set as follows:
- true: to Start Pause of Charging;
- false: to Stop Pause of Charging. 
	

	pti
	ProcedureTransactionId
	C
	0..1
	This IE shall be present if the requestIndication indicates a UE requested PDU session modification or release. When present, it shall contain the PTI value received from the UE.
	

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF or I-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF or I-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see clause 6.1.6.4.4). 
	

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF or I-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see clause 6.1.6.4.4). 
	

	qosFlowsRelNotifyList
	array(QosFlowItem)
	C
	1..N
	This IE shall be present if QoS flows have been released.
This IE shall also be present if QoS flow(s) have been rejected by the RAN or rejected by the V-SMF, during PDU session establishment procedure.
	

	qosFlowsVsmfRejectedList
	array(Qfi)
	O
	1..N
	This IE may be present from V-SMF to H-SMF when qosFlowsRelNotifyList is present.

When present, this IE shall include the QFIs of the QoS flows that were rejected by the V-SMF.

When the H-SMF subsequently send N1 Message to the UE to remove the QoS rules and QoS Flow level QoS parameters associated with the rejected QoS Flow(s) as indicated in the qosFlowsRelNotifyList IE, the H-SMF should exclude the V-SMF rejected QoS flow(s). If all the rejected QoS flow(s) were rejected by the V-SMF, the H-SMF should skip the subsequent N1 message update to the UE.

	

	qosFlowsNotifyList
	array(QosFlowNotifyItem)
	C
	1..N
	This IE shall be present if the QoS targets for GBR QoS flow(s) are not fulfilled anymore or when they are fulfilled again. For each GBR QoS flow indicated as not fulfilled anymore, the V-SMF/I-SMF may also indicate an alternative QoS profile which the NG-RAN currently fulfils in the currentQosProfileIndex IE or indicate that the NG-RAN cannot even fulfil the lowest alternative QoS profile.
	

	NotifyList
	array(PduSessionNotifyItem)
	C
	1..N
	Description of notifications related to the PDU session. This IE shall be present if the NG-RAN has established user plane resources for the PDU session that do not fulfil the User Plane Security Enforcement with a value Preferred, or when the user plane security enforcement is fulfilled again.
When present, this IE shall include the notification cause "UP_SEC_NOT_FULFILLED" if at least one of the UP integrity protection or UP ciphering security enforcement is not fulfilled.
If the securityResult IE is present in the message, it provides additional details on the security enforcement results.
(NOTE 4)
	

	epsBearerId
	array(EpsBearerId)
	C
	0..N
	This IE shall be present during an EPS to 5GS handover execution using the N26 interface.
When present, it shall contain the list of EPS bearer Id(s) successfully handed over to 5GS. The array shall be empty if no resource was successfully allocated in 5GS for any PDU session.
	

	hoPreparationIndication
	boolean
	C
	0..1
	This IE shall be present during an EPS to 5GS handover preparation and handover execution using the N26 interface or during N2 handover execution with I-SMF insertion.
When present, it shall be set as follows:
- true: an EPS to 5GS handover preparation or N2 handover preparation with I-SMF is in progress; the PGW-C/SMF shall not switch the DL user plane of the PDU session yet.
- false: there is no on-going EPS to 5GS handover preparation or N2 handover preparation with I-SMF in progress. If a handover preparation was in progress, the handover has been completed. The PGW-C/SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the vcnTunnelInfo or icnTunnelInfo.
It shall be set to "true" during an EPS to 5GS handover preparation using the N26 interface.

It shall be set to "false" during an EPS to 5GS handover execution using the N26 interface or during N2 handover execution with I-SMF insertion. 
	

	revokeEbiList
	array(EpsBearerId)
	C
	1..N
	This IE shall be present to request the H-SMF or SMF to revoke some EBIs (see clause 4.11.1.4.1 of 3GPP TS 23.502 [3]). When present, it shall contain the EBIs to revoke.
	

	cause
	Cause
	C
	0..1
	This IE shall be present and set as specified in clause 5.2.2.8.2.6 during P-CSCF restoration procedure and clause 5.2.2.8.2.3 during 5G-AN requested PDU session resource release procedure.
When present, this IE shall indicate the NF Service Consumer cause of the requested modification.
	

	ngApCause
	NgApCause
	C
	0..1
	The V-SMF or I-SMF shall include this IE if it received it from the 5G-AN and, for a HR PDU session, if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy. When present, this IE shall indicate the NGAP cause for the requested modification.
	

	5gMmCauseValue
	5GMmCause
	C
	0..1
	The V-SMF or I-SMF shall include this IE if it received it from the AMF and, for a HR PDU session, if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy.
	

	alwaysOnRequested
	boolean
	C
	0..1
	This IE shall be present and set to true if the UE requests to change the PDU session to an always-on PDU session and this is allowed by local policy in the V-SMF or I-SMF.
When present, it shall be set as follows:
- true: request for an always-on PDU session
- false (default): not a request for an always-on PDU session
	

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been received from AMF and, for a HR PDU session, it is allowed to be forwarded to H-SMF by operator configuration.
When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.
	

	secondaryRatUsageReport
	array(SecondaryRatUsageReport)
	O
	1..N
	This IE may be present to report usage data for a secondary RAT for QoS flows.
(NOTE 2)
	

	secondaryRatUsageInfo
	array(SecondaryRatUsageInfo)
	O
	1..N
	This IE may be present to report usage data for a secondary RAT for QoS flows and/or the whole PDU session.
	

	anTypeCanBeChanged
	boolean
	C
	0..1
	This IE shall be present and set to true to indicate that the Access Network Type associated to the PDU session can be changed (see clause 5.2.2.8.2.2), during a Service Request procedure (see clauses 4.2.3.2 and 4.3.3.3 of 3GPP TS 23.502 [3])), in response to paging or NAS notification indicating non-3GPP access, when the PDU Session for which the UE was paged or notified is in the List Of Allowed PDU Sessions provided by the UE, and the AMF received N2 SM Information only or N1 SM Container and N2 SM Information from the SMF in step 3a of clause 4.2.3.3 of 3GPP TS 23.502 [3].
When present, it shall be set as follows:
- true: the access type of the PDU session can be changed.
- false (default): the access type of the PDU session cannot be changed.
	

	maReleaseInd
	MaReleaseIndication
	C
	0..1
	This IE shall be present if a MA PDU session is requested to be released over a single access, in the following cases:
- when UE/AMF/V-SMF initiates MA PDU session release over one access; or
- when UE deregisters from one access.
When present, it shall indicate the access to be released.
	MAPDU

	maNwUpgradeInd
	boolean
	C
	0..1
	This IE shall be present if the PDU session is allowed to be upgraded to MA PDU session (see clause 6.4.2.2 of 3GPP TS 24.501 [7]).

When present, it shall be set as follows:
- true: the PDU session is allowed to be upgraded to MA PDU session
- false (default): the PDU session is not allowed to be upgraded to MA PDU session
	MAPDU

	maRequestInd
	boolean
	C
	0..1
	This IE shall be present if a MA-PDU session is requested to be established (see clause 4.22.6.3 of 3GPP TS 23.502 [3]).
When present, it shall be set as follows:
- true: a MA-PDU session is requested
- false (default): a MA-PDU session is not requested
	MAPDU

	unavailableAccesslnd
	UnavailableAccessIndication
	C
	0..1
	This IE shall be present if an access of a MA-PDU session is unavailable (see clause 4.22.7 of 3GPP TS 23.502 [3]).
When present, it shall indicate the access that is unavailable.
	MAPDU

	psaInfo
	array(PsaInformation)
	C
	1..N
	This IE shall be present, for a PDU session with an I-SMF, if one or more PSAs UPF are inserted and/or removed by the I-SMF. 
	DTSSA

	ulclBpInfo
	UlclBpInformation
	C
	0..1
	This IE shall be present, for a PDU session with an I-SMF, if an UL CL or BP UPF separate from the local PSA is inserted.
	DTSSA

	n4Info
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send N4 information (e.g. traffic usage reporting) to the SMF for traffic offloaded at a PSA controlled by an I-SMF. 
	DTSSA

	n4InfoExt1
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send additional N4 information (e.g. traffic usage reporting) to the SMF for traffic offloaded at a PSA controlled by an I-SMF. 
	DTSSA

	n4InfoExt2
	N4Information
	O
	0..1
	This IE may be present if the I-SMF needs to send additional N4 information to the SMF (e.g. during a change of PSA). 
	DTSSA

	presenceInLadn
	PresenceState
	C
	0..1
	This IE shall be present during Xn based handover with I-SMF change, if the DNN corresponds to a LADN.
When present, it shall be set to "IN" or "OUT" to indicate that the UE is in or out of the LADN service area.
	DTSSA

	vsmfPduSessionUri
	Uri
	C
	0..1
	This IE shall be present during any procedure when the V-SMF has changed, as specified in clause 4.23.4.3 of 3GPP TS 23.502 [3].

When present, it shall include the callback URI representing the PDU session in the new V-SMF.
	DTSSA

	ismfPduSessionUri
	Uri
	C
	0..1
	This IE shall be present during any procedure when the I-SMF has changed, as specified in clause 4.23.4.3 of 3GPP TS 23.502 [3].

When present, it shall include the callback URI representing the PDU session in the new I-SMF.
	DTSSA

	vsmfId
	NfInstanceId
	C
	0..1
	This IE shall be present during any procedure when the V-SMF has changed, as specified in clause 4.23.4.3 of 3GPP TS 23.502 [3].

When present, it shall contain the identifier of the new V-SMF.
	DTSSA

	ismfId
	NfInstanceId
	C
	0..1
	This IE shall be present during any procedure when the I-SMF has changed, as specified in clause 4.23.4.3 of 3GPP TS 23.502 [3].

When present, it shall contain the identifier of the new I-SMF.
	DTSSA

	vSmfServiceInstanceId
	string
	O
	0..1
	This IE may be present during any procedure when the V-SMF has changed, as specified in clause 4.23.4.3 of 3GPP TS 23.502 [3].

When present, this IE shall contain the serviceInstanceId of the new V-SMF service instance serving the PDU session.

This IE may be used by the H-SMF to identify PDU sessions affected by a failure or restart of the V-SMF service (see clauses 6.2 and 6.3 of 3GPP TS 23.527 [24]).
	DTSSA

	iSmfServiceInstanceId
	string
	O
	0..1
	This IE may be present during any procedure when the I-SMF has changed, as specified in clause 4.23.4.3 of 3GPP TS 23.502 [3].

When present, this IE shall contain the serviceInstanceId of the new I-SMF service instance serving the PDU session.

This IE may be used by the SMF to identify PDU sessions affected by a failure or restart of the I-SMF service (see clauses 6.2 and 6.3 of 3GPP TS 23.527 [24]).
	DTSSA

	dlServingPlmnRateCtl
	integer
	C
	0..1
	The IE shall be present when the Serving PLMN Rate Control for Downlink data packets has changed since last update to the H-SMF (for HR PDU session) or SMF (for PDU sessions with an I-SMF).

When present, this IE shall contain the maximum allowed number of Downlink NAS Data PDUs per deci hour of the serving PLMN, as specified in clause 5.31.14.2 of 3GPP TS 23.501 [2]. If Serving PLMN Rate Control is disabled, the IE shall be set to null value.

Minimum: 10
	CIOT

	dnaiList
	array(Dnai)
	C
	1..N
	This IE shall be present over N16a during UE Triggered Service Request procedure with I-SMF change, Xn based handover and Inter NG-RAN node N2 based handover with I-SMF change (see clauses 4.23.4.3, 4.23.11.3 and 4.23.7.3.3 in 3GPP TS 23.502 [3]).
When present, it shall include the list of DNAIs supported by the new I-SMF.  
	DTSSA

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if the vsmfId or the ismfId is present (i.e. during a change of V-SMF or I-SMF) and at least one optional feature defined in clause 6.1.8 is supported by the new V-SMF or I-SMF.

If this IE is absent when the vsmfId or the ismfId is present, the new V-SMF or I-SMF respectively shall be considered as not supporting any optional feature.
	

	roamingChargingProfile
	RoamingChargingProfile
	O
	0..1
	This IE may be present during an inter-PLMN V-SMF change (including the inter-PLMN mobility from HPLMN with I-SMF to VPLMN). When present, it shall contain the Roaming Charging Profile applicable in the VPLMN (see clauses 5.1.9.1, 5.2.1.7 and 5.2.2.12.2 of 3GPP TS 32.255 [25]). 
	

	moExpDataCounter
	MoExpDataCounter
	C
	0..1
	This IE shall be present if received from AMF.
When present, this IE shall contain the MO Exception Data Counter.
	CIOT

	vplmnQos
	VplmnQos
	O
	0..1
	When present, this IE shall contain the VPLMN QoS to be applied to the QoS flow with default QoS of the PDU Session.
	VQOS

	securityResult
	SecurityResult
	C
	0..1
	This IE shall be present if received from NG-RAN.
When present, this IE shall contain the Security Result associated to the PDU session. See clause 9.3.1.59 of 3GPP TS 38.413 [9].
	

	upSecurityInfo
	UpSecurityInfo
	C
	0..1
	This IE shall be present if received from NG-RAN during Xn handover procedure (see clause 5.2.2.8.2.16).
When present, this IE shall contain the User Plane Security Information associated to the PDU session. See clause 9.3.1.60 of 3GPP TS 38.413 [9].
	

	amfNfId
	NfInstanceId
	C
	0..1
	This IE shall be present if it is received in the Update SM Context request.
When present, it shall contain the identifier of the serving AMF.
	

	guami
	Guami
	C
	0..1
	This IE shall be present if the amfNfId is present.
When present, it shall contain the serving AMF's GUAMI.
	

	secondaryRatUsageDataReportContainer
	array(SecondaryRatUsageDataReportContainer)
	C
	1..N
	The IE shall be present during an EPS to 5GS handover procedure, if one or more instance of Secondary RAT Usage Data Report IE(s) are present and applicable to the PDU session.

The V-/I-SMF may determine to pass or not the information to the (H-)SMF based on operator policy;  if the V-/I-SMF determines to pass the information, the V-/I-SMF shall transparently forward this information to the (H-)SMF.

When present, it shall contain Base64-encoded characters, encoding the Secondary RAT Usage Data Report in the Forward Relocation Complete Acknowledge message, as specified in Figure 8.132-1 of 3GPP TS 29.274 [16] (starting from octet 1).
	

	smPolicyNotifyInd
	boolean
	C
	0..1
	This IE shall be included by I-SMF to SMF, if it is received from AMF and it is not previously provided to the SMF.

When present, this IE shall indicate that the SM Policy Association Establishment and Termination events shall be reported for the PDU session by the PCF for the SM Policy to the PCF for the UE:

- true: SM Policy Association Establishment and Termination events shall be reported

(NOTE 3)
	SPAE

	pcfUeCallbackInfo
	PcfUeCallbackInfo
	C
	0..1
	This IE shall be present when the smPolicyNotifyInd IE is present with value true.

When present, this IE shall contain the callback information of the PCF for the UE to receive SM Policy Association Establishment and Termination events notification from the PCF for the SM Policy. (NOTE 3)
	SPAE

	satelliteBackhaulCat
	SatelliteBackhaulCategory
	C
	0..1
	This IE shall be present if the V-SMF/I-SMF and the anchor SMF supports the 5GSAT feature and:
-	the satelliteBackhaulCat IE has been received from the AMF and there is a change of the satelliteBackhaulCat IE compared to what has been signalled earlier to the (H-)SMF (as determined from the SmContext); or
-	upon inter-AMF mobility (when a target AMF is taking over the control of the PDU session), the new AMF does not include the satelliteBackhaulCat IE and a satellite backhaul category had been signalled to the SMF (as determined from the SmContext).
When present, this IE shall indicate the value received from the AMF or, in the latter case, the value "NON_SATELLITE" to indicate that there is no longer any satellite backhaul towards the new 5G AN serving the UE.

	5GSAT

	maxIntegrityProtectedDataRateUl
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if received from the UE during PDU session modification procedure, see clause 4.3.3.2 of 3GPP TS 23.502 [3].
When present, it shall indicate the maximum integrity protected data rate supported by the UE for uplink. 
	

	maxIntegrityProtectedDataRateDl
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if received from the UE during PDU session modification procedure, see clause 4.3.3.2 of 3GPP TS 23.502 [3].
When present, it shall indicate the maximum integrity protected data rate supported by the UE for downlink.
	

	upCnxState
	UpCnxState
	C
	0..1
	This IE shall be present to indicate the User Plane resource establishment status in the I-SMF/V-SMF, if an Update or Create request is required to be sent to the (H-)SMF before the User Plane resource for the PDU session is established during a service request procedure for a PDU session with an I-SMF/V-SMF (see clause 4.23.4.2 and clause 4.23.4.3 of 3GPP TS 23.502 [3]).

When present, this IE shall be set as specified in clause 5.2.2.8.2.23.
	

	ecsAddrConfigInfos
	array(EcsAddrConfigInfo)
	C
	1..N
	This IE shall be sent if the information is modified by the NEF.

When present, this IE shall replace any earlier received ECS Address Configuration Information Parameters in SMF.
	HR-SBO

	hrsboReqInfo
	HrsboReqInfo
	C
	0..1
	This IE shall be present in the following scenarios, for a HR PDU session, if the new V-SMF requests HR SBO authorization: 
· V-SMF insertion (i.e. H-PLMN to V-PLMN mobility); and
· Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

This IE shall also be present, for a HR PDU session, if the HR-SBO information signaled earlier by the V-SMF to the H-SMF needs to be changed, e.g. to signal a new V-EASDF IP address upon a change of V-SMF. 

When present, this IE shall Include the information for HR-SBO as defined in clause 6.1.6.2.72.

	HR-SBO

	NOTE 1:	In shared networks, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator.
NOTE 2:	An SMF complying with this version of the specification should report secondary RAT usage using the secondaryRatUsageInfo attribute that replaces the secondaryRatUsageReport attribute.
NOTE 3:	If the smPolicyNotifyInd IE is received with the value "true", the SMF shall forward the callback information of the PCF for the UE to the PCF for SM Policy if exists via SM Policy Association Modification. See clause 4.3.3.2 of 3GPP TS 23.502 [3].
NOTE 4:	The attribute name does not follow the naming conventions specified in 3GPP TS 29.501 [5]. The attribute name is kept though as defined in the current specification for backward compatibility reason.
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Table 6.1.6.2.12-1: Definition of type HsmfUpdatedData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF/SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF/I-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see clause 6.1.6.4.4). 
	

	n4Info
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send N4 response information to the I-SMF (e.g. related with traffic usage reporting). 
	DTSSA

	n4InfoExt1
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send additional N4 response information to the I-SMF(e.g. related with traffic usage reporting). 
	DTSSA

	n4InfoExt2
	N4Information
	O
	0..1
	This IE may be present if the SMF needs to send additional N4 response information to the I-SMF (e.g. related with traffic usage reporting). 
	DTSSA

	dnaiList
	array(Dnai)
	C
	1..N
	This IE shall be present over N16a during UE Triggered Service Request procedure with I-SMF change, Xn based handover and Inter NG-RAN node N2 based handover with I-SMF change (see clauses 4.23.4.3, 4.23.11.3  and 4.23.7.3.3 in 3GPP TS 23.502 [3]).
When present, it shall include the DNAI(s) of interest for this PDU Session.

If the I-SMF and the SMF support the DTSSA-Ext1 feature, when present, this IE should include the full list of DNAIs of interest for PDU session, including DNAIs that may not be supported by the I-SMF and excluding the ones supported by the Anchor SMF.

	DTSSA








DTSSA-Ext1

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if the supportedFeatures IE was received in the request and at least one optional feature defined in clause 6.1.8 is supported by the updated PDU session resource. 
	

	roamingChargingProfile
	RoamingChargingProfile
	O
	0..1
	This IE may be present during an inter-PLMN V-SMF change (including the inter-PLMN mobility from HPLMN with I-SMF to VPLMN). When present, it shall contain the Roaming Charging Profile selected by the HPLMN (see clauses 5.1.9.1, 5.2.1.7 and 5.2.2.12.2 of 3GPP TS 32.255 [25]). 
	

	homeProvidedChargingId
	string
	C
	0..1
	When present, this IE shall contain the Home provided Charging ID (see 3GPP TS 32.255 [25]).
This IE shall be present during a HPLMN to VPLMN mobility of a PDU session with I-SMF in HPLMN.

The string shall encode the Charging ID (32-bit unsigned integer value, with maximum value "4294967295") in decimal representation.

Pattern: '^(0|([1-9]{1}[0-9]{0,9}))$'

(NOTE 3, NOTE 4)
	DTSSA

	ipv6MultiHomingInd
	boolean
	C
	0..1
	This IE shall be present over N16a, if available and an I-SMF has been changed during the following procedures: Registration, Service Request, Xn based handover, Inter NG-RAN node N2 based handover (see clause 4.23 of 3GPP TS 23.502 [3]).

When present, it shall be set as follows:

- true: IPv6 multi-homing is permitted.
- false (default): IPv6 multi-homing is not allowed.
	DTSSA

	upSecurity
	UpSecurity
	C
	0..1
	This IE shall be present if the "upSecurityInfo" IE was received in the request (i.e. during an Xn handover), and there is a mismatch between security policy received and stored (see clause 5.2.2.8.2.16).
When present, this IE shall indicate the security policy for integrity protection and encryption for the user plane of the PDU session.

This IE may be present during a handover from non-3GPP access to 3GPP access, to indicate the security policy for integrity protection and encryption for the user plane of the PDU session in the target access type.

This IE may be present when UE Integrity Protection Maximum Data Rate was received in the request, during a UE triggered PDU session modification procedure.

(NOTE 1, NOTE 2)
	

	maxIntegrityProtectedDataRateUl
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if the upSecurity IE is present and indicates that integrity protection is preferred or required.
When present, it shall indicate the maximum integrity protected data rate supported by the UE for uplink.
(NOTE 1)
	

	maxIntegrityProtectedDataRateDl
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if the upSecurity IE is present and indicates that integrity protection is preferred or required.
When present, it shall indicate the maximum integrity protected data rate supported by the UE for downlink.
(NOTE 1)
	

	qosFlowsSetupList
	array(QosFlowSetupItem)
	C
	1..N
	This IE shall be present during a handover between 3GPP and non-3GPP accesses.
When present, it shall contain the set of QoS flow(s) to establish for the PDU session for the target access type.
(NOTE 1)
	

	sessionAmbr
	Ambr
	C
	0..1
	This IE shall be present during a handover between 3GPP and non-3GPP accesses.
When present, this IE shall contain the Session AMBR authorized for the PDU session for the target access type.
(NOTE 1)
	

	epsPdnCnxInfo
	EpsPdnCnxInfo
	C
	0..1
	This IE shall be present during a handover from non-3GPP access to 3GPP access, if the PDU session may be moved to EPS during its lifetime.
(NOTE 1)

The IE shall also be included when the EPS PDN Connection Context Information of the PDU session is changed, e.g. due to reselection of anchor SMF.
	

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present during a handover from non-3GPP access to 3GPP access, if the PDU session may be moved to EPS during its lifetime.
When present, it shall include the complete epsBearerInfo IE(s) for all EBIs.
(NOTE 1)
	

	pti
	ProcedureTransactionId
	C
	0..1
	This IE shall be present during a handover between 3GPP and non-3GPP accesses.
When present, it shall contain the PTI value received in the corresponding request.
	

	interPlmnApiRoot
	Uri
	C
	0..1
	This IE should be present if the information has changed. When present, it shall contain the apiRoot of the PDU session context to be used in inter-PLMN signalling request targeting the PDU session context.
	

	intraPlmnApiRoot
	Uri
	C
	0..1
	This IE should be present if the information has changed. When present, it shall contain the apiRoot of the PDU session context to be used in intra-PLMN signalling request targeting the PDU session context.
	

	hrsboRspInfo
	HrsboRspInfo
	C
	0..1
	This IE shall be present in the following scenarios if the H-SMF supports the HR-SBO feature and if it receives a request for HR-SBO authorization in the Update request: 
· V-SMF insertion (i.e. H-PLMN to V-PLMN mobility); and
· Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

This IE shall also be present, for a HR PDU session, if the HR-SBO information signaled earlier by the H-SMF to the V-SMF needs to be changed, e.g. to signal a new Home DNS Server address. 

When present, this IE shall Include the information for HR-SBO as defined in clause 6.1.6.2.73. 

The absence of this IE in an Update response when the Update request includes a request for HR SBO authorization shall be interpreted as indicating that HR-SBO is not allowed. 

	HR-SBO

	NOTE 1:	During a handover between 3GPP and non-3GPP accesses, the V-SMF or I-SMF shall delete any corresponding information received earlier for the source access type and use the new information received for the target access type.
NOTE 2:	During inter-system mobility from EPS to 5GS, the UE Integrity Protection Maximum Data Rate is not available at the SMF during PDU Session Creation. The UE will provide UE Integrity Protection Maximum Data Rate to the network within a subsequent UE triggered PDU session modification procedure, as specified in clause 4.3.3.2 of 3GPP TS 23.502 [3].
NOTE 3:	The chargingId IE in SmContext (see clause 6.1.6.2.39) shall be set to the value received in the homeProvidedChargingId IE during a HPLMN to VPLMN mobility of a PDU session with I-SMF in HPLMN.
NOTE 4:	Usage of Charging ID with Uint32 value for roaming scenarios may lead to Charging ID collision between SMFs.




* * * Next Change * * * *
[bookmark: _Toc25073967][bookmark: _Toc34063150][bookmark: _Toc43120127][bookmark: _Toc49768182][bookmark: _Toc56434355][bookmark: _Toc130834324]6.1.6.2.39	Type: SmContext
Table 6.1.6.2.39-1: Definition of type SmContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.
	

	dnn
	Dnn
	M
	1
	This IE shall contain the UE requested DNN of the PDU session.
The DNN shall be the full DNN (i.e. with both the Network Identifier and Operator Identifier) for a HR PDU session, and it should be the full DNN in LBO and non-roaming scenarios. If the Operator Identifier is absent, the serving core network operator shall be assumed.
	

	selectedDnn
	Dnn
	C
	0..1
	This IE shall be present, if another DNN other than the UE requested DNN is selected for this PDU session.
When present, it shall contain the selected DNN. The DNN shall be the full DNN (i.e. with both the Network Identifier and Operator Identifier) for a HR PDU session, and it should be the full DNN in LBO and non-roaming scenarios. If the Operator Identifier is absent, the serving core network operator shall be assumed.
	

	sNssai
	Snssai
	M
	1
	This IE shall contain the S-NSSAI for the serving PLMN. 
	

	hplmnSnssai
	Snssai
	C
	0..1
	This IE shall be present for a HR PDU session.
When present, it shall contain the S-NSSAI for the HPLMN. 
	

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the PDU session type.
	

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 
	

	hSmfUri
	Uri
	C
	0..1
	This IE shall be present in HR roaming scenarios. When present, it shall contain the API URI of the Nsmf_PDUSession service of the H-SMF. The API URI shall be formatted as specified in clause 6.1.1.
	

	smfUri
	Uri
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF. When present, it shall contain the API URI of the Nsmf_PDUSession service of the SMF. The API URI shall be formatted as specified in clause 6.1.1.
	

	pduSessionRef
	Uri
	C
	0..1
	This IE shall be present for a HR PDU session or a PDU session with an I-SMF.
When present, this IE shall include the absolute URI of the PDU Session in H-SMF or SMF, including apiRoot (see clause 6.1.3.6.2)
	

	interPlmnApiRoot
	Uri
	C
	0..1
	This IE shall be present, if available.
When present, it shall contain the apiRoot of the PDU session context to be used in inter-PLMN signalling request targeting the PDU session context.
(NOTE 2)
	

	intraPlmnApiRoot
	Uri
	C
	0..1
	This IE shall be present, if available.
When present, it shall contain the apiRoot of the PDU session context to be used in intra-PLMN signalling request targeting the PDU session context.
(NOTE 2)
	

	pcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of:
-	the H-PCF selected by the AMF (for UE Policy), for a HR PDU session; or
-	the V-PCF selected by the AMF (for Access and Mobility Policy), for a PDU session in LBO roaming scenarios; or
-	the PCF selected by the AMF (for Access and Mobility Policy and/or UE Policy), for a PDU session in non-roaming scenarios.
	

	pcfGroupId
	NfGroupId
	O
	0..1
	This IE may be present in non-roaming and HR roaming scenarios.
When present, this IE shall contain the identity of the (home) PCF group serving the UE for Access and Mobility Policy and/or UE Policy.  
	

	pcfSetId
	NfSetId
	O
	0..1
	This IE may be present if the pcfId IE is present.
When present, it shall contain the NF Set ID of the PCF indicated by the pcfId IE. 
	

	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall be set to:
-	"VERIFIED", if the requested DNN provided by UE or the selected DNN provided by the network corresponds to an explicitly subscribed DNN; or
-	"UE_DNN_NOT_VERIFIED", if the requested DNN provided by UE corresponds to the usage of a wildcard subscription; or
-	"NW_DNN_NOT_VERIFIED", if the selected DNN provided by network corresponds to the usage of a wildcard subscription.
If both the requested DNN (i.e. dnn IE) and selected DNN (i.e. selected Dnn IE) are present, the selMode shall be related to the selected DNN.

	

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM group serving the UE.
	

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.
	

	hNwPubKeyId
	integer
	O
	0..1
	When present, it shall indicate the Home Network Public Key Identifier of the UE. (NOTE 1)
	

	sessionAmbr
	Ambr
	M
	1
	This IE shall contain the Session AMBR granted to the PDU session.
	

	qosFlowsList
	array(QosFlowSetupItem)
	M
	1..N
	This IE shall contain the set of QoS flow(s) established for the PDU session. It shall contain at least the Qos flow associated to the default Qos rule.
The qosRules attribute of each QosFlowSetupItem shall be set to an empty string.
	

	hSmfInstanceId
	NfInstanceId
	C
	0..1
	This IE shall be present for a HR PDU session.
When present, it shall contain the identifier of the home SMF.
	

	smfInstanceId
	NfInstanceId
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF.
When present, it shall contain the identifier of the SMF.
	

	pduSessionSmfSetId
	NfSetId
	C
	0..1
	This IE shall be present, if available.

When present, this IE shall contain the NF Set ID of the home SMF as identified by hSmfInstanceId, or the SMF as identified by the smfInstanceId.

	

	pduSessionSmfServiceSetId
	NfServiceSetId
	C
	0..1
	This IE shall be present, if available.

When present, this IE shall contain the NF Service Set ID of the PDUSession service instance (for this PDU session) in the home SMF or the SMF.

	

	pduSessionSmfBinding
	SbiBindingLevel
	C
	0..1
	This IE shall be present, if available.

When present, this IE shall contain the SBI binding level of the PDU session resource in the home SMF or the SMF.
	

	enablePauseCharging
	boolean
	C
	0..1
	This IE shall be present for a HR PDU session, if available.
When present, it shall indicate whether the use of Pause of Charging is enabled for the PDU session (see clause 4.4.4 of 3GPP TS 23.502 [3]).
When present, it shall be set as follows:
- true: enable Pause of Charging;
- false (default): disable Pause of Charging. 
	

	ueIpv4Address
	Ipv4Addr
	C
	0..1
	This IE shall be present if a UE IPv4 address to the PDU session. 
	

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	This IE shall be present if a UE IPv6 prefix to the PDU session.
	

	epsPdnCnxInfo
	EpsPdnCnxInfo
	C
	0..1
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.
	

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.
	

	maxIntegrityProtectedDataRate
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if the upSecurity IE is present and indicates that integrity protection is preferred or required.
When present, it shall indicate the maximum integrity protected data rate for uplink.
If the maxIntegrityProtectedDataRateDl IE is absent, this IE applies to both uplink and downlink.
	

	maxIntegrityProtectedDataRateDl
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE may be present if the upSecurity IE is present and indicates that integrity protection is preferred or required.
When present, it shall indicate the maximum integrity protected data rate for downlink. 
	

	alwaysOnGranted
	boolean
	C
	0..1
	This IE shall be present if available. When present, it shall indicate whether this is an always On PDU session and it shall be set as follows:
- true: always-on PDU session granted.
- false (default): always-on PDU session not granted.
	

	upSecurity
	UpSecurity
	O
	0..1
	When present, this IE shall indicate the security policy for integrity protection and encryption for the user plane of the PDU session.
	

	hSmfServiceInstanceId
	string
	O
	0..1
	This IE may be present for a HR PDU session.
When present, this IE shall contain the serviceInstanceId of the H-SMF service instance serving the PDU session.
This IE may be used by the V-SMF to identify PDU sessions affected by a failure or restart of the H-SMF service (see clause 6.2 of 3GPP TS 23.527 [24]).
	

	smfServiceInstanceId
	string
	O
	0..1
	This IE may be present for a PDU session with an I-SMF.
When present, this IE shall contain the serviceInstanceId of the SMF service instance serving the PDU session.
This IE may be used by the I-SMF to identify PDU sessions affected by a failure or restart of the SMF service (see clause 6.2 of 3GPP TS 23.527 [24]).
	

	recoveryTime
	DateTime
	O
	0..1
	This IE may be present if available.
When present, this IE shall indicate the timestamp when the H-SMF or SMF service instance serving the PDU session was (re)started (see clause 6.3 of 3GPP TS 23.527 [24]).
	

	forwardingInd
	boolean
	C
	0..1
	This IE shall be present, when downlink data packets are buffered at I-UPF. The SMF or I-SMF shall use this IE to inform the NF service consumer that a forwarding tunnel is needed for receiving the buffered downlink data packets, as specified in clause 4.23.4 of 3GPP TS 23.502 [3].
When present, this IE shall be set as follows:
- true: a forwarding tunnel is needed for sending buffered downlink data packets;
- false (default): forwarding tunnel is not needed
	

	psaTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present if available.
When present, this IE shall contain the N9 tunnel information of PDU Session Anchor UPF controlled by SMF or H-SMF.
	

	chargingId
	string
	C
	0..1
	This IE shall be present for a HR PDU session, in scenarios with a V-SMF insertion/change/removal.
When present, it shall contain the Charging ID of the PDU session (see 3GPP TS 32.255 [25]).

The string shall encode the Charging ID (32-bit unsigned integer value, with maximum value "4294967295") in decimal representation.

Pattern: '^(0|([1-9]{1}[0-9]{0,9}))$'

(NOTE 4)
	

	chargingInfo
	ChargingInformation
	C
	0..1
	This IE shall be present for a HR PDU session, if available and if the NF Service Consumer requesting the SM Context pertains to the same PLMN (i.e. if the Retrieve SM Context Request does not contain the servingNetwork attribute set to a different PLMN ID).
When present, it shall contain the addresses of the V-CHF used for the PDU session.
	

	roamingChargingProfile
	RoamingChargingProfile
	C
	0..1
	This IE shall be present for a HR PDU session, if available and if the NF Service Consumer requesting the SM Context pertains to the same PLMN (i.e. if the Retrieve SM Context Request does not contain the servingNetwork attribute set to a different PLMN ID).
When present, it shall contain the Roaming Charging Profile selected by the HPLMN (see clauses 5.1.9.1, 5.2.1.7 and 5.2.2.12.2 of 3GPP TS 32.255 [25]). 
	

	nefExtBufSupportInd
	boolean
	C
	0..1
	This IE shall be present with value "true", if the anchor NEF has indicated support of Extended Buffering for mobile terminated data during SMF-NEF connection establishment.

When present, this IE shall be set as following:
- true:	Extended Buffering supported by NEF
- false (default): Extended Buffering not supported by NEF
	

	ipv6Index
	IpIndex
	C
	0..1
	This IE shall be present during I-SMF change scenarios, if IPv6 Index has previously been received by old I-SMF.
	

	dnAaaAddress
	IpAddress
	O
	0..1
	When present, this IE shall contain the address of DN-AAA server for UE IP Address allocation previously received by old I-SMF.
	

	redundantPduSessionInfo
	RedundantPduSessionInformation
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF, if this information has been received previously from the UE, the anchor SMF or the old I-SMF. 
	

	ranTunnelInfo
	QosFlowTunnel
	C
	0..1
	This IE shall be present if the ranUnchangedInd IE is set to "true" in the SM context retrieve request.

When present, this IE shall contain the N2 tunnel information of NG-RAN with associated QoS flows (see "DL QoS Flow per TNL Information" in clause 9.3.4.2 of 3GPP 38.413 [9]).
	

	addRanTunnelInfo
	array(QosFlowTunnel)
	C
	1..N
	This IE shall be present if the ranUnchangedInd IE is set to "true" in the SM context retrieve request.

When present, this IE shall contain the additional N2 tunnel information of NG-RAN together with associated QoS flows for split PDU session (see "Additional DL QoS Flow per TNL Information" in clause 9.3.4.2 of 3GPP 38.413 [9]).
	

	redRanTunnelInfo
	QosFlowTunnel
	C
	0..1
	This IE shall be present if the ranUnchangedInd IE is set to "true" in the SM context retrieve request.

When present, this IE shall contain the additional N2 tunnel information of NG-RAN together with associated QoS flows for Redundant QoS Flow(s) (see "Redundant DL QoS Flow per TNL Information" in clause 9.3.4.2 of 3GPP 38.413 [9]).
	

	addRedRanTunnelInfo
	array(QosFlowTunnel)
	C
	1..N
	This IE shall be present if the ranUnchangedInd IE is set to "true" in the SM context retrieve request.

When present, this IE shall contain the additional N2 tunnel information of NG-RAN together with associated QoS flows for Redundant QoS Flow(s) with split PDU session (see "Additional Redundant DL QoS Flow per TNL Information" in clause 9.3.4.2 of 3GPP 38.413 [9]).
	

	nspuSupportInd
	boolean
	C
	0..1
	This IE shall be present and set to "true" if the enablePauseCharging in the SmContext data type is set to "true" and if the (H-)SMF and PSA UPF support Notify Start Pause of Charging via user plane feature as specified in clause 5.30 of 3GPP TS 29.244 [29].

When present, it shall be set as follows:
-	true: Notify Start Pause of Charging via user plane feature is supported.

	

	smfBindingInfo
	string
	C
	0..1
	This IE shall be present, if available.

When present, this IE shall contain the Binding indications of the PDU session resource in the home SMF or the SMF and shall be set to the value of the 3gpp-Sbi-Binding header defined in clause 5.2.3.2.6 of 3GPP TS 29.500 [4], without the header name.
	

	satelliteBackhaulCat
	SatelliteBackhaulCategory
	O
	0..1
	When present, this IE shall indicate the satellite backhaul category information last signalled towards the anchor SMF, if any.  
	

	sscMode
	string
	C
	0..1
	This IE shall be present, if available.

When present, this IE shall indicate the SSC mode applicable to the PDU session.
When present, it shall be encoded as one character in hexadecimal representation, taking a value of "0" to "7", representing the 3 bits of the SSC mode value of the SSC mode IE specified in clause 9.11.4.16 of 3GPP TS 24.501 [7].

Pattern: "^[0-7]$"

Example: SSC mode 3 shall be encoded as "3".
	

	dlsetSupportInd
	boolean
	C
	0..1
	This IE shall be present and set to "true" if the (H-)SMF supports the "DLSET" feature as specified in clause 6.1.8.

When present, it shall be set as follows:
-	true: the (H-)SMF supports the "DLSET" feature.
-	false: the (H-)SMF does not support the "DLSET" feature

	

	n9fscSupportInd
	boolean
	C
	0..1
	This IE shall be present and set to "true" if the SMF supports the "N9FSC" feature as specified in clause 6.1.8.

When present, it shall be set as follows:
-	true: "N9FSC" feature is supported.

	

	disasterRoamingInd
	boolean
	O
	0..1
	When present, this IE shall be set as follows:

- true: the UE is registered for Disaster Roaming service
- false (default): the UE is not registered for Disaster Roaming service
	

	anchorSmfOauth2Required
	boolean
	O
	0..1
	This IE may be present when the NF consumer (i.e. new I-SMF or new V-SMF) and the NF producer (i.e. the old I-SMF, V-SMF or SMF) belong to the same PLMN.

When present, this IE shall indicate whether the H-SMF or SMF for a PDU session with an I-SMF requires Oauth2-based authorization for accessing its Nsmf_PDUSession service.

- true: OAuth2 based authorization is required.
- false: OAuth2 based authorization is not required.

The absence of this IE means that no indication is available about the usage of Oauth2 for authorization of the anchor SMF's Nsmf_PDUSession service.
(NOTE 3)
	

	fullDnaiList 
	array(Dnai)
	O
	1..N
	This IE may be present to contain the full list of DNAIs of interest for PDU session, including DNAIs that may not be supported by the (source) I-SMF and excluding the ones supported by the Anchor SMF. 
	DTSSA-Ext1

	hrsboAuthResult
	boolean
	C
	0..1
	This IE shall be present for a HR PDU session, if HR-SBO was authorized by the H-SMF, during a V-SMF change within the same PLMN (i.e. if the Retrieve SM Context Request does not contain the servingNetwork attribute set to a different PLMN ID). 

When present, it shall Indicate whether HR-SBO request is authorized
- true: authorized.
- false: Not authorized.

	HR-SBO

	hDnsAddr
	IpAddress
	C
	0..1
	This IE shall be present for a HR PDU session, if available and if HR-SBO was authorized by the H-SMF, during a V-SMF change within the same PLMN (i.e. if the Retrieve SM Context Request does not contain the servingNetwork attribute set to a different PLMN ID). 

When present, this IE shall contain the DNS server address of HPLMN.

	HR-SBO

	vplmnOffloadingInfo
	VplmnOffloadingInfo
	C
	0..1
	This IE shall be present for a HR PDU session, if available and if HR-SBO was authorized by the H-SMF, during a V-SMF change within the same PLMN (i.e. if the Retrieve SM Context Request does not contain the servingNetwork attribute set to a different PLMN ID).

When present, it shall contain the V-PLMN Offloading Info that was received from the H-SMF for the VPLMN.

	HR-SBO

	NOTE 1:	If present, this attribute shall be used together with routingIndicator. This attribute is only used by the HPLMN in roaming scenarios.
NOTE 2:	See NOTE 7 of Table 6.1.6.2.10-1.
NOTE 3:	If the anchorSmfOauth2Required IE was received in SmContextCreateData from the AMF, this IE shall be ignored by the new I-SMF or V-SMF.
NOTE 4:	Usage of Charging ID with Uint32 value for roaming scenarios may lead to Charging ID collision between SMFs.



Editor's Note: It is FFS whether the IP address of the V-EASDF last sent to the H-SMF should be added to the SM context transferred to the new V-SMF, e.g. to enable the new V-SMF to determine whether it should update the V-EASDF address known by the H-SMF. 

* * * Next Change * * * *
[bookmark: _Toc130834357]6.1.6.2.72	Type: HrsboReqInfo
Table 6.1.6.2.72-1: Definition of type HrsboReqInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	hrsboAuthReqInd
	boolean
	MC
	0..1
	This IE shall be present, for a HR PDU session, if the V-SMF requests HR SBO authorization: 
· in a Create Request; and  
· in an Update Request sent during a V-SMF insertion (i.e. H-PLMN to V-PLMN mobility) and during an Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

When present, Tthis IE shall be set to true to Indicate indicate whether that authorization of Session Breakout for HR Session using ULCL/BP in VPLMN is requested.:
- true: Requested.
- false: Not requested.

	vEasdfAddr
	IpAddress
	C
	0..1
	This IE shall be present during a request for HR-SBO authorization, if available, or if the V-EASDF IP address previously signaled to the H-SMF needs to be changed e.g. as a result of a V-SMF change. If 
When present, this IE shall contain the IP Address of the (new) V-EASDF.

(NOTE)

	NOTE:	The V-EASDF address is sent from H-SMF to UE in n1SmInfoToUe attribute.




* * * Next Change * * * *
6.1.6.2.73	Type: HrsboRspInfo
Table 6.1.6.2.73-1: Definition of type HrsboRspInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	hrsboAuthResult
	boolean
	MC
	0..1
	This IE shall be present, for a HR PDU session, if the H-SMF received a request for HR SBO authorization: 
· in a Create Response; and  
· in an Update Response sent during a V-SMF insertion (i.e. H-PLMN to V-PLMN mobility) and during an Inter-PLMN V-SMF change (i.e. mobility between different V-PLMNs).

When present, tThis IE shall Indicate whether HR-SBO request is authorized as follows:
- true: authorized.
- false: Not authorized.

	hDnsAddr
	IpAddress
	C
	0..1
	This IE shall be present if available. 
If When present, this IE shall contain the DNS server address of HPLMN.



* * * Next Change * * * *
[bookmark: _Toc25074011][bookmark: _Toc34063203][bookmark: _Toc43120188][bookmark: _Toc49768245][bookmark: _Toc56434421][bookmark: _Toc130834401]A.2	Nsmf_PDUSession API
openapi: 3.0.0

info:
  version: '1.3.0-alpha.3'
  title: 'Nsmf_PDUSession'
  description: |
    SMF PDU Session Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

[…]

    HsmfUpdateData:
      description: Data within Update Request towards H-SMF, or from I-SMF to SMF
      type: object
      properties:
        requestIndication:
          $ref: '#/components/schemas/RequestIndication'
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        vcnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        icnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        additionalCnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        servingNetwork:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        ratType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
        ueLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        ueTimeZone:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'
        addUeLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        pauseCharging:
          type: boolean
        pti:
          $ref: '#/components/schemas/ProcedureTransactionId'
        n1SmInfoFromUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        unknownN1SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        qosFlowsRelNotifyList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowItem'
          minItems: 1
        qosFlowsVsmfRejectedList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Qfi'
          minItems: 1
        qosFlowsNotifyList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowNotifyItem'
          minItems: 1
        NotifyList:
          type: array
          items:
            $ref: '#/components/schemas/PduSessionNotifyItem'
          minItems: 1
# The attribute name does not follow the naming conventions specified in 3GPP TS 29.501. The attribute name is kept though as defined in the current specification for backward compatibility reason.
        epsBearerId:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 0
        hoPreparationIndication:
          type: boolean
        revokeEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        cause:
          $ref: '#/components/schemas/Cause'
        ngApCause:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NgApCause'
        5gMmCauseValue:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5GMmCause'
        alwaysOnRequested:
          type: boolean
          default: false
        epsInterworkingInd:
          $ref: '#/components/schemas/EpsInterworkingIndication'
        secondaryRatUsageReport:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SecondaryRatUsageReport'
          minItems: 1
        secondaryRatUsageInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SecondaryRatUsageInfo'
          minItems: 1
        anTypeCanBeChanged:
          type: boolean
          default: false
        maReleaseInd:
          $ref: '#/components/schemas/MaReleaseIndication'
        maNwUpgradeInd:
          type: boolean
          default: false
        maRequestInd:
          type: boolean
          default: false
        unavailableAccessInd:
          $ref: '#/components/schemas/UnavailableAccessIndication'
        psaInfo:
          type: array
          items:
            $ref: '#/components/schemas/PsaInformation'
          minItems: 1
        ulclBpInfo:
          $ref: '#/components/schemas/UlclBpInformation'
        n4Info:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt1:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt2:
          $ref: '#/components/schemas/N4Information'
        presenceInLadn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PresenceState'
        vsmfPduSessionUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        vsmfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        vSmfServiceInstanceId:
          type: string
        ismfPduSessionUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        ismfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        iSmfServiceInstanceId:
          type: string
        dlServingPlmnRateCtl:
          type: integer
          minimum: 10
          nullable: true
        dnaiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
          minItems: 1
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        roamingChargingProfile:
          $ref: 'TS32291_Nchf_ConvergedCharging.yaml#/components/schemas/RoamingChargingProfile'
        moExpDataCounter:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MoExpDataCounter'
        vplmnQos:
          $ref: '#/components/schemas/VplmnQos'
        securityResult:
          $ref: '#/components/schemas/SecurityResult'
        upSecurityInfo:
          $ref: '#/components/schemas/UpSecurityInfo'
        amfNfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        secondaryRatUsageDataReportContainer:
          type: array
          items:
            $ref: '#/components/schemas/SecondaryRatUsageDataReportContainer'
          minItems: 1
        smPolicyNotifyInd:
          type: boolean
          enum:
           - true
        pcfUeCallbackInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PcfUeCallbackInfo'
        satelliteBackhaulCat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SatelliteBackhaulCategory'
        maxIntegrityProtectedDataRateUl:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        maxIntegrityProtectedDataRateDl:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        upCnxState:
          $ref: '#/components/schemas/UpCnxState'
        ecsAddrConfigInfos:
          type: array
          items:
            $ref: 'TS29503_Nudm_PP.yaml#/components/schemas/EcsAddrConfigInfo'
          minItems: 1
        hrsboReqInfo:
          $ref: '#/components/schemas/HrsboReqInfo'
      required:
        - requestIndication

    HsmfUpdatedData:
      description: Data within Update Response from H-SMF, or from SMF to I-SMF
      type: object
      properties:
        n1SmInfoToUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        n4Info:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt1:
          $ref: '#/components/schemas/N4Information'
        n4InfoExt2:
          $ref: '#/components/schemas/N4Information'
        dnaiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
          minItems: 1
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        roamingChargingProfile:
          $ref: 'TS32291_Nchf_ConvergedCharging.yaml#/components/schemas/RoamingChargingProfile'
        homeProvidedChargingId:
          type: string
          pattern: '^(0|([1-9]{1}[0-9]{0,9}))$'
        upSecurity:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UpSecurity'
        maxIntegrityProtectedDataRateUl:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        maxIntegrityProtectedDataRateDl:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        ipv6MultiHomingInd:
          type: boolean
          default: false
        qosFlowsSetupList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowSetupItem'
          minItems: 1
        sessionAmbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'
        epsPdnCnxInfo:
          $ref: '#/components/schemas/EpsPdnCnxInfo'
        epsBearerInfo:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerInfo'
          minItems: 1
        pti:
          $ref: '#/components/schemas/ProcedureTransactionId'
        interPlmnApiRoot:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        intraPlmnApiRoot:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        hrsboRspInfo:
          $ref: '#/components/schemas/HrsboRspInfo'


[…]


    SmContext:
      description: Complete SM Context
      type: object
      properties:
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        selectedDnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        hplmnSnssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        pduSessionType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionType'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        hSmfUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        smfUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        pduSessionRef:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        interPlmnApiRoot:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        intraPlmnApiRoot:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        pcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pcfGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        pcfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        selMode:
          $ref: '#/components/schemas/DnnSelectionMode'
        udmGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        routingIndicator:
          type: string
        hNwPubKeyId:
          type: integer
        sessionAmbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'
        qosFlowsList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowSetupItem'
          minItems: 1
        hSmfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        smfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pduSessionSmfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        pduSessionSmfServiceSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfServiceSetId'
        pduSessionSmfBinding:
          $ref: 'TS29518_Namf_Communication.yaml#/components/schemas/SbiBindingLevel'
        enablePauseCharging:
          type: boolean
          default: false
        ueIpv4Address:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        ueIpv6Prefix:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'
        epsPdnCnxInfo:
          $ref: '#/components/schemas/EpsPdnCnxInfo'
        epsBearerInfo:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerInfo'
          minItems: 1
        maxIntegrityProtectedDataRate:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        maxIntegrityProtectedDataRateDl:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        alwaysOnGranted:
          type: boolean
          default: false
        upSecurity:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UpSecurity'
        hSmfServiceInstanceId:
          type: string
        smfServiceInstanceId:
          type: string
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        forwardingInd:
          type: boolean
          default: false
        psaTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        chargingId:
          type: string
          pattern: '^(0|([1-9]{1}[0-9]{0,9}))$'
        chargingInfo:
          $ref: 'TS29512_Npcf_SMPolicyControl.yaml#/components/schemas/ChargingInformation'
        roamingChargingProfile:
          $ref: 'TS32291_Nchf_ConvergedCharging.yaml#/components/schemas/RoamingChargingProfile'
        nefExtBufSupportInd:
          type: boolean
          default: false
        ipv6Index:
          $ref: 'TS29519_Policy_Data.yaml#/components/schemas/IpIndex'
        dnAaaAddress:
          $ref: '#/components/schemas/IpAddress'
        redundantPduSessionInfo:
          $ref: '#/components/schemas/RedundantPduSessionInformation'
        ranTunnelInfo:
          $ref: '#/components/schemas/QosFlowTunnel'
        addRanTunnelInfo:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowTunnel'
          minItems: 1
        redRanTunnelInfo:
          $ref: '#/components/schemas/QosFlowTunnel'
        addRedRanTunnelInfo:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowTunnel'
          minItems: 1
        nspuSupportInd:
          type: boolean
        smfBindingInfo:
          type: string
        satelliteBackhaulCat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SatelliteBackhaulCategory'
        sscMode:
          type: string
          pattern: '^[0-7]$'
        dlsetSupportInd:
          type: boolean
        n9fscSupportInd:
          type: boolean
        disasterRoamingInd:
          type: boolean
          default: false
        anchorSmfOauth2Required:
          type: boolean
        fullDnaiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
          minItems: 1
        hrsboAuthReqInd:
          type: boolean

        hDnsAddr:
          $ref: '#/components/schemas/IpAddress'
        vplmnOffloadingInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/VplmnOffloadingInfo'
      required:
        - pduSessionId
        - dnn
        - sNssai
        - pduSessionType
        - sessionAmbr
        - qosFlowsList

[…]

    HrsboReqInfo:
      description: HR-SBO Information in request message
      type: object
      properties:
        hrsboAuthReqInd:
          type: boolean
          enum:
           - true
        vEasdfAddr:
          $ref: '#/components/schemas/IpAddress'
      required:
        - hrsboAuthReqInd

    HrsboRspInfo:
      description: HR-SBO Information in response message
      type: object
      properties:
        hrsboAuthResult:
          type: boolean
        hDnsAddr:
          $ref: '#/components/schemas/IpAddress'
      required:
        - hrsboAuthResult

[…]

* * * End of Changes * * * *


